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Background:

The TGw draft currently specifies that the Protected bit of the Frame Control field shall be asserted for BIP frames.  It has been decided that in order to support mixed BSS’s of Robust and non-Robust broadcast management frames, the Protected bit should not be asserted.  The following is added to clarify this position.

Detailed Editorial Instructions:

Change text of 7.1.3.1.9 as follows:
The Protected Frame field is 1 bit in length.  The Protected Frame field is set to 1 if the Frame Body field contains information that has been processed by a cryptographic encapsulation algorithm.  The Protected Frame field shall be set to 1 only within data frames and within management frames of subtype Authentication and within unicast Robust management frames.
The Protected Frame field shall be set to 0 in all other frames.  When the Protected Frame field is set to 1 in a data frame or in a Robust unicast management frame, the Frame Body field is protected utilizing the cryptographic encapsulation algorithm and expanded as defined in Clause 8.  Only WEP is allowed as the cryptographic encapsulation algorithm for management frames of subtype Authentication.

Change text of 8.3.4.3 as follows:

Delete the following sentence:

The Protected Frame field (bit 14) set to 1.
Change Figure 104b:

Remove the string “bit 14 = 1” from the diagram.
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Abstract


This submission contains instructions to the TGw technical editor in order to clarify the use of the Protected bit for robust management frames.
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