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1 Comments 30, 31, 34, and 179
1.1 Comment 30
“HWMP route request should allow for multiple metrics”

1.2 Comment 31
“HWMP route reply should allow for multiple metrics”

1.3 Comment 34
“allow use of multiple routing metrics”

1.4 Comment 179

“Details about processing of route request with multiple destinations (optional part) is missing”
2 Motivation

A WLAN mesh network can only have one active path selection protocol, but multiple active path selection metrics are possible. The extensible routing framework should allow for path selection protocols with multiple metrics.

3 Proposed Resolution

· allow multiple active path selection metrics for WLAN mesh network

· extensions to

· WLAN Mesh Capability element

· Active Profile Announcement element

· no changes to HWMP or RA-OLSR

· proposed changes to normative text below 

· based on draft D0.02
· marked with change tracking on
4 Motion

Move to accept the proposed changes to the normative text as given below as resolution to CIDs 30, 31, 34, and 179.
Moved by:

Second:

Result:
7.3.2.35 WLAN Mesh Capability element

The “WLAN Mesh Capability” element is used to advertise WLAN Mesh services. It is contained in beacons transmitted by MPs, and is also contained in probe request/response messages and (re)association request/response messages.
	Octets: 1
	1
	1
	4
	1
	4
	
	4

	ID
	Length
	Version
	Active Protocol ID
	Active Metric ID Count
	Active Metric ID #1
	…
	Active Metric ID #N


	2
	1
	1
	4
	2
	4

	Peer Capacity
	Power Save capability
	Synch-ronization Capability
	Multi-channel capability
	MDA Capability
	Channel Precedence 


Figure s13: WLAN Mesh Capability Element

The fields contained in the element are as shown in Table s1.

Table s1: WLAN Mesh Capability Element Fields

	Field
	Value/description

	ID
	T.B.D

	Length
	Variable

	Version
	1

	Active Protocol ID
	Path selection protocol in use

	Active Metric ID Count
	Number of path selection metrics in use

	Active Metric ID #1 … #N
	Path selection metrics in use

	Peer capacity
	Peer capacity value

	Power Save capability
	Support for power save operation and current power save status

	Synchronization Capability
	Support for synchronization services and current synchronization status

	Multi-channel Capability
	CCF parameters and support for channel switching

	MDA Capability
	Support for MDA services and current status

	Channel precedence
	Channel precedence value


MPs may support one or more path selection protocols and path metrics. However, only one path selection protocol but one or more path metrics may be active in a particular WLAN mesh network at any point in time.

The WLAN Mesh Capability Element indicates an active path selection protocol and the active path metrics.
7.3.2.37 Path selection metric identifier element
The path selection metric identifier is contained in the Active Metric ID fields. This information identifies a path metric which is currently used by the active path selection protocol in the WLAN mesh network. Path selection metric identifier has format shown in Figure s19.
	Octets:  3
	1

	OUI
	Path selection metric identifier


Figure s19: Path selection metric identifier format

The path selection metric identifier specifies a metric that is used when selecting routes in this network, as defined in Table s3.

Table s3: Path selection metric identifier Values
	OUI
	Value
	Meaning

	00-0F-AC
	0
	Airtime path metric (default path metric)

	00-0F-AC
	1-254
	Reserved for future use

	00-0F-AC
	255
	Null metric

	Vendor OUI
	Other
	Vender specific


Null metric is used in conjunction with Null protocol setting.

7.3.2.38 Active Profile Announcement element

The “Active Profile Announcement” element is used to notify the profile tuple of the active path selection protocol and the active path metrics to a peer MP. It is contained in association request message transmitted by the association requesting MP. The profile tuple is selected by the association requesting MPs local mechanism.

	Octets: 1
	1
	1
	4
	1
	4
	
	4

	ID
	Length
	Version
	Active Protocol ID
	Active Metric ID Count
	Active  Metric ID #1
	…
	Active Metric ID #N


Figure s20: Active Profile Announcement Element
The fields contained in the element are as shown in Table s4.

Table s4: Active Profile Announcement Element Values
	Field
	Value/description

	ID
	T.B.D

	Length
	Variable

	Version
	1

	Active Protocol ID
	Path Selection Protocol in use

	Active Metric ID Count
	Number of path selection metrics in use

	Active Metric ID #1 … #N
	Path Selection Metrics in use


11A.3.1.1 Profiles for Extensibility of Path Selection Protocol and Metric
A device must support at least one profile. A profile consists of:

1. A Mesh ID

2. A path selection protocol identifier

3. One or multiple path selection metric identifiers
The path selection protocol and path selection metrics in use may be different for different profiles.
11A.3.1.2 Neighbor Discovery
The purpose of this procedure is to discover neighbor MP devices and their properties. 

A configured MP, by definition, has at least one active Mesh profile.

A MP that is not a member of any WLAN Mesh performs passive or active scanning to discover neighboring MPs. In case of passive scanning, a device shall be considered a neighbor MP if and only if all of the following conditions are met (a similar mechanism with probe response can be used for active scanning):

1. A beacon is received from that device

2. The received beacon contains a Mesh ID that matches the Mesh ID of at least one of the profiles on the MP
3. The received beacon contains a WLAN Mesh capability element (see clause 7.3.2.35) which contains

a. A supported version number

b. An MP active indication

c. A path selection protocol identifier and metric identifiers matching the selected profile

A neighbor MP shall also be considered a candidate peer if and only if, in addition:

4. The beacon contains an WLAN Mesh capability element (see clause 7.3.2.35) which contains a nonzero peer link available value

The MP attempts to discover all neighbor and candidate peer devices, and maintains the neighbor MP information (see clause 11A.3.5) indicating the MAC address of each device, the most recently observed link state parameters, the received channel number and with state equal to neighbor or candidate peer as determined by the rules in this section. 

When mesh point devices are discovered, advertising a Mesh ID for which the device has a profile, the path selection protocol and metrics should be checked for a match with the profile.  If there is no match, the newly discovered device should be ignored.

If an MP is unable to detect any neighbor MPs, it may adopt a Mesh ID from one of its profiles, and proceed to the active state.  This may occur, for example, when the MP is the first device to power on (or multiple MPs power on simultaneously). Any peer MP links will be established later as part of the continuous mesh formation procedures.

11A.3.2.2 Peer Link Maintenance Procedures
A mesh point shall continue to look for received beacons on any of the unified channel graphs it is operating on. On receipt of a beacon from an unknown neighbor MP, but containing a matching Mesh Profile, an MP shall attempt to create a peer link to the neighbor MP.

Active MPs shall include a WLAN Mesh Capability element in all transmitted beacon and probe response frames. The WLAN Mesh Capability element is defined in Clause 7.3.2.35.

When included in a beacon or probe response frame transmitted by an MP, the WLAN Mesh Capability element shall indicate active MP status such as Active Protocol ID and Active Metric IDs.

The WLAN Mesh Capability element includes a peer capacity field, which shall be set to a value indicating the number of additional peer associations that can be supported.

As far as the peer link maintenance procedures are concerned, a peer MP link is considered directional in that one end is designated subordinate and the other superordinate. These labels are illustrative and represent no hierarchical relationship. The superordinate end of the link corresponds to the MP that transmitted an association response that accepted an association request from the other MP.

An MP attempting to create a peer link with another MP shall transmit an association request frame to it, including an MP peer request element, defined in clause 7.3.2.46. This distinguishes a peer MP association request from a STA association request in a BSS. For each attempt, a new randomly selected number shall be selected and transmitted in the directionality field. Once the association request has been successfully transmitted, the neighbor state shall be set to association pending and the directionality field noted.

On receipt of an association request containing an MP peer associate request element, an MP shall check the state of the requesting MP in its own neighbor table. If the state is set to association pending, it shall compare the directionality value contained in the MP peer associate request element with that contained in its own table entry. If the received value is less than or equal to the transmitted value stored in the table, the MP shall reject the association request by transmitting an association response containing an MP peer response element with status set to deny. Otherwise, it may accept or reject the association request at its option by transmitting an association response containing an MP peer response element with appropriate status.
If an association response containing an MP peer response element, defined in clause 7.3.2.47, with status set to deny is received from the candidate peer whose neighbor state is association pending, the state shall be changed to candidate peer.

11A.4.1.1 Extensible Path Selection Framework
This specification includes an extensible framework to enable flexible implementation of path selection protocols and metrics within the mesh framework.  The specification includes a default mandatory protocol and metric for all implementations, to ensure baseline interoperability between devices from different vendors.  However, the specification also allows any vendor to implement any protocol and/or metrics in the mesh framework to meet special application needs.  A mesh point may include multiple protocol implementations (e.g., including the default protocol, optional protocols, future standard protocols, etc), but only one protocol will be active on a particular link at a time.  Different WLAN Meshes may have different active path selection protocols, but a particular mesh will have one active protocol at a time.

As described in Clause 11A.3.1.1 and 11A.3.1.2, a mesh point uses the WLAN Mesh Capability Information Element to discovery which protocol and metrics an established WLAN Mesh is using, allowing the mesh point to identify if and how it should participate in the mesh.  Note that this specification does not force an existing WLAN Mesh that is using a protocol other than the default protocol to switch to the “least common denominator” protocol when a new mesh point requests association.  While it is possible, in principle, to implement such behavior, an algorithm to coordinate such reconfiguration is beyond the scope of this specification.
11A.4.2.1 Airtime Link Metric Function Computation Procedures
In order to compute the unicast forwarding table from the cached link state information generated by each node, the MP must first calculate the link cost for each pairwise link in the Mesh.  This section defines a default link metric that may be used by a path selection protocol to identify an efficient radio-aware path.  Note that the extensibility framework allows this metric to be overridden by any routing metrics as specified in the active profile.
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Abstract


This document provides text for a proposed resolution of comments 30, 31, 34, and 179 of the internal review of IEEE 802.11s draft D0.01. The comments are on the topic of using multiple metrics in a WLAN mesh network.
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