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Introduction:

Motion to Adopt

A motion to adopt the changes defined in this submission means that the editing instructions and any changed or added material are actioned in the current TGn Draft.  This introduction, is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGn Draft (i.e. they are instructions to the 802.11 editor on how to merge the TGn amendment with the baseline documents).

TGn Editor:  Editing instructions preceded by “TGn Editor” are instructions to the TGn editor to modify existing material in the TGn draft.   As a result of adopting the changes, the TGn editor will execute the instructions rather than copy them to the TGn Draft.

Summission Note: Notes to the reader of this submission are not part of the motion to adopt.  These notes are there to clarify or set in context the response to the omission.
TEXT Proposal:
TGn Editor: Change section 9.13.5.2, which begins on page 95 line 61  in draft D1.03 as indicated by the following redline changes:
9.13.5.2 LongNAV

Under the rules of LongNAV operation, when a STA holds a TXOP, it may set a NAV value intended to protect multiple PPDUs using a single MAC layer protection exchange.
The duration of the NAV may be set either by:
— The STA accurately predicting the duration of the multiple PPDUs
 to be protected and then setting the NAV duration to the predicted value.  This method may provide maximum MAC effiency.

Or

— 
 The STA may estimate the required duration, allowing the duration time to include estimates for the multiple PPDUs to be sent and to account for: 

— An estimation of the time needed for retries of failed transmissions in the current exchange;

— variation in the total estimated time caused by the adaptation of transmit parameters by training feedback during the current exchange;

· the possible transmission of MSDUs that may arrive at the MAC Data SAP during the current exchange.
This method allows for flexibility in which frames may be transmitted during the TXOP and for flexibility in the rates at which these frames will be transmitted.

LongNAV protection selects a duration value, limited by the remaining duration in the current TXOP, and setting the NAV to this value using one of the MAC layer protection techniques. The Duration/ID field in frames within an A-MPDU shall contain the remaining duration of TXOP (referenced to the end of the PPDU carrying the frame). All frames sent in the TXOP by Initiator or Responder shall contain the remaining duration of TXOP in the Duration/ID field.

Figure n36 shows an example of the use of LongNAV with implicit Block Ack. In this example, an RTS/CTS exchange establishes NAV protection of the TXOP. Then there follows a sequence of transmissions of AMPDUs and BlockAck responses from the responder.
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Abstract


This document contains a text proposed change to the P802.11n-D1.03 Draft to address CID782.  The change rewords and restuctures the LongNAV section to clarify the intent of the section. 
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