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Wednesday January 4, 2006

11:00am

Attendees:

Clint Chaplin,

Michael Montemurro,

Bill Marshall,

Dorothy Stanley,

Jesse Walker,

Tony Brascich,

Stefano Faccin,

Frank Ciotti,

Jon Edney,

Kapil Sood,

Nancy Cam-Winget,

Mani Mahalingam,

Russ Housley,

Fred Haisch.

· Call to order

· Review of IEEE Intellectual Property Policy

· Remarks on current comments:

We can begin resolving comments until all the comments are in. There is a risk that duplicated comments do not get resolved.

We can use the group number assignment to handle duplicate comments.

Technical issues will be tracked on a separate page.

Technical requests will be tracked on a separate page.

· Discussion on vendor specific IE’s issue

TGw will not handle protection of association and authentication frames.

You could change the processing so that IE’s after the EAPKIE. Vendor specific frames after the EAPKIE could be protected.

We could define the EAPKIE to always be at the end of the frame.

The vendor specific IE’s are defined in dot11ma.

The MIC will be somewhere in the middle of what will be protected.

The Count IE should define: where the EAPKIE falls, and which number of protected frames will follow.

The Could IE could define how many IE’s are protected; the EAPKIE will fall at a specific slot.

We need a specific proposal to address this issue.

Kapil Sood has volunteered create a proposal.

· Discussion on the Key Lifetime

The PTKSA and PMK-R1 lifetime could be less then or equal to the MSK lifetime.

The Key Lifetime

· Discussion on using a different KDF

The KDF

· Discussion on Fast Transition with no security

Without security, the Fast Transition is fast enough.

IEEE 802.11e slows down Fast Transition as well.

Without security, the reservation mechanism could be used as the denial of service attacks.

People may want to leverage IEEE 802.11r with QoS. The mechanism speeds up 802.11i.

The 802.11r PAR states that TGr cannot reduce the overall level of security. Reservation without security introduces a new denial of service attack. Thereby reducing the overall security of the solution and contradicts with the PAR.

The only case that is not supported is QoS without RSN. If we are not going to support this mode, then we should be clear in the text.

We are going to have to come to a resolution on this early in the meeting.

Either we are going to reject the comments, or add text.

We need to at least to explicitly state which modes that TGr supports.

· Discussion on other issues

Changing “Fast Transition” to “Optimized Transition”. “Fast Transition” is fine the way it is.

Either “Optimized” or “Fast” is sufficiently defined.

We do not to create an acronym to describe a “transition-enabled” AP.

We don’t lose anything from changing “TAP” to “AP”.

There are a very small number of places where “transition-enabled AP”.

· Discussion on procedural statements in Clause 7

We need to make sure that there are no normative statements in Clause 7.

Frank Ciotti will help Bill Marshall on scrubbing Clause 7.

· Discussion on renaming “Count IE”

We should change it to “MIC IE Count IE”.

· Discussion on MIC for Message 2

If there is no key in place, the AP cannot MIC Message 2.

· Discussion on TGr adhoc for February 7-9 in Phoenix

Hotel is San Marcos resort, Chandler AZ. 480-812-0900. $145/night

Booked under “Intel Meeting”.

· Recess until Teleconference January 11.
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