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9.12 Frame exchange sequences

Change subclause 
9.12 as follows (insertions are shown with blue underline, and deletions in red strikeout for clarity):

The allowable frame exchange sequences are defined using an extension of the EBNF format as defined in ISO/IEC 14977: 1996(E). The elements of this syntax that are used here are:
—   [a] = a is optional

—  {a} = a is repeated zero or more times

—  n{a} = a is repeated n or more times – e.g.  

. For example, 3{a} requires 3 or more “a”.

—  a|b = a or b

—  () = grouping, so “a (b|c)” is equivalent to “a b | a c”

—  (* this

—  thisa *) = “a” is a comment *)

*). Comments are placed before the text they relate to.
—  <> = order of frames not relevant – e.g.
e.g.. For example, <a b> is either “a b” or “b a”

—  A rule is terminated by a semicolon “;”

—  Whitespace is not significant,  

—  but it

itis used to highlight the nesting of grouped terms.

Two types of terminals are defined:

—  Frames.

—  :   A frame is shown in Bold,  

—  and identified by its type/subtype – e.g.
—  e.g.. For example, Beacon, 

, and Data. Frames are shown in an initial capital letter.

—  Attributes.. 

—  : Attributes are shown in italic. An attribute is introduced by the “+” character. The attribute specifies a condition that applies to the frame that precedes it.   Where there are multiple attributes applied,  

—  they are generally ordered in the same order of the fields in the frame they refer to.  Attributes are shown in italic. 

Attributes are shown in italic.
Non-terminals of this syntax are shown in a normal font, a sequence of words joined by hyphens – e.g.
e.g.. For example, cf-frame-exchange-sequence.

The attributes are defined in Table 76.

Table 76— Attributes applicable to frame exchange sequence definition

	Attribute
	Description

	block-ack
	QoS Data frame has ack policy set to Block Ack

	broadcast
	Frame RA is the broadcast address

	CF
	Beacon contains a CFP element

	CF-Ack
	Data type CF-Ack subtype bit set or CF-End+CF-Ack frame

	CF-Poll
	Data type CF-Poll subtype bit set

	delayed
	BlockAck or BlockAckReq under a delayed policy

	delayed-no-ack
	BlockAck or BlockAckReq frame has No Ack ack policy

	DTIM
	Beacon is a DTIM

	frag
	Frame has its More Fragments field set to 1

	group
	Frame RA has i/g bit set to 1

	individual
	Frame RA has i/g bit set to 0

	last
	Frame has its More Fragments field set to 0

	no-ack
	QoS Data frame has ack policy set to No Ack

	normal-ack
	QoS Data frame has ack policy set to Normal Ack

	null
	Data type Null Data subtype bit set

	pifs
	Frame is transmitted using a PIFS

	QAP
	Frame is transmitted by a QAP

	QoS
	Data type QoS subtype bit set

	self
	Frame RA = TA


The allowable frame exchange sequence is defined by the rule frame-sequence. Except where modified by the pifs attribute, frames are separated by a SIFS.

(* This rule defines all the allowable frame exchange sequences *)

frame-sequence = 
([CTS+self] (Management+broadcast | Data + group)) |


([CTS+self | (RTS CTS) | PS-Poll] {frag-frame Ack} last-frame Ack) |


(PS-Poll Ack) |


([Beacon + DTIM ] {cf-sequence} [CF-End [+CF-Ack]]) |


hcf-sequence;

(* A frag-frame is a non-final part of a directed an individually addressed MSDU or MMPDU *)

frag-frame = 
(Data|Management)+individual+frag;

(* This is the last (or only) part of a a directed individually addressed MSDU or MMPDU *)

last-frame = 
(Data|Management)+individual+last;

(* A cf-sequence expresses all the sequences that may be generated within a contention free period.   The first frame in this sequence is sent by the AP. *)

cf-sequence =
(*Broadcast *)

Beacon Management+broadcast | Data+group [+QoS] | (*Broadcast*)

(* CF poll with data *)

(Data+individual+CF-Poll [+CF-Ack] (* CF Poll without data *)

(Data+individual+CF-Ack [Data+null+CF-Ack] | 



Data+null+CF-Ack)) 
|


(* CF poll without data *)

Data+individual+null+CF-Poll [+CF-Ack] (* CF poll with data *)


(Data+null |



(Data+individual (Data+null+CF-Ack | Ack))) |


(* individual management *)


(Management+individual Ack) | (* individual management *)

(* All the sequences initiated by an HC *)


hcf-sequence;
(* All the sequences initiated by an HC *)
(* An hcf-sequence represents all the sequences that may be generated under HCCA. The sequence may be initiated by an HC within a CFP, or it may be initiated by a QSTA using EDCA channel access. *)

hcf-sequence =
([CTS+self] 1{(Data+group [+QoS]) | Management+broadcast)+pifs}  

|


([CTS+self] 1{txop-sequence}) |


(* HC only –

, polled TXOP delivery *)


([RTS CTS] non-cf-ack-piggybacked-qos-poll-sequence) |


(* HC only –

, polled TXOP delivery *)


cf-ack-piggybacked-qos-poll-sequence |


(* HC only –

, self TXOP delivery or termination *)


Data+self+null+CF-Poll+QoS;



(* A poll-sequence is the start of a polled TXOP, in which the HC delivers a polled TXOP to a QSTA. The poll may or may not piggyback a CF-Ack according to whether the previous frame received by the HC was a Data frame. *)

poll-sequence =
non-cf-ack-piggybacked-qos-poll-sequence | 


cf-ack-piggybacked-qos-poll-sequence;

(* A cf-ack-piggybacked-qos-poll-sequence is the start of a polled TXOP that also delivers a CF-Ack.   There are two main variants, polls that deliver data, and therefore need acknowledgement, and polls that do not. *) 

cf-ack-piggybacked-qos-poll-sequence=


(qos-poll-requiring-no-ack+CF-Ack (




[CTS+self] polled-txop-content | 



polled-txop-termination)) |


(qos-poll-requiring-ack+CF-Ack (



Ack (




polled-txop-content | 




polled-txop-termination)) |


cf-ack-piggybacked-qos-data-sequence);

(* A non-cf-ack-piggybacked-qos-poll-sequence is the start of a polled TXOP that does not deliver a CF- Ack.   Except for this, it is identical to the CF-Ack version. *) 

non-cf-ack-piggybacked-qos-poll-sequence=


(qos-poll-requiring-no-ack (



[CTS+self] polled-txop-content | 



polled-txop-termination)) |


(qos-poll-requiring-ack (



Ack (




polled-txop-content | 




polled-txop-termination)) |


cf-ack-piggybacked-qos-data-sequence);

(* This sequence is the delivery of a single frame that is the TXOP poll frame, which does not require acknowledgement

 –

, either because the frame carries no data, or because the frame carries data that does not require immediate acknowledgement. *)

qos-poll-requiring-no-ack = 
Data+null+CF-Poll+QoS |


Data+individual+CF-Poll+QoS+(no-ack|block-ack); 

(* A qos-poll-requiring-ack is the delivery of a single frame that is a TXOP poll frame, but also carries data that requires immediate acknowledgement. *) 

qos-poll-requiring-ack = 
Data+individual+CF-Poll[+CF-Ack]+QoS+normal-ack;

(* Polled-txop-content is what may occur after the delivery of a polled TXOP. A QSTA transmits the first frame in this sequence *)

polled-txop-content = 1{txop-sequence} [polled-txop-termination];

(* A polled-txop-termination may be used by a QSTA to terminate the polled TXOP.   The data frame is addressed to the HC, which regains control of the medium and may re-use any unused polled TXOP duration. *)

polled-txop-termination = Data+individual+null+QoS+normal-ack Ack;

(* A TXOP (either polled or EDCA) may be filled with txop-sequences, which are initiated by the TXOP holder. *)

txop-sequence = 
(((RTS CTS) | CTS+self) Data+individual+QoS+(block-ack|no-ack)) |


[RTS CTS] (txop-part-requiring-ack txop-part-providing-ack) |


[RTS CTS] (Management|(Data+QAP))+individual Ack |


[RTS CTS] (BlockAckReq BlockAck);

(* These frames require acknowledgement *)

txop-part-requiring-ack = 
Data+individual[+null]+QoS+normal-ack |


BlockAckReq+delayed |


BlockAck+delayed;

(* These frames provide acknowledgement to the txop-part-requiring-ack *)

txop-part-providing-ack=
Ack |


(* An HC responds with a new polled TXOP on expiry of current TXOP *)


cf-ack-piggybacked-poll-sequence | 



(* An HC responds with CF-Ack and its own data on expiry of TXOP *)


cf-ack-piggybacked-data-sequence | 


Data+CF-Ack;

(* An HC has received a frame requiring Ack with a duration value indicating the end of the TXOP.   The HC continues the CAP by transmitting its own data. *)

cf-ack-piggybacked-qos-data-sequence =


(Data+individual+CF-Ack+QoS+(no-ack|block-ack) polled-txop-content) |


(Data+individual+CF-Ack+QoS+normal-ack (



Ack polled-txop-content |



Data+CF-Ack |



cf-ack-piggybacked-qos-poll-sequence));

Notes

A frame-maker file containing the same content is embedded here for the convenience of the 802.11 editor.
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P802.11n also received the following comments (classified by the commenter as technical) related to this part of subclause 9.12.  At the time of this submission it has not had time to resolve these comments.
	Unique Technical Comments

	Comment
	Proposed Change

	attributes not properly expressed
	attributes are supposed to appear after the frame type and start with a "+" - this line includes {frag ACK} and last ACK, which should be given as ACK+frag and ACK+last

	missing exchange - is CTS+PIFS - Mgmt+bcast not allowed?
	allow PIFS after CTS preceding BCAST frame

	this font produces a "1" and an "l" which are nearly identical - the "1" is slightly shorter in height than the "l" - is it possible, within the confines of the IEEE 802 standards style formatting rules to switch to some font which more clearly differentiates the two characters?
	change fonts to allow visual differentiation between "1" and "l"

	Notation "+(no-ack|block-ack)" undefined
	Change to "(+no-ack|+block-ack)"

	(BlockAck|BlockAck) !!
	Replace with just BlockAck, or perhaps "(BlockAck|BlockAckReq)"

	unmatch parentheses
	Suggest the matching right parenthesis belongs at end of line 19

	There is no reason why EBNF is not sufficient to define these frame sequences.delete any extensions.
	Change to "are defined using the EBNF format"

	entry "pifs" is unclear about whether the PIFS is prior to the frame or after the frame
	Clarify this. I believe it means prior to the frame with the +pifs attribute.

	non-terminal "poll-sequence" is unused
	Fix wherever it should have been referenced, or delete it.

	undefined non-terminal
	define cf-ack-piggybacked-poll-sequence

	undefined non-terminal
	define cf-ack-piggybacked-data-sequence

	notation. Use EBNF notation
	1*{initiator-sequence}

	what is i/g bit ?
	replace 'i/g' by Individual/Group

	Data Ack is allowed to set nav before a TXOP at the beginning of TXOP sequence. (802.11 rev ma5.2, page 303 table 70, line 13 and page 304 line 25 and 28)
	change rules to allow Data | ack protection for TXOP (RTS CTS | CTS+self) to (RTS CTS | CTS+self | Data Ack)

	The frame exchange sequence definitions are impossible to read.
	Use timing diagrams or some other appropriate mechanism to explain the allowable frame exchanges. 


Notice: This document has been prepared to assist IEEE 802.11. It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s).  The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.





Release: The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication.  The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.11.





Patent Policy and Procedures: The contributor is familiar with the IEEE 802 Patent Policy and Procedures <� HYPERLINK "http://%20ieee802.org/guides/bylaws/sb-bylaws.pdf" \t "_parent" �http:// ieee802.org/guides/bylaws/sb-bylaws.pdf�>, including the statement "IEEE standards may include the known use of patent(s), including patent applications, provided the IEEE receives assurance from the patent holder or applicant with respect to patents essential for compliance with both mandatory and optional portions of the standard."  Early disclosure to the Working Group of patent information that might be relevant to the standard is essential to reduce the possibility for delays in the development process and increase the likelihood that the draft publication will be approved for publication.  Please notify the Chair <� HYPERLINK "mailto:stuart.kerry@philips.com" \t "_parent" �stuart.kerry@philips.com�> as early as possible, in written or electronic form, if patented technology (or technology under patent application) might be incorporated into a draft standard being developed within the IEEE 802.11 Working Group. If you have questions, contact the IEEE Patent Committee Administrator at <� HYPERLINK "mailto:patcom@ieee.org" \t "_parent" �patcom@ieee.org�>.





Abstract


This document contains proposed changes to subclause 9.12 of IEEE 802.11 REVma D7.0 to in resolution of a sponsor ballot comment.
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