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Change 7.3.2.35 as follows

7.3.2.35 Wireless Network Management Capability Information element

The Wireless Network Management Capability Information element contains information about the wireless network management capabilities of a STA as shown in Figure v15.
	
	
	
	

	
	Element ID
	Length
	Wireless Network Management Capabilities

	Octets:
	1
	1
	2


Figure v15 —Wireless Network Management Capability Information element format
The Element ID field is equal to the Wireless Network Management Capability value in Table 26.

The value of the length field is variable and depends on the length of the Wireless Network Management Capabilities field. The minimum value of the length field is 2.

The Wireless Network Management Capabilities field is a bit field indicating the advertised management capabilities of the STA. The Wireless Network Management Capabilities field is shown in Figure v16.
	
	
	
	
	
	
	
	

	
	B0
	B1
	B2
	B3
	B4
	B25
	B15

	
	Event Log
	Diagnostics 
	Multicast Alert
	Presence
	Co-located Interference Reporting
	Reserved

	Bits:
	1
	1
	1
	1
	1
	121


Figure v16 —Wireless Network Management Capabilities
· The Event Log bit set to 1 indicates the STA supports Event Log as described in 11.5.2. The Event Log bit set to 0 indicates that the STA does not support this service.

· The Diagnostics bit set to 1 indicates the STA supports Diagnostics as described in 11.5.3. The Diagnostics bit set to 0 indicates that the STA does not support this service.

· The Multicast Alert bit set to 1 indicates the STA supports Multicast diagnostics as described in 11.15.1.1. The Multicast Alert bit set to 0 indicates that the STA does not support this service.
· The Presence bit set to 1 indicates that the STA supports Presence as described in clause 11.5.4. The Presence bit set to 0 indicates that the STA does not support this service.
· The Co-located Interference Reporting bit set to 1 indicates the STA supports Co-located Interference Reporting as described in 11.15.7. The Co-located Interference Reporting bit set to 0 indicates that the STA does not support this service.

· All other bits are reserved and shall be set to 0 on transmission and ignored on reception

The lack of a Wireless Network Management Capability element shall be interpreted as the STA having no advertised Wireless Network Management Capabilities.

Change 7.4.6 as follows

Modify Table v44 to be as follows:

Table v44—Wireless Network Management Action field values
	Action field value 
	Description

	0
	Event Log Request

	1
	Event Log Report

	2
	Diagnostic Request

	3
	Diagnostic Report

	4
	Presence Request

	5
	Presence Response

	6
	Presence Configuration Request

	7
	Presence Configuration Response

	8
	Roaming Management Query

	9
	Roaming Management Request

	10
	Roaming Management Response

	11
	Co-located Interference Request

	12
	Co-located Interference Response

	13-255
	Reserved


Insert the following after 7.4.6.11
7.4.6.12 Co-located Interference Request frame format
The Co-located Interference Request frame uses the Action frame body format and is transmitted by a STA to request Co-located Interference Responses. The format of the Co-located Interference Request frame body is shown in Figure vn.

	
	
	
	
	

	
	Category
	Action
	Dialog Token
	Request Info

	Octets:
	1
	1
	1
	1


Figure vn — Co-located Interference Diagnostic Request frame body format

The Category field is set to the value indicating the Wireless Network Management category, as specified in Table 24 in 7.3.1.11. 

The Action field is set to the value indicating Co-located Interference Request, as specified in Table v44 in 7.4.6.
The Dialog Token field is set to any nonzero value to identify the request/response transaction.

The Request Info field is shown in Figure vn+1
	
	
	

	
	Automatic Response Enabled
	Reserved

	Bits:
	1
	7


Figure vn+1 — Request Info field format

The Automatic Response Enabled field is set to 1 if the requesting STA wants to enable the receiving STA to send the Co-located Interference Response frames automatically when the STA realizes change in the co-located interference. Change event could occur when the co-located interference is realized, when the level of interference significantly changes or when interference is disappeared. The AP can disable automatic reporting by sending Co-located Interference Diagnostic Request with Automatic Response Enabled field set to 0.
7.4.6.13 Co-located Interference Response

The Co-located Interference Response frame uses the Action frame body format and is transmitted by a response to Co-located Interference Request. The format of the Co-located Interference Response frame body is shown in Figure vn+2.

	
	
	
	
	

	
	Category
	Action
	Dialog Token
	Response Info

	Octets:
	1
	1
	1
	9


Figure vn+2 — Co-located Interference Diagnostic Response frame body format

The Category field is set to the value indicating the Wireless Network Management category, as specified in Table 24 in 7.3.1.11.
The Action field is set to the value indicating Co-located Interference Response, as specified in Table v44 in 7.4.6.
The Dialog Token field is set to the nonzero value received in the Co-located Interference Request frame to identify the request/response transaction.

The Response Info field is shown in Figure vn+3
	
	
	
	
	
	

	
	Interference Level
	Interference Interval
	Interference Burst Length
	Interference Start Time
	Interference Signature

	Octets:
	1
	2
	2
	4
	1


Figure vn+3 — Response Info field format

The Interference Level field is a signed integer indicating the level of the expected self-interference in units of dBm. In case of periodic interference the Interference Level indicates the level of the detected interference during the intereference period. If no co-located interference is present the field is set to 0. The interference level is referenced to the connector of the currently in-use receiving antenna. 

The Interference Interval field indicates the interval between two successive periods of interference in microseconds. In case the interval between two successive periods of interference is variable the field shall be set to 65535. In case the interference is non-periodic the field shall be set to zeroes.
The Interference Burst Length field indicates the duration of each period of interference in microseconds. In case the duration of each period of interference is variable the field shall be set to 65535. In case the interference is non-periodic the field shall be set to zeroes.
The Interference Start Time field contains the least significant 4 bytes of the TSF timer at the start of the next interference burst. In case either the Interference Interval or the Interference Burst Length fields are set to 65535, this field shall indicate the average duty cycle. The average duty cycle value is defined as Integer ((232-1)[average interference burst length (microsecond)]/[average interference interval (microsecond)]). 
In case the interference is non-periodic the Interference Start Time field shall be set to zeroes.
The Interference Signature field indicates the type of the system causing the reported interference. The Interference Signature field is only present if the Receive Interference bit-field is set to 1. The interference types that may be reported are listed in Table vn.

Table vn—Interference Signature Values

	Value
	Interference Type

	0
	Bluetooth

	1
	GSM

	2
	WCDMA

	3
	Other

	4 – 255
	Reserved


Insert the following after 10.3.38
10.3.40 Co-located Interference request

This set of primitives supports the exchange of co-located interference information between peer SMEs.

10.3.40.0 MLME-CLINTERFERENCEREQUEST.request
10.3.40.0.1 Function

This primitive requests the transmission of co-located interference request action frame to a peer entity.
10.3.40.0.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-CLINTERFERENCEREQUEST.request
(
Peer MAC Address,
Dialog Token,
Request Info
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address, or the group MAC address
	The address of the peer MAC entity to which the co-loated interference request shall be sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the co-located interference transaction.

	Request Info
	Integer
	As defined in the frame format
	Specifies the requested information

	
	
	
	


10.3.40.0.3 When generated

This primitive is generated by the SME to request that a Co-located Interference Request frame be sent to a peer entity.
10.3.40.0.4 Effect of receipt
On receipt of this primitive, the MLME constructs a Co-located Interference Request frame. This frame is then scheduled for transmission.

10.3.40.1 MLME-CLINTERFERENCEREQUEST.confirm

10.3.40.1.1 Function

This primitive reports the result of a co-located interference request.
10.3.40.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-CLINTERFERENCEREQUEST.confirm
(
Dialog Token,
ResultCode
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the co-located interference transaction.

	ResultCode
	Enumeration
	SCCESS, INVALID PARAMETERS, or UNSPECIFIED FAILURE
	Reports the outcome of a request to send a Co-located Interference Request frame.

	
	
	
	


10.3.40.1.3 When Generated
This primitive is generated by the MLME when the request to transmit a Co-located Interference Request frame completes.

10.3.40.1.4 Effect of receipt

On receipt of this primitive, the SME evaluates the result code.
10.3.40.2 MLME-CLINTERFERENCEREQUEST.indication

10.3.40.2.1 Function

This primitive indicates that a Co-located Interference Request frame has been received requesting a Co-located Interference Response.
10.3.40.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-CLINTERFERENCEREQUEST.indication
(
Peer MAC Address,
Dialog Token,
Request Info
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address or the group MAC address
	The address of the peer MAC entity from which the Co-located Interference request is sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the co-located interference transaction.

	Request Info
	Integer
	As defined in the frame format
	Specifies the requested information

	
	
	
	


10.3.40.2.3 When generated

This primitive is generated by the MLME when a valid Co-located Interference Request frame is received.

10.3.40.2.4 Effect of receipt

On receipt of this primitive, the SME either rejects the request or commences the Co-located Interference reporting procedure as described in  11.15.6.
10.3.41 Co-located Interference Response
This set of primitives supports the exchange of co-located interference information between peer SMEs.
10.3.41.0 MLME-CLINTERFERENCERESPONSE.request
10.3.41.0.1 Function
This primitive requests the transmission of Co-located Interference Report to a peer entity, in response to a received Co-Located Interference Request frame.
10.3.41.0.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME- CLINTERFERENCERESPONSE.request
(
Peer MAC Address,
Dialog Token,
Response Info
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity to which the Co-located Interference Response shall be sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the co-located interference transaction.

	Response Info
	Integer
	As defined in the frame format
	Specifies the co-located interference characterictics. See 7.4.6.9.

	
	
	
	


10.3.41.0.3 When generated
This primitive is generated by the SME to request that a Co-located Interference Response frame be sent to a peer entity to convey co-located interference information.
10.3.41.0.4 Effect of receipt
On receipt of this primitive, the MLME constructs a Co-located Interference Response frame. This frame is then scheduled for transmission.
10.3.41.1 MLME-CLINTERFERENCERESPONSE.confirm

10.3.41.1.1 Function
This primitive reports the result of a request to send a Co-located Interference Response action frame.
10.3.41.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME- CLINTERFERENCERESPONSE.confirm
(
Dialog Token,
ResultCode
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the co-located interference transaction.

	ResultCode
	Enumeration
	SCCESS, INVALID PARAMETERS, or UNSPECIFIED FAILURE
	Reports the outcome of a request to send a Co-located Interference Response frame.

	
	
	
	


10.3.41.1.3 When generated

This primitive is generated by the MLME when the request to transmit a Co-located Interference Response frame completes.

10.3.41.1.4 Effect of receipt

On receipt of this primitive, the SME evaluates the result code.

10.3.41.2 MLME- CLINTERFERENCERESPONSE.indication

10.3.41.2.1 Function
This primitive indicates that a Co-located Interference Response frame has been received.
10.3.41.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME- CLINTERFERENCERESPONSE.indication
(
Peer MAC Address,
Dialog Token,
Response Info
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity to which the presence response shall be sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	Response Info
	Integer
	As defined in the frame format
	Specifies the co-located interference characterictics. See 7.4.6.9.

	
	
	
	


10.3.41.2.3 When generated
This primitive is generated by the MLME when a valid Co-located Interference Response frame is received.
Insert 11.15.7 as follows:

11.15.7 Co-located Interference Reporting

Co-located Interference reporting allows an AP to receive information concerning the co-located interference being experienced by an associated STA on the serving channel. Such interference may be due to an interaction between radios where a STA is co-located with another radio device. Co-located Interference information can be used by the AP to manage communication to that STA such that the effect of the interference is limited.

A non-AP STA that supports Co-located Interference reporting shall set the Co-located Interference Reporting capability bit in the Wireless Network Management Capabilities element to 1.

An AP may request a Co-located Interference Report from an associated non-AP STA by sending a Co-located Interference Request. The non-AP STA, if it accepts the request, shall return a Co-located Interference Report. Alternatively, an AP may request that automatic co-located interference reporting is enabled at associated non-AP STAs that have indicated interference diagnostics capability. To enable Co-located Interference reporting, the AP shall send a Co-located Interference Request frame with Automatic Response bit set to 1.

A non-AP STA accepting a request for automatic co-located interference reporting shall send a Co-located Interference Report to the requesting STA if it realizes that co-located radio or other co-located interferer is causing performace degradation to its WLAN receiver. The non-AP STA shall not send further Co-located Interference Reports until the interference caused by co-located interferer is significantly changing. This happens if the level of the co-located interference is significantly changing or the interference disappears. 
Co-located Interference reporting shall be terminated on receipt of a Co-located Interference Request frame with Automatic Response bit set to 0. 
A reporting STA may report any periodic interference that it is able to determine. The method used by a STA to determine the periodicity and level of interference is outside the scope of this standard.
Insert A.4.14 into Annex A as follows:

Annex A

A.4 PICS proforma–IEEE Std. 802.11, 1999 Edition
Insert new item RME5:

A.4.14 Wireless Network Management extensions

	
	
	
	
	

	Item
	Protocol Capability
	References
	Status
	Support

	RME5
	Co-located Interference Reporting
	11.5.7
	CFv:O
	Yes, No, N/A


References:
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