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7.3.2.49
Mesh Portal/Root Announcement Element

Add and modify the following row to Table s14: Mesh Portal/Root Advertisement Element Fields
	Mode Flags
	Bit 0: Announcement type (0 = Portal; 1 = Root)

Bit 1: HWMP Registration (0 = Disabled; 1 = Enabled)

If the flag is set, registration of MPs with the root portal occurs, otherwise it does not. 
Bit 2: HWMP Administration (0 = Disabled; 1 = Enabled)
If the flag is set, MPs upload the route reply message with the list of neighbor information.

Bit 3 – 7: Reserved


7.3.2.41.2
Route Reply Element

Add the following columns to Figure s24: Route Reply Element
	1
	6
	4
	
	6
	4

	Number of Neighbor Nodes
	Neighbor Node Address #1
	Neighbor Node Link Metric #1
	…
	Neighbor Node Address #N
	Neighbor Node Link Metric #N


Add the following rows to Table s7: Route Reply Element Fields
	Number of Neighbor Nodes
	The number of neighbor nodes of a MP

	Neighbor Node Address
	The MAC address of the neighbor nodes

	Neighbor Link Metric
	The airtime cost in section 11A.4.2.1.


Insert the following text after Section 7.3.2.41.4:
7.3.2.41.5
Route Set (RSET) Element

The Route Set (RSET) frame format uses the action frame body format and is sent by Root to notify the destination MP in order to choose the best-known path from the source MP to the destination MP. This frame is typically sent in a unicast manner. The intermediate MP re-unicasts this frame. The frame format is shown in Figure 1.
	Octets: 1
	1
	1
	1
	6
	4
	4

	ID
	Length
	Mode Flags
	RSET ID
	Root Address
	Root Sequence Number
	Lifetime


	1
	6
	
	6

	Number of Nodes
	Node Address #1 (Notifying Node)
	…
	Node Address #N (Route Source)


Figure 1: Route Set (RSET) Element
The fields contained in the element are as shown in Table 1.
Table 1: Route Set (RSET) Element Fields

	Field
	Value/Description

	ID
	T.B.D.

	Length
	Variable

	Mode Flags
	Bit 0 – 7: Reserved

	RSET ID
	A sequence number uniquely identifying the particular RSET when taken in conjunction with the Root’s MAC address

	Root Address
	The MAC address of Root that resolve the better route

	Root Sequence Number
	The current sequence number to be used in the route entry pointing towards Root

	Lifetime
	The remaining number of times the request may be forwarded

	Number of Nodes
	The number of nodes of the route that being set

	Node Address
	The MAC address of the nodes for which a route is desired (Node #1 is the notifying node address and Node #N is the source address)


7.3.2.41.6
Route Notification (RNTF) Element

The Route Notification (RNTF) frame format uses the action frame body format and is sent by a MP to notify the next hop MP in order to reserve a path between the source MP and destination MP. This frame is typically sent in a unicast manner. The intermediate MP re-unicasts this frame. The frame format is shown in Figure 2.
	Octets: 1
	1
	1
	1
	6
	4
	4

	ID
	Length
	Mode Flags
	RNTF ID
	Notifying Node Address
	Notifying Node Sequence Number
	Lifetime


	6
	4
	4
	1
	6
	
	6

	Root Address
	Root Sequence Number
	Cumulative Link Metric
	Number of Nodes
	Node Address #1 (Notifying Node)
	…
	Node Address #N (Route Source)


Figure 2: Route Notification (RNTF) Element
The fields contained in the element are as shown in Table 2
Table 2: Route Notification (RNTF) Element Fields

	Field
	Value/Description

	ID
	T.B.D.

	Length
	Variable

	Flags
	Bit 0 – 7: Reserved

	RNTF ID
	A sequence number uniquely identifying the particular RNTF when taken in conjunction with the notifying node’s MAC address

	Notifying Node Address
	The MAC address of the notifying node which originated the RNTF for which the route is supplied

	Notifying Node Sequence Number
	The current sequence number to be used in the route entry pointing towards the notifying node

	Lifetime
	The time in milliseconds for which nodes receiving the RNTF consider the route to be valid

	Root Address
	The MAC address of Root that resolve the better route

	Root Sequence Number
	The current sequence number to be used in the route entry pointing towards Root

	Cumulative Link Metric
	This field is the cumulative link metric from the destination MP to the source MP

	Number of Nodes
	The number of nodes of the route that being set

	Node Address
	The MAC address of the nodes for which a route is desired (Node #1 is the notifying node address and Node #N is the source address)


Add the following text after the line 45, page 68 as follows:
In HWMP, a tree topology is built when the root enabled the HWMP-Registration flag in the root announcement message. By using the same message, the root also can provide a centralized scheme by enabling the HWMP-Administration flag in order to provide high efficiency and manageability of the whole network topology. Based on the centralized scheme, wireless mesh network can provide a wide range of benefits, such as emergency services, load balancing, multi-channel operations, and etc. If the HWMP-Administration flag is set in the announcement message, MPs upload the route reply message with the list of neighbor information. Upon receiving the route reply messages from MPs, the root can build a whole network topology in addition to the tree topology and also able to provide the best-metric route for each source-destination pair. When a source MP wants to send a message, the root can notify a destination MP and the corresponding intermediate MPs about the route information by using a route set message to the destination MP. Then, the destination MP notifies the intermediate MPs along the route with a route notification message. With these two messages, the root can notify any MPs by using the centralized scheme in corresponding to link-metrics including traffic, QoS, channel and etc.

Add the following text after the line 27, page 82 as follows:
Whenever an MP chooses a new parent in the tree, it checks the HWMP-Administration flag in the root announcement message. If this flag is set, it sends a gratuitous RREP with a list of neighbor interface information to the root. Each intermediate MPs hearing the gratuitous RREP adds the MP address contained in the message to its forwarding table. These gratuitous RREP messages are needed by the Root in order to compute the whole network topology. As the MPs move to the "Forwarding" state only after completing topology administration with Root.
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Abstract


This proposal contains an overview of the centralized routing extension to the TBR routing protocol of 802.11s P802.11s/ D0.01 proposal.
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