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1 Introduction
1.1 Background

A basic assumption adopted in this proposal is that the AP maintains information about the SSPNs and services it supports. Such information may include SSPN identifiers and service types, as illustrated in Figure 1, as well as any other relevant information, and it will be generically referred as Network Discovery Information throughout this document. The fundamental issue behind the requirements in the network selection cluster is to define a scalable mechanism by which the AP can provide the Network Discovery Information to the STAs with minimal overhead. Figure 1 illustrates the scenario considered as well as the fundamental questions addressed by this proposal from AP and STA’s perspectives.


Figure 1: Key issues in network selection.

1.2 Motivation

The existing solutions for the network selection can be classified in three main groups:

Passive Discovery: In this case, the overall Network Discovery Information or part of it is transmitted in beacon frames. This approach may have scalability issues as it generates a fixed overhead that reduces the available channel time for data traffic.

Active Discovery: In this case, the STA has to directly request information from the AP by sending a probe request frame. The AP replies with a probe response frame that carries the requested information. This is considered an efficient solution if the STA wants to check the support of a particular SSPN or service type. However, in case the STA can use various SSPNs and each SSPN supports different services, it is reasonable to assume that the STA would want to discovery all options available (SSPNS and services) before performing the selection. In this case, to send a probe request to check support for every SSPN would increase the overhead and also consume more power.

Combined Passive/Active Discovery: In other solutions, the AP transmits a partial list of supported SSPNs and service types in every beacon frame and the STA may probe the AP in case it does not find the desired SSPN in the beacon or it wants to discovery all possible SSPNs and services supported. In this case, although the fixed overhead added to beacon frames is reduced, the proposed partial list of SSPNs can still represent an unacceptable overhead under certain channel loads. Furthermore, this solution enforces the STA to use probe requests if it wants to retrieve all Network Discovery Information available at the AP.

As can be noted, existing solutions may have scalability issues and enforce STAs to use active probe if it wants to discover all SSPNs and services available, which may not be the optimal approach for all scenarios. Therefore, the main objectives of this proposal are as follows:

· Provide a solution that is applicable to different scenarios, such as when STAs is trying to discover a specific SSPN or service type; as well as when the STA wants to discover all options available (SSPNs and inter-working services);

· Support all different discovery methods available, i.e., passive, active and combined passive/active discovery, and allow the STA to decide which method to use to collect Network Discovery Information;

· Allow the AP to dynamically control the overhead that can be introduced by Network Discovery Information that needs to be advertised.

2 Proposed Network Discovery Mechanism

This document addresses the problem of how the AP advertises the overall Network Discovery (ND) information, which is needed to fully support passive discovery and to provide information for the STA to decide when to use active or combined active/passive discovery. However, it is out of the scope of this document to specify the decision algorithm used by the STA. Furthermore, this proposal does not address the steps required in an active discovery procedure, as it could be done according to other proposals that consider active discovery.

The main idea behind this proposal is to divide the overall ND Information in smaller sub-sets of information, and then, transmit each sub-set in a different beacon frame. The union of the sub-sets is a set that contains the complete ND Information to be transmitted. In the proposed solution, the overall block of information is advertised over a period of time called Network Discovery Interval, which can cover one or more beacons frames. Thus, each beacon carries a different sub-set of the overall information, and the information added in each sub-set as well as the number of beacons needed to advertise the overall information are controlled by the AP.

Figure 1 shows an example, where the ND information is transmitted using n beacon frames. The time required to transmit the whole ND information set is n times the beacon interval, which defines the Network Discovery interval, as shown in Figure 1. 
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Figure 2: Network Discovery Interval.

The main advantage of the proposed solution is to allow the AP to advertise SSPNs, service types and other related information in a scalable manner, and with controllable overhead. This solution complements previous solutions by providing more flexibility to both APs and STAs. First, it allows APs to dynamically configure their operation to adapt to different situations, such as varying traffic conditions and number of SSPNs supported per AP. For instance, the APs can dynamically adjust the size of the ND information blocks (see ND Partial Information blocks in Figure 1), and the number of beacons needed to advertise the whole ND Information set. 

Second, this solution is also flexible from the point of view of STAs, as it allows STAs with different requirements and preferences to adjust their operation to achieve optimized performance. For instance, if the network discovery interval is small, the STA can obtain all information it needs for an efficient network selection by listening to a single or few beacons. On the other hand, a STA could still use active probe in case the network discovery interval is large. The procedure for active probe is not covered in this document.

2.1 Frame Formats

The frame formats defined in this section are tentative definitions that could be modified to include information not discussed in this document, but that may be relevant for the network selection problem. Similarly, the sizes of the different fields defined bellow could also be adjusted accordingly.

2.1.1 ND Information Element

The ND Information Element (ND IE) is defined as shown in Figure 3, where the fields are defined as:

Element ID is the code that uniquely identifies the IE;

Length is the length (in bytes) of the IE;

ND counter indicates the number of remaining beacon frames until the end of the ND interval; and

SP counter indicates the number of SPs advertised in the ND IE.

	
	
	
	
	
	

	
	Element ID
	Length
	ND Counter
	SSPN Counter
	SSPN Information (Variable)

	
	
	
	
	
	SSPN Record 1
	…
	SSPN Record n

	Octets:
	1
	1
	1
	1
	


Figure 3: ND Information Element format.

2.1.2 SSPN Record

A possible definition of the SSPN Record is given in Figure 4. 

The SSPN ID this is an identifier of the SSPN or a code that the STA can use to uniquely identify a SSPN.

The SSPN Info field contains the information about a give SSPN that is advertised and it is defined in the next section.

	
	
	

	
	SSPN ID
	SSPN Info

	Octets:
	2
	2


Figure 4: SSPN Record format.

2.1.3 SSPN Info

A definition for the SSPN Info field is given in Figure 5. 

	
	
	
	
	
	

	
	Service Type
	Charge Method
	Enrolment Method
	Emergency Service
	Reserved

	Bits:
	4
	2
	2
	1
	7


Figure 5: SSPN Info format.

Service type field could combine information about the type of connectivity method available (i.e. Internet or local) and the type of medium access control mechanism that STAs associated with this SSPN can use. The coding for the Service Type is given bellow in Table I.

Table I: Service Type codes.

	Code
	Description

	0000
	Open Internet access with distributed MAC access

	0001
	Internet access with enrollment required and controlled MAC access

	0010
	Internet and Private access with enrolment required and distributed and controlled MAC access

	0011
	Private local access with enrollment required with distributed MAC access

	0100-1111
	Reserved


The Charge Method codes are defined in Table II.

Table II: Charge Method codes.

	Code
	Description

	00
	Free

	01
	Charged per time

	10
	Charged per transferred bytes

	11
	Reserved


The Emergency Service bit would indicate whether the AN supports emergency service through this SSPN.

The Enrolment Method code would indicate the type of enrolment service supported in this AP. A possible definition for the Enrolment method codes is given in Table III.

Table III: Enrolment Method codes.

	Code
	Description

	00
	Method 1

	01
	Method 2

	10
	Method 3

	11
	Method 4


2.2 Proposed 802.11 MAC MIB Elements

This proposal defines the following new attributes for the 802.11 MAC MIB:

· dot11NDThreshold: Indicates the maximum number of octets that can be used to advertise ND Information within a beacon period

· dot11SSPNNumber: The number entries in the dot11SSPNTable

· dot11NDInterval: This is the number of beacon periods (or ND IEs) used to advertise all SSPN Records at least once. Assuming the information elements definitions presented in the previous sections of this document, this attribute could be defined by the AP as:
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· dot11SSPNTable: A table of attributes for all supported SSPN that needs to be advertised in the SSPN Records. A possible definition for the dot11SSPNTable is given in Table IV.

Table IV: dot11SSPNTable.
	dot11SSPNTableEntry
	Description
	Type

	dot11SSPNTableIndex
	Index of the entry in the table
	Integer

	dot11SSPNTableSSPNId
	SSPN ID
	Octet String

	dot11SSPNTableServiceType
	Service Type code
	Integer

	dot11SSPNTableChargeMode
	Charge Mode code
	Integer

	dot11SSPNTableEnrolment
	Enrolment Method code
	TruthValue

	dot11SSPNTableEmergenceServ
	1 – Supports emergency service through SSPN

0 – no support to emergency service through this SSPN
	TruthValue


3 Analysis of the Proposal

The main feature provided by this solution is flexibility, as it enables the AP to control the amount of overhead introduced by network discovery information, as well as enables the STA to decide which method to use to collect information to be used in the network selection procedure. The proposed solution fully supports both passive and active discovery, as well as a combination of the two mechanisms.

3.1 Analysis of Network Selection Cluster Requirements

This proposal addresses the network cluster requirements R10N1, R10N2 and R10N4. This proposal can also be used together with other proposals to address requirement R10N3 and R10N5.

3.2 Analysis of Other Cluster Requirements

The proposed mechanism can also be used to advertise information needed to address requirements in the online enrolment cluster (R10E1 and R10E4) and indicate support to emergency services (R10I1).

3.3 Analysis of General Requirements

The requirements document [1] defines two general requirements that must be addressed by all proposals. The general requirements and analysis of the proposal are as follows.

R9G1: “All proposals (whichever requirements they address) shall describe how they minimize battery consumption for mobile devices.”

The proposed solution for network discovery is not expected to increase the power consumption of the mobile devices. In fact, this proposal enables STAs to exploit the power save operation mode available in the 802.11 standard and minimize the power consumption. Since this solution does not enforce the STA to use active probe to obtain information used for network selection, the STA can use only passive discovery and still retrieve all information needed over the ND Interval. Thus, the STA could use power save mode in between beacons. 

On the other hand, if the STA decides to use active probe, the power consumption would be comparable with the power consumed with any other solutions that uses active discovery.

R9G2: “All proposals (whichever requirements they address) shall describe the security impact of the functions they propose.”

This proposal is not expected to impose any new security issues. 
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Abstract


This submission is a partial proposal for TGu that addresses the requirements in the network selection cluster. A network discovery mechanism is proposed to enable STAs to discover multiple SSPNs and service types supported by an AN. This proposal can be combined with other proposals to fully support passive, active and combined active/passive discovery, which provides more flexibility to both APs and STAs.
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