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Executive Summary:

Documents discussed:

1. Latest Draft Requirement Document 05/822r10
2. Updated Timeline Document 05/049r7
3. Outgoing Liaisons

3GPP2 TSG-S, TSG-X; (06/343r2)
3GPP SA2, SA3; (06/344r2)

GSMA (06/345r2)
4. Nineteen proposal presented
a. Proposal for Online Enrolment Cluster (06/265r0) 

b. External QoS Mapping (06/267r1) 

c. WiNOT TGu Proposal for User Plane cluster (06/279r0) 

d. Proposal for supporting IEEE802.21 MIH Requirements for IEEE802.11 (06/289r0) 

e. Media Independent Handover (06/291r0) 

f. Normative Text Proposal for MIH support (06/277r0) 

g. Proposal for Authentication Cluster (06/264r0) 

h. TGu Proposal for E911 support (06/280r0) 

i. Proposal for supporting Emergency Services (06/290r0) 

j. WiNOT Consortium – Proposal for online enrollment cluster (06/355r0) 

k. Proposal for supporting Emergency Services (06/290r0) 

l. Expedited Bandwidth Request (06/268r0) 

m. WiNOT TGu Proposal for Emergency Services Requirement (06/288r1)  

n. Proposal for network selection cluster (06/273r0) 

o. A Partial TGu Proposal on Optimization of Delivery of Network Discovery Information through Layered Beacons (06/286r1) 

p. TGu Proposal: Network Selection (06/281r1) 

q. Beacon Oriented Network Selection (06/274r0) 

r. TGu Proposal for Protection Cluster (06/287r0) 

s. WiNOT TGu Proposal for SSPN Interface cluster (06/278r0) 
5. One technical presentation:

a. Japanese Emergency Call Regulation (06/460r1)
4 motions were raised during the sessions. 
Stephen McCann was elected the Chairman (to be recommended to WG).

Necati Canpolat was elected the Technical Editor.

2 Teleconferences arranged before July Plenary. 


- 26th April 2006 0900ET

- 21st June 2006 0900ET
Chair: Stephen McCann
Secretary: Hong Cheng

1. Monday Morning Session: (6th March 1600 - 1800)

1.1 Meeting called to order by the chair at 1600
1.2 
Review of the IEEE 802 and IEEE 802.11 policies & procedures (06/294r2)

Chair went through the policies and procedures. Chair went through the patent ruling from PatCom.

1.3 
Approval of the November 2005 minutes (06/221r0)


The minutes were approved by unanimous consent

1.4
Approval of teleconference minutes

1.4.1
Teleconference on 2nd Feb 2006 (06/244r0)

 
The minutes were approved by unanimous consent
1.4.2
Joint teleconference with TGv (06/304r0)


The minutes were approved by unanimous consent

1.4.3
Teleconference on 2nd March 2006 (06/371r0)


The minutes were approved by unanimous consent
1.5
Approval of Agenda (06/294r2)

The presentation 06/275r0 is moved to Tue evening session slot at 19:30, and presentation 06/265r0 is moved to 17:10.

The modified agenda is approved by unanimous consent.

1.6
Chairman Election (Recommendation to WG)
Stephen McCann (Chair) passed the chairmanship to Hong Cheng (Secretary) for the election period. 

One nomination of candidate for the chair position was received: Stephen McCann 

Motion 1:

Move to recommend Stephen McCann as TGu Chairman to Stuart Kerry, IEEE802.11 WG Chair.
Proposed: Amjad Soomro
Seconded:  Stefano Faccin
Result (for-against-abstain): 27-0-0
Motion passed
1. 7
Officer Election
1.7.1 Secretary


No nomination for the secretary position was received.


Chair called for volunteers for the position.

1.7.2 Technical Editor


One nomination was received:  Necati Canpolat

Motion 2:

Move to approve Necati Canpolat as TGu Technical Editor.
Proposed: Eleanor Hepworth
Seconded:  Sabine Demel
Result (for-against-abstain): 30-0-1
Motion passed
1.8  
Review of last meeting (06/219r0)
The chair reviewed the activities of last TGu session during the Jan Interim meeting.
1.9  
Decisions from Monday Ad Hoc
Several liaison letters were generated by Monday Ad Hoc. They will be reviewed during Tue evening session. 
1.10 Requirements Review 
Motion 3:

Move that the status of requirement R9A1 be changed from “Required” to “Not Required – Optional”

Information: The requirement text states:

- R9A1: A STA shall be able to authenticate with different SSPNs simulanteously, in order to gain simultaneous access to multiple Destination Networks.

Proposed: Stefano Faccin
Seconded:  Eleanor Hepworth
Comment: Allow a STA to authenticate with several credentials is important for the home network scenario where the credentials may be shared.

Comment: There is no need to do the simultaneous authentications. 

Comment: Issue about the original requirement is that no use case could be found, and thus the change is suggested. The discussion here sounds like a different requirement. 

Stephen (Chair): Would like to invite member to come with the motion with the new requirement raised from the discussion here.

Comment: Is this requirement change touches the other part of the issue regarding multiple destination networks?

Comment: It doesn’t touch that part. It still remains in other requirements.  
Result (for-against-abstain):17-1-8
Motion passed
1.11
TGu Scope Discussion (Bob O’Hara)
Bob: Suggest carrying out technical Letter Ballot on TGu Requirement Document to clear doubts about the TGu.

Comment: TGu had invited participation for almost 1 year. Why people would provide feedback if they hadn’t done so in that last 1 year?

Bob: There are more chance to get some feedback since it would be a formal Letter Ballot. People would be forced to provide feedback.

Comment: In theory, it is not a bad idea. Practically, it may be just wasting time. Letter Ballot could result in “YES” vote without reading the document, or “NO” vote with irrational reasons. Useful comments would only come from people involved in the group development. 

Comment: People would not get the explanation of the group’s work through Letter Ballot. They can only get that by participating in the group.

Comment: “NO” votes and the resulted comment resolution process on the requirement document itself would only cause delay and waste of time. 

Comment: There are also other task groups do not involve a large audience in requirement development. 

Comment: Is this done in other Task Groups? How was that done?

Bob: Remember that is done for Task Group e. Other groups haven’t done that.

Bob: It is valuable to identify opponents earlier in the stage. It won’t delay the process. Things can be carried out in parallel. Drafts can be developed when the letter ballot is carried out, and be tailored accordingly when the feedbacks are obtained.

Comment: Approval of the requirement document doesn’t guarantee the approval of the solution. TGe has gone through it, but it was still delayed in the approval process.

Bob: TGe was not delayed because of the requirements.

Comment: Would the approval status of the requirement document affect the draft?

Bob: It depends on the Task Group.

Discussion to be continued on Thur Morning session.

1.12
Proposal Presantions
1.12.1
Proposal for Online Enrolment Cluster (06/265r0) Zhonghui Yao

Questions: On slide 5, what is the difference between the 4 different scenarios? The first two cases do not appear to have any credentials.

Answer: Yes. But, this is covered by requirement E5 already.

Question: Entrance issues. This requirement is only for the local area network. Does this hotspot have any roaming requirements?

It would be discussed offline.
Session recessed until Tue Morning.
2. Tuesday Morning Session (7th March 1030 - 1230)

Meeting called to order at 10:30am.

2.13 
Agenda update
The agenda is updated to 06/294r3.
The updated agenda is approved by unanimous consent.

2.14 
TGu status review
Chair introduced the current status of TGu and presented the downselection procedures 05/618r1. 
2.15 
Proposal Presentations
2.15.1 External QoS Mapping (06/267r1) Dave Stephenson
Comment: DSCP has also other parameters associated. The mapping here may not work with just the UPs. 

Dave: will give an example at the end of the presentation to answer the questions.

Comment: Suggest providing more mapping than just a simple mechanism like this, e.g. 3GPP defined service classes and not PHB. 

Comment: There are similar efforts in 3GPP, TR23.836. There was a contribution regarding how to do mapping from Wi-Fi alliance. There is no response and request kind of exchange going one in the contribution. It only talked about user level mapping.

Dave: Have not seen that document yet. Regarding Wi-Fi, it is not a standard..Here is trying to make it more formal. 3GPP could provide a default manner, and here is to make it more flexible. 

Comment: How does this relates to the architecture? UP mapping is done above MAC in current IEEE802.11 architecture. Is this proposal suggesting doing it in MAC (with explicit signaling)? Why this is better?

Dave: SME or higher layer entity will still need to select a mapping to map the UP to AC.
Will update the proposal and come back in May
2.15.2
WiNOT TGu Proposal for User Plane cluster (06/279r0) Hong Cheng
The presentation slides are in 06/055r1.

Q: In the open issues, segregation of traffic perhaps could be a new requirement.

Hong: Yes, it could be. Perhaps bring motion later in the week.

Q: The QoS mapping section seems to be over complicated.

Hong: It is not talking about the signaling of the mapping information. It only concerns the static mapping guidelines.

Q: What about code point markings? Doesn't there need to be extra signaling in the AP to do this?

Hong: No. How the information is collected within the AP is out of scope of 802.11. 

2.15.3
Proposal for supporting IEEE802.21 MIH Requirements for IEEE802.11 (06/289r0) Vivek Gupta
Q: How does it interact with admission control? For example, certain AC cannot be transmitted even if the STA is authenticated (regarding to point 2.2.2).

Vivek: This is about informing loose of the link. When the link is down, no service could be provided.


Comment: It depends on the intent use of the model.

2.15.4
Media Independent Handover (06/291r0) Ronny Kim
The presentation slide are in 06/442r0.

Q: Does IEEE802.21 comes with security mechanism to protect use of action frames at State 1?

Ronny: IEEE802.21 relies on link layer security. 

Comment: When it is introduced in 11 state 1, that will be insecure?

Ronny: Yes. Event service and command services are not for Sate 1. This is only to assist the discovery.

Comment: The STA needs to be aware where the MIH entity in the network is. It is more of a deployment thing.

Ronny: Proposed mechanism simplifies the AP operation. It uses TGr relay mechanism.

Comment: If the AP relaying the information knows where the MIH-AP is, does the STA still needs to specify it?

Ronny: To reuse the TGr mechanism, the STA needs to set the destination address.

2.16
Review of the timeline document (05/049r6)

Question: Can the letter ballot carried out without a single (merged) draft?
Stephen (Chair): For internal review (TGu), it is OK. However, for letter ballot, it would cause confusion. Would be hesitate to set an example for that.
Session recessed for the lunch break.
3.
Tuesday afternoon session: (7th March 1330 - 1530)

Meeting called to order by the chair at 1330.
3.17
Proposal Presentations

3.17.1
Normative Text Proposal for MIH support (06/277r0) Marian Rudolf
The presentation slides are in 06/276r0

Comment: Is it suggesting that those primitives not be standardized or standardized at later stage?

Marian: They need to be standardized.

Stephen (Chair): Would it be useful to send IEEE802.21 a Liaison Letter to request more information about how events are set?

Marian: Liaison process may take longer time. Individual go to IEEE802.21 may be faster.

Comment: There are quite some interesting questions raised, would it be better for us to refine the IEEE802.21 requirements?

Stephen (Chair): In view of the discussion earlier, it is better for individual to bring the issue to IEEE802.21 in May meeting. 
Stephen (Chair) Suggest starting the discussion in TGu mailing list first.
Marian: Agree.

3.17.2
Proposal for Authentication Cluster (06/264r0) Zhonghui Yao


Question: For the use case, not sure about the first two use case are feasible.
Answer: In this case, the AP may not belong to the user. (e.g. community network) So, the access (between STA and AP) is to be shared.
Question: Don't understand why multiple credentials are needed.

Answer: Maybe it should be a multi-user terminal.

Comment: PAN is out scope of TGu. Even in that case, only one credential is used.

Comment: Original scenario behind the requirement is that a user has multi credentials from different operators to access different services. But, we are not sure about the use case.
Comment: How does STA know which multiple L2 links to use at a time?

Comment: That is a different issue for the multimode terminal.
Answer: This proposal only provides the mechanism to support the scenario. More needs to be done to support the use case. Need to think through it.

Question: How does the IP data flow?

Question: Is QoS handled over each virtual link?

Answer: When Virtual Link is created, some information regarding interworking, etc. will be bound to the link (likewise for QoS).

Comment: What about roaming case? Would the roaming process be N times longer?

Answer: This proposal doesn't consider the roaming case, but may need to think with TGr to solve the roaming issue.

3.17.3
TGu Proposal for E911 support (06/280r0) Eleanor Hepworth

The presentation slides are in 06/450r0
Comment: In slide 5, regarding the priority of the service, we have TGn which also includes TGe mechanisms. So the prioritization would be just the normal QoS mechanism.

Ele: This is built on top of the IEEE802.11e. But wouldn’t E911 be treated differently, e.g. of higher priority than any other applications?

Comment: Would it be treated same as the VoOIP session?

Comment: E911 should be treated higher than VoIP. The issue is how to recognize it at L2

Comment: If only network supporting VoIP can support E911, why not treat it as normal VoIP?
Comment: If STA needs to associate with the special virtual AP to get the E911 service, why we need to differentiate (since all STA can get is only E911 service).
Comment: The network is not just dedicated to E911 service.

Comment: AP cannot differentiate a normal VoIP from an E911 call. Need to provide mechanism to do that to ensure 100 percent success.

Comment: Need to differentiate E911 from another services.

Comment: There is no architecture than IMS considered for the E911 service. E911 is only a local service.

Comment: If it is local service, it could just use PBX.TDM line, which is not IMS.

Comment: How about location information?

Comment: Could use trunk ID, CAMI ID, etc

Comment: If PDG is used, would that also be local?

Comment: Still working on that. If local network want to do that, better have a local PDG

Comment: Local operator can just realize a local E911 service center. 
3.17.4
Proposal for supporting Emergency Services (06/290r0) Vivek Gupta


The presentation was moved to Tue night session since the presenter is occupied in other groups.
Modified agenda is approved with unanimous consent.

3.18 
Liaison issues

Three liaison letters were presented as documented in 06/343r1, 06/344r1, 06/345r1. The documents were updated during the discussion, and the new version uploaded.
Motion 4:

Move that the following liaison documents be approved and forwarded to the IEEE802.11 WG:

- 11-06-343r2

- 11-06-344r2

- 11-06-345r2
Proposed: Eleanor Hepworth
Seconded:  Stefano Faccin
Result (for-against-abstain): 23-0-0
Motion passed
3.19
Teleconference requirements


Two teleconference were schedule between the March Plenary and July Plenary:


26th April 2006 9:00ET;


21st June 2006 9:00ET


The teleconference time was approved with unanimous consent.

The session is recessed for dinner break.
4.
Tuesday Evening Session: (7th March 1930 - 2130)

Meeting called to order at 1930 by the chair.

4.20
Proposal presentations

4.20.1
WiNOT Consortium – Proposal for online enrollment cluster (06/355r0) Wolfgang Groting

Q: What is the meaning of open access?

Wolfgang: For a corporate network, we don't need to authenticate, but it is not open.

Comment: It is different from authentication.

Comment: Security impact is not in TGu scope.

Wolfgang: It needs to be verified at later stage at higher level.

Comment: Does this information broadcasted by AP regardless of SSPNs?

Answer: The enrollment is only for the local network. 

Q: Slide 3, if online enrolment is supported, and authentication is not required, what is the use case?

A: You may have a upper layer security, but you need an enrollment to let you in.

Q: What does it mean by online enrollment?

A: When the online enrolment bit is set, we can get the information about enrollment type.

Comment: Some combination are possible, some are not.

A: We still need three bits for indicating the combinations though.

Q: Why it cannot be in beacon if there are only 3 bits? Why still need to use request/response?

A: There were some concerns about the beacon size and available bits for indication. This is to save the beacon space.

4.21
Japanese Emergency Call Regulation (06/460r1) Fujio Watanabe

Q: In number 2 (slide 5), does device need to know which center is the nearest?

A: No. For fix line device, network knows; for mobile device, base station knows.

Q: How does this apply to IEEE802.11? Does it mean AP need to hold the connection when STA changes AP?

A: Network has to be responsible for that: connecting to emergency center and STA

Comment: The difference is that in Japan, it (the regulation) only applies to phone that supports E911 service.

A: Yes. Some terminals supporting VoIP may not support E911.

Q: How you define support?

A: When venders sell with ID that supports E911, it needs to follow the regulation. It doesn't apply to legacy systems. 

4.22 
Proposal Presentations
4.22.1 
Proposal for supporting Emergency Services (06/290r0) Vivek Gupta

Comment: The last statement indicates no impact on the system, but actually the solution impacts the AP. The AP needs to understand these traffics. And, to handle QoS, it needs to differentiate normal traffic from E911 traffic.

Vivek: Some higher layer entity needs to manage that. 

Comment: AP won't care about data traffic unless STA is associated and authenticated.

Comment: TGr mechanism may not apply due to the QoS part. STA cannot do that when it is not associated. 

Vivek: In this case, it is associated. It just hasn't done the IEEE802.1x authentication.

Comment: Need to look into that.

Q: Is it the same control port as IEEE802.1x or a different one?

Vivek: The same one.
Comment: Then, AP needs to look into every frame. 

Comment: It could be using a different ether type.

Comment: Not comfortable with allowing unauthenticated ether type traffic

Session recessed until Thur Morning session..
5.
Thursday Morning Session: (9th March 0800 - 1000) 

5.23
Agenda review
The agenda was updated to 06/294r5.
The new agenda was approved with unanimous consent.

5.24
Proposal presentation
5.24.1 Expedited Bandwidth Request (06/268r0) Dave Stephenson
Q: How to employ this in enterprise environment? Some emergency service are provide by local network.

Dave: It needs to broaden or redefinition SSPN. It can mean any backend network. Enterprise network can advertise support of all these sorts of services.

Comment: The AAA structure can treat E911 with IP level policies.

Dave: There are different ways to approach the problem. Here presented one way, and there are other possibilities.

Comment: Would like to see more flexibility.

Comment: In slide 16, does it mean AN does not know if there is a E911 session going on?

Dave: Why AP needs to know?

Comment: It is a local service. In roaming case, it is local AN to support the Emergency service. Not the SSPN (e.g. home network).

Comment: 3GPP it is not the body that approves the E911 requirement. It is the FCC that issues the requirements
Dave: We need to support tools to support that in regulatory domains.

Comment: Regarding the solution (the IETF draft), it is a current quick fix. TGu would like to solve problem for future also.

Dave: Regarding local service, local network could also announce itself as SSPN. 

Comment: Advertisement of capability is not just a Network Selection issue. It is not just SSPN capability. There are also some AP capabilities to be announced

Dave: When AP advertises, it is not advertising that it has E911 service. It is advertising that it has a list of capabilities. 

Comment: If a SSPN announce it has E911 service, but AP doesn't have a particular capability, then E911 still cannot be supported. So, it is not just a Network Selection issue.

Dave: Agree.
5.24.2 WiNOT TGu Proposal for Emergency Services Requirement (06/288r1) Stefano Faccin 
Q: How about when STA is actually already associated?

Stefano: If a SAT has a VoIP session, it is can be treated as an upper layer session (and not addressed here).

Q: What about DoS (another guy send the request for the STA)?

Stefano: This needs TGw mechanism. Otherwise, it is as nowadays’ WLAN. With TGw, the de-association needs to be authenticated.

Comment: IEEE802.11 is a layer 1 & 2 thing. In the proposal, there are lots of “shalls”, but they seem to be more of higher layer policy decisions. Could generalize the solution, and standardize the signaling, and put the policy part out of the AP. 

Stefano: Yes. And the other part is how to make use of it.

Q: If you get the STA to access the E911, how you get the IP address? How to do the broadcast? At the AP side, it needs to have two broadcast mechanisms?

Stefano: This could be true. Can be discussed offline.

Q: It mentioned that E911 should be segregated. Is that a “should”?
Stefano: Yes. But, that is more of a policy thing.

Q: Slide 6, it requires separating the backhaul traffic. However, for home user, there is no separate channel. Does this solution apply to that, or need different solution?

Stefano: It depends on whether that is needed. At home, it may not be needed. But for public, it may be need. The example here is for large network

Comment: FCC ruling applies to service providers, and hotspot operator doesn't have to provide the service. It seems there is an business issue here.

Stefano: It needs to look at the Network Selection cluster solution. The issue is not just left to the AP. It depends on how the network is built.
Session recessed for break
6.
Thursday Morning Session: (9th March 1030 - 1230) 

Meeting called to order at 8:10am
5.24.2 WiNOT TGu Proposal for Emergency Services Requirement (06/288r1) Stefano Faccin 
(‘cont)

Stephen (Chair): For E911 solutions presented so far, several times, TGv/TGw are mentioned. Would a joint meeting with TGv/TGw be beneficial (in next meeting)?
Comment: We need to have some concrete items identified to discuss first.

Comment: Agree. And should left it to later.
6.25 Scenario & assumption document  review (05/355r7)
Q: Does it worth the effort to update the documemnt?.

Comment: Feedback from outside of Tgu indicates that it is hard to understand what the group is trying to do. It would be good to put a general principle as mentioned during the mid-week plenary into the docment.

Stephen (Chair): It was raised in Hawaii meeting that we could compile those into a handbook. However, that should not have impact on the solutions.

Comment: One way could be decribing what is in scope instead of what is out of scope.

Straw poll: Do you think it is a good idea to update the scenario document?

It is with unanimous consent that the scenario document should be updated..

Stephen (Chair): This would be the item for the arranged teleconference.

Comment: It is better to get someone volunteer to drive this.

Necati (Technical Editor) volunteered.
6.26
Proposal Presentations
6.26.1
Proposal for network selection cluster (06/273r0) Zhonghui Yao
Q: Slide 8, would communication between AP and entrance get standardized? Where?

A: Entrance could be a Radius client. This is to be discussed offline.

Comment: Some features, e.g. discovery protocol, has nothing to do with layer 2. Can generalize the proposal and get a transport protocol proposed, and put other things into other forum.

A: Yes. It is intend to do the transport mechanism. Some of the discovery bits could go to IEEE802.21 or 3GPP. 

Q: WAPI is mentioned. 

A: Yes. It is a Chinese standard. So, for Chinese operators, it means two credentials for a user.

Q: Do you have an estimation of the number of octets to put into beacon? How many SSPNs need to be broadcasted in the beacon?
A: The SSPN is bound to the association.
6.26.2 A Partial TGu Proposal on Optimization of Delivery of Network Discovery Information through Layered Beacons (06/286r1) Stefano Faccin

The presentation slides are in 06/510r0.

Comment: If you have more STA around, you may need to provide more information to these STAs, so that they don't hog to the same AP. (for heavy load, it may need to send more discovery beacon)

Stefano: The load is different from number of STAs. We dont' want to affect the normal traffic exchange. It is also not possible for the AP to know how many (not connected) STAs are around. 

Q: Can you comment on the frequency of the NDB? Can it go 1 once per 10 sec?

A: There are different scenarios. It is the same as today's beacon. The NDB is just to replace the Maintenance Beacon. How often it is sent depends on your implementation.

Q: From STA perspective, would it be too long to get info 10 later, e.g. in an urban area with heavy load?

Stefano: This solution is only for passive discovery. In such a case, active discovery needs to be used

Q: For the Virtual AP, would there be a base Virtual AP, and several different Virtual AP beacons?
Stefano: We are not using Virtual AP here.

Q: Are both real beacons in IEEE802.11 sense?

Stefano: Yes. And, NMB will contain all the extra fields for the discovery.
6.26.3
TGu Proposal: Network Selection (06/281r1) Stefano Faccin


The presentation slides are in 06/499r0
Q: Could not understand ESS address, and the benefit of that. what is the difference between ESS address and the mobility domain in TGr?

A: They could be the same. But mobility domain is specific to TGr , and it doesn't necessary corresponds to an ESS (like here). It is not guaranteed that the AP in the same mobility domain can provide same service.

A: They don't have to be separate, but they are attacking different problems.

Q: At this time, ESS ID only ties to L2. In this proposal, there is a shift of binding it to the backend service. What advantage does it bring? It is coupling the L2 to backend service.

A: It is trying to solve a problem that the decoupling (of L2 and backend service) created. When the ESSID is the same, same service can be inferred. However, same SSID doesn't mean same ESS, and not same service.

Q: Some slide, SSPN and service are used interchangeably. They may be different.

A: To us, they are just the string. They could all be a set of service IDs..

Q: Would the SSPN and service ID overlap?

A: No way to guarantee that, since no one is allocating it.

Q: ESS name and address needs to be global unique. How to guarantee that?

A: ESS address is unique since it is one of the MAC address. For ESS name, there isn't a guarantee. The concept is that the name is not in the shipped AP. Default will be the SSID. It is only used as a user readable string. ESS address is the unique one.

6.26.4 Beacon Oriented Network Selection (06/274r0) Hitoshi Morioka

6.26.5
TGu Proposal for Protection Cluster (06/287r0) Stefano Faccin


Presentation slides were in 06/501r0

Q: What do you mean by multiple sessions?

A: In principle, a STA can use two EMID to have two instance of associations in a network.

Q: It seems it complicates standards, and have problem to interact with different systems/existing systems. Why we need to do it?

A: We are going into an environment that we previously don't have that requirement. Slide 6 provides some reasoning.

Q: IEEE802.11 is a micro system, it is harder to track user. 

A: Possibly. But, there needs to have a solution to address the security perception on the market. 

Q: Should understand that if it is based on technical requirement or market perception.
Q: Have you look into other options on avoiding tracking than MAC anonymity?
A: Yes. There will be liaison from 3GPP regarding the requirement. 

6.26.6 WiNOT TGu Proposal for SSPN Interface cluster (06/278r0) Hong Cheng

Q Why user id is needed? 

A: In certain scenario, it is need to help control of the AP behavior.

6.27 TGu Scope Discussion (Bob O’Hara)


To discuss about the education of the TG in the TGu mailing list.

Comment: Is there any information about a hotspot, e.g. how many SSPN, how many roaming relationships?

Stephen (Chair): It is not written down, but was once told that about 100 SSID.

Comment: In IETF, RFC4284, it is mentioned that 50 is not enough for the roaming partner assumptions. 

6.28
Preparation for the May meeting


The timeline document is updated according to 05/049r7.
6.29
AOB
Motion to adjourn passed with unanimous consent. 

Meeting adjourned till May Interim meeting.
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