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Morning Session Tuesday 8:00 – 10:00
Logistics
WNG SC (Wireless Next Generation Standing Committee) Meeting called to order by TK Tan (Philips) at 8:00.
The IEEE 802 & IEEE 802.11 Policies and Rules were reviewed.

Patents and By-laws read out by TK Tan, together with licensing terms and associated conditions.

The agenda was reviewed (11-06-0404r0), and the Update – Ambient Project removed.

Question: are you going to run for election as chair of WNG

Answer: This position is chosen by the IEEE 802.11 WG chair.

The agenda approved by unanimous consent.

The minutes from the January 2006 meeting (11-06-0163r0) were reviewed. No comments were received.
Move to approve minutes: TK Tan

Second: Richard Kennedy

Question: who is allowed to vote in WNG SC.

Answer: the procedure is that anybody who attends can vote.

No objection, the minutes were approved.
Liaison from IEEE 802.21 Discussion: 11-06-0347r0, Stephen McCann

This presentation was shared with Vivek Gupta, author of the liaison statement in IEEE 802.21.
The motivation for this presentation is to discuss the liaison document received from IEEE 802.21 with the IEEE 802.11 WG to debate how best to respond.

Vivek provided some additional background information about IEEE 802.21; IEEE 802.21 are working on media independent handover services, which addresses the problem of handing over from one network to another in a timely manner, providing triggers and other information that can help clients and other devices make decisions about network discovery and selection (but not actually executing the handover itself).

This requires some media specific changes to IEEE 802.11 to support IEEE 802.21.  This process has already happened with IEEE 802.16, which has implemented changes to support IEEE 802.21.

A tutorial has been scheduled to familiarize IEEE 802 members with the work in IEEE 802.21 and to get feedback.

Question: is this scheduled for the May plenary?

Answer: yes; it’s likely to be an evening tutorial.

Stephen stressed that the purpose of this presentation was not to debate all the requirements in detail, but to give feedback about what IEEE 802.11 should do in response to the liaison.
Comment: looking at document 11-06-0246 and the SAP requirements we should change all SHALLs to MAYs, we should only implement things that we want to.
Answer: would like to re-emphasize that this is a liaison, and not my personal point of view.  My feeling is that IEEE 802.11 needs to decide how to deal with this liaison, at a minimum we need to create a response.  The question is do we want to go beyond that and do work in this area?

Comment: there are 8 occurrences of the word “SHALL” in this letter.  Someone needs to figure out what this actually means.  The requirements point at constructions and concepts defined in IEEE 802.21.  After understanding the requirements, we can then go on to address the temporal nature of the signaling applied across the broad scope of work in IEEE 802.11, then figure out how to respond.  First step is to ingest and digest things that seem to be mandatory requirements on IEEE 802.11.

Question: which vehicle should be used to do this?

Answer: we need feedback from many groups, for example, TGk (IEEE 802.11k) if there are temporal requirements placed on the PHY layer.  It’s not just signaling that’s being requested, but the contents of the signaling with definite time bounds.

Comment: IEEE 802.21 may request support from other groups, but 802 as a whole has to decide the internals and inner workings. IEEE 802.1 are going to have to include what the SAP interfaces are, IEEE 802 has to enforce this on all the dot groups for consistent support.  This is a split issue – IEEE 802 can identify the method to enforce compliance, and IEEE 802.11 can address what new SAP interfaces are at the top of the MAC.  We should adhere to whatever IEEE 802 environment we’re working within.  We could handle this issue of data and its transfer in TGu, but we don’t know whether a recommended practice is the right way forward.
Comment: I think IEEE 802.11 should respond by saying thank you for the liaison in the short term, and leave it to a member of IEEE 802.11 to bring it to IEEE 802.11 in the normal way, as a new study group (SG), or as an item in TGu.  We also need to establish whether this is important to IEEE 802, before working on this within this group.  It’s no use us doing this work, and then finding that the only handovers that are interesting are IEEE 802.11 to IEEE 802.11.

Comment: I would agree with that, perhaps we should start this off in the IEEE 802 architecture group.

Comment: The IEEE 802.11 architecture group doesn’t make decisions, it’s more a talk fest with no authority, it is not in a position to make these decisions.

Comment: media independent handover functions presume a media independent architecture, but in IEEE 802.11, we have neighborhood reports, each MAC and PHY see neighborhood differently, so we have radios coming up with 100:1 speed differences.  Even IEEE 802.11 handovers have to deal with vastly different access.  Underlying piece is what does the radio see for neighborhood, what is the abstraction at each station, etc.  The IEEE 802.21, IEEE 802.15.4, etc neighborhood reports each have temporal bounds and scope, and until somebody digests the handover architecture, it will be hard to assess structure being overlaid.  There is a CBP spreadsheet submission discussing this.

Comment: IEEE 802 had another group that independently addressed security issues (IEEE 802.10) and required other groups to provide support for it.  IEEE 802.11 spent some time on this, but IEEE 802.10 did not proliferate.  The point is, we need to be careful not to take immediate action, but make sure all groups buy in to the work IEEE 802.21 is proposing.

Stephen: ok, so we should create a thank you liaison, and take some time to think about this more.  If there is a plenary tutorial, this is a good opportunity for the whole IEEE 802 membership to look at this, and around that time consider a more detailed response.

A Presentation of the OBAN Concept and IST Project under European Commissions 6th Framework: 11-06-0353r0, Thomas Haslestad
The main purpose of the Open Broadband Access Network project is to explore how residential fixed broadband networks can be used to support public access networks.  For example, if you assume an ADSL modem or cable modem that goes into your residential house, the idea is to use the additional capacity not used by the resident to give out public access for passing users.  The project is exploring if and how this could be done, and what level of mobility for users could be supported.  The main areas of research include; security, mobility, QoS, 3G/B3G, coverage, commercial and the residential gateway devices that would be installed in the home.  Mobility solutions included fast handover using Kerboros tickets, and delayed authentication, where you provide access to the network immediately, and authenticate afterwards.
Question: what is the motivation for someone to open their home network in this way?

Answer: can give incentives, for example, if you have 5 people connected to your network in a month, you get you fixed access line for free.
Question: have you brought this [mobility solutions] up in TGr?

Answer: not yet

Comment: it may be worth getting their feedback on this.

Answer: I think it goes a bit beyond their scope, they are investigating intra-domain handover, and this is not the case here.

Question: this seems like a handover scenario, is there any technology you could use that has been developed by TGr?

Answer: We have looked, the main problem with this concept versus TGr is that TGr are limited to a security domain, and this is not the case here.
Comment: your mobility broker represents a security domain

Answer: yeah, I can see your point; gut feeling is that this’ll have something to do with responsibilities of the mobility broker. Mobility broker has AAA responsibilities, CARD functionality and QoS functionality, but main thing is AAA, it is very similar to TGr.

Comment: first point, this is similar to TGr, but we may want to look at this in IEEE 802.21; if media independent we may need to handle IP address changes from one medium to another, we want to avoid re-inventing the wheel.

Answer: in terms of IEEE 802.21, we are looking at this as part of the B3G concepts, and also GSM, 3G etc.
Question: How are you planning on deploying residential gateways?  Already got broadband into the home, and residents already own cheap AP products.

Answer: this aspect is being addressed by task groups within OBAN looking at commercial aspects.  It is likely the service provider would have to pay for this.

Question: residential gateway and fast handoff are two parts, if the residential gateway is not worked out, this other piece is not going to happen.  What standards efforts are needed to develop a residential gateway that protects the SLA of the subscriber so their service is not compromised.  This is an interesting piece of work, it would be good to identify the standardization activities.

Answer: I’ve only presented a small number of issues in terms of the whole project, a lot has been done to address the SLA aspects, but it’s not clear where these need to be standardized. 

Comment: there was a tutorial session a while back about standards for supporting more robust mechanisms for SLAs, I don’t believe any significant action items arose for that.

Comment: maybe the time is better right now; perhaps we could rekindle this issue at the next meeting.
Introduction to CIRCLE: 11-06-0433r1, Richard Kennedy
The basic idea behind this is to support fast communications infrastructure restoration in the event of a catastrophic loss of equipment.  We would like a standardized approach to rapid recovery.  Example scenarios would be where the communications infrastructure is severely damaged, if not wiped out, by a catastrophe and there is no way to repair them.  This is hard to deal with as there is no standard model for recovery.  IEEE 802 (and IEEE 802.11) should think about this as there is a lot of equipment readily available that can support services such as VoIP, it’s inexpensive, and these groups have the technical background to know what should be done.  We could produce a recommended standard and the equipment procedures to provide FEMA and the DoHS with ready to deploy options.

Question: has this been discussed within other groups?

Answer: we’ve talked to a number of people within IEEE 802 and specifically IEEE 802.11.  We’ve also gone to WiMAX and WFA meetings.  There is a lot of interest, which indicates that something could be done, we need to finish discussions as to what this might be.

Comment: ARLL has a pretty good handle on this, staffing etc.  Perhaps we should have another liaison.
Answer: the goal is saving lives, we happy to have liaisons with anyone who can help.

Question: what is the specific requirement of the problem on IEEE 802 technologies, what is insufficient?
Answer: recommended practice would turn this into a push button solution, the decision made in organizations such as FEMA are based on limited IEEE 802.11 knowledge, and it would be useful to them to have guidelines as to what they need to do to be able to push a button and get communication infrastructure in place that covers e.g. 50% of population in 24hrs.  The recommended practice provides information about what equipment to deploy, how to set up the backhaul, how to integrate surviving infrastructure etc.

Question: how would a recommended practice compare with documents already in place to describe how to deploy networks?  I understand FEMA are looking for a magic document, and not looking for the things they have to pull together.  In order to setup the best wireless network, you need to talk to the engineers; the logistics of deploying the network is potentially outside the scope of this group.  The idea that within IEEE 802.11 you can create a document that’ll provide a push button network for FEMA, Korea, Europe, any country is a bright goal, but the international scope of the document may make it impossible to meet all criteria.  What would be different to the documents already in place?
Answer: what is not available today is a document explaining how; if you’re trying to cover a geographical area of a particular size; you should roll out a number of wireless backhaul devices to cover an area.  Don’t necessarily believe the recommended practice will come out of here, but we should help the person who is developing it.   I realize there are more questions here than answers, maybe we could do something that could address this requirement indirectly, that also fits within the scope of this group.
Comment: slide 7, could we go to the wireless ad hoc committee in IEEE 802 and say that the first two bullets encompass all groups.  There is an overlap in applicable technologies, and to ort through all of them is an endless task, and it’s not just abut what the standards say, but also what happens in the real world.  What these guys have to do is say here’s the real world, what do we need to support, is it a standard or recommended practice, if it’s the latter for to somewhere like the WFA to develop these.  The statement for this project is very broad.
Question: any standards changes within this group need to be changes to make this more viable. Is there any work in TGs to facilitate this?

Answer: don’t see it at the moment, but this my come when we look into the details.

Conclusion was that this issue should continue to be discussed in other groups/SDOs, and be brought back next time for an update.
MAC Extensions for Increasing Aggregate WLAN Throughput: 11-06-0408r0, Mathilde Benveniste

This presentation outlined some simple extensions to the CSMA MAC protocol to provide aggregate throughput increases beyond what is supported in TGn right now.  The proposal allows parallel use of several channels.  There is a channel that is used by all devices for control, and devices must have two receivers to take advantage of CCC (one to listen to the control channel and one to listen to the actual channel the device wants to use for data). 

Question: clarification; to operate in a CCC network, do you need two radios?
Answer: CCC node must have at least a second receiver, but second transmitter not required.  The network could operate with a mix of single radio stations and 1.5 radio stations.

Question: what do you need for full benefit?

Answer: one pair of STAs using 1.5 radios, the rest of the BSS based on a single radio will still benefit as traffic will be shared over different channels.
Question: does the STA also have to monitor the data channel

Answer: no, it doesn’t, device transmits in DCF or DCA.  The extra receiver monitors the data channel you want to reserve. Assignment of the PHY channel and data rate can very based on availability.  The device can select the data channel where it gets best service.  

Comment: so the conclusion is that to best benefit I need to be able to monitor the data channel whilst making request on the control channel.  Therefore all devices need 1.5 radios.

Answer: true, but all devices in the BSS benefit even if all devices do not support CCC.

Question: CCC supports infrastructure and ad hoc mode, how do you deal with hidden nodes?

Answer: actually, the first and second reference address the hidden node problem very nicely, and the exposed node problem becomes very important in mesh environments.  Exposed node problem is not spoken about much in this group, and can negatively impact throughput as it prevents nodes transmitting when they actually could.  CCC catches this.

Questions: the control channel can be used to transmitting acknowledgements, how is the scheduling done?

Answer: Acknowledgements contend for resources on the control channel, and there must be a reasonable timeout within which they are transmitted.  This can be a group acknowledgement made at the end of a TXOP.

Comment: I am quite concerned about the robustness of CTS/RTS in a network where some devices have multiple receivers and some do not.  If any get lost, the network will not work correctly.

Answer: the control channel is robust – it uses a much lower rate.  This approach gets good performance results.

Question: if we have a single radio STA, it still benefits from this scheme but not to the fullest extent possible?

Answer: can’t get something for nothing, no extra radio, no CCC protocol.  However, if IEEE 802.11n is equipped for CCC, all device benefit.

Question: sounds like an intensive scheduler is needed?

Answer: all DCF style scheduling, no central scheduling is needed.

Question: this presentation has discussed a subset of the solution, have the details been presented in TGs?

Answer: not really as there has not been any time.  Also, the application to a BSS is not appropriate for TGs.  All the information is available in published documents (see references).

Question: if I have devices that are operating within a limited number of channels available, and legacy devices are operating concurrently, you claim that there is an increase in the amount of aggregate throughput in this network.  If I have a network that has channels, and the legacy devices are operating on all three, how do I get the same aggregate benefit because they’re going to see a higher rate of collisions taking place?
Answer: current BSSs only operate on one channel, this scheme makes it possible for it to use different channels in addition to this.

Question: are you taking into account overlapping BSSs?

Answer: if the BSSs are adjacent, it is OK.  As long as you can hear a channel, you can transmit on it to a neighbor using the same channel.  No PCF is needed whatsoever.

Comment: it seemed to me as you described it that it would be PCF.

Answer: only multi-channel, there is no requirement for PC or co-ordination.

Question: RTS/CTS mechanism, what happens when an RTS is sent and no CTS is returned.

Answer: if the node receives an RTS indicating a request on a particular channel, and the channel is busy, it will get back a CTS with a flag declining the request.
Question: does the device have to maintain NAVs for each channel?

Answer: each station maintains a NAV channel for each channel it is interested in.  There is no central controller, it is all fully distributed.
Morning Session Wednesday 11:30 – 11:50 (part of mid week plenary)

IEEE 802.11 Power Line Communications: 11-06-0474r0, David Hunter

This presentation was a request for ideas associated with the reuse of IEEE 802.11 standards for communication over power lines.  If you consider that IEEE 802.11 standard that handles communication over a “really lousy medium” then it become apparent that many of the solutions developed for WLAN could also be applied to the power line environment.  There ought to be some way to link IEEE projects.

Comment: this is a fascinating presentation, and very worthwhile exploring.  One thing to be cautious about is that it isn’t very evident that IEEE 802.11i applies to this environment, and a proper analysis needed to be performed to see what threats there are particular to this environment.

Answer: the key part of that question is who should perform the analysis.  IEEE 802.11 says wireless in its PAR, we need to work out where this should be done.

Question: devices tend to be nomadic because they have to plug in to charge.  For devices periodically connected to what looks like an IEEE 1901 network, will it work over the power adaptor? 

Answer: yes – it can be defined to operate over DC.

Update for High Definition Video over WLAN: 11-06-0360r0, Todor Cooklev
This presented a short status report about the on-going work in this area.  Entertainment use cases are challenging evolution of LAN technologies.  HD video content is becoming main stream, and content providers are offering more services of this type.  Users are increasingly aware of it, and have expectation about QoS.  It is felt that this topic is worthy of further study within IEEE 802.11, and comments and feedback would be welcome.

Question: you mentioned content protection as a possible scope item.  Were you referring to digital rights protection, or just security and authentication for wireless networks?

Answer: we include all technologies in scope of content protection.

More “What is TGu”: 11-06-0375r0, Stephen McCann
This is a personal presentation that has not been approved by TGu (IEEE 802.11u).
The activity in TGu has had many interactions with external groups where we have explained what we are doing, but we have been a bit remiss in addressing the IEEE 802.11 WG as to what we’re doing.  This is an extension to a presentation made to WNG last year.  The presentation provided an overview of the issues being addressed within TGu, and the current status of the TG.

Comment: I would like to go back to an earlier slide covering the overview of TGu (slide 6).  To me the purpose is to top the hacking, but it would be useful to have written down the set of operative principles you have been using to decide to solve problems at layer 2.  
Answer: we do have background scenarios, and it was from these that the general requirements were derived and approved by the members of the TG.

Question: yes, but what were the principles applied to the requirements that dictate that some parts of the problem should be done here, and some parts somewhere else?

Answer: the approach that we used to come up with our objectives was to analyze the types of functionality that were required and determined whether it needed a change to the 802.11 standard or not.  If not, we put the issue aside as it should be solved elsewhere.  For example, the emergency service issue is shared with TGv, who are addressing location aspects, and TGu are dealing with the advertisement of this capability, and methods to allow access to these services pre-authentication.  Only facets of the problem are in scope for TGu, we are not trying to solve the whole thing. 

Chair: this brings us to the end of our presentations, no further agenda items for WNG this week.
Session was handed back to the WG chair for the rest of the mid-week plenary.
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Abstract


Minutes of WNG SC meeting held during the IEEE 802.11 Plenary session in Denver, CO from March 5th-10th, 2006.
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