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Tuesday, February 21, 2006
Call to Order & Agreement on Agenda
Meeting called to order on Tuesday, February 21, 2006 by Jesse Walker at 8:00 am PST.

Chair:  Jesse Walker

Acting-Secretary:  Kapil Sood


1. Over 200 comments received, over 100 technical 

2. Sorted our technical from editorial, and clubbed according to category 

3. Go through main technical issues list today 

4. Doc 11-06-0271w-00, which contains the list of comments 

5. Issues list with Comment/Line number 

1. Line 48: Is Negotiation necessary? 

                                                               i.      How does STA understand a new advertisement
                                                             ii.      If does not understand, then ignores it, and does not get TGw protection 

1. Line 52: Update the DGTK 

                                                               i.      Issue updates and resend the hash value
                                                             ii.      Do we need to send updates to DGTK? 

1. Group together the issues and assign comment number 

2. Line 70: On section 7.3.1.4 

                                                               i.      There are 4 cases, but only one Privacy subfield
                                                             ii.      Implied that if we have management protection, then we already have data protection
                                                            iii.      Makes no sense, so re-write this paragraph 

1. Line 74: Need for a new cipher status code? 

                                                               i.      When would it be used? Rationalize why we are doing it.
                                                             ii.      Could it be used for Broadcast management cipher?
                                                            iii.      Changing an old status code may impact existing deployments 

1. Line 82: Use of AES-128-CMAC 

                                                               i.      Worried if this cipher may be used for reasons other than TGw, without knowing the consequences
                                                             ii.      Comment with a view to rationalize what this group is trying to do.  More of a discussion items. 

1. Line 86: Applies to Fig 79 

                                                               i.      Not clear how we set these bits
                                                             ii.      Additional comments also available 89, 90, 91, etc.  About 10 comments
                                                            iii.      Negotiation is related to this one.
                                                           iv.      A group to work on proposals 

1. Line 123, 124: Do we need MUP? 

                                                               i.      Will need a discussion at some time.
                                                             ii.      Seems like one of this things in 802.11 architecture is the assumption that SME has full access to everything in 802.11 implementation
                                                            iii.      This assumption is no longer valid.
                                                           iv.      Added in 11.7 as a service.  Maybe, no interface is needed as this is a service.
                                                             v.      Need a proposed text to address these 2 comments.  The 2 authors need to come back with a proposal. 

1. Line 202: Section 8.4.11 

                                                               i.      Not a big issue, just a text clarification 

1. Line 18: Is IBSS case supported? 

                                                               i.      DTIM is a management frame.  
                                                             ii.      DeAuth applies to IBSS.
                                                            iii.      Also protecting Action Frames, after 4whs.
                                                           iv.      This needs to be addressed 

1. Line 129: TKIP priority should be 0xFF, why? 

                                                               i.      Havnt we added a HCIE, so add this priority octet to HCIE
                                                             ii.      Incompatibility for existing implementations
                                                            iii.      Commenter to draft a resolution
                                                           iv.      When there is no QoS, then 0 is used. 

1. Line 150: Applies to AES-CCMP 

                                                               i.      No HCIE, so add HCIE to AES as well. 

1. Any other juicy comments 

2. Quick Summary from Chair of To-Do list.  Looking for volunteers to fix the changes. 

3. Any sentiment to not extend to TKIP.  Do we still need this (management protection) for TKIP? 

                                                               i.      Market drive that customers do not want upgrades to TKIP.
                                                             ii.      Make a simpler document. 

1. Produce next rev with editorial fixes 

2. Resolutions offline (in groups) or at Denver 

Adjourn 
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Abstract


Minutes of the 802.11 TGw Task Group Teleconference meeting held during February 21, 2006.
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