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1. Tuesday Morning Session, March 7, 2006

1.2. Opening

1.2.1. Call to order

1.2.1.1. Pat R. Calhoun (PatC): I call the meeting to order.

1.2.1.2. Meeting convened at 0800 hours.

1.2.1.3. I show the agenda for today (06/422r1).  Let’s examine it.  We want to ensure that those scheduled for presentations have had their materials on the server for a minimum of 4 hours.

1.2.1.4. TimO:  Why would 4 hours be required for presentations?  I thought that was  only for motions?

1.2.1.5. PatC:  You’re right ---only if motions are contemplated as part of the presentation.  We probably will have motions later all together for the most part, but a few people asked me to announce the policy.

1.3. Process

1.3.1. Review of Patent Policy

1.3.1.1. PatC: I would like to read the patent policy shown on the screen  from document (06/422).  [Reads] Are there any questions on the policy?  None. Let us proceed.

1.3.2. Affirmation of Officers

1.3.2.1. PatC:  We must affirm TG officers.  There are myself as chair, Emily Qi as editor, and Bob Miller as secretary.  Does anyone want to volunteer for any officer position?  No.  Is there any objection to approving the current officers to continue in their roles by acclamation?  None.  Affirmation passes by unanimous consent.

1.3.3. Review of Agenda

1.3.3.1. PatC: You see before you the proposed agenda from document 06/422r1. Let’s review the order of the presentations.  Several people have asked to have motions as part of their presentations.  That would be OK as long as everything can be done in 1 hour.  [Reviews presentations with presenters, resulting in some time changes and additions].  The revised agenda is:

TGv Text Submissions 
–08:25-09:25 - 11-05-1067-02-000v-interferencedetection 
–08:22-09:25 - 11-06-0429-00-000v-Normative Text Proposal for Diagnostics 
–09:25-09:55 - 11-06-0428-00-000v-normative-text-proposal-diagnostic-alerts 
–10:30-11:30 - 11-06-0342-00-000v-normative-text-proposal-setting-and-resetting-nav-

                         adaptive-rate-control 
–11:30-12:30 - 11-06-0369-00-000v-bc-and-mc-enhancements 
–13:30-14:30 - 11-06-0346-01-00-000v-normative-text-proposal-event-log 
–14:30-15:30 - 11-05-1064-02-000v-normative-text-proposal-load-balancing 
–16:00-17:00 - 11-06-0009-01-000v-Location Proposal 
–17:00-18:00 - 11-05-1120-03-000v-Virtual AP 
–19:30-20:30 - 11-06-0369-00-000v-BSS Channel Switch 
–20:30-21:30 - 11-05-1068-02-000v-multilevelrfpower 
           –21:30 - Recess for the day 
1.3.3.2. JoeK: Some of these presentations are short—we may not need all of the time. 

1.3.4. Approval of the agenda

1.3.4.1. PatC: Is there any objection to accepting the agenda as shown?  None.  The motion to approve the agenda passes unanimously.

1.3.5. Approval of Minutes from Last Session

1.3.5.1. PatC:  The November minutes are in document 06/0089r3.  May I have a motion to accept the minutes?

1.3.5.2. Emily Qi Moves.  Dick Seconds

1.3.5.3. PatC:  Are there any objections to approving the minutes?

1.3.5.4. No.  The motion passes unanimously.

1.3.6. Sign-In Reminder

1.3.6.1. PatC:  I remind you that you must sign the attendance sheet once each day to get credit for attendance, so please make sure you do so.

1.3.7. Presentation of Document 05/1067r2

1.3.7.1. Floyd Backes presented Interference Detection and Signature Matching 05/1067r2.  This has been updated to accommodate the text changes agreed to at the Waikoloa meeting.  I request a straw poll on whether to incorporate the interference detection and signature matching into the document.

1.3.7.2. Straw Poll:  Should we include the signature results for the 2.4 GHz band table V.1 in the document 11-05/1067r2, as informative text in the TGv draft?

1.3.7.3. EmilyQ:  Can we have discussion on this?

1.3.7.4. PatC: Yes

1.3.7.5. Emily:  This is going to insert the table into normative text.  Why should we include this table?  There is more than one way to detect the interference, for example using frequency.

1.3.7.6. Floyd:  The chipsets cannot deliver information other than that contained in the pulse.

1.3.7.7. Straw Poll:  Should we include the signature results for the 2.4 GHz band table V.1 in the document 11-05/1067r2, as informative text in the TGv draft?

1.3.7.8. For 11, Against 4

1.3.7.9. Floyd:  What are the objections?

1.3.7.10. Emily:  This specifies only one way to determine the signature.

1.3.7.11. Floyd:  Let’s say instead,  “if you are using pulse width, then use these, otherwise you may use another”?

1.3.7.12. SimonB:  This seems to focus on a particular mechanism.  It may be better to generalize.

1.3.8. Presentation of Document 06/0429r0

1.3.8.1. Tim Olson presented Normative Text Proposal for Diagnostics, document 06/0429r0.  This overview provides a framework for diagnostics, stemming from a joint proposal at Waikoloa.  In Hawaii three proposals by Emily, Simon, and myself had been combined.  Now the three have been separated so they may be acted upon individually.  Tim reviewed Client Diagnostics resolving them into four groups: Configuration profile, manufacturer information, operating parameters, and capabilities.  802.11 Authentication , Association, and 802.1x Authentication are also provided for.  Diagnostic information elements are listed.  The information element was previously approved.  The sub-elements provide further detail.  The proposal reviewed the Diagnostic Request element, already in the draft, that can be used to invoke the first 4 diagnostic types.

1.3.8.2. KevinHayes: Is there enough richness to obtain the exact credentials?

1.3.8.3. Tim:  We can’t specify the credentials exactly, but one could devise ways of gaining further detail.  For example, if three profiles are present on the machine that are known, the profile can be specified and more information would then be available.

1.3.8.4. [Tim continues with description of string formats for Manufacturer Information]

1.3.8.5. Kevin:  This is for what equipment?

1.3.8.6. Tim: The actual client adaptor.

1.3.8.7. PatC:  The radio type for a multiple adaptor?

1.3.8.8. TimO:  Dot11PHYType would be returned.

1.3.8.9. [Unknown]:  Could any of this be gotten from k?

1.3.8.10. TimO: No.

1.3.8.11. Tim continues to review details of the protocol.  I will wait to do a motion.

1.3.8.12. PatC: Are there any more questions?

1.3.8.13. Marty: Is there any security associated with this?  It seems like this would await “w”.

1.3.8.14. PatC:  Yes, there is no security included here.

1.3.8.15. Emily:  I Suggest you work with “w” working forward, however 11w may not support 802.1x. 

1.3.8.16. TimO:  That could be a problem.

1.3.8.17. DorothyS:  Regarding 5.4.3.7, Action Frame types…  That is where wireless network management could be added.  There is a way to add provisions for these frames.  But will we require use of this?.  Do we want to open the network?

1.3.8.18. PatC:  You might have to run diagnostics to get past trouble in this area.

1.3.8.19. Marty:  What happens to the diagnostic state after the diagnostic is complete?  Can the station get back to where it was?  

1.3.8.20. Tim:  Operation is temporarily suspended, the state is frozen, diagnostic results are reported, and then control returns to the previous state including authentication.  We need to support both protected and non-authenticated situations.  We should support individual determination of policy.

1.3.8.21. Marty: Would this cause someone to force authentication if the network is open? There is no requirement to change authentication policy.

1.3.8.22. Kevin:   Would you change your negotiated key state with the first AP?  Would the AP and client keep their current keys?  Part of diagnostic might be to negotiate with a second AP.  Would this require multiple key storage with profiles?

1.3.8.23. Tim:  Yes.  We might need that.

1.3.8.24. Kevin:  In an Enterprise network you might be associated, when diagnostics were begun.  When diagnostics were completed, you would still be associated without clearing your state?

1.3.8.25. Bahr:  Are you actually associating with the AP you are running diagnostics on?

1.3.8.26. Tim:  You may be asked to authenticate onto an Enterprise network, for example in such a case, even if you did not want to use it.

1.3.8.27. Nerhu:  Is there a different AP doing the diagnostics?.  Dual associations with two different networks?

1.3.8.28. Tim:  If there is a network connection, it could handle the two associations.  The requesting AP is asking the client to do the test.

1.3.8.29. Nerhu:  Are these tests mandatory or optional?

1.3.8.30. Tim: Shown in the text.

1.3.8.31. Marty:  Does working with the diagnostic AP affect things like timeouts?

1.3.8.32. Tim: Yes

1.3.8.33. Marty: Could that interaction be unsecured, and would that be OK?

1.3.8.34. Tim: Yes, I believe so.

1.3.8.35. Emily:  We showed these would be mandatory, but if you are roaming to an enterprise network you could indicate whether you were supporting this feature or not.

1.3.8.36. Matthew:  When you get an 802.11 communications report it tells you a failure only.  Is there enough detail here to get more information?

1.3.8.37. Tim:  One could specify collection and forwarding of an event log to determine why authentication didn’t happen.  One piece of the puzzle…

1.3.8.38. Floyd: Multiple associations and frame forwarding with diagnostic APs could be difficult to manage.

1.3.8.39. Tim:  A matter of policy.

1.3.8.40. Floyd:  These may be virtual APs as well, perhaps not access points or on a different VLAN…

1.3.8.41. Peyush:  Does this disrupt power save frames?

1.3.8.42. Tim: The AP can decide not to send frames during these intervals.

1.3.8.43. Kevin:  These disruptions may become part of a routine, where rare disruptions occur because of testing.  People will get accustomed to an interruption at 8 am every morning for example.

1.3.8.44. Peyush:  One could scan for these frames before proceeding.

1.3.8.45. TimO:  Remember, any test can be refused for any reason.

1.3.8.46. PatC:  Tim, you will request a motion on this tomorrow?

1.3.8.47. Tim: Yes, in the afternoon.  

1.3.8.48. PatC:  We are a little early for the next presentation.  Does anyone object to waiving the exact agenda time so that Simon could start now since we are ahead of schedule?

1.3.8.49. No.

1.3.9. Presentation of Document 06/0444r0

1.3.9.1. Simon Black  presented Proposal for Diagnostic Alerts, document 06/0444r0, with companion Normative Text in document 06/0428.  This is a modification of a previous presentation associated with Triggered Diagnostics.  The activity started in Vancouver with document 05/1076 that was inserted into 05/1070 presented in Hawaii.  Now I’ve pulled the specific diagnostic alerts into this one.  The alert allows STAs to send a report when performance degrades or failure occurs.  It is based on the Radio Measurement Request and Report Structures and triggered measurement protocol defined in 11k.  This document, 06/0428, is just the specific alerts.  There are three types:  Triggered QoS Metrics (.11kD3.0), Triggered STA Statistics (11k STA Statistics measurement), and Multicast Diagnostics (as proposed in Part III or 05/1076r0).  Multicast Diagnostics are defined as a new measurement type that allows STAs to report lack of multicast reception before a timeout.

1.3.9.2. Dorothy:  Was this discussed in “k”?  Does it belong in k, or here?

1.3.9.3. Simon: This is similar to k structures, but a follow on---it could be in either TG, I think.

1.3.9.4. [Continues overview] There is a trigger timeout to avoid flooding of reports.

1.3.9.5. BobM:  Lots of stations might report all at once with a small network problem, particularly with multicast applications.

1.3.9.6. Simon:  Yes, but you could turn them off.

1.3.9.7. Kevin:  Yes, if you could reach them.

1.3.9.8. Emily:  Maybe a random interval in the trigger request could be instituted.

1.3.9.9. VictoriaP: Stations might also be carefully chosen as a “sampling points”.

1.3.9.10. Marty:  How about catastrophic multicast failure?

1.3.9.11. Sudheer:  In a catastrophic failure you could produce a system overflow.

1.3.9.12. Marty:  “Application failure takes down system!”  Not good.

1.3.9.13. Sudheer:  Multicast is always causing troubles like this…

1.3.9.14. Simon:  You must set trigger conditions carefully.

1.3.9.15. Sudheer: Referring to multicast groups in 11.15.1.1… In the  last sentence: we don’t know if a station has left a multicast group.  You do have multicast groups in two other places.

1.3.9.16. SimonB:  This may require tweaking.

1.3.9.17. Nerhu: :Again, you don’t have to select all stations, you could sub-sample.

1.3.9.18. Simon:  One could use unicast as a sampler.

1.3.9.19. Emily:  In “k” there is a test for number of multicast frames lost. 

1.3.9.20. Nerhu: Yes, multicast counters could be used (on a specific multicast address).

1.3.9.21. Emily:  “k” QoS metrics could also be used.

1.3.9.22. Sudheer:  In section 7.3.2.22.11 there is already a qualification to randomize.

1.3.9.23. Simon: I appreciate the help, but randomization is not used with triggered measurements in “k”.

1.3.9.24. PatC:  I think there is not enough time before break to have another presentation…

1.3.9.25. TimO:  I have a follow up on diagnostics.  There were some good points raised on the association topic.  It will be confusing to have multiple authentications.  I suggest we change the process to be: The client goes off, does the test, and then must re-associate and execute the security protocol when it completes the diagnostics.  This avoids having to store multiple key sets.

1.3.9.26. DorothyS:  Which association (or all) does this apply to?  It seems ambiguous.  Do you mean upper layer or 802.11 Authentication?  

1.3.9.27. TimO:  Both, I guess.

1.3.9.28. Dorothy:  I suggest “shall complete 802.11 association and establish required security association” as text.

1.3.9.29. Marty:  The station may not be able to “re”associate with the same AP.

1.3.9.30. TimO:  It should go back to the same station, barring movement, etc.
1.3.9.31. Marty:  But it could associate anywhere.  What if movement puts STA into a new coverage area?

1.3.9.32. TimO:  You might not be in the same area, same network, same band, etc.
1.3.9.33. Sudheer:  Is it time to investigate putting things back the way they were?

1.3.9.34. TimO:  The comments regarding restoration of state make the process better.

1.4. Closing

1.4.1. Recess

1.4.1.1. PatC:  Is there any objection to recessing until 10:30 for the NAV discussion?

1.4.1.2. None

1.4.1.3. PatC:  We are recessed.  Recess at 0952.

1.5. Opening

1.5.1. Call to order

1.5.1.1. Pat R. Calhoun (PatC): I call the meeting to order.

1.5.1.2. Meeting convened at 1032 hours.

1.6. Process

1.6.1. Presentation of Document 06/0361r1

1.6.1.1. Cheng Qiang  presented Adaptive Rate Control NAV Setting, document 06/0361r1.  The talk outlines a method for adjusting the NAV to accommodate changes of transmission speed.  Companion normative text may be found in document 06/0342, in section 11.15.2.  

1.6.1.2. JoeE:  I may be missing what the problem is to be solved.

1.6.1.3. Cheng: This is valuable If automatic rate control is used. 

1.6.1.4. JoeE:  On slide 6, how are you defining a NAV reset condition?  When an RTS is sent if doesn’t get a CTS?  But getting a CTS doesn’t allow reset of the NAV.  Does your graphic show how the protocol would work if your method is accepted, or the way it 802.11 works now?  I don’t see where a CTS resets the NAV.

1.6.1.5. Cheng:  The proposal suggests that the NAV be reset by NAVI

1.6.1.6. JoeE:  It seems that the RTS/CTS still protects the data, although you do not get the benefit of the transmission speed increase.

1.6.1.7. Cheng:  In the event a rate change occurs, it may be necessary to set the NAV to keep the ACK from being compromised.

1.6.1.8. JoeE:  You want to reset the NAV when you get the data frame?

1.6.1.9. Cheng: Yes. 

1.6.1.10. JoeE: But the problem is when you reclaim the time with a speed increase.

1.6.1.11. Emily:  This proposal dovetails with the ARC proposal.  We don’t yet have a firm ARC proposal.  Perhaps you should present this in TGn instead.  Also, this is really based on an overall rate adaptation process, it would seem “n” would be a better place to contribute.

1.6.1.12. PatC:  Are you coming back with a complete ARC/NAV proposal?

1.6.1.13. Cheng: Yes.

1.6.1.14. PatC:  Is there a motion?  You may have to find a voting sponsor for a motion. Does someone wish to make a motion?  No.  Can we advance the next talk, Broadcast/Multicast Enhancement?  No objections.

1.6.2. Presentation of Document 06/0370r1

1.6.2.1. Jari Jokela (Nokia) presented Broadcast/Multicast Enhancement, document 06/0370r1.  This is a repeat of a previous presentation, and I shall request a straw poll to determine willingness of the group to proceed with adoption of the concept.  06/0369 contains companion normative text.  This proposal covers limitations of bc/mc services:  Power Save and Reliability.  Broadcast and Multicast services also display differing traffic characteristics.  Terminal standby time is important, but low-duty cycle on receive can lead to DTIM loss and can complicate VoIP due to longer delays.  I propose multicast and broadcast-to-unicast mapping with legacy DTIM as broadcast interval.  Methods for advertising mapping capabilities are discussed, with multicast service information transmitted in every beacon.  The proposal suggests that use of the facility would be determined by the AP, depending upon conditions and policies, and could be used selectively per-STA.  If used, benefits accrue due to security, ability to use ACKs, etc, but the downside is that system spare capacity may be reduced.  At the last meeting, discussion disclosed some items that were not clear, and I have tried to improve them:  Address manipulation, conditions under which conversion will take place, ability of STA to filter are all better specified.  In a simple infrastructure case, no problems are likely to be experienced, but mesh networks may mal-perform (conversion not recommended in this case). Multicast listen intervals have been made flexible to better support power save and to ameliorate traffic peaks, and DTIM and listen intervals can now be different.  Multicast or unicast diagnostic modes can be used to detect problems as appropriate.  The presentation also includes an 802.11n “aware” multicast transmission mode, and examination of legacy interoperability issues.

1.6.2.2. TimO:  You advertise all of the multicast groups available.  The multicast only gets advertised if an STA joins?

1.6.2.3. Jari:  Yes.

1.6.2.4. TimO:  If the STA leaves, the info is removed?

1.6.2.5. Jari: Yes

1.6.2.6. Emily:  Why do we need a protocol to handle the advertisement?  The AP could do this unilaterally.

1.6.2.7. Jari: It may need to fill in fields that might be unavailable if no STA is declared.

1.6.2.8. Emily:  The AP only knows the multicast address, not specific stations.

1.6.2.9. Jari:  You would need to use the bc/mc-to-uc signaling preamble to obtain this information.

1.6.2.10. Sudheer:  The bc/mc group is a new definition supporting this framework, however the bc/mc group is not defined in the text.  

1.6.2.11. Jari continues presentation, reviewing specific frames and fields.

1.6.2.12. Sudheer:  Why can’t the DTIM intervals be specified?

1.6.2.13. Jari:  The AP may use the STAs declared listen interval to do the same thing.

1.6.2.14. Sudheer:  This doesn’t scale, does it?

1.6.2.15. Jari:  If you have a few active multicast streams to a few terminals it would be OK.

1.6.2.16. Solomon: Regarding mapping broadcast to unicast…  The station knows the multicast group it needs to relate to?  According to the bc-uc  you are advertising over the beacon. Why not ask the station to apply for service?

1.6.2.17. Jari:  Yes that might be possible.

1.6.2.18. Solomon:  You could also add more information to the IE to broaden the applicability of the proposal.

1.6.2.19. Emily:  I am concerned with beacon protection.  Could a new action frame be created that would not impact the beacon?  Beacons are already overburdened.

1.6.2.20. Jari:  I believe the information should be transmitted frequently, and the beacon better meets this requirement.  New action frames would also use resources.

1.6.2.21. Emily:  Should this problem be fixed in TGv or elsewhere?  We should also determine how power save and ACKs may be treated in TGv.  We should also consider the need to determine susceptibility to forgery.   We may want to address this in TGw.  Are these covered in our PAR?

1.6.2.22. PatC:  This may be covered in the straw polls Jari intends to request.

1.6.2.23. Marty:  How about separating advertisement from the rest of the stuff?

1.6.2.24. TimO:  What is the expectation on the client side about whether it wants to join a group.  Does it depend on a “join” request?

1.6.2.25. Jari:  Yes.  [shows slide]

1.6.2.26. TimO:  When the client roams, does it have to setup multicast conversion with the new AP?

1.6.2.27. Jari: Yes

1.6.2.28. TimO:  But today, if multicast is being streamed, the roaming handles that transparently.

1.6.2.29. Emily:  I am concerned about scalability.  For video this could be very wasteful.

1.6.2.30. BobM:  I believe our work list addressed only “long term” power saving strategies such as “bundled paging”.   Is this mapping feature optional or mandatory?

1.6.2.31. Jari: Optional

1.6.2.32. Straw Poll:  Do you feel that reliable broadcast/multicast should be in scope of TGv?

1.6.2.33. Emily suggest “enhancements” instead of “reliable”

1.6.2.34. Jari: OK.

1.6.2.35. Straw Poll: Do you feel that broadcast/multicast enhancements should be in scope of TGv?

1.6.2.36. For 20 Against 10

1.6.2.37. Straw Poll;  Do you feel that submission 11-06/0369r0 should be considered for inclusion in the TGv draft text as a whole?

1.6.2.38. Yes 23 No 8

1.6.2.39. Straw Poll:  Do you feel that Broadcast/Multicast to unicast  conversion to enable more reliable service is generally acceptable?

1.6.2.40. 16 Yes, 9 No.

1.6.2.41. Straw Poll:  Do you feel that it is worthwhile to separate broadcast and multicast power save operations?

1.6.2.42. Yes 17,  4 No.

1.6.2.43. Straw Poll:  Do you feel that flexible multicast service intervals per multicast group is acceptable?

1.6.2.44. Yes 10, No 10.

1.6.2.45. Straw Poll:  Do you feel that carrying proxy ARP indication in 802.11 frames is acceptable?

1.6.2.46. Yes 9, 12 No.

1.7. Closing

1.7.1. Recess

1.7.1.1. PatC:  Is there any objection to recess until 1330? None.

1.7.1.2. PatC:  We are recessed.  Recess at 1204.

2. Tuesday Afternoon Session, March 7, 2006

2.2. Opening

2.2.1. Call to order

2.2.1.1. Pat R. Calhoun (PatC): I call the meeting to order.

2.2.1.2. Meeting convened at 1332 hours.

2.3. Process

2.3.1. Presentation of Document 06/0390r0

2.3.1.1. Emily Qi presented document 06/0390 on Event Logging with companion Normative Text for Event Log in 06/0346, while addressing comments received in previous meetings deriving from 05/1070r3.  The presentation detailed Event Log types, describes addition of Event Log Filtering, as well as addition of Event Log Alerting.  Emily covered the various types of Logs and summarized the fields, purposes and uses of each type.  

2.3.1.2. PatC:  Are there any questions?

2.3.1.3. Henry:  We have talked about event logging for a while.  I think it would be useful to make the logging a policy decision on an ESS basis, rather than focusing on individual clients.

2.3.1.4. TimO:  Each sender might have the need to relay layer 2 behavior, so it is helpful to have a mechanism to do that.

2.3.1.5. PatC: Would you be more comfortable with calling it a “free-form login format?

2.3.1.6. Henry: Perhaps

2.3.1.7. JoeK:  I’m not clear how the filtering works.  If there is no filter sub-element, everything is sent.  A request for a single sub-element appears to yield only that element.  If another is added, does it filter sequentially or “bundle”?

2.3.1.8. Emily:  The filtering behavior is fully described in the text, I believe. 

2.3.1.9. Ed:  Some of this involves security, but there are interoperability issues beneath.  There may also be operational issues on a per-vendor basis.  How much is standardized as a “package”, and how much can be simply done by individual manufacturers and providers.  Does a request get “everything”?

2.3.1.10. PatC:  This is not really a “syslog”, so implementation is flexible.

2.3.1.11. TimO:  Are you troubled by the format or the name?

2.3.1.12. Henry:  Mainly the format , because the provider may have a large influence on how the utility is used.  Providers could turn the capability fully on or off, but apparently can’t be selective.

2.3.1.13. JoeE:  Would it help to make sure that the table resides in the MAC?  This would clarify the issue of where the information actually is kept.  We could make clear that the syslog was being kept locally.  One could add language to allow information to reside on a server at higher layers as well.

2.3.1.14. Ed:  One thing from link layer and below information would be previous BSS activities.  Someone could thus determine what ESSs have been visited previously, clearly a security issue.

2.3.1.15. Konrad:  I think there are privacy issues with hot spots for example “dumping” a lot of information.

2.3.1.16. PatC:  This can be handled by security policies, I believe.

2.3.1.17. TimO:  Every presentation in TGr has this problem to one extent or another.

2.3.1.18. Emily:  I have a motion:

2.3.1.19. Move to include normative text in document 11-06-0346-01-000v-normative-text-proposal-event-log.doc into the TGv draft.

2.3.1.20. Moved Emily  Seconded Joe Epstein

2.3.1.21. Any discussion?  None.

2.3.1.22. For 13, Against 0, Abstain 5   The motion passes (75% required)

2.3.1.23. PatC:  When making out the agenda, I mistakenly assumed that we had the entire day (including the evening) for our work.  However, that is not the case so we shall have to make up some time to complete the agenda.  I request that we limit discussion as possible to save time.

2.3.2. Presentation of Document 05/1065r2

2.3.2.1. Emily Qi presented document 05/1065r2 with companion text in 05/1064r3 on Load Balancing.  The proposal advocates STA-AP cooperation to load balance, and describes how information can be exchanged to facilitate the cooperation.  The proposal suggests use of Roaming Management Frames with Roaming Candidate List IE, TGv Action Frames – Class 3, and Reassociation and Admission Control Responses.  Emily covered procedures and usages as the load-balancing process proceeds, with TGr protocols used to complete the handover “moves”.  An AP can send a Roaming Management Request to any STA at any time or respond to a Roaming Management Query frame from any STA.  

2.3.2.2. FloydB:  Regarding Section 11.15.4… “The selection of appropriate points of association is beyond the scope of the specification”  I do not believe the group has agreed to this.

2.3.2.3. Emily:  I will remove that reference.  

2.3.2.4. Sudheer:  When I am an AP compiling a list of other APs a client could go to, it is very similar to a roaming candidate list.  Moreover, I suggest that the load elements, etc. could be made optional.

2.3.2.5. Emily:  We thought about that, but it would have to change the neighbor report element, and we couldn’t do that.

2.3.2.6. TimO:  We had a proposal to change the neighbor list to be extendible in “k” in the ad-hoc, so that makes the two essentially the same and interchangeable.

2.3.2.7. Emily:  I could go either way, but suggest that for now we stay with this, awaiting “k” stabilization.

2.3.2.8. Sudheer:  The normative text document shows a number of reasons for sending queries.  Not all of these may be valid, because in some cases an STA is already connected to an AP (e.g. RSNI low).

2.3.2.9. Amaud:  Why would you bar APs?

2.3.2.10. Emily:  There may be AP controllers that may require this.

2.3.2.11. Amaud:  What does it take to start the process?

2.3.2.12. JoeK:  We didn’t specifically identify and select a preferred algorithm to initiate the process.  What is needed is an algorithm to “trigger” the process at the station. 

2.3.2.13. Kevin:  If the exclusivity bit is set, and it scans and can’t find any, what happens?

2.3.2.14. JoeE:  The exclusivity bit is more of a “bookkeeping” feature.

2.3.2.15. Henry:  I think the Request Mode Field needs bit 2-4 notation added.

2.3.2.16. EmilyQ:  Thanks.

2.3.2.17. PatC: When “k” stabilizes, a lot of these details may change.

2.3.2.18. Kevin:  I recommend a grouping in the element ID parameters.

2.3.2.19. Henry:  Can you elaborate on how the “target” field is used?  The target BSSID is the one you have selected, right?

2.3.2.20. Emily: Yes

2.3.2.21. TimO:  You appear to be adding load information.  How difficult would it be to have up-to-date information on loads the neighbors are carrying in real time?  How does the load information get used in this proposal?  Don’t I have to go to the neighbor and ask it to measure the load anyway?

2.3.2.22. Floyd:  The client is in a good position to get the loads.

2.3.2.23. Emily:  Having the loads in the field seems valuable, even if not “real time”.

2.3.2.24. TimO:  I don’t actually see the value. 

2.3.2.25. Emily:  The static vs. dynamic issue applies to signal strength as well.

2.3.2.26. Pyush:  I suggest we opt to minimize the overhead.

2.3.2.27. TimO:  You can never have an absolute load determination.  Also, you can’t “load balance” people off the network.

2.3.2.28. Ed:  If “preference value” is implementation dependent, won’t you get two numbers that are meaningless.  They may not be related.

2.3.2.29. Emily:  They will be using the same APs in a given ESS.

2.3.2.30. Ed:  Yes, but if there’s a mix, there will be no transferability of metrics.

2.3.2.31. JoeE:  In the roaming lists, the problem should not surface.

2.3.2.32. Henry:  If the preference values aren’t common in a network, it could be troublesome.  One would have to be consistent everywhere.  Not doing this could lead to unpredictable behavior.

2.3.2.33. JoeE:  Let’s say if not, “preferences”, how about “rank order” ?

2.3.2.34. Henry:  That would make a little more sense, but you could still have juxtaposition of entries if the metrics don’t align.

2.3.2.35. JoeE:  Rank order could have two occupying the same level, e.g. a tie that could accommodate two entries that were close but not the same.

2.3.2.36. Floyd:  What is the relative meaning of the fields?  Defining a protocol without some “flat” way of expressing reality will be a problem.

2.3.2.37. JoeK:  Some confusion ties into neighbor reports.  There is only one candidate list.  Neighbors are different, though.  You may have a neighbor with a different ESS.  Only the network you are connected to matters.

2.3.2.38. BobM:  Emily, I’d like to make sure that the QoS categories work for EDCA and scheduled delivery.

2.3.2.39. PatC:  These are the same terms used in 802.11e.

2.3.2.40. Emily:  I wish to move: 

2.3.2.41. Motion:  Move to include normative text in document 11-05-1064-03-000v-normative-text-proposal-load-balancing.doc into the TGv draft, removing the following sentence:

2.3.2.42. “The selection of appropriate points of association for STAs in an ESS is beyond the scope of this specification”

2.3.2.43. Suggested modification before seconding.

2.3.2.44. Motion:  Move to include normative text in document 11-05-1064-03-000v-normative-text-proposal-load-balancing.doc into the TGv draft, removing items 5 and 6 in table v+3 and the following sentence:

2.3.2.45. “The selection of appropriate points of association for STAs in an ESS is beyond the scope of this specification”

2.3.2.46. Moved Emily  Seconded Joe Epstein

2.3.2.47. PatC: Is there discussion on the motion?

2.3.2.48. TimO:  I speak strongly against this motion, as there are sufficient capabilities in “k”.  It does not hold that TGv is more stable than “k” and this proposal adds much duplication.

2.3.2.49. Sudheer:  I like the mechanism for load balancing, however I think we need to include the changes on neighbor information.  This is not the appropriate time for this motion.  Let’s update it to reflect these considerations.

2.3.2.50. Emily:  I’m OK with that, but…

2.3.2.51. Ed:  Point of order.  Are we in discussion on the motion on the floor?

2.3.2.52. Henry:  If two implementers produce two different load balancing algorithms, what happens?

2.3.2.53. JoeK:  I speak for the motion.  It would appear that adding the provisions herein to the neighbor report would help, but that may not be entirely true.  The network management in terms of control is implemented with a request/response protocol.  This provides the controls to actually move STAs, not just transmitting information that a move is necessary.

2.3.2.54. Yes   8    No  10   Abstain  7  The motion fails.

2.3.2.55. Emily:  Could those who voted against share reasons?.

2.3.2.56. BobM:  I voted “against” because I feel the proposal is not yet fully formed.  If reconciled with “k” and convinced of QoS compatibility I would vote affirmative.

2.3.2.57. Henry:  I voted “against” due to the preference ambiguities.

2.4. Closing

2.4.1. Recess

2.4.1.1. PatC:  Is there any objection to recess for the break? None.

2.4.1.2. PatC:  We are recessed.  Recess at 1530.

2.5. Opening

2.5.1. Call to order

2.5.1.1. Pat R. Calhoun (PatC): I call the meeting to order.

2.5.1.2. Meeting convened at 1600 hours.

2.6. Process

2.6.1. Presentation of Document 06/0010r1

2.6.1.1. Dorothy Stanley (Aruba Networks) presented document 06/0010r1 with companion normative text in document 06/0009r2 addressing Location.  This presentation treats location of a variety of end devices, allows them to announce their presence, and interwork with various location-based services, while supporting multiple location-calculation methods and supporting interoperation with legacy 802.11 clients.  Three main solution parts are covered: Configuration, Presence, and Location.  Dorothy described the frames, functions, and characteristics of each of them.  Examples were also provided to demonstrate how clients can be “bootstrapped” through the “presence” part of the process, with the actual method a :”black box”.  The location services part allows the infrastructure to provide the AP or client location to higher layers.  

2.6.1.2. [Unknown]: Can the presence be sent to any AP or just the one currently associated?

2.6.1.3. Dorothy: Any

2.6.1.4. Dorothy:  I shall ask for a vote on this proposal Thursday, as it has only been on the server for about 1 hour.  [Covers normative text in detail]. Note by Dorothy: Wireless Network Management needs to be added to the action frames protected by TGw to properly secure the location function.  A change from the last meeting is inclusion of timestamp difference instead of timestamp field, along with a description of exactly when the timestamps are created.  The timestamps are referenced to UTC with an offset.  Service Primitive details are provided in the text as well as recommended PICs references.

2.6.1.5. Henry:  Suggest that the granularity be examined on the measurement units.

2.6.1.6. Pyush:  The Table v4 shows microseconds, nanoseconds, and tenths of nanoseconds.  Is that correct?

2.6.1.7. Henry:  These units are necessary to provide the right combination of range and granularity, since SIFs and PIFs are expressed in microseconds.

2.6.1.8. JoeK:  I think the features expressed by the proposal are helpful and will be useful.  However, I am still concerned that this does not fit into a MAC amendment without touching the PHY.  I regard this as  a “fantasy” approach to actual location methods.  Why would you not consider layer 2 interfaces like “k” to take into account other sources?

2.6.1.9. Dorothy:  The field with the measurement data is optional, and sent only if available, otherwise it is left blank.  Other sources would be useful, but these would be outside the radio link.

2.6.1.10. JoeK:  Why would you not use GPS data?

2.6.1.11. Dorothy:  If GPS data is available, it’s straightforward to add it in.

2.6.1.12. TimO:  That ability is already in there, via “conversion of formats”.

2.6.1.13. AlanThompson:  There are many security issues associated with forwarding of location information.  We have to consider the trust relationships for transmitting such information.

2.6.1.14. Ed:  I don’t recall that there is any current requirement for protecting the location information.  One could sit with a protocol analyzer and get such information.

2.6.1.15. Dorothy:  This is being addressed through TGw capabilities.  The information element in the beacon provides reporting parameters only, not actual location information.

2.6.1.16. JoeE:  Regarding the part of the discussion regarding micro- and nanoseconds:  As Dorothy said, if the information isn’t available nothing is sent.

2.6.1.17. Henry:  The information in the clear (in the beacon) does not jeopardize location details.

2.6.1.18. Neils:  I do not believe that we have sufficient resolution to do the measurement correctly.  Pulse response may become an issue.

2.6.2. Presentation of Document 05/1219r3

2.6.2.1. S. Ponnuswamy (Aruba Networks) presented document 05/1219r3 covering Virtual APs. Normative text is shown in 05/1120r4.  The presentation advocates a method by which a single beacon may efficiently advertise multiple BSSIDs and SSIDs.  The method augments today’s practice of transmitting multiple beacons.  Information regarding the multiple AP identities is contained in a profile list, which allows each virtual AP to assume a separate “personality”, e.g. power save, etc. conveyed by the Multiple BSSID Index IE.  Probe requests may include multiple BSSID information.

2.6.2.2. PatC:  I’m looking at slide 9, but it doesn’t match what’s on the screen.

2.6.2.3. Dorothy:  What’s on the screen is actually r4.

2.6.2.4. [Ponnuswamy continues presentation]  Normative text details were presented, showing related frames and fields.

2.6.2.5. Dorothy:  I’ve put the normative text version displayed on the screen on the server as r4.

2.6.2.6. AlanT:  I would suggest that you clarify how STAs looking for a particular beacon would react, in particular.

2.6.2.7. TimO:  Today people just send multiple beacons.  I don’t know how long it will take for this to permeate the marketplace.

2.6.2.8. BobM:  Is the “multiple BSSID” information transmitted in every beacon?

2.6.2.9. Summu:  No, for example it could be sent each tenth beacon.  Also, inheritance would allow subordinate BSSIDs to inherit the characteristics of another if they don’t differ, sparing the transmission of that information.

2.6.2.10. BobM:  You anticipated my concern about beacon bloat.

2.6.2.11. JoeK:  In “k” we did a lot of thinking about virtual APs.  We talked about active probing where an STA could send a “wild card” active probe request.  What would be the response?

2.6.2.12. Summu: There is no requirement for a response, as left up to the implementer today.  

2.6.2.13. JoeK:  Chart 11, seems to show that you will simply send more probe responses, which may negate any beacon economies.

2.6.2.14. Sudheer:  Today each multiple beacon AP has different profiles requiring that a lot of information be provided.  

2.6.2.15. JoeE:  I am confused by how you end up with many virtual APs given the way “i” does security.  How do you multiplex independent secure domains on the same BSS?

2.6.2.16. Nerhu:  Probe requests from multiple legacy clients could be used to determine how to construct Virtual APs and VLANs.

2.6.2.17. PatC:  You are not ready to do a motion yet?

2.6.2.18. Summu: No.

2.6.2.19. PatC: Can any other presentations be squeezed into 25 minutes remaining?  

2.6.2.20. Floyd: Yes.

2.7. Process

2.7.1. Presentation of Document 05/1068r2

2.7.1.1. Floyd Backes presented document 05/1068r2 Normative Text for Power Setting.  This is a repeat of a previous presentation that allows control of power used by clients when transmitting to an AP.  

2.7.1.2. Emily: Does the information element require the beacon?

2.7.1.3. Floyd:  Could also be probe.

2.7.1.4. Emily:  Could the power constraint element be forged?  A protected action frame might be used instead of putting it into a beacon.

2.7.1.5. Floyd:  Having the information in the beacon seems better, and the amount of information is small.

2.7.1.6. PatC:  Someone could impersonate an AP and cause everyone’s power  level to be reduced.

2.7.1.7. Floyd:  There is expectation that the power control element will cause the station to reduce power.  This constitutes a reliable unacknowledged protocol.

2.7.1.8. Emily:  If one used a unicast action frame the ACK would make it even more reliable.  

2.7.1.9. Mark:  Would this be sent in every beacon?

2.7.1.10. Floyd:  Currently, yes.

2.7.1.11. Mark:  Perhaps it could be transmitted only when a need arises to change the power level?

2.7.1.12. PatC:  A device may have just joined a network.  It might not know…

2.7.1.13. BobM:  APSD may “blast” when it awakens until it hears a beacon.  Transmitting only changes could stretch the time during which an APSD client might be allowed to produce more interference.

2.7.1.14. Mark:  Maybe Emily’s action frame would be better as this could make sure APSD devices are told immediately.

2.7.1.15. Ed:  Are we sure that the specification on the units of power is best.  Perhaps we should use units of attenuation, rather than power.

2.7.1.16. Floyd:   Power backoff amount could be used…

2.7.1.17. TimO:  IEs are not really extensible.  If you add a new byte, it might cause stations that can’t handle the extra byte to ignore the frame.  The PHYs may also behave differently.  Also, for international situations you might also have to treat regulatory limits that may prohibit certain power commands.

2.7.1.18. Floyd:  You’d rather have action frames?

2.7.1.19. TimO:  No, not really.  I don’t think we need more action frames.

2.7.1.20. Floyd:  What do you want, then?

2.7.1.21. TimO:  Another IE would work for me; I’d rather not have more action frames.

2.7.1.22. Sudheer:  In version 1.0 there is only one byte.

2.7.1.23. Mark:  Today legacy devices expect only one byte.  It won’t know how to use the second byte.

2.7.1.24. Subbu:  Regarding Tim’s comment:..  The power constraint in “k” was changed to handle both 5 and 2.4 GHz.

2.7.1.25. Emily:  Back to security:  11h also had power control, but I think this is for management and may be dynamic. 

2.7.1.26. TimO:  Why is this limited to only management frames?  I call your attention to the 1st paragraph, 2nd sentence.

2.7.1.27. Floyd:  It should say for data frames.

2.7.1.28. RogerD:  The management frame reference is correct.

2.7.1.29. Floyd:  You want the STA to control just data frames or data and management frames.  For example, probes may want to go out at higher power, rather than a lower one used for data.

2.7.1.30. TimO;  I wish to move:

2.7.1.31. Move to include the text in document 06/0429r2 into the TGv draft.

2.7.1.32. Moved Tim  Second Emily

2.7.1.33. Yes  17, No  0,  Abstain 2  The motion passes.

2.8. Closing

2.8.1. Recess

2.8.1.1. PatC:  Is there any objection to recessing for the day?  None.  We shall reconvene at 1600 tomorrow afternoon.

2.8.1.2. PatC:  We are recessed.  Recess at 1745.

3. Wednesday Afternoon Session, March 8, 2006

3.2. Opening

3.2.1. Call to order

3.2.1.1. Pat R. Calhoun (PatC): I call the meeting to order.

3.2.1.2. Meeting called to order at 1600 hours.

3.2.1.3. PatC:  We shall resume the presentations as per our revised agenda, shown in document 06/0422r2.  This agenda takes into account the fact that we have less meeting time than originally assumed.

3.3. Process

3.3.1. Presentation of Document 06/0388r0

3.3.1.1. Joe Kwak (Interdigital) presented document 06/0388r0, BSS Channel Switch.  Companion normative text is found in document 06/0387r0.  This is the second time I am offering normative text and the third time I am covering the concept.  The concept is to provide a simple way for an AP to synchronously switch to a new channel, causing all STAs to follow it without the need for reassociation overheads.  The process is similar to the TGn bandwidth change protocol, and an STA may (as a result of interference detection, for example) request that the AP execute the switch.  There is a confirmation to affirm that the STA has moved to the new AP channel.  At the last meeting, we approved a skeletal draft, and since then improvements have been added based on Waikoloa discussions.  Since the last meeting I have stripped out framework elements, formatted messages as new frames, added MLME primitives, simplified procedure text, and added PICS elements.  I believe the capabilities described will be valuable, and I urge inclusion in the TGv repertoire.
3.3.1.2. PatC:  Are there any questions?

3.3.1.3. TimO:  Responding to a single AP’s request to change channel seems like it could be ill-advised.  Wouldn’t it be better to use “k” features to make a number of measurements supporting better judgment?

3.3.1.4. JoeK:  This feature allows a fast way to notify an AP that a channel change may be needed, without the burden of wide-range monitoring  (and overheads) via “k” provisions.

3.3.1.5. TimO: It seems like this is not so valuable in light of the significantly-better sensing “k” would deliver.

3.3.1.6. JoeK:  “k” does not allow triggered measurements except for QoS, so this is the only way an interference-triggered approach could happen, for example..

3.3.1.7. BobM:  Given that the AP decides whether to act or not, and can use “k” features for further confirmation before switching, this seems valuable.  Interference is probably the largest threat to BSS communication quality, and this would seem to be a fast way of detecting and acting upon it.  The AP would have to have enough intelligence, though, to make sure that its switch would not disrupt other base stations in a network, or that it switch too rapidly/frequently causing channel change “storms”.

3.3.1.8. Floyd:  This could require an algorithm to make sure that order is preserved.

3.3.1.9. Sudheer:  If a bunch of stations don’t respond to the move, what do you do?

3.3.1.10. JoeK:  Without the ACK, the AP must conclude that the station cannot be reached.  It may have to await the STA’s reassociation on the new channel.

3.3.1.11. TimO:  For your information, new features have been added in “k” by Simon Black to make triggered measurements extensible.

3.3.1.12. PatC:  Joe, do you have a motion?

3.3.1.13. JoeK:  Yes, I wish to move:

3.3.1.14. Move to instruct the editor to include normative text for BSS Channel Switch in 06/0387r0 into the next version of the TGv draft.

3.3.1.15. Moved Kwak   Second Sudheer Matta

3.3.1.16. PatC:  Is there discussion on the motion? None.  Very well, voting members only, please hold up your tokens.

3.3.1.17. For 13,  Against 10,  Abstain 6  The motion fails.

3.3.1.18. JoeK:  Is there any supplementary feedback from the voters?

3.3.1.19. TimO:  I like the channel switch, but I feel the STA-induced change is overkill.

3.3.1.20. Sudheer:  11h does not allow dynamic channel switching.  This is also a good thing because it does not require reassociation.

3.3.1.21. JoeK:  You still need an acknowledgement  to make the process fully reliable as well, compared to 11h.

3.3.1.22. Amaud:  STAs may ask for a channel change just because they happen to have a bad channel, which could be bad.

3.3.1.23. Emily:  This proposal seems too complicated for what it wants to accomplish.

3.3.2. Presentation of Document 06/349r0

3.3.2.1. Youngsoo Kim (Samsung) presented document 06/0349r0 on Idle Mode Operation.  Companion normative text is found in document 06/0350r0.  This presentation derives from an earlier one, 05/1263r2.  This presentation describes a kind of “deep sleep” mode that allows STAs to save power for long periods, using a new “paging” capability.  Youngsoo described the process by which an STA can be “put to sleep” after it sends an Idle Mode Request to the AP.  The AP sends the STA a Paging ID (PID).  A Paging Indication Message is conveyed periodically in the beacon of all APs in the network.  The STA, upon hearing the message, reassociates immediately to a new AP.  The for stations, the benefit is power saving and reduction of filtering for broadcast and multicast frames.  For networks, the overhead for handoffs is reduced, and resources can be less for staying connected to STAs over long periods.

3.3.2.2. Subbu:  I’m not clear what initiates the paging process.  What is the paging frame? 

3.3.2.3. Youngsoo:  The STA transmits a frame requesting Idle mode.

3.3.2.4. Subbu:  Yes, but I still don’t understand exactly how the information is sent in the page.

3.3.2.5. Youngsoo:  That process is covered in the document [reviews].

3.3.2.6. Menzo:  Can you give us some information on how much power this actually saves?

3.3.2.7. Youngsoo:  I call your attention to document 051263r2 on the screen now, which indicates how much power saving may be estimated.

3.3.2.8. TimO:  How does the page trigger frame get from the home AP to the new AP?   Does 11r handle that?  I don’t think so.

3.3.2.9. Youngsoo:  OK.  We examined this with VoIP, and the STA gets packets after reassociation.  TGr reestablishes the connection.

3.3.2.10. TimO:  But there will be an interruption during reassociation in this case.  You will lose at least one frame during the process, perhaps more.

3.3.2.11. PatC:  The packets may be retransmitted, however.

3.3.2.12. JohnBart:  Why do you move using 11r?

3.3.2.13. Youngsoo:  It preserves the key information.  The first associated AP provides this key information.

3.3.2.14. Sudheer:  Back to the picture.  You go to a third AP at the edge of the domain.  How do you know to transfer a [call] from AP1 to AP4?

3.3.2.15. Youngsoo:  Every AP sends the same paging information, causing the STA to reassociate.  11r can allow PMK information to be  passed to all APs.  

3.3.2.16. TimO: But in 11r, you don’t push the information to everyone in the domain.

3.3.2.17. Dorothy: No, not currently. That could be done, though, even though it’s not written down right now.

3.3.2.18. PatC:  When you move to AP7 and you get paged, does that become your “home” AP?

3.3.2.19. Youngsoo:  After you associate it is still not your “home” AP, but another Idle Mode Request to AP7 would make it so.

3.3.2.20. PatC:  I continue to worry about expansion of beacons.

3.3.2.21. Youngsoo:  But remember the paging is in hashed groups, so the overhead isn’t significant. 

3.3.2.22. PatC:  Yes, I see.

3.3.2.23. JoeE:  I’m missing something.  You’re at AP2 going to AP4.  If you associate with AP4 you’re too late for TGr.  

3.3.2.24. PatC:  No, you can do it over the air.

3.3.2.25. BobMayer:  When the station moves from AP2 to AP4 in idle mode, how does it know that it is changing mobility domains?

3.3.2.26. Youngsoo:  Information in the beacon tells it that.

3.3.2.27. PatC:  But you said stations don’t have to listen to all of the beacons?

3.3.2.28. Youngsoo:  Yes.

3.3.2.29. Sudheer;  How do you handle many different STAs with the paging?

3.3.2.30. The AP has PID and MAC address.  The STA can reach everyone with the same PID, which can contain more than one MAC address.

3.3.2.31. PatC:  Youngsoo, would you like to offer a motion?

3.3.2.32. Youngsoo: Yes, I wish to move:

3.3.2.33. Move to include the text in document 06/0350r0 into the TGv draft.

3.3.2.34. Moved Youngsoo Kim  Seconded Junghoon Suh

3.3.2.35. PatC:  Is there discussion on the motion?  Yes.

3.3.2.36. Roger:  This presentation covers a lot of areas.  Not clear to me that it is better than what we can do now.  I don’t see how all of the different pieces fit together.

3.3.2.37. PatC:  Is there any more discussion?  No. Very well, voting members please hold up your tokens.

3.3.2.38. For  3,  Against  12, Abstain 15  The motion fails.

3.3.2.39. BobM:  I expected a little more detail following the Waikoloa discussions with Sunghyun Choi last time, but didn’t see much change here.  I think this has promise but it is not yet fully formed enough to vote it in.

3.3.3. Motion on Diagnostic Alerts

3.3.3.1. PatC:  Simon, do you want to offer a motion?

3.3.3.2. Simon Black:  Yes.

3.3.3.3. PatC: Has the material been on the server long enough?

3.3.3.4. Simon Black:  Yes, I wish to move:

3.3.3.5. Move to include the text in document 06/0428r1 into the TGv draft.

3.3.3.6. Moved Simon Black  Second  Floyd Backes

3.3.3.7. PatC:  Is there discussion on the motion. None. Very well, voters please hold up your tokens.

3.3.3.8. For 21, Against 0, Abstain  6  The motion passes

3.3.4. Motion on Location

3.3.4.1. PatC:  Dorothy, do you have a motion to offer on Location?

3.3.4.2. Dorothy:  Yes.  But the material has not been on the server for a long enough time.  Accordingly, I wish to move on Virtual AP:

3.3.4.3. Motion: “Instruct the editor to include the substantive text in document  11-05-1120r6-Virtual AP Proposal into the TGv draft”

3.3.4.4. PatC:  Is there any discussion on the motion?  Yes.

3.3.4.5. TimO:  What is the difference between Version 5 vs. 6?

3.3.4.6. There is no difference.  I got confused before about the latest version.

3.3.4.7. Motion on the floor: “Instruct the editor to include the substantive text in document  11-05-1120r6-Virtual AP Proposal into the TGv draft”

3.3.4.8. Moved Dorothy Stanley  Second Emily Qi

3.3.4.9. PatC:  Is there any more discussion on the motion?  No.  Voters, please hold up your tokens.

3.3.4.10. For  14 , Against  3, Abstain 9  The motion passes.

3.3.4.11. PatC:  Are there any other motions?  None.  We have 20 minutes left.  Floyd, I believe you would like to present.  Do you want to start now or wait until tomorrow?

3.3.4.12. Floyd:  Let’s go now.

3.3.5. Presentation of Document 06/498r0

3.3.5.1. Floyd Backes presented Power Control, document 06/498r0 (new), now improved to create a new IE and action frame and to communicate the attenuation value, consistent with local regulations.  Power Control frame may be broadcast or unicast, allowing global and individual-STA power management. We are up to draft 4 of the normative text.  I do not contemplate a motion, unless there is inclination from the group and sufficient time on Thursday.

3.3.5.2. TimO:  What is the document number of the updated normative text?

3.3.5.3. Floyd:  That is in document 05/1016r4, but it does not contain PICs or MLME recommendations.

3.3.5.4. Menzo:  I wasn’t in TGv yesterday, but may I know why there are different values for management and data frames?

3.3.5.5. Floyd:  You may want management frames to go out with higher power.

3.3.5.6. Menzo: If I scanned to a new channel, wouldn’t I always use the maximum power allowed anyway?

3.3.5.7. Floyd:  Yes, my understanding is that you could use maximum power right now, but the new proposal would limit the power of any data frames.

3.3.5.8. Menzo:  I understand that part.

3.3.5.9. Floyd:  There are ways to understand what maximum power is prudent, but it is not a good idea to turn down the management frames.

3.3.5.10. Menzo:  But then why not just have a line in the standard that data frames will go out at some level?

3.3.5.11. Sudheer:  The goal here is to “compress” the cell a little bit to cut interference.  Your point is good regarding what to do when you go off-channel, though.  We should probably make sure we remember that.

3.3.5.12. TimO:  It seems like the management power maximum should be for probes, not management frames in general.  Other frames might be better left at lower power.  Perhaps we could specify that only probes can use the higher power.

3.3.5.13. Manoj:  You may have collisions if you transmit probes at higher power.  Also when you reduce power don’t you get coverage “holes”?

3.3.5.14. Floyd:  You must generally design a network so you don’t have coverage holes, consistent with less than the maximum possible power for a particular country.  That way, you can operate with some flexibility to balance interference with link quality to STAs.

3.3.5.15. Sudheer:  With this you can actually adjust the power in near-real time, in effect laying a foundation for dynamic power control.  But that has to be spelled out…

3.3.5.16. BobMayer:  This covers only STAs?

3.3.5.17. Floyd:  This covers all non-AP stations.

3.3.5.18. PatC:  Is there any other business?

3.3.5.19. Dorothy:  One more comment for Youngsoo:  It does my heart good to see an application that uses PKR.

3.3.5.20. PatC:  We have no time left.

3.4. Closing

3.4.1. Recess

3.4.1.1. PatC:  Is there any objection to recessing for the day?  None.  We shall reconvene 0800  tomorrow. We are recessed.  

3.4.1.2. Recessed at 1800 hours.

4. Thursday Morning Session, March 9, 2006

4.2. Opening

4.2.1. Call to order

4.2.1.1. Pat R. Calhoun (PatC): I call the meeting to order.

4.2.1.2. Meeting called to order at 0801 hours.

4.3. Process

4.3.1. Review of Agenda

4.3.1.1. PatC: The agenda for today calls for some motions. Is there any objection to moving the motions to 1130 hours?  None.  Are there any new agenda items?  None.  Very well, we shall proceed with the presentations.

4.3.2. Presentation of Document 06/498r0

4.3.2.1. Amaud Meylan presented Standby Time Improvements, document 06/363r0. The presentation reviews current power save methods in 802.11, and describes a method for the AP to advertise the maximum listen interval so that STAs will know the value.  This eliminates the need for STAs to determine the maximum interval by trying to associate repeatedly and examining the limit-exceeded error.  A disassociation problem is also addressed so that sleeping STAs are not disassociated by APs.   The presentation suggests advertisement of an Inactivity Timeout, during which the AP cannot disassociate an STA. 

4.3.2.2. JoeE:  It is bad to prevent the AP from sending a disassociate message in all cases.  Perhaps this can be “tightened up”

4.3.2.3. Marty:  Right now you can disassociate anyone for any reason. We could make the power save case special.

4.3.2.4. Roger:  I like the idea, but I don’t like the way the text is written.  I think what you may be trying to do is make the APs more aware of what is happening during sleep periods.  Now, if an STA is gone for some number of beacons, they’ll be dropped.  This proposal might be a benefit.  But one can’t prevent disassociations for all reasons.

4.3.2.5. Amaud:  What other reasons are there?

4.3.2.6. JoeE:  Many reasons: changing of settings, reboot, exhaustion of resources, loading, etc.  This is a good reason, but we shouldn’t prevent all of them.  You are having the listen interval be quite long. 

4.3.2.7. BobOhara:  I see some reasons for this.  But this also involves communication between AP and client.  Why do we need to put in a completely new mechanism to give information to the client?  The reassociation would seem to cover a particular “listen interval”.  Isn’t that enough?

4.3.2.8. Amaud: Listen intervals could be very long, perhaps 50.  Do you suggest that the STA try 49 if it gets an error?  This “guessing” is inefficient.

4.3.2.9. BobO:  The algorithm by which an STA reaches an acceptable interval is left up to the implementer.

4.3.2.10. PatC:  Using 11i, would it be acceptable to “guess” the algorithm in use?   “i” uses information sent in the beacon to inform STAs about what algorithm is being used.

4.3.2.11. BobO:  Should we also advertise the maximum number of STAs?  Should we advertise all of the parameters the AP is using?  Beacons are getting so large now, they may soon fill the whole superframe!

4.3.2.12. TimO:  Bob, you seem to be quashing a lot of things that are making the beacons bigger.  But one could send a “probe-like” request to return such information without putting it in the beacon.

4.3.2.13. Amaud:  That would seem to be a good approach.

4.3.2.14. Marty:  On page 60, table 18, one of the reason codes is for Inactivity.  I think a station could assume it’s still associated, but it isn’t.  If you say you can’t be disassociated only for this reason code, it would solve the problem.

4.3.2.15. PatC:  But the state may not have been saved in the AP.

4.3.2.16. Roger:   If you are using say, 3-5 second inactivity periods, you have to be careful because it could cause memory exhaustion in APs.  Consequently, when the interval expires, the STA has to be there.  The only way this would work is during periods when the AP and STA are not actively exchanging data.

4.3.2.17. JoeE:  I hear what you said, but I’m not convinced the place to solve it is 802.11.  Very long intervals would cause higher level timeouts anyway.

4.3.2.18. Amaud:  The idea is not to break it.  If you want long standby times, you have to do this.

4.3.2.19. JoeE:  There are different ways of doing this…

4.3.2.20. Amaud:  If networks want long standby times, this must be addressed.

4.3.2.21. JoeE:  How long do you want to sleep?

4.3.2.22. Amaud: If you want phones, you have to do this.  You have a poorly designed network right now.  I want perhaps two per second rather than 10 per second.  However for a sensor your might want to sleep for many seconds.

4.3.2.23. JoeE:  I disagree strongly that we have a bad network.  It’s very important to know how the applications will use this.  It is not reasonable to say that we are precluding phones.  But it is necessary to “tune” network parameters to fit the applications and the protocol.

4.3.2.24. Marty:  I think that it is not a poorly designed network, but it could be a good thing to provide support for low power operation in some networks.

4.3.2.25. PatC:  Any other comments?  None. Emily?

4.3.3. Presentation of Document 05/1064r4

4.3.3.1. Emily Qi presented normative text on Load Balancing, document 06/1064r4.  It was previously suggested that the neighbor report be used, and that has been added to the text.  In the TGk draft, extensions have been added for various neighbor information requests, including “Roaming Candidate Preference”.  

4.3.3.2. TimO:  May I suggest rather than separate IEs, combine them into a table within that element to cut overhead.  Same result, but better.

4.3.3.3. Marty:  We could also ask for a return of sub-element 4 information, for example, rather than whole element.  If I was only interested in a particular  traffic class, you could qualify the request for just that one.

4.3.3.4. Emily:  I’ll think about that.

4.3.3.5. TimO:  That’s a good idea for traffic classes.

4.3.3.6. Marty:  It could be made more generic than traffic classes only.

4.3.3.7. TimO:  Yes.

4.3.3.8. Emily: [Continues review of text] The preference field has also been redefined.

4.3.3.9. JariJokela:  If the QBSS admission capacity element is present in the neighbor report, does that imply that admission control is mandatory?

4.3.3.10. Emily:  No.  802.11e allows negotiation for traffic category, for example.

4.3.3.11. Jari:  In order to get that information, an STA has to listen to the beacon, then?

4.3.3.12. Emily: Yes. [Continues review of text]  The Roaming Management Query frame is optional.  But Roaming Query codes have been reduced via removal of  “Frequent Transition” and “Reserved” entries.

4.3.3.13. TimO:  How can you parse out an optional variable length field in the middle of the frame?

4.3.3.14. Emily:  It depends on whether the extra bit is set to say that the information is there.

4.3.3.15. TimO:  The bit does not seem to cover the Disassociation Timer.

4.3.3.16. Emily: [Continues review of text]   Status codes in Roaming Management response have been added:  Not enough beacons heard, not enough capacity.  The operation of the disassociation timer has been more explicitly defined.  

4.3.3.17. PatC:  Questions?

4.3.3.18. TimO:  Is there any requirement for letting the STA know how old the load data is?

4.3.3.19. Emily:  No.

4.3.3.20. PatC:  Do you have a motion?

4.3.3.21. Emily:   I have a motion, but some changes have been suggested that I think have merit.  I believe it may be useful to include these. I will delay the motion.

4.3.3.22. TimO:  Remember that in the Extensions table, sending all of the information will produce a huge overhead.  It will be important to limit this overhead, because it builds very fast if all optional returns are sent for every alternative. I commend you for using protocols we already have, rather than inventing new ones.

4.3.3.23. PatC:  Next presentation?  Floyd?

4.3.3.24. Floyd:  I’d like to wait until 1100 hours.

4.3.3.25. PatC:  Very well.  Amaud, do you wish to present? Yes.

4.3.4. Presentation of Document 06/0487r0

4.3.4.1. Amaud Meylan presented another Power Save-related contribution in document 06/0487r0.  This presentation addresses a DTIM problem for broadcast/multicast transmissions.  These traffic types usually specify DTIM skips of around 3.  For power saving, the presentation advocates extending the DTIM receipt interval to multiples of DTIM while maintaining management plane integrity.  Power save benefits are offered: 10x   

4.3.4.2. PatC: Questions?

4.3.4.3. TimO:  Does that mean 802.11 in the future will have to characterize all traffic as management plane or user plane?

4.3.4.4. Amaud:  For some QoS classes, yes, although this would be up to the user.

4.3.4.5. TimO:  So a bit in the frame, such as “ethertype”, would be needed?

4.3.4.6. Amaud:  Yes.

4.3.4.7. TimO:  But it is already classified in the QoS requirement, right?

4.3.4.8. Amaud:  Perhaps, but not for all cases.

4.3.4.9. Roger:  I understand what you’re trying to do: save power.  But you are greatly increasing the complexity of the system. 

4.3.4.10. Amaud:  Not really.  It just says that you may not return each DTIM interval.

4.3.4.11. Roger:  But you’re likely to get disassociated…

4.3.4.12. Amaud:  Why?

4.3.4.13. Roger:  Because you’re not playing by the rules.

4.3.4.14. Amaud:  I don’t think the AP knows who’s listening and who’s not with broadcast and multicast frames.

4.3.4.15. Roger: APs are in charge of associations.  STAs can’t just go to sleep on their own.  There are a whole series of rules.

4.3.4.16. Amaud:  Let’s go off-line on this...

4.3.4.17. TimO:  If  I could get this set up, as an administrator, how do I prevent sessions from timing out?

4.3.4.18. Amaud:  This depends on the applications and the DTIM intervals you choose.

4.3.4.19. TimO:  This could become complex enough, it might not buy you much.  I don’t know how this will work in the future.  Battery life is not directly 802.11’s issue.  How would the administrator know how to set it for all devices?

4.3.4.20. Amaud: Right now ARP timeouts are about 1 second, which would seem to bound the problem.

4.3.4.21. PatC: Are there any other comments?  No.   Amaud, you wanted a straw poll?

4.3.4.22. Amaud:  Yes.

4.3.4.23. Straw Poll: Is DTIM sufficient to support extended standby times?

4.3.4.24. For  0, Against  13

4.3.4.25. Amaud: I have not seen others pursuing the DTIM problem, but I would like to work with those who are interested.

4.3.4.26.  PatC:  Joe, do you want to present?

4.3.5. Presentation of Document 06/0389r0

4.3.5.1. Joe Kwak presented Direct Link Management in document 06/0389r0, uploaded about 5 minutes ago.  This is a new topic addressing several of our objectives: 1010 Enterprise, Home and Hot Spots (managing streaming media), 1010-2000 Dynamic Channel Selection (for new DLS links), and 2030 AP Load Balancing  (to offload DLS from BSS Channel.  This relates to consumer electronics (CE) devices used primarily in the home.  Wi-Fi is appearing in many new devices: phones, media adaptors, WLAN audio playback and distribution systems, DVD playback and Streaming, Wi-Fi central storage, and game consoles---in addition to PCs laptops, peripherals and PDA-like instruments.  New devices bring new requirements.  Some of  these devices will require capabilities that are not included in 802.11e.  A particular concern is capacity,  currently 29-30 for “a/g” and 70 Mbps for “n”.   Aside from throughput challenges, much of the traffic may be peer-to-peer intra-LAN, rather than DS ingress/egress.  Estimates of offered load are provided for various devices/applications.  A properly-engineered DLS capability can remove the need to go through an AP, allowing much more utility for these systems.  

4.3.5.2. Floyd:  The scenario in slide 7, please elaborate.

4.3.5.3. JoeK:  This is the difference between relaying through an AP  vs. going direct.  It constitutes a big improvement for peer-to-peer traffic.

4.3.5.4. Floyd;  You actually do better than these figures then…

4.3.5.5. JoeK:  No, this includes other traffic in the mix as well. [Continues with presentation]  This presentation has been made to elicit interest in opening a dialog on the possibilities for DLS in TGv, including alternate channel operation for peer-to-peer coordinated by the AP.

4.3.5.6. PatC: Are there questions?

4.3.5.7. Amaud:  Other 802.11 groups have also been thinking along these lines, for example 802.11s.

4.3.5.8. JoeK:  Does anyone know about this?

4.3.5.9. Ed: The alternate channel idea looks similar to 06/408.  You might like to look at that.

4.3.5.10. Roger: There has been a lot of work in “n” on this.

4.3.5.11. Marty:   Efficient spectrum has been an issue.

4.3.5.12. Floyd:  This seems like it could be a lot to work on.  I’m not sure I am comfortable tackling it.

4.3.5.13. Alan: How would you choose the alternate channel, particularly in MDUs.  This could be a big problem because spectrum could run out.

4.3.5.14. JoeK:  Yes, this could be a consequence of success.  If the spectrum becomes too limited, maybe Wi-Fi isn’t the right answer.

4.3.5.15. PeterEcclesine: 06/0242 Shows another approach.  I suggest the scenario you have chosen is inappropriate.  Norm Finn asked in 802.11 about the possibility of a wired/wireless bridge for a home environment.  This seems better than just concentrating on DLS.

4.3.5.16. Marian:  A question of overlap with 11s:  In the home environment most homes can be covered with a single AP, with a mesh it could be difficult due multiple APs.

4.3.5.17. Amaud:  Addressing the problem on home-nets, HDTV streams are a particular problem.

4.3.5.18. BobM:  I think this is an exciting idea, and I like the idea of using one channel to coordinate traffic on another.

4.3.5.19. Straw Poll 1 (alt-channel DLS)

4.3.5.20. Do you feel that multi-channel operation in the BSS such as described for the specific case of DLS would be in-scope of TGv?

4.3.5.21. For 10, 22 Against

4.3.5.22. Straw Poll 2 (multi-BSS home environment)

4.3.5.23. Do you feel that extension to the existing inter-AP TGv work item (for example inter-AP discovery and extensions to WDS) such as described in Scenario 3 would be worthwhile to pursue in TGv?

4.3.5.24. For 6,  2 Against

4.3.5.25. PatC:  We have only a Location motion in the next session.  The next presentation would be load balancing and algorithm selection by Floyd.

4.3.5.26. Simon Black:  I’d like to make a presentation [submits details]

4.3.5.27. PatC:  Very well, I show the revised agenda: 
4.3.5.28. TGv Text Submissions 
  –08:00-08:30 - 11-06-0478-00-000v-standby-time-improvements-normative-text.doc 

  –08:30-09:00 - 11-05-1064-04-000v-normative-text-proposal-load-balancing 

TGv New Work Submissions 
  –09:00-09:30 - 11-06-0487-00-000v-standby-time-improvements-part2 

  –09:30-10:00 - 11-06-0389-00-000v-Directed-Link-Management 

  –10:30-11:00 – 11-06-0513-00-000v-interference-diagnostics 

  –11:00-11:30 - 11-06-0386-00-000v-need-to-specify-algorithms-channel-selection-and-load-balancing 

11:30-12:00 - Proposal Motions 
Plans for May 
New/Old Business 
Adjourn 
4.3.5.29. Is there any objection to accepting the revised agenda? None. 

4.3.6. Recess

4.3.6.1. PatC:  Pursuant to the schedule, is there any objection to recessing now for the break? None. Let’s reconvene at 10:30 then?  Yes.

4.3.6.2. Recessed at 1000 hours.

4.4. Opening

4.4.1. Call to order

4.4.1.1. Pat R. Calhoun (PatC): I call the meeting to order.

4.4.1.2. Meeting called to order at 1034 hours.

4.5. Process

4.5.1. Presentation of Document 05/0932r1

4.5.1.1. Simon Black provided a presentation based on documents 05/932r1 05/1077, and 06513r0 treating Interference Diagnostics.  This discusses the problem of adaptation to periodic local interference with devices that may have multiple radios, such as with simultaneous GSM and Wi-Fi operation.  We proposed a new triggered measurement that could collect timing characteristics regarding the interference.   Roger Durand in November also gave a presentation on interference.  One of the differences was interference inside devices themselves vs. external interference.  06/0513r0 is a version of the Vancouver proposal expressed as normative text.  It details a process much like the “k” histogram collection operation.  Today I’d like a straw poll to determine if the body thinks a feature such as this is important.

4.5.1.2. Straw Poll:  Should the interference diagnostics provided by 11v be capable of reporting interference that is on channels other than the operating channel?

4.5.1.3. PeterE: Multiple energy bandwidths could be on the same channel.  Might you want to expand your poll to include channel and width?

4.5.1.4. Simon:  Perhaps…

4.5.1.5. TimO:  This is like “k”?

4.5.1.6. SimonB:  Yes, but this is more “should the protocol have the flexibility do make such measurements for purposes other than just measurement”. 

4.5.1.7. TimO:  This would add how long to measure etc.?

4.5.1.8. Simon:  Yes.

4.5.1.9. Sudheer:  How is this different from “k”

4.5.1.10. Simon:  This would have the purpose of being “non-invasive” allowing the station to make the measurement without disrupting other communications.

4.5.1.11. Sudheer:  But isn’t this in “k”?

4.5.1.12. Simon:  Partly, but this wouldn’t disrupt other transmissions in progress.

4.5.1.13. Emily:  More flexibility is better.  Such a measurement could be useful.

4.5.1.14. Floyd:  Its been shown to be quite useful to recognize interference that may not be right on the operating channel.

4.5.1.15. PeterEcclesine:  In 802.22 they have to monitor three channels at once, because TV energy one or two channels away can affect performance.  As we get into more mixed-operation environments, this will become more important.

4.5.1.16. Floyd:  In “a” and “g” the issue of interference from different PHYs is already addressed, testifying as to its importance.

4.5.1.17. Roger:  If a BSS channel switch happens, it’s useful to know if you’d have a “soft landing”.

4.5.1.18. Simon:  It is potentially possible to take into consideration all these views with a generalized measurement function such as this.

4.5.1.19. VictoriaP: This could improve channel planning in controlled (managed enterprise) environments as well.

4.5.1.20. Ed:  When I think about all the modulation types being used, as in this hotel, there is a lot of possibilities.  There are so many possibilities, I am concerned about covering all of them.  Where do you stop?

4.5.1.21. PeterEcclesine:  802.11 should “future-proof” itself because we can’t predict what new things might appear.  A possibility would be to base new measurements on “energy detection”, and this subject has been broached in regulatory circles.

4.5.1.22. Simon:  This would provide the ability to measure and communicate time-domain characteristics.

4.5.1.23. Straw Poll on floor:  Should the interference diagnostics provided by 11v be capable of reporting interference that is on channels other than the operating channel?

4.5.1.24. Yes  24, No 0

4.5.1.25. Simon:  We shall be back in May with more thoughts…

4.5.1.26. Next is Floyd at 1100.  We have 5 minutes.  Floyd, any objection to starting now?

4.5.1.27. Floyd:  No.

4.5.2. Presentation of Document 05/0386r1

4.5.2.1. Floyd Backes presented 05/0386r1 covering Load Balancing channel selection and algorithms.  The presentation covered the differences between a protocol and an algorithm, and asserted that a control protocol can be dangerous without an algorithm to go with it. The presentation shows an example of how different algorithms operating simultaneously on the same system could pose problems in a routing situation.  Another example is provided illustrating the use of two different algorithms in a load balancing situation with “quietest channel” and “minimum number” channel seeking algorithms conflict.  Floyd advocated choosing a common algorithm to make the system work well, not a particular algorithm.

4.5.2.2. TimO:  The channel selection case you provided would seem to preclude advances as task groups move forward.

4.5.2.3. Floyd:  It is within the vendors purview to add features on top of a specified algorithm.  Just because you adhere to an algorithm “primitive”, doesn’t mean it can’t grow and improve.

4.5.2.4. TimO:  It seems to me that the feature improvements could allow a vendor to “weasel out of” the original algorithm.

4.5.2.5. Floyd:  I can say from experience that the core algorithm approach with improvements has worked in other cases.

4.5.2.6. PeterEcclesine:  I believe “garbage into algorithm” means “garbage out of algorithm”.  In “h” we said that here are apparatuses that can deal with a particular case.  What part is here and what part is not here is the core question.

4.5.2.7. Floyd:  I understand your point, that it’s not up to 11v to solve the whole problem.  But what other task group to you think would be better.

4.5.2.8. PeterEcclesine:  I believe that all of the vendors will do better than we can do in the standard.  The vendor’s measurement will always get better.

4.5.2.9. Floyd:  Then why have any standard at all?  How about handling differences between parts of the standard?

4.5.2.10. PeterEcclesine:  We did “a” and “b” at the same time, so no conflicts.

4.5.2.11. Floyd:  But not “n”…

4.5.2.12. Sudheer:  If a possibility doesn’t show in an availability list for some reason, for example, algorithms would have to compensate.  Vendors can design so many possibilities there is really no standard.

4.5.2.13. Floyd:   I disagree.  I don’t think RSSI is the best thing to use; there are others.  The purpose is to get folks together in a standard to agree on what’s the best.

4.5.2.14. JoeK:  I have several comments.  You must recognize that 802.11 is a “libertarian” organization, with a competitive environment that does not welcome a “shall not innovate” theme.  Every company has “experts” that have worked on the best solutions for this environment.  If you force a group to choose the best algorithm, is it worthwhile? What about cost?

4.5.2.15. Floyd:  Talking about cost is not appropriate.  As to the “libertarian group” philosophy, there are many examples including cryptographic standards.

4.5.2.16. PeterEcclesine:  Encryption treats how not exactly what.

4.5.2.17. Floyd:  I disagree.  The two ends have to use the same algorithm to communicate.  I do not believe that my proposal stifles innovation.

4.5.2.18. Kurt:  An important point is who’s asserting control of the decision:  infrastructure control or client control.  I think there may be an opportunity for telling a station when it joins a network to be told how it should act. 

4.5.2.19. Floyd:  I would counter that this leads to corner cases where things will become chaotic.

4.5.2.20. Dick:  I look at this as a “toolbox”  The toolbox is the protocol.  If I can’t innovate here, I may not be competitive.

4.5.2.21. Conrad: For the last 20 years examining cellular vendor protocols, I’ve looked at many systems.  There are algorithms that govern how these systems work over the air that are well-specified.  In cellular, for example, all the handoffs are coordinated by the MTSO.  With MAHO, the client helps, allowing input from both to make the process better.  Here in 802.11 it seems to be station-centric.  The load balancing  and frequency selection activities seem to require some order.  In many wireless standards the protocols are standardized very closely. 

4.5.2.22. BobM  I agree with the previous commenter.  This is a “growing up” issue for 802.11, and it is why we advocated starting “k” and “v”.  The organization provided by these standards can allow a new branch on the “family tree”, opening the prospect for 4G growth with more-organized systems.  Organization is always a tradeoff, as it usually provides increased quality, capacity, and spectral efficiency at the expense of flexibility.  I think Floyd’s proposal is an alternative that would let 4G systems grow, while also supporting the existing uses.

4.5.2.23. JesseWalker:  Systems without some uniformity in this respect simply will not work.  If one algorithm is standardized that everyone can  fall back to, this is better.

4.5.2.24. Roger: I’m in favor of algorithms.  There are clear problems today.  To ignore this may trouble the future.  If we get it right, we can improve how these systems work.

4.5.2.25. TimO:  I worked on GSM.  The signaling for handoffs is specified, but not the algorithm.  This is not standardized.  Everyone does the algorithm differently.

4.5.2.26. JoeE:  One of the things about cellular is that the algorithm is operated centrally.  In a distributed system, order is less likely to arise “naturally”.

4.5.2.27. PatC: Dorothy, you have a motion. Who else has a motion? None.

4.5.3. Motion on Location

4.5.3.1. Dorothy Stanley reviewed document 06/0009r3 which is identical to the one shown on Tuesday with exception of two things:  addition of an author, and addition of detail to timing measurement field sections expanding measurement and timestamp units.

4.5.3.2. PatC: Are there any comments?  None.

4.5.3.3. Dorothy:  I wish to move.

4.5.3.4. Motion:

4.5.3.5. Move to include the substantive text in document 06/0009r3 into the TGv draft.

4.5.3.6. Moved Dorothy Stanley Seconded Roger Durand

4.5.3.7. PatC:  Is there discussion on the motion?  None.  Very well, voters hold up your tokens.

4.5.3.8. For  27,  Against  0,  Abstain 5   The motion passes.

4.5.3.9. PatC:  Are there any straw polls?

4.5.4. Additional Straw Polls

4.5.4.1. JariJokela:  I’d like another straw poll:

4.5.4.2. Do you believe it is acceptable to add the following objective to the TGv Objectives Document?

Req 2120: Broadcast and Multicast Enhancements

TGv shall provide mechanisms to enhance broadcast and multicast data delivery.  The enhancements may cover reliability, QoS, power efficiency or other improvements.

4.5.4.3. Dorothy: I’d like to understand the specifics.

4.5.4.4. Roger:  This seems too broad.

4.5.4.5. Jari: How could the language be improved?

4.5.4.6. Roger:  I suggest “that TGv come up with methods for….” , or “come up with a more power-efficient way…” as separate items, I think it would allow us to address this better.

4.5.4.7. Jari: I think many folks will be interested in things like enhanced reliability…

4.5.4.8. TimO:  “v” was supposed to be the control complement to “k”.  The thrust was improvement of network operation.  This would seem to be not too far out of scope.

4.5.4.9. Amaud: I’m still confused about what we are trying to do.  I’d like to see more detail.

4.5.4.10. Emily:  Can you suggest some text here?

4.5.4.11. Henry:  In terms of control channel stuff, this concerns me.  I have trouble with working on core 802.11 issues.  What kind of things?

4.5.4.12. Jari: I’d like to modify the straw poll to expand the detail

4.5.4.13. First Poll:

4.5.4.14. Do you believe it is acceptable to add the following objective to the TGv Objectives Document?

Req 2120: Broadcast and Multicast Enhancements

TGv shall provide mechanisms to enhance the power efficiency of broadcast and multicast data delivery. 

Yes  20   No   8 

4.5.4.15. Second Poll:

4.5.4.16. Do you believe it is acceptable to add the following objective to the TGv Objectives Document?

Req 2120: Broadcast and Multicast Enhancements

TGv shall provide mechanisms to enhance reliability of broadcast and multicast data delivery.  

Yes  15  No 14

Third Poll:

4.5.4.17. Do you believe it is acceptable to add the following objective to the TGv Objectives Document?

Req 2120: Broadcast and Multicast Enhancements

TGv shall provide mechanisms to enhance broadcast and multicast data QoS data delivery.  

Yes  7  No 15

4.5.4.18. PatC:  I’m unclear on how the results impact our objectives.

4.5.4.19. Dorothy:  Does that mean that we will be adding this to the draft?

4.5.4.20. PatC:  The objective document is now just a collection of ideas, not an official document.

4.5.4.21. Sudheer:  We should take a stand and make the objectives an official document.

4.5.4.22. PatC:  I suggested we not revisit this, as we have already discussed this many times.

4.5.4.23. PeterEcclesine: We have Robert’s Rules to define what goes into the draft.

4.5.4.24. Roger:  If you are trying to make a change that affects the document, then it should be binding.

4.5.4.25. Simon:  What we’ve done is that we do a straw poll.  If more than 50%, then it is in.  That’s always been the policy.  We should continue the process.

4.5.4.26. PatC:  Very well, to adopt it for TGv work, we would have to have another series of straw polls…

4.5.4.27. Jari:  OK, let’s do that.

4.5.4.28. Straw Poll:

4.5.4.29. Add the following objective to the TGv Objective Document

Req 2120: Broadcast and Multicast Enhancements

TGv shall provide mechanisms to enhance the power efficiency of broadcast and multicast data delivery. 

Yes  19   No   11   The group approves.

4.5.4.30. Add the following objective to the TGv Objective Document

Req 2120: Broadcast and Multicast Enhancements

TGv shall provide mechanisms to enhance reliability of broadcast and multicast data delivery.  

Yes  10  No 21  The group disapproves.

4.5.4.31. Add the following objective to the TGv Objective Document

Req 2120: Broadcast and Multicast Enhancements

TGv shall provide mechanisms to enhance broadcast and multicast data QoS data delivery.  

Yes  10  No 20  The group disapproves.

4.5.4.32. PatC:  Emily, please add 422r3 additions to the document.

4.5.4.33. Amaud: What is the process for getting the next version of the objectives to the server.

4.5.4.34. Emily: I will post the documents next week.

PatC:  OK, Let’s work on our plans for May.  I shall not be present in May, so Harry Worstell will substitute for me.  Perhaps presenters can help with the listing of presentations? [Presenters volunteer for slots]

Pat: So here is the plan…

Note: Pat will not be present in May.  Harry will be acting as chair during the session.

Review Updated Objectives Draft

TGv Normative text submissions

· Load balancing (Qi)

· Multi-Level Power Control (Backes)

· Interference Diagnostics (Black)

· Standby Time Improvement (Meylan)

· Idle Mode Operation (Kim)

· BSS Channel Switch (Kwak)

· Power Saving (Kwak)

· DLS Management (Kwak)

4.5.4.35. PatC:  The next item is examination of our timetable.  We’ve listed the following timetable used by TGv:

· Base line accepted January 06 (Completed)

· Submissions addressing objectives (Start in March 06)

· TG Ad-Hoc Draft Internal Review: November 06…

4.5.4.36. Dorothy: I’m not sure we have enough information to predict the timing accurately.  I suggest we examine this next time…

4.5.4.37. JoeK:  OK, good idea.

4.5.4.38. PatC:  Let’s update the task list to show that.

Note: Pat will not be present in May.  Harry will be acting as chair during the session.

Review Updated Objectives Draft

Reevaluate TGv Timeline

TGv Normative text submissions

· Load balancing (Qi)

· Multi-Level Power Control (Backes)

· Interference Diagnostics (Black)

· Standby Time Improvement (Meylan)

· Idle Mode Operation (Kim)

· BSS Channel Switch (Kwak)

· Power Saving (Kwak)

· DLS Management (Kwak)

4.5.4.39. JoeK.:  We should track progress as we move forward.

4.5.4.40. Dorothy:  We need to add a response to Emergency Services Information Forum.

4.5.4.41. PatC:  OK, so added:

Note: Pat will not be present in May.  Harry will be acting as chair during the session.

Review Updated Objectives Draft

Reevaluate TGv Timeline

Prepare response to ESIF sub-committee B

TGv Normative text submissions

· Load balancing (Qi)

· Multi-Level Power Control (Backes)

· Interference Diagnostics (Black)

· Standby Time Improvement (Meylan)

· Idle Mode Operation (Kim)

· BSS Channel Switch (Kwak)

· Power Saving (Kwak)

· DLS Management (Kwak)

4.5.4.42. PatC:  OK, should I assume an hour for presentations when scheduling?

4.5.4.43. JoeK:  We should take as much time as we need, but we should have an upper limit.

4.5.4.44. PatC:  My goal is to set the upper limit.

4.5.4.45. JoeK:  I don’t believe it’s necessary to block out the time as we did for this meeting.

4.5.4.46. Floyd:  I think this was a big help to presenters who have to attend other meetings.  I’d recommend 40 minutes.

4.5.4.47. Dick:  I think 40 minutes is good on repeat topics, perhaps an hour on new information.

4.5.4.48. PatC:  Presenters, let me know what you’ll need.  Does the group feel a need to set up teleconferences?

4.5.4.49. Floyd:  I feel like I already know who I have to work with.  No other comments.

4.5.4.50. PatC:  Very well, we shall not plan on teleconferences. Are there any other topics for discussion?  None.  Is there any new business?  None. Is there any old business? None.

4.6. Closing

4.6.1. Adjourn

4.6.1.1. PatC:  Since we have covered all of the agenda items, is there any objection to adjourning TGv?  None.  Very well, we’re adjourned.  Thank you, everyone.

4.6.1.2. Adjourn at 1216 hours.
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