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1 Background
As described in the Nokia’s contribution of 11-05-1105-00-000r-ready-to-transition-clear-to-transition
· When station makes a transition, packets may be lost for one of two reasons:

1. They are queued in the old AP awaiting transmission

2. They are misdirected to the wrong AP by the DS during the transition process


[image: image1]
2 Solution
2.1 Solution summary
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As show in the figure above, we add a Buffer  IE  to the last  Authentication messege, ie, FT Action confirm messege in the pre-reservation mechanism or FT Action response messege in the Base mechanism. 
The Buffer IE is defined below:

	Element ID
	Length
	Buffer identify  


octet：1                                                        1                                                    1

The Buffer Identify   is set below:
	00
	No buffer

	01
	Forward the data to target AP to buffer over DS

	10
	Buffer the data at current AP

	……
	……


 When AP1 has MSDU for the STA queued  for future delivery, the Buffer Identify IE will be contained in the last authentication messege sent to STA. if the Buffer Identify is set to 01, AP1 will send the data to target AP over DS. If the Buffer Identify is set to 10, AP1 will buffer the data. Otherwise, if the Buffer Identify is set to 00, message shall flow like before as the darft described.
The reassociation request message shall also contain the Bffer IE, when target AP receives this messege, it identifies the Buffer Identify, if it is set to 01, and target AP will send the data which the STA didn’t receive to the STA, if it is set to “10”, target AP send a messege to old AP to pick up data which buffered at the old AP. 

In addition, the reassociation request messege could contain a “SN IE”, the “SN IE” can be set like below:

	Element ID
	Length
	SN


Octet ： 1                                                          1                                                        4

The “SN” represents the data sequence number that the STA has received. AP2 could know the data which STA hasn’t received via contrast with the “SN”. So that, AP2 could only sent the data which STA hasn’t received or the AP2 could sent “pick up data” messege which contains “SN IE” to AP1, in this case AP1 need only sent the data which STA hasn’t received to AP2.
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Abstract





This document proposes a method of avoiding packets loss during a fast BSS transition in 802.11r.
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