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Introduction
Omissions Covered
This document addresses the following omissions identified in document 11-06-0263-00-000n-tgn-draft-omissions.xls:
· OM007

· OM008

· OM009

· OM010

· OM011

· OM012

· OM013

· OM014

· OM022

· OM030

· OM033

· OM039

· OM040

· OM043

· OM044

· OM045

· OM046

· OM047

· OM053

· OM055

· OM074

· OM122

· OM144
· OM145

· OM146

Interpretation of a Motion to Adopt

A motion to adopt the changes defined in this submission means that the editing instructions and any changed or added material are actioned in the TGn Draft.  This introduction, and OMnnn headings are not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGn Draft (i.e. they are instructions to the 802.11 editor on how to merge the TGn amendment with the baseline documents).

TGn Editor:  Editing instructions preceded by “TGn Editor” are instructions to the TGn editor to modify existing material in the TGn draft.   As a result of adopting the changes, the TGn editor will execute the instructions rather than copy them to the TGn Draft.

Summission Note: Notes to the reader of this submission are not part of the motion to adopt.  These notes are there to clarify or set in context the response to the omission.

OM007 & OM008
6.1.5 MAC data service architecture
Change the first two paragraphs of 6.1.5 as follows:
The MAC data plane architecture (i.e., processes that involve transport of all or part of an MSDU) is shown in Figure 18. During transmission, an MSDU goes through some or all of the following processes:  A-MSDU aggregation, frame delivery deferral during power save mode, sequence number assignment, fragmentation, encryption, integrity protection, and frame formatting and A-MPDU aggregation. IEEE 802.1X may block the MSDU at the Controlled Port. At some point, the data frames that contain all or part of the MSDU are queued per AC/TS. This queuing may be at any of the three points indicated in Figure 18.

During reception, a received data frame goes through processes of possible A-MPDU de-aggregation, MPDU header and cyclic redundancy code (CRC) validation, duplicate removal, possible reordering if the Block Ack mechanism is used, decryption, defragmentation, integrity checking, and replay detection. After replay detection (or defragmentation if security is used) and possible A-MSDU de-aggreation, the one or more MSDUs is are delivered to the MAC_SAP or to the DS. The IEEE 802.1X Controlled/Uncontrolled Ports discard thean MSDU if the Controlled Port is not enabled and if the MSDU does not represent an IEEE 802.1X frame. TKIP and CCMP MPDU frame order enforcement occurs after decryption, but prior to MSDU defragmentation; therefore, defragmentation will fail if MPDUs arrive out of order.

Change figure 18-MAC data plane architecture as follows:
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OM009

7.1 MAC frame formats
Change the text of 7.1 bullet a) as follows:

A MAC header, which comprises frame control, duration, address, sequence control

information, QoS control information (QoS Data Frames only) and HT control information (+HTC frames only);

OM010, OM011, OM012

7.1.2 General frame format
Change the first paragraph of 7.1.2 as follows:

The MAC frame format comprises a set of fields that occur in a fixed order in all frames. Figure 19 depicts the general MAC frame format. The first three fields (Frame Control, Duration/ID, and Address 1) and the last field (FCS) in Figure 19 constitute the minimal frame format and are present in all frames, including reserved types and subtypes. The fields Address 2, Address 3, Sequence Control, Address 4, QoS Control, HT Control, and Frame Body are present only in certain frame types and subtypes. Each field is defined in 7.1.3. The format of each of the individual subtypes of each frame types is defined in 7.2. The components of management frame bodies are defined in 7.3. The formats of management frames of subtype Action are defined in 7.4

Replace Figure 19 – MAC frame format with the following figure:

	Octets: 2
	2
	6
	6
	6
	2
	0 or 6
	0 or 2
	0 or 4
	0-2324
	4

	Frame Control
	Duration /ID
	Address 1
	Address 2
	Address 3
	Sequence Control
	Address 4
	QoS Control
	HT Control
	Frame Body
	FCS
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TGn Editor: add appropriate cross references to replace ??

Add the following paragraph after the figure and caption:

Under A-MPDU aggregation, defined in ??, the PSDU transported by the PHY data service contains one or more frames.  The format of an A-MPDU aggregated frame is the same as in the non-aggregated case.
OM013

7.1.3.1.5 More Fragments field
Change 7.1.3.1.5 as follows:
The More Fragments field is 1 bit in length and is set to 1 in all data or management type frames that have

another fragment of the current MSDU or current MMPDU to follow.

It is set to 0 in all frames exchanged between HT peers that are acknowledged using Block Ack.

It is set to 0 in all other frames.

OM014

7.1.3.1.10 Order field
Change the first paragraph of 7.1.3.1.10 as follows:
The Order field is 1 bit in length and is set to 1 in any non-QoS data frame that contains an MSDU, or

fragment thereof, which is being transferred using the StrictlyOrdered service class. This field is set to 0 in

all other frames. All non-HT QSTAs set this subfield to 0.

OM022

7.2.2 Data frames

Replace figure 35-Data frame with the following:
	Octets: 2
	2
	6
	6
	6
	2
	0 or 6
	0 or 2
	0 or 4
	0-2324
	4

	Frame Control
	Duration /ID
	Address 1
	Address 2
	Address 3
	Sequence Control
	Address 4
	QoS Control
	HT Control
	Frame Body
	FCS
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Insert the following after the para containing “The QoS Control field is defined in 7.1.3.5.”:

The setting of the Order field determines whether the HT Control field is present, as specified in 7.1.3.1.10. The HT Control field is defined in 7.1.3.8.

OM030

7.3.1.11 Action Field

Insert the High Throughput category code assigned by the 802.11 ANA replacing the TBD below.

Insert the following row (ignoring the header row) in Table 24 – Category Values in the correct position to preserve ordering by the “Code” column and update the “Reserved” range of codes appropriately.

	Code
	Meaning
	See subclause

	TBD
	High Throughput
	7.4.7


OM033

7.3.2 Information Elements

Insert the Element IDs assigned by the 802.11 ANA replacing the TBDs below.

Insert the following two rows (ignoring the header row) in Table 26 – Element IDs in the correct position to preserve ordering by the “Element ID” column and update the “Reserved” range of codes appropriately.

	Information Element
	Element ID

	HT Capabilities
	TBD

	Additional HT Information Elements
	TBD


OM039
7.4.7 HT Management Action Frames details
TGn Editor: add the following after heading 7.4.7 and fixup caption and references.

Several Action frame formats are defined to support HT features.  The Action field values associated with each frame format within the HT category are defined in table ??.  The frame formats are defined in 7.4.7.

Table nxx – HT Action field values
	Action field value
	Meaning

	0
	Set Recommended transmission Channel Width

	1
	MIMO Power Save

	2
	PSMP

	3
	PCO Phase Request

	4
	MIMO Channel Measurement Report

	5
	Reciprocity Correction

	6
	MIMO CSI Matrices Message

	7
	MIMO Uncompressed Steering Matrices Message

	8
	Compressed Steering Matrices Feedback

	9
	Antenna Selection  Indices Feedback

	10-255
	Reserved


OM040

9.1.5 Fragmentation/defragmentation overview
Change paragraph 2 of 9.1.5 as follows:

Only MPDUs with a unicast receiver address shall be fragmented. Broadcast/multicast frames shall not be

fragmented even if their length exceeds dot11FragmentationThreshold. Unicast frames transmitted by a HT STA to a HT peer using Block Ack acknowledgement shall not be fragmented.
OM043

9.2.6 Directed MPDU transfer procedure

(Ed: note, also removing the term “asynchronous data frame” which is not defined in the baseline, and only appears in 9.2.6 )

Change the four paragraps of 9.2.6 as follows:
A STA shall use an RTS/CTS exchange for directed frames only when the length of the MPDU or A-MPDU is greater than the length threshold indicated by the dot11RTSThreshold attribute.

The dot11RTSThreshold attribute shall be a managed object within the MAC MIB, and its value may be set and retrieved by the MLME. The value 0 shall be used to indicate that all MPDUs shall be delivered with the use of RTS/CTS. Values of dot11RTSThreshold larger than the maximum MSPDU or A-MPDU length shall indicate that all MPDUs shall be delivered without RTS/CTS exchanges.

When an RTS/CTS exchange is used, the asynchronous data frame or A-MPDU shall be transmitted after the end of the CTS frame and a SIFS period. No regard shall be given to the busy or idle status of the medium when transmitting this data frame.

When an RTS/CTS exchange is not used, the asynchronous data frame or A-MPDU shall be transmitted following the success of the basic access procedure. With or without the use of the RTS/CTS exchange procedure, the STA that is the destination of an asynchronous data frame shall follow the ACK procedure.
OM044

Submission note: in the opinion of this author, no changes are required in 9.3.3.  The possible omission relates to the definition of MaxMPDUTime, which is defined in terms of the maximum frame size.  Leaving it as it is means that we include A-MSDU (which can be embedded in a QoS data MPDU), but exclude A-MPDU.

OM045
9.3.3.3 CFPMaxDuration limit

Submission note: in the opinion of this author, no changes are required in 9.3.3.  The possible omission relates to the definition of MaxMPDUTime, which is defined in terms of the maximum frame size.  Leaving it as it is means that we include A-MSDU (which can be embedded in a QoS data MPDU), but exclude A-MPDU.

OM046

9.4 Fragmentation

Change paragraphs 2 to 5 of 9.4 as follows:
The length of an MPDU shall be an equal number of octets for all fragments except the last, which may be smaller. The length of an MPDU shall always be an even number of octets, except for the last fragment of an MSDU, A-MSDU or MMPDU, which may be either an even or an odd number of octets. The length of a fragment shall never be larger than dot11FragmentationThreshold unless WEP is invoked for the MPDU. If WEP is active for the MPDU, then the MPDU shall be expanded by IV and ICV (see 8.2.1); this may result in a fragment larger than dot11FragmentationThreshold.

A fragment is an MPDU, the payload of which carries all or a portion of an MSDU, A-MSDU or MMPDU. When data are to be transmitted, the number of octets in the fragment (before processing by the security mechanism) shall be determined by dot11FragmentationThreshold and the number of octets in the MPDU that have yet to be assigned to a fragment at the instant the fragment is constructed for the first time. Once a fragment is transmitted for the first time, its frame body content and length shall be fixed until it is successfully delivered to the immediate receiving STA. A STA shall be capable of receiving fragments of arbitrary length.

If a fragment requires retransmission, its frame body content and length shall remain fixed for the lifetime of the MSDU, A-MSDU or MMPDU at that STA. After a fragment is transmitted once, contents and length of that fragment are not allowed to fluctuate to accommodate the dwell time boundaries. Each fragment shall contain a Sequence Control field, which is comprised of a sequence number and fragment number. When a STA is transmitting an MSDU, A-MSDU or MMPDU, the sequence number shall remain the same for all fragments of that MSDU, A-MSDU or MMPDU. The fragments shall be sent in order of lowest fragment number to highest fragment number, where the fragment number value starts at zero, and increases by one for each successive fragment.

The Frame Control field also contains a bit, the More Fragments bit, that is equal to zero to indicate the last (or only) fragment of the MSDU, A-MSDU or MMPDU. The source STA shall maintain a transmit MSDU timer for each MSDU or A-MSDU being transmitted. The attribute dot11MaxTransmitMSDULifetime specifies the maximum amount of time allowed to transmit an MSDU or A-MSDU. The timer starts on the attempt to transmit the first fragment of the MSDU or A-MSDU. If the timer exceeds dot11MaxTransmitMSDULifetime, then all remaining fragments are discarded by the source STA and no attempt is made to complete transmission of the MSDU or A-MSDU. 
OM047

9.5 Defragmentation

Change 9.5 as follows:
Each fragment contains information to allow the complete MSDU, A-MSDU or MMPDU to be reassembled from its constituent fragments. The header of each fragment contains the following information that is used by the

destination STA to reassemble the MSDU, A-MSDU or MMPDU:

— Frame type

— Address of the sender, obtained from the Address2 field

— Destination address
— Sequence Control field: This field allows the destination STA to check that all incoming fragments belong to the same MSDU or MMPDU, and the sequence in which the fragments should be reassembled. The sequence number within the Sequence Control field remains the same for all fragments of an MSDU, A-MSDU or MMPDU, while the fragment number within the Sequence Control field increments for each fragment.

— More Fragments indicator: Indicates to the destination STA that this is not the last fragment of the MSDU, A-MSDU or MMPDU. Only the last or sole fragment of the MSDU, A-MSDU or MMPDU shall have this bit set to 0. All other fragments of the MSDU, A-MSDU or MMPDU shall have this bit set to 1.

The destination STA shall reconstruct the MSDU, A-MSDU or MMPDU by combining the fragments in order of fragment number subfield of the Sequence Control field. If WEP encryption has been applied to the fragment, it shall be decrypted before the fragment is used for defragmentation of the MSDU, A-MSDU or MMPDU. If the fragment with the More Fragments bit set to 0 has not yet been received, then the destination STA knows that the MSDU, A-MSDU or MMPDU is not yet complete. As soon as the STA receives the fragment with the More Fragments bit set to 0, the STA knows that no more fragments may be received for the MSDU, A-MSDU or MMPDU.

All STAs shall support the concurrent reception of fragments of at least three MSDUs, A-MSDUs or MMPDUs. Note that a STA receiving more than three fragmented MSDUs, A-MSDUs or MMPDUs concurrently may experience a significant increase in the number of frames discarded.

The destination STA shall maintain a Receive Timer for each MSDU, A-MSDU or MMPDU being received, for a minimum of three MSDUs, A-MSDUs or MMPDUs. The STA may implement additional timers to be able to receive additional concurrent MSDUs, A-MSDUs or MMPDUs. The receiving STA shall discard all fragments that are part of an MSDU, A-MSDU or MMPDU for which a timer is not maintained. There is also an attribute, aMaxReceiveLifetime, that specifies the maximum amount of time allowed to receive an MSDU or A-MSDU. The receive MSDU or MMPDU timer starts on the reception of the first fragment of the MSDU, A-MSDU or MMPDU. If the receive MSDU timer exceeds aMaxReceiveLifetime, then all received fragments of this MSDU, A-MSDU or MMPDU are discarded by the destination STA. If additional fragments of a directed MSDU, A-MSDU or MMPDU are received after its aMaxReceiveLifetime is exceeded, those fragments shall be acknowledged and discarded.

To properly reassemble MPDUs into an MSDU, A-MSDU or MMPDU, a destination STA shall discard any duplicated fragments received. A STA shall discard duplicate fragments as described in 9.2.9. However, an acknowledgment shall be sent in response to a duplicate fragment of a directed MSDU.

OM053

9.9.1.6 Retransmit procedures

Add the following paragraph at the end of 9.9.1.6:
When A-MSDU aggregation is used, the HT STA maintains a single timer for the whole A-MSDU. The timer is restarted each time an MSDU is added to the A-MSDU. This ensures that no MSDU in the aggregate is discarded before a period of dot11EDCATableMSDULifetime has elapsed.

OM055
Submission Note:  The OM055 suggests that a clarification is added in section 9.10.1.  However the comment also applies to other QSTA features.
TGn editor: fixup cross references ??
Insert the following new subclause after 5.2.6:

5.2.7 HT STA

A HT STA supports HT features as identified in the PICS (Annex A).

As support is required for the QoS features, an HT STA is also a QSTA.  The behavior specified for a QSTA also applies to an HT STA unless indicated otherwise.
OM074

10.4.3 PLME-CHARACTERISTICS.confirm
10.4.3.2 Semantics of the service primitive

Update the table in 10.4.3.2 from the 2nd row of the following table:
	Name
	Type
	Description

	Length
	integer
	The maximum number of octets in an MPDU or A-MPDU that can be conveyed by a PLCP protocol data unit (PPDU).


OM122

Insert the following new subclause:
20.4.2 PHY management information base

TGn Editor: Insert the following editorial comment

(Ed: this will be provided by  TGn MIB and PICS  ad-hoc submissions to TGn)

OM144
9.2.3.4 Extended IFS (EIFS)

Add the following text at the end of this section.

EIFS shall not be invoked if the NAV is set by the frame that would have caused an EIFS.
OM146
Annex C (normative) Formal Description of MAC operation

C.3 State machines for MAC stations
Add the following paragraph after the paragraph “This clause does not describe the behavior of a STA with QoS facility.”:

This clause does not describe the behavior of an HT STA.

OM145
12. PHY service specification
12.3.4.4 Vector descriptions
Add the following paragraph to the end of this subclause:

The clause 20 PHY TXVECTOR and RXVECTOR contain additional parameters related to the operation of the clause 20 PHY modes of operation as described in 20.2. In certain modes of operation,  the DATARATE parameter is replaced by a modulation and coding scheme (MCS) value.  The mapping from clause 20 MCS to data rate is defined in 20.7.
Notice: This document has been prepared to assist IEEE 802.11. It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s).  The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.





Release: The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication.  The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.11.





Patent Policy and Procedures: The contributor is familiar with the IEEE 802 Patent Policy and Procedures <� HYPERLINK "http://%20ieee802.org/guides/bylaws/sb-bylaws.pdf" \t "_parent" �http:// ieee802.org/guides/bylaws/sb-bylaws.pdf�>, including the statement "IEEE standards may include the known use of patent(s), including patent applications, provided the IEEE receives assurance from the patent holder or applicant with respect to patents essential for compliance with both mandatory and optional portions of the standard."  Early disclosure to the Working Group of patent information that might be relevant to the standard is essential to reduce the possibility for delays in the development process and increase the likelihood that the draft publication will be approved for publication.  Please notify the Chair <� HYPERLINK "mailto:stuart.kerry@philips.com" \t "_parent" �stuart.kerry@philips.com�> as early as possible, in written or electronic form, if patented technology (or technology under patent application) might be incorporated into a draft standard being developed within the IEEE 802.11 Working Group. If you have questions, contact the IEEE Patent Committee Administrator at <� HYPERLINK "mailto:patcom@ieee.org" \t "_parent" �patcom@ieee.org�>.





Abstract


This document contains proposed changes to the 802.11 TGn Draft to address omissions from the that document. 





The omissions relate to General MAC features in clauses 6-10, plus clause 12 and Annex C. 











Submission
page 1
Adrian Stephens, Intel Corporation

_1201421909.vsd
IEEE 802.1X
Controlled and
Uncontrolled Port
Filtering (optional)


PS Defer Queuing
(AP or IBSS STA only)


IEEE 802.1X
Controlled Port
Filtering
(optional)


IEEE 80.1 MAC
Relay Entity
(RSNA AP only)


IEEE 802.1X
Controlled Port
Filtering
(optional)


LLC/SNAP


IEEE 802.1X
Controlled and
Uncontrolled Port
Filtering (optional)


Intra BSS Relay (pre – RSNA AP only)


Sequence Number
Assignment


MSDU Integrity
Protection
(optional)


Fragmentation


MPDU Encryption
and Integrity
(optional)


MPDU Header + CRC


Per Access 
Category/TS
Queuing


Replay Detection
(optional)


MSDU Integrity and Protection (optional)


Defragmentation


MPDU Decryption and Integrity
(optional)


Block Ack 
Reordering


Duplicate Removal


MPDU Header + CRC Validation


LLC/SNAP


MSDU
Flow


MSDU
Flow


MSDU
Flow


MSDU
Flow


A-MSDU Aggregation


A-MSDU 
De-aggregation


A-MPDU Aggregation


A-MPDU 
De-aggregation



