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7.3.2.36 Neighbor Report element

The format of the Neighbor Report element is shown in Figure 112B.
	
	
	
	
	
	
	
	
	Zero or more optional extensions

	
	Element ID
	Length
	BSSID
	BSSID information
	Regulatory Class
	Channel Number
	PHY Type
	Extensions

	Octets:
	1
	1
	6
	4
	1
	1
	1
	variable


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Figure 112B—Neighbor Report element format
The Element ID field is equal to the Neighbor Report value in Table 2.
The value of Length field is dependent on the number and length of optional extensions. Each Report element describes an AP and consists of BSSID, BSSID Information, Channel Number, Regulatory Class, PHY Type, and may include extentions. The minimum value of the Length field is 13 (i.e., with no optional extensions in the Neighbor Report element).


	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	



The BSSID is the BSSID of the BSS being reported. The subsequent fields in the Neighbor Report element pertain to this BSS.
The BSSID Information field may be used to help determine neighbor BSS transition candidates. It shall be two octets in length and shall contain the subfields as shown in Figure 112C.

	
	
	
	
	
	

	
	B0
	B1
	B2
	B3
	B4
	B9
	 B10
	B31

	
	AP Reachability
	Security
	Key Scope
	Capabilities
	Reserved

	Bits:
	2
	1
	1
	6
	22


Figure 112C—BSSID information field

The AP Reachability field indicates whether the AP identified by this BSSID is reachable by the STA that requested the Neighbor Report.  For example the AP identified by this BSSID is reachable for the exchange of preauthentication frames as described in clause 8.4.6.1. . The values are shown in Table 43A.

Table 43A—Reachability field
	Value
	Reachability
	Usage

	0
	Reserved
	Nor Used

	1
	Not Reachable
	A station sending a preauthentication frame to the BSSID will not receive a response even if the AP represented by the BSSID is capable of preauthentication.

	10
	Unknown
	The AP is unable to determine if the value Reachable or Not Reachable is to be returned.

	11
	Reachable
	The station sending a preauthentication frame to the BSSID can receive a response from an AP that is capable of preauthentication.


The Security bit, if se to 1 it, indicates that the AP identified by this BSSID advertises the current security association of the STA. If the bit is set to 0, it indicates that either the AP can only provide less security than the current association, as defined by clause 8, or the information is not available to the AP at this time. 

The Key Scope bit, when set to 1, indicates the AP represented by this BSSID has the same authenticator as the AP sending the report. If this bit is se to 0t, it indicates a distinct authenticator or the information is not available.

The Capabilities Subfield contains selected capability information for the AP represented by this BSSID. The bit fields within this subfield shall have the same meaning and be set equal to the equivalent bits within the Capability Information field being sent in the beacons by the AP being reported. The format of the Capabilities subfield is as in Figure 112D.

	
	
	
	
	
	
	

	
	B4
	B5
	B6
	B7
	B8
	B9

	
	Spectrum Management
	QoS
	APSD
	Radio Measurement
	Delayed Block Ack
	Immediate Block Ack

	Bits:
	1
	1
	1
	1
	1
	1


Figure 112D—Capabilities Subfield

Bits 10 – 31 are reserved and are ignored on reception.

Regulatory Class contains an enumerated value from  REF _Ref73960607 \h 
 \* MERGEFORMAT  specifying the frequency band in which the Current Channel is valid.

Channel Number indicates the last known operating channel of the AP represented by the BSSID in this neighbor list entry.
 PHY Type field indicates the PHY type of the AP being reported.  It shall have an integer value coded according to the value of the dot11PHYType.
	
	
	

	
	
	

	
	
	

	
	
	



.The format of the optional extensions is shown in Figure 112E.

	
	Sub-Element ID
	Length
	Data

	Octets:
	1
	1
	Variable


Figure 112E—Sub-Element format

The values of the Sub-Element ID field are shown in Table 43B. 
The value of Length field is dependent on the length of the sub-element.

Table 43B—Optional Extensions
	Sub-Element ID
	Name

	0
	Reserved

	1
	TSF Information

	2-255
	Reserved



The TSF Information sub-element contains TSF Offset and Beacon Interval subfields.

	
	
	

	
	TSF Offset
	Beacon Interval

	Octets:
	2
	2


Figure 112F TSF Information sub-element format

The value of the TSF Information sub-element length field is 4.

The TSF Offset subfield is 2 octets long and contains the neighbor AP’s TSF timer offset. This is the time difference, in TU units, between the serving AP and a neighbor AP. This offset is given modulo the neighbor AP’s Beacon Interval and rounded to the nearest TU boundary.
The Beacon Interval field is the beacon interval of the Neighbor AP being reported. This field is defined in clause 7.3.1.3 and illustrated in Figure 26.
7.4.5.5 Neighbor Report Request frame format

The Neighbor Report Request frame uses the Action frame body format and is transmitted by a STA requesting information in the Neighbor Report about neighboring AP’s. The format of the Neighbor Report Request frame body is shown in Figure 117E.

	
	
	
	
	

	
	Category
	Action
	Dialog Token
	SSID element (optional)

	Octets:
	1
	1
	1
	2-34


Figure 117E—Neighbor Report Request frame body format

The Category field shall be set to the value indicating the Radio Measurement category, as specified in Table 19a in 7.3.1.11.

The Action field shall be set to the value indicating Neighbor Report Request, as specified in Table 57A in 7.4.5.

The Dialog Token field shall be set to a non-zero value chosen by the STA sending the measurement request to identify the request/report transaction.


	
	
	

	
	
	

	
	
	





The SSID element is defined in 7.3.2.1. An SSID may optionally be included in a Neighbor Report Request frame to indicate a request for a neighbor list for the specified SSID in the SSID Element. The absence of a SSID element indicates neighbor report for the current ESS. Inclusion of the SSID element is determined by the evaluating the length of the Neighbor Report Request frame.

10.3.30.1 MLME-NEIGHBORREP.request

10.3.30.1.1 Function

This primitive requests that a Neighbor Report Request frame be sent to the AP with which the STA is associated. It is valid only at a Radio Measurement capable non-AP STA.

10.3.30.1.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-NEIGHBORREP.request
(
DialogToken,
NeighborReportFailureTimeout,
SSID
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	DialogToken
	Integer
	1 – 255
	The Dialog Token to identify the neighbor report transaction.

	
	
	
	

	NeighborReport FailureTimeout
	Integer
	≥ 1
	Specifies a time limit (in TU) after which the neighbor report procedure will be terminated.

	SSID
	Octet String
	0-32 Octets
	Specifies the optional SSID to be included in the Neighbor Report request sent to an AP.


10.3.30.1.3 When Generated

This primitive is generated by the SME to request that a Neighbor Report Request frame be sent to the AP with which the STA is associated to request a Neighbor Report.

10.3.30.1.4 Effect of Receipt

On receipt of this primitive, the MLME constructs a Neighbor Report Request Action management frame. The STA then attempts to transmit this to the AP with which it is associated.

10.3.30.2 MLME-NEIGHBORREP.confirm

10.3.30.2.1 Function

This primitive reports the result of a neighbor report request. It is valid only at a Radio Measurement capable non-AP STA.

10.3.30.2.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-NEIGHBORREP.confirm
(
ResultCode,
DialogToken,
NeighborListSet
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	ResultCode
	Enumeration
	SUCCESS,
INVALID_
PARAMETERS,
 TIMEOUT,
TRANSMISSION_FAILURE,
UNSPECIFIED_
FAILURE
	Indicates the result of the corresponding MLME-NEIGHBORREP.request.

	DialogToken
	Integer
	As defined in the corresponding MLME-NEIGHBORREP.
request
	The Dialog Token to identify the neighbor report transaction.

	NeighborListSet
	Set of Neighbor List Entries each as defined in the Neighbor Report element format
	Set of Neighbor List Entries each as defined in the Neighbor Report element format
	A set of Neighbor List elements each representing a neighboring AP being reported as defined in the Neighbor Report element format. Only present if ResultCode = SUCCESS


10.3.30.2.3 When Generated

This primitive is generated by the MLME as a result of an MLME-NEIGHBORREP.request and indicates the results of the request.

This primitive is generated when the MLME-NEIGHBORREP.request contains invalid parameters, when a timeout or failure occurs, or when the STA receives a Neighbor Report Response frame from the AP.

10.3.30.2.4 Effect of Receipt

On receipt of this primitive, the SME evaluates the ResultCode and may use the reported data.

10.3.30.3 MLME-NEIGHBORREP.indication

10.3.30.3.1 Function

This primitive indicates that a Neighbor Report Request frame was received from a non-AP STA. It is valid only at a Radio Measurement capable AP. 

10.3.30.3.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-NEIGHBORREP.indication
(
PeerSTAAddress,
DialogToken,
SSID
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC Address

	The address of the non-AP STA MAC entity from which a Neighbor Report Request frame was received.

	DialogToken
	Integer
	1 – 255
	The Dialog Token in the Neighbor Report Request frame that was received.

	SSID
	Octet String
	0-32 Octets
	Specifies the optional SSID to be included in the Neighbor Report request sent to an AP.


10.3.30.3.3 When Generated

This primitive is generated by the MLME when a valid Neighbor Report Request frame is received.

10.3.30.3.4 Effect of Receipt

On receipt of this primitive the SME should operate according to the procedure in 11.12.2.

10.3.30.4 MLME-NEIGHBORREP.response

10.3.30.4.1 Function

This primitive is generated in response to an MLME-NEIGHBORREP.indication requesting a neighbor report be sent to a non-AP STA. It is valid only at a Radio Measurement capable AP.

10.3.30.4.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-NEIGHBORREP.response
(
PeerSTAAddress,
ResultCode,
DialogToken,
NeighborListSet
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC Address

	The address of the non-AP STA MAC entity from which a Neighbor Report Request frame was received.

	ResultCode
	Enumeration
	SUCCESS,
INVALID_
PARAMETERS,
REFUSED,
UNSPECIFIED_
FAILURE
	Indicates the results of the corresponding MLME-NEIGHBORREP.indication.

	DialogToken
	Integer
	As defined in the corresponding MLME-NEIGHBORREP.
indication
	The Dialog Token to identify the neighbor report transaction.

	NeighborListSet
	Set of Neighbor List Entries each as defined in the Neighbor Report element format
	Set of Neighbor List Entries each as defined in the Neighbor Report element format
	A set of Neighbor List elements each representing a neighboring AP being reported as defined in the Neighbor Report element format. Only present if ResultCode = SUCCESS.


10.3.30.4.3 When Generated

This primitive is generated by the SME in response to an MLME-NEIGHBORREP.indication requesting a neighbor report be sent to a non-AP STA. If the returned ResultCode is SUCCESS, the primitive contains the neighbor report elements to be sent to the STA.

10.3.30.4.4 Effect of Receipt

On receipt of this primitive, the MLME constructs a Neighbor Report Response frame. The STA then attempts to transmit this to the non-AP STA indicated by the PeerSTAAddress parameter.
11.12.3 Receiving a Neighbor Report

An AP receiving a Neighbor Report Request shall respond with a Neighbor Report Response frame containing zero or more Neighbor Report elements. If an SSID element is specified in the corresponding Neighbor Report Request frame, the Neighbor Report element shall only contain information concerning neighbor APs that are members of the current ESS or ESSs identified by the SSID elements contained within the Neighbor Report Request. If the SSID element is omitted the Neighbor Report elements shall contain information concerning neighbor APs that belong to the same ESS as the requesting STA. If there is no neighbor APs available, the AP shall send a Neighbor Report Response frame with no Neighbor Report elements.  The wildcard SSID will return all known Neighbors in the Neighbor Report.
A serving AP shall include a TSF Information field in the Neighbor Report element only if it is able to guarantee an accumulated error of ±1.5 TU or better on the TSF Offset  subfield

-- ******************************************************************** 

-- * dot11RRMNeighborReport TABLE

-- ******************************************************************** 

dot11RRMNeighborReportNextIndex OBJECT-TYPE 

SYNTAX INTEGER(0..255)

MAX-ACCESS not-accessible 

STATUS current 

DESCRIPTION

"Identifies the next available index for managing the Neighbor Report table.

If this attribute is 0, it indicates that the Neighbor Report feature is not 

configurable via SNMP, or the table is full and new rows cannot be 

accepted." 

::= { dot11RRMConfig 2 } 

dot11RRMNeighborReportTable OBJECT-TYPE 

SYNTAX SEQUENCE OF Dot11RRMNeighborReportEntry

MAX-ACCESS not-accessible 

STATUS current 

DESCRIPTION 

"Group contains pertinent information on a collection of BSSID’s that are 

candidates to which STA’s can roam. The rows are created using createAndWait 

method and fill in the attributes. When the rowStatus is set to active, the 

row can be included in Neighbor Report IEs. If there is an error, the

rowStatus shall be set to notReady by SME. Since this table contains all

Neighbor Report IE entries for all interfaces enabled with the Neighbor

Report feature, it is possible to have too many entries for one interface,

while still remaining under the MaxTableSize. In that situation, SME shall

only include Neighbor Report entries with lower

dot11RRMNeighborReportIFIndex up to the maximum possible number of entries

for a particular interface identified by ifIndex. 

SME shall set the rowStatus to notInService for those rows that cannot be 

included in the Neighbor Report element for that interface." 

::= { dot11RRMConfig 3 } 

dot11RRMNeighborReportEntry OBJECT-TYPE 

SYNTAX Dot11RRMNeighborReportEntry

MAX-ACCESS not-accessible 

STATUS current 

DESCRIPTION 

"An entry in the dot11RRMNeighborReportTable" 

INDEX { dot11RRMNeighborReportIndex } 

::= { dot11RRMNeighborReportTable 1 } 

Dot11RRMNeighborReportEntry ::=

SEQUENCE { 

dot11RRMNeighborReportIndex Unsigned32,

dot11RRMNeighborReportIfIndex InterfaceIndex, 

dot11RRMNeighborReportBSSID MacAddress,

dot11RRMNeighborReportAPReachability INTEGER,

dot11RRMNeighborReportSecurity TruthValue,

dot11RRMNeighborReportCapSpectrumMgmt TruthValue,

dot11RRMNeighborReportCapQoS TruthValue,

dot11RRMNeighborReportCapAPSD TruthValue,

dot11RRMNeighborReportCapRRM TruthValue,

dot11RRMNeighborReportCapDelayBlockAck TruthValue,

dot11RRMNeighborReportCapImmediateBlockAck TruthValue,

dot11RRMNeighborReportKeyScope TruthValue,

dot11RRMNeighborReportChannelNumber INTEGER,

dot11RRMNeighborReportRegulatoryClass INTEGER,

dot11RRMNeighborReportPhyType INTEGER,

dot11RRMNeighborReportNeighborTSFInfo Unsigned32,

dot11RRMNeighborReportTSFInfoFlag TruthValue,

dot11RRMNeighborReportBeaconInterval Unsigned32,   

dot11RRMNeighborReportSSID OCTET STRING,

dot11RRMNeighborReportRowStatus RowStatus } 

dot11RRMNeighborReportIndex OBJECT-TYPE

SYNTAX Unsigned32

MAX-ACCESS not-accessible 

STATUS current 

DESCRIPTION 

"Index for Neighbor Report configuration table in

dot11RRMNeighborReportTable, greater than 0."

::= { dot11RRMNeighborReportEntry 1 }

dot11RRMNeighborReportIfIndex OBJECT-TYPE 

SYNTAX InterfaceIndex 

MAX-ACCESS read-create 

STATUS current 

DESCRIPTION 

"The ifIndex for this row of Neighbor Report entry belongs to." 

::= { dot11RRMNeighborReportEntry 2 } 

dot11RRMNeighborReportBSSID OBJECT-TYPE 

SYNTAX MacAddress 

MAX-ACCESS read-write 

STATUS current

DESCRIPTION 

"The BSSID of the STA to which this row of Neighbor Report applies." 

::= { dot11RRMNeighborReportEntry 3 }

dot11RRMNeighborReportAPReachability OBJECT-TYPE


SYNTAX INTEGER {

                        notReachable(1),

                        unknown(2),

                        reachable(3)

                       }


MAX-ACCESS read-create


STATUS current


DESCRIPTION




"Indicates the reachability of the AP represented by 



the dot11NeighborReportBSSID."

    
::= { dot11RRMNeighborReportEntry 4 }

dot11RRMNeighborReportSecurity OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"Indicates the RSN capability of the AP 


represented by dot11NeighborReportBSSID"

    
::= { dot11RRMNeighborReportEntry 5 }

dot11RRMNeighborReportCapSpectrumMgmt OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"Indicates the spectrum management capability of the AP 


represented by dot11NeighborReportBSSID"

    
::= { dot11RRMNeighborReportEntry 6 }

dot11RRMNeighborReportCapQoS OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current

DESCRIPTION

"Indicates the QoS capability of the AP represented by 

dot11NeighborReportBSSID"

::= { dot11RRMNeighborReportEntry 7 }

dot11RRMNeighborReportCapAPSD OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"Indicates the APSD capability of the AP represented by 

dot11NeighborReportBSSID"

::= { dot11RRMNeighborReportEntry 8 }

dot11RRMNeighborReportCapRRM OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"Indicates the RRM capability of the AP represented by 

dot11NeighborReportBSSID"

::= { dot11RRMNeighborReportEntry 9 }

dot11RRMNeighborReportCapDelayBlockAck OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"Indicates the Delayed BlockAck capability of the AP represented 

by dot11NeighborReportBSSID"

::= { dot11RRMNeighborReportEntry 10 }

dot11RRMNeighborReportCapImmediateBlockAck OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"Indicates the Immediate BlockAck capability of the AP represented 

by dot11NeighborReportBSSID"

::= { dot11RRMNeighborReportEntry 11 }

dot11RRMNeighborReportKeyScope OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"Indicates a shared authenticator identity for the AP represented by dot11NeighborReportBSSID"

::= { dot11RRMNeighborReportEntry 12 }

dot11RRMNeighborReportChannelNumber OBJECT-TYPE

SYNTAX INTEGER (1..255)

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"Channel Number of the current operating channel of 

the AP represented by the dot11NeighborReportBSSID."

::= { dot11RRMNeighborReportEntry 13 }

dot11RRMNeighborReportRegulatoryClass OBJECT-TYPE

SYNTAX INTEGER(1..255)

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"This corresponds to the frequency band for the channel list being 

reported."

        REFERENCE

            "IEEE 802.11, Annex J"

::= { dot11RRMNeighborReportEntry 14 }

dot11RRMNeighborReportPhyType OBJECT-TYPE

SYNTAX INTEGER

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"The PHY Type of the Neighbor AP Entry."

::= { dot11RRMNeighborReportEntry 15 }

dot11RRMNeighborReportNeighborTSFInfo OBJECT-TYPE

SYNTAX Unsigned32

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"The Neighbor TSF Info sub-element is as defined in clause 7.3.2.36."

::= { dot11RRMNeighborReportEntry 16 }

dot11RRMNeighborReportTSFInfoFlag OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"Indicates whether the TSF Info sub-element is included in the Neighbor Report element.”

::= { dot11RRMNeighborReportEntry 17 }

dot11RRMNeighborReportBeaconInterval OBJECT-TYPE

SYNTAX Unsigned32

UNITS "TUs"

MAX-ACCESS read-create

STATUS current

DESCRIPTION

"The Beacon Interval field is as defined in clause 7.3.2.36."

::= { dot11RRMNeighborReportEntry 18 }

dot11RRMNeighborReportSSID OBJECT-TYPE

SYNTAX OCTET STRING (SIZE(0..32))

MAX-ACCESS read-create

STATUS current

DESCRIPTION

" Indicates the SSID of the AP represented by the 

dot11NeighborReportBSSID"

::= { dot11RRMNeighborReportEntry 19 }

dot11RRMNeighborReportRowStatus OBJECT-TYPE 

SYNTAX RowStatus 

MAX-ACCESS read-create 

STATUS current 

DESCRIPTION 

"Contains the row status of the Neighbor Report, essentially used for

indicating whether the row has all valid attributes filled in. Then set to

active to be used in Neighbor Report information elements. If any parameter

is invalid, the SME shall set this attribute back to notReady. It is the

responsibility of the manager to correct the parameters." 

::= { dot11RRMNeighborReportEntry 20 } 

-- ********************************************************************

-- * End of dot11RRMNeighborReport TABLE 

-- ********************************************************************
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Abstract


This document is intended to be normative text for clause 7.3.2.27 to be added by the editor.  The intent of the document is to use Microsoft Word’s “track changes” from the tools menu to convey the changes to be made.  The base for this document was from submission 1252r1.  As such, the editor must first apply the changes in 1252r1 and then apply the changes from this submission.





The changes made in this document address gracefully handling future upgrades of the Neighbor Report.  Comments 84, 576, 1274.
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