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1
Introduction

TGu is addressing the interworking of 802.11 WLANs with external networks in a manner that is suitable for voice and data services.  In order for robust delivery of voice services, a consistent end-to-end quality-of-service (QoS) scheme is required.  Consistent meaning that different links in the network must each provide sufficient quality of service so that in cascade, QoS is maintained end-to-end.  One mechansim the IETF has defined for delivering QoS is differentiated services (RFC 2474, 3260) and is signaled via the differentiated services code points (DSCP) in IP headers.
To date, a mechanism which would permit the mapping of DSCP to over-the-air user priorities in 802.11 access networks has not been defined.  Therefore, other than manual provisioning, there is no way for a system administrator to cause QSTAs to uniformly and consistently select from amongst the four over-the-air transmit queues (aka access categories) defined by 802.11e in order to provide the correct level of QoS for the service being transported.  

For such a mechanism to be usable in a wide variety of deployment scenarios, it must have a lot of flexibility.  One reason for this is the IETF has provided system administrators with a lot of flexibility in the assignement of DSCP to per-hop behaviors (PHB) in modern routers.  With the flexibility inherent in L3 QoS tags, there needs to be a commensurate degree of flexibility in L2 QoS tags.

The proposal described herein facilitates this L3 to L2 QoS mapping by introducing an information element hereinafter referred to as the DSCP Map.  The DSCP Map provides a mapping between L3 DSCP tags and L2 user priority.  Also proposed is a transport mechanism so that non-AP QSTAs can request and receive the DSCP MAP from QAPs.
1.1 Requirements in TGu for supporting external QoS

TGu requirements for Interworking with External Networks have been provided in IEEE-802-11-05/0822r9.  TGu requirement R9U3 states, “Provide mapping from external QoS information, e.g. DSCP, to IEEE 802.11 specific parameters.”  It provides the further comment that “This would probably have to be an informative annex, due to the problem of 802.11 scope”.  The proposal contained hereing addresses this requirement.  Hopefully this will not have to be an informative annex.  Because this is an “in-between” layer problem, both IEEE 802.11 working group and IETF can claim is it out-of-scope.
1.2 Flexibility requirements for the DSCP Map

Since the IETF has provided a lot of flexibility for operators to map DSCP to PHB, the DSCP Map needs flexibility too.  The following are several important examples of flexibility the IEFT provides:

1. Class selector code points having higher numerical value should (but not “must”) have higher priority (RFC 2474).  Also, RFC 2474 permits different administration domains to map CSn to PHBs differently.
2. Assured forwarding PHB provides no relative priority between AF4x, AF3x, AF2x and AF1x (RFC 2597).  Also, different administrative domains may use AF code points differently.
In addition to the flexibility afforded by the IETF, 802.11e has some contraints that need to be considered.  The first constraint is the fixed UP to AC mapping.  This is summarized in Table 1.  A second constraint is that EDCA can be configured for mandatory admission control on an AC basis.  So there may be the need in some deployments to map DSCPs to an AC requiring admission control and other DSCPs to an AC not requiring admission control.  Finally, it is possible that “priority inversion” may happen in some deployments.  For example:
UP=0 has higher OTA priority than UP=2, but CS2 may have higher PHB priority than CS0.
For these reasons, the DSCP Map needs to be very flexible.
Table 1  802.11e / 802.1d Priority to AC mappings

	

Priority
	802.1d
Priority(UP)
	
802.1d
Designation
	
802.1d
Name
	
Access
Category
	
WMM Designation

	
[image: image1]
	1
	BK
	Background
	AC_BK
	Background

	
	2
	-
	
	
	

	
	0
	BE
	Best Effort
	AC_BE
	Best Effort

	
	3
	EE
	Excellent Effort
	
	

	
	4
	CL
	Controlled Load
	AC_VI
	Video

	
	5
	VI
	Video
	
	

	
	6
	VO
	Voice
	AC_VO
	Voice

	
	7
	NC
	Network Control
	
	


1.3 Assumptions

This proposal makes the following assumptionat about the use of the DSCP Map:
1. The values and method by which QSTAs are configured for DSCP is outside the scope of this proposal.

2. The DSCP Map will be the same for all BSSs in an ESS.

2
Proposal

The following clauses constitute the technical elements of this proposal.

[Editor: the following modifications are based upon 802.11REVma-d5.1]

7
Frame formats
7.3 Management frame body components
7.3.2 Information elements

[Editor: insert the following new clause after 7.3.2.34]
7.3.2.35
DSCP Map element

The DSCP Map is transmitted from a QAP to a non-AP QSTA and provides the mapping from DSCP contained in a packets IP header to the user priority which shall be used for transmission.  The element information format is shown in figure x-1.

	
Order
	Size (octets)
	
Description

	1
	1
	Element ID.  TBD

	2
	1
	Length

	3
	2
	DSCP exception element #1 (optional)

	4
	2
	DSCP exception element #2 (optional)

	4+n-2
	2
	DSCP exception element #n (optional)

	5+n-2
	2
	UP 7 DSCP Range element

	6+n-2
	2
	UP 6 DSCP Range element

	7+n-2
	2
	UP 5 DSCP Range element

	8+n-2
	2
	UP 4 DSCP Range element

	9+n-2
	2
	UP 3 DSCP Range element

	10+n-2
	2
	UP 2 DSCP Range element

	11+n-2
	2
	UP 1 DSCP Range element

	12+n-2
	2
	UP 0 DSCP Range element


Figure x-1  DSCP Map element description
Exception elements are optionally included in the DSCP Map.  If included, the DSCP Map shall have a maximum of 8 exception elements.  The format of the exception element is shown in figure x-2.  

Any packet to be transmitted by a QSTA whose DSCP matches any exception value in the DSCP Map shall use the corresponding UP for transmission; that is, it overrides the UP values provided in the UP n DSCP Range portion of the IE.  
Each Exception Element shall have a different DSCP value.

The DSCP Map has a DSCP Range element corresponding to each of the 8 user priorities.  The format of the range element is shown in figure x-3.  All DSCP values are between 0 and 63 inclusive.  For any packet to be transmitted by a QSTA whose DSCP is contained within the range (inclusive of the high and low values) for a given UP, that the packet shall be transmitted with the corresponding UP.
The DSCP range for each user priority shall be non-overlapping.
A DSCP Range with low value equal to high value is permitted.  
If the DSCP Range high value and low value are both equal to 255, then the corresponding UP shall not be used.  

For any packet to be transmitted by a QSTA whose DSCP does not match any of the DSCP Ranges or DSCP Exception elements, that packet shall be transmitted at UP=0.

	
	DSCP Value
	User 
Priority

	Octets:
	1
	1


Figure x-2  Exception element description

The DSCP Value shall be between 0 and 63 inclusive; the User Priority value shall be between 0 and 7 inclusive.
	
	DSCP Low Value
	DSCP High Value

	Octets:
	1
	1


Figure x-3  DSCP Range element description

The DSCP Value shall be between 0 and 63 inclusive; the DSCP High value shall be between 0 and 63 inclusive and shall be equal to or greater than the DSCP Low value.
7.4 Action frame format details

7.4.2 QoS action frame details
[Editor: replace table 45 with table 45-1 shown below]
Table 45-1  QoS action field values
	Action field value
	Meaning

	0
	ADDTS request

	1
	ADDTS response

	2
	DELTS

	3
	Schedule

	4
	DSCP Map request

	5
	DSCP Map response

	6-255
	Reserved


[Editor: insert the following new clause after 7.4.2.4]
7.4.2.5 DSCP Map request frame format

The DSCP Map request is used by a non-AP QSTA to request the DSCP Map element using the procedures defined in clause 11.4.y.
The frame body of the DSCP Map request frame contains the information shown in Table 50.

Table 50  DSCP Map request frame body
	Order
	Information

	0
	Category

	1
	Action

	2
	Dialog Token


The Category field is set to 1 (representing QoS).
The Action field is set to 4 (representing DSCP Map request).
The DSCP Map element is defined in 7.3.2.35.

7.4.2.6 DSCP Map response frame format

The DSCP Map response is used by a QAP to provide the DSCP Map to a non-AP QSTA using the procedures defined in clause 11.4.y.

The frame body of the DSCP Map request frame contains the information shown in Table 51.

Table 51  DSCP Map response frame body
	Order
	Information

	0
	Category

	1
	Action

	2
	Dialog Token

	3
	DSCP Map element


The Category field is set to 1 (representing QoS).
The Action field is set to 5 (representing DSCP Map response).
The DSCP Map element is defined in 7.3.2.35.

[Editor: the following text needs to be updated].
10
Layer management
10.3
MLME SAP interface
10.3.29
DSCP Map element management
Four primitives will be added which will enable a non-AP QSTA to retrieve the DSCP Map element from a QAP and make it available to the SME.  Once the SME has the DSCP Map, it will be able to set the correct UP in a MA-UNITDATA.request primitive.
A
Annex

A.1
G1 Analysis

This proposal has negligible effect on battery consumption.
A.2
G2 Analysis

This proposal has no security impact as the QSTA must be associated to the QAP before frames containing the DSCP Map are transferred. 

A.3
G3 Analysis

The DSCP Map will not be transmitted to non-TGu capable STA.  Legacy STAs will need to be configured for external QoS using some other method. 
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Abstract


This document provides draft normative text for a proposal fulfilling the requirements of TGu Requirement R9U3 (cf. 05-0822r9).  It provides the description of a IP differentiated services code point to 802.11 user priorty map information element which is used by QSTAs to select the proper over-the-air queue (access category) for transmitting a frame.
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