January 2006

doc.: IEEE 802.11-06/0233r0

IEEE P802.11
Wireless LANs

	TGr Teleconference Minutes January 2006

	Date:  2006-01-25

	Author(s):

	Name
	Company
	Address
	Phone
	email

	Michael Montemurro
	Chantry Networks
	1900 Minnesota Cr, Suite 125. Mississauga, ON. L5N 3C9
	905-363-6413
	michael.montemurro@siemens.com





Wednesday January 25, 2006

11:00am

Attendees:

Clint Chaplin,

Michael Montemurro,

Bill Marshall,

Frank Ciotti,

Jon Edney,

Kapil Sood,

Tony Brascich,

Fred Haisch,

Lily Chen.
· Call to order

· Review of IEEE Intellectual Property Policy

· Discussion of unresolved issues for TGr and the agenda for the teleconference call:

Beacon Bloat

FT without RSN

MIC calculations issues

Can TSPEC’s be over-booked?

Discussion on whether reservations are required at all. 

The PAR issue that was brought up on the reflector; this issue will be tabled until we get clarification.

· We should consider scheduling adhoc time at the Denver meeting

· Discussion of document 11-06/0153r4 – the to-do-list

Results of this discussion will be updated in document 11-06/0153r5

Kapil will take the MIC issue and create a compromised proposal

There are actually two separate MIC issues: protection of vendor-specific IE’s; and how to define the MIC for Action Frames

We could eliminate the use of Action Frames altogether for TGr. We could re-define the Authentication frame to suit our purpose.

We would still have to include parts of the payload in the header for any communications over the DS.

We need to keep the frame definition consistent and specify the MIC calculation consistently for both “over-the-air” and “over-the-DS” mechanisms.

If we used Authentication frames, we would not be able to use TGw for protection.

Clint will break the MIC issue into multiple items and update the TGr to-do list.

For Fast-Transition without RSN, we need a submission proposing a solution so that we can analyse its impact on TGr.

FT without RSN should be discussed at the adhoc meeting – we may be able to create a submission based on that discussion.

FT without RSN would add complexity to the TGr amendment.

We should start with Bill Marshall’s contribution on FT without RSN and see where we could take it. Bill’s submission FT without RSN is given in document 11-05/0620r0.

PMK R1 and PMK SA - Issue 16 – Bill Marshall will post an email proposing a solution to this issue to the TGr reflector.

Fast BSS-Transition back to the current AP: If the STA roams back to the existing AP, it would lose the ability to perform FT. Jon Edney will propose a solution to this issue.

Beacon Bloat was discussed at the last week’s meeting. Kapil Sood and Frank Ciotti will prepare a submission based on the discussion at the meeting last week.

Issues 36 and 37 will depend on the resolution to the MIC issues. 

The usage of the term “muting” in the MIC calculation description would be resolved as part of issue 15.

We need to address the issue with RIC complexity in comments 350, 354, and 356. We should send an email to Nancy Cam-Winget to determine whether the RIC updates by Jon Edney and Rajneesh Kumar, document 11-06/179r0, and document 11-06/199r2

Jon Edney will investigate issue 48.

The security experts will need to generate a response to comment 148. Frank Ciotti will look into this comment resolution.

Comment 152 looks at the Authenticator. TGr make the assumption that the Authenticator can support multiple AP’s; this is conflict with TGi. Jon Edney will start a discussion on the email reflector to discuss this issue.

Comment 152 should be resolved by the Beacon Bloat issue.

Comment 190 states that the RRB should not be part of the SME.

The RRB is not part of the MAC. However, the RRB is a termination point for an Ethertype.

The picture is a framework for IEEE 802.11. The RRB is not part of the IEEE 802.11.

There should be a statement that should be only specific to the AP.

It may be out-of-scope to specify that using an Ethertype be used.

Clint will float the topic of comment 190 to the email list.

Comment 295 will be addressed by the beacon bloat description. Bill has already provided text to address this comment.

Comment 514 is stating that the RRB is out-of-scope. We need to write some text to respond.

We should leave the text to RRB as is, and we respond that the RRB is essential to the implementation of TGr.

Comment 295 deals with seting the ACK bit in the EAPKIE. We are not using the EAPKIE in the same way as the EAPol-Key message.

The IEEE 802.11i 4-way handshake sets the ACK bit in messages 2 and 3 of the four-way handshake.

We could set the ACK bit in the FT-Request and FT-ACK.

Comment 655 needs some text defending Mobility Domain. Clint will float this comment to the email list.

Comment 674 AP to AP communications is used for RRB as well as R0 to R1 Key Holder communications.

This comment is directed to clause 8A.5, the description of the RRB. Clint will prepare a response to this comment. 

AP to AP communication is also defined in IEEE 802.11i for pre-authentication.

Comment 685 deals with the last 256 bits of the MSK. The comment suggests using the first 256 bits in a hash to derive the PMK. Clint will request Jesse Walker or Nancy Cam-Winget to address this comment.

Throughout the document, we use the term transition to describe the entire process. However, the term transition is used to describe one component of BSS-Transition. Bill Marshall proposed that we rename Transition to Reassocation in Clause 5. 

· Adjourn until the next teleconference on February 1.  
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