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1. TGv Req 2090 – Location
Req2090: Location

TGv will provide a mechansism to coordinate the gathering and possibly generation of data to support various location methods such as time of arrival, time difference of arrival, and signal strength.
2. Definitions
“Location Methods” – Algorithms for determining the location of a STA. Algorithms can be based on time of arrival, time difference of arrival, or signal strength. Location can also be provisioned for stationary devices, or determined via GPS.
“Location Data” – Data associated with a STA- geospacial (latitude, longitude, altitude) or civil (street address). The IETF geopriv Working Group documents describe security and privacy issues surrounding the use of location data, recommend data formats for location objects, and specify mechanisms for carrying location objects in Radius.
“Location-based Services” – Services which use location data. Examples of location-based services include navigation, emergency services, and management of equipment in the field.  
3. IEEE 802.11 Location Support
Current and planned IEEE 802.11 capabilities which support the transport of location information, and enable the gathering of information used to determine the location of a STA include:
· The draft IEEE 802.11k Location Configuration Information Report, which references RFC 3825, and includes latitude, longitude, altitude and azimuth, with accuracy resolution indicators for each. The ability to request the location of a local or remote STA is provided.
· Mechanisms are defined for STAs to report RCPI, RSNI, and to gather additional RF measurements.
· Discussions are ongoing within TGu and TGv regarding the support of E-911 services in WLAN systems. For the purposes of this submission, E-911 is viewed as a location-based service, which may utilize the presence reporting mechanisms that are defined here. E-911 services require that the location of the calling station be known. How the location (longitude, latitude, altitude or street address) is determined is outside the scope of this document.
Requirements on an IEEE 802.11 TGv solution:
· Support a variety of end devices – high functionality and low functionality, very low power. 

· Lowest end devices cannot calculate their own location, they report “presence”, and can receive reporting instructions. Lowest end devices must be able to “sleep” for very long periods of time (10s of minutes).
· Support multiple location based services, including navigation, emergency services, management of equipment in the field.
· Provide a secure mechanism for the gathering of location data. An insecure method may also be provided.
· Be backwards compatible with existing non-location enabled STAs.
The following new TGv location mechanisms are included in this proposal:
· Define and transport basic presence information

· Deliver presence reporting instructions and information to a STA
· Support low-end devices, which can send Wireless Network Management Presence Action frames without being authenticated or associated.
Substantive Text - Location
Insert the following reference in Clause 2:

2. Normative References

IETF RFC 4119, “A Presence-based GEOPRIV Location Object Format”, December 2005.
IETF RFC 3693, “Geopriv Requirements”, February 2004.
X.694, “Information technology – ASN.1 encoding rules: Mapping W3C XML schema definitions intoASN.1”, January 2004.
Insert a new list item for wireless network management frames, as follows: Note- The text in 5.4.3.7 is being added by TGw.
5.4.3.7 Management frame protection

The management frame protection mechanism defines the means by which a STA may provide confidentiality and integrity services to certain “Robust” 802.11 management frames. Only management frames within an infrastructure BSS sent in State 3 shall be deemed Robust and are limited to the following frames:

· Deauthentication

· Action with category:
· Spectrum management

· QoS

· DLS
· Block Ack
· Wireless Network Management

· Dissassociation

{NOTE: This document assumes the TGw amendment is ratified before the TGv amendment.  If the TGk and TGr amendments ratify before TGv/TGw, then the following action management frame subtypes shall also be included:

· Radio Measurement

· Fast BSS Transition}

5.6 Relationships between services

Change list item a)2)vi as follows:

vi) Spectrum Management, Wireless Network Management Presence Request and Presence Response Action 
Within an IBSS, action frames are class 1.
7.2.3.1 Beacon frame format

Insert a new element in Table 8 as indicated below:

Table 8—Beacon frame body

	Order
	Information
	Notes

	xx
	Presence Parameters 
	The Presence Parameters element is present only within Beacon frames generated by APs which support Wireless Network Management Presence Reporting.


7.2.3.9 Probe Response frame format

Insert a new row into table 15 as follows:

Table 15—Probe Response frame body

	Order
	Information
	Notes

	xx
	Presence Parameters
	The Presence Parameters element is present only within probe response frames generated by APs which support Wireless Network Management Presence Reporting.


7.3.2 Information Elements

Insert the following element ID into table 26 and change the reserved row accordingly:

Table 26—Element IDs

	Information Element
	Element ID

	Presence Parameters
	ANA Assigned

	Reserved
	


Change Clause 7.3.2.32 as shown below

7.3.2.32 Wireless Network Management Capability Information element

The Wireless Network Management Capability Information element contains information about the wireless network management capabilities of a STA as shown in Figure v1. 

	
	
	
	

	
	Element ID
	Length
	Wireless Network Management Capabilities

	Octets:
	1
	1
	2


Figure v1—Wireless Network Management Capability Information element format

The Length field is variable and depends on the length of the Wireless Network Management Capabilities field.  The minimum value of the Length field is 2.

The Wireless Network Management Capabilities field is a bit field indicating the advertised management capabilities of the STA. The Wireless Network Management Capabilities field is shown in Figure v2.

	
	
	
	
	
	

	
	B0
	B1
	B2
	B32
	B15

	
	Event Log
	Diagnostics
	Presence
	Reserved

	Bits:
	1
	1
	1
	134


Figure v2—Wireless Network Management Capabilities

· The Event Log bit set to 1 indicates the STA supports Event Log as described in 11.15.2. The Event Log bit set to 0 indicates that the STA does not support this service.

· The Diagnostics bit set to 1 indicates the STA supports Diagnostics as described in 11.15.3. The Diagnostics bit set to 0 indicates that the STA does not support this service.

· The Presence bit set to 1 indicates that the STA supports Presence as described in clause 11.15.4. The Presence bit set to 0 indicates that the STA does not support this service.

· All other bits are reserved and shall be set to 0 on transmission and ignored on reception

The lack of a Wireless Network Management Capability element shall be interpreted as the STA having no advertised Wireless Network Management Capabilities.

Insert Clause 7.3.2.37 as shown below.
7.3.2.37 Presence Parameters Information element

The Presence Parameters Information Element contains the following fields: Presence Reporting Parameters, Presence Reporting Channels, Timing Measurements, Radio Information, Motion and a Vendor Specific field. See Figure v3.

Figure v3 Presence Parameters Information Element
	Identifier
	Field Name

	1
	Presence Indication Parameters 

	2
	Presence Indication Channels

	3
	Presence Request Options

	4
	Presence Status

	5
	Location Service Parameters

	6
	Radio Information

	7
	Timing Measurements

	8
	Motion

	9
	Location Descriptor

	10
	Location Data

	11
	Location ID

	12-254
	Reserved

	255
	Vendor Specific


7.3.2.37.1 Presence Indication Parameters field
The Presence Indication Parameters field contains STA presence reporting characteristics. The format of the Presence Indication Parameters field is shown in Figure v4.
Figure v4 Presence Reporting Parameters 

	EID (1)
	Length (7)
	Normal Report Interval
	Normal number of frames per channel
	In-Motion Report Inerval
	In-Motion number of frames per channel 
	Inter-frame Interval

	Octets:1
	1
	2
	1
	2
	1
	1


The Normal Report Interval is the time interval, expressed in seconds at which the STA reports or is expected to report its presence when the STA is stationary.

The Normal Number of Frames per Channel is the number of Presence Request frames per channel sent or expected to be sent by the STA at each Stationary Report Interval.

The In-Motion Report Interval is the time interval, expressed in seconds at which the STA reports or is expected to report its presence when the STA is in motion. If motion detection is not supported, this field is set to 0. The definition of motion and the means to determine motion are outside the scope of this standard.
The In-Motion Number of Frames per Channel is the number of Presence Report frames per channel sent or expected to be sent by the STA at each In-Motion Report Interval. If motion detection is not supported, this field is set to 0.
The Inter-frame Interval is the time interval, expressed in milliseconds between the transmissions of each of the Stationary or In-Motion frames per channel.

7.3.2.37.2 Presence Indication Channels field
The Presence Indication Channels field contains presence reporting channel information.  The format of the Presence Indication Channels field format is shown in figure v5.
Figure v5 Presence Reporting Channels Field
	EID (2)
	Length (2x number of channels + 1)
	Number of channels
	Channel 1
	Regulatory Class
	…Channel n
	Regulatory Class

	Octets:1
	1
	1
	1
	1
	1
	1


The Number of channels field indicates the number of channels that are included in the information element.
Channel 1-n fields include the channel numbers on which a STA sends or expects to receive presence frames.
Regulatory Class indicates the frequency band for which the measurement request applies. Valid values of Regulatory Class are shown in Annex J.  
7.3.2.37.3 Presence Request Options Field

The Presence Request Options field indicates the fields that are to be included in the subsequent Presence Response frame.  The format of the Presence Request Options element is shown in Figure v6.

	EID (1)
	Length (2)
	Options

	Octets:1
	1
	2


Figure v6 Presence Request Options field
The options field is a bit field used to identify the desired Presence Parameter fields to be included in a subsequent Presence Response frame.  A value of 1 for a given bit indicates that the field is to be included and a value of 0 indicates that the field need not be included.  All reserved values are set to 0.  Table v1 shows the available options.

Table v1 Presence Request Option Bit description

	Bit
	Included Field

	0
	Timing Measurements

	1
	Radio Information 

	2
	Motion

	3-15
	Reserved


7.3.2.37.4 Presence Status field

The Presence Status field provides the result of a Presence Request or Presence Configuration Request frame.  The format of the Presence Status field is shown in Figure v7.
	EID (1)
	Length 
	Status 

	Octets:1
	1
	1


Figure v7 Presence Status element

The Status field identifies the result of the presence request and is one of the values in Table v2.

Table v2—Status field values

	Value 
	Status

	0
	Success

	1
	Fail

	2
	Refuse

	3
	Incapable

	4-255
	Reserved


7.3.2.37.5 Location Service Parameters field

The Location Service Parameters field describes the service capabilities the STA wishes to use. The format of the Location Service Parameters element is shown in Figure v8.

	EID (1)
	Length (3)
	Location Service State 
	Location Service Interval

	Octets:1
	2
	1
	2


Figure v8 - Location Service Parameters element contents

The Location Service State field defines whether the STA is requesting location services to start or end. The values are defined in Table v3.

Table v3 Location Service State Field

	State
	Meaning

	0
	Stop

	1
	Start


The Location Service Interval is the time interval, expressed in seconds, at which the STA requests to receive location data.

7.3.2.37.6 Radio Information field

The Radio Information field contains radio information. The format of the Radio Information field is shown in figure v9.

Figure v9 Radio Information Field

	EID (4)
	Length (5)
	Transmit Power
	Antenna ID
	Antenna Gain
	Received RSNI
	RCPI

	Octets:1
	1
	1
	1
	1
	1
	1


The transmit power is the transmit power of the radio transmitting the presence frame and is a signed integer, one octet in length, reported in dBm. A value of -127 indicates that the transmit power is unknown. 

The Antenna ID is the identifying number for the antenna used to transmit the presence frame. The Antenna ID is defined in 7.3.2.29.

The antenna gain is the antenna gain of the antenna over which the presence frame will be transmitted and is a signed integer, one octet in length reported in dBi.  A value of -127 indicates that the antenna gain is unknown. 
The received RSNI field contains the RSNI value (dBm) measured against the most recently received Presence Request frame.  A value of-127 indicates that the RSNI value is unknown. 

The RCPI field contains the RCPI value measured against the most recently received Presence Request frame. A value of -127 indicates that the RCPI value is unknown.
7.3.2.37.7 Timing Measurements field
The Timing Measurements field contains timing information. The format of the Timimg Measurements field is shown in figure v10.

Figure v10 Timing Measurements Field
	EID (3)
	Length(6)
	Timestamp Difference
	Timestamp Difference Units
	Timestamp Difference Accuracy

	Octets: 1
	1
	4
	1
	1


The Timestamp Difference field contains the time difference between the time that a unicast Presence Request frame was received from a STA, defined to occur at the PHY-RXEND.indication of the received Presence Request frame, and the time that the corresponding ACK frame was sent to the STA, defined to occur at the PHY-TXSTART.confirm of the ACK frame transmission.
The Timestamp Difference Units field contains the units for the timestamp difference field, as indicated in table v4.

	Timing Difference Units
	Meaning

	0
	Microseconds

	1
	Hundreds of Nanoseconds

	2
	Tens of Nanoseconds

	3
	Nanoseconds

	4
	Tenths of Nanoseconds 

	5 - 255
	Reserved 


Table v4 Time Difference Units

The Timestamp Difference Accuracy field contains the expected standard deviation of the timestamp difference of the timestamp in the units indicated in the Timestamp Difference Units field.
7.3.2.37.8 Motion Field

The Motion field contains motion information. The format of the Motion field is shown in figure v11.
	EID (5)
	Length (3)
	Motion Indicator
	Speed

	Octets:1
	1
	1
	2


Figure v11 – Motion Field

The motion indicator field is defined in Table v5.

	Motion Indicator
	Meaning

	0
	Stationary

	1
	Start of motion

	2
	In motion

	3
	End of motion

	4
	Unknown

	5-255
	Reserved


Table v5 – Motion Indicator Field

The Speed field contains the speed of the STA expressed in centimeters per second.
7.3.2.37.9 Location Descriptor field

The Location Descriptor field describes the content of the Location Data element either being requested or received by a STA. The format of the Location Descriptor element is shown in Figure v12.
	EID (1)
	Length (3)
	Location Descriptor
	Location Resolution Descriptor
	Encoding Descriptor

	Octets:1
	1
	1
	1
	1


Figure v12 Location Descriptor field 
In a Presence Request frame, the Location Descriptor field indicates whether the STA is requesting the location of itself (“Local”) or the peer of the link (“Remote”), as shown on Table v6.

In a Presence Response frame, the Location Descriptor field indicates whether the response includes the Location Estimate element of the sender (“Local”) or the receiver (“Remote”) of the Presence Response frame, as shown in Table v6.

Table v6 Location Descriptor Subject (Bits 0-3)
	Descriptor (Bits 0-3)
	Meaning

	0
	Local

	1
	Remote 

	2-15
	Reserved


Bits 4-7 of the Location Descriptor field indicate the format of the Location Data either being requested or sent in a Presence response frame, as indicated in Table v7.

Table v7 Location Descriptor (Bits (4-7)
	Format
	Meaning

	0
	CIVIC

	1
	GEO 

	2
	Vendor Specific

	3-15
	Reserved


GEO and CIVIC formats and usage rules are defined in IETF RFC 4119. Usage rules for the receiver of  the location information are defined by RFC 4119 and RFC 3693.

The Location Resolution Descriptor field has two subfields that indicate the location resolution and the accuracy being requested or sent in a response, as indicated in Table v8 and v9.

Table v8 Location Resolution Descriptor (Bits 0-3)
	Resolution (Bits 0 – 3)
	Meaning

	0
	Highest possible

	1
	Building resolution

	2
	AP resolution 

	3
	XY resolution

	4-15
	Reserved


Table v9 Accuracy Bit

	Accuracy (Bit 4 )
	Meaning

	0
	No accuracy estimate

	1
	Include accuracy estimate


The Encoding Descriptor field indicates the Location Data encoding, as indicated in Table v10.

Table v10 Location Encoding Descriptor

	Encoding
	Meaning

	0
	LCI

	1
	Text

	2
	ASN.1

	3-255
	Reserved


The value of 0 indicated that the location data object is defined by the binary format described in RFC 3825. The value of 1 indicates that the location data object is defined in plain-text XML as defined by the schema in RFC 4119. A value of 2 indicates that the location data object is defined in an ASN.1 encoding, per X.694.
7.3.2.37.10 Location Data field
The Location Data field provides the requested location data.  The format of the element is shown in Figure v13.

	EID (1)
	Length (variable)
	Location Accuracy Estimate
	Location Value

	Octets:1
	2
	0..4
	variable


Figure v13 Location Data field
The Location Accuracy Estimate may or may not be included depending on the options requested and supported by the STA sending the Location Data field.

The Location Accuracy Estmate is an estimated accuracy in 0.1 meter increments, defined by a little endian 32 bit unsigned counter.

The Location Value field contains the location data that matches the format defined by the Location Format Descriptor.
7.3.2.37.11 Location Source Identifier field

The Location Source Identifier field provides the Location Source Identifier.  The format of the element is shown in Figure v14.

	EID (1)
	Length (variable)
	Timezone Offset
	Location Timestamp
	Public Identifier Link

	Octets:1
	2
	1
	6
	variable


Figure v14 Location Source Identifier field

The Timezone Offset is the Coordinated Universal Time (UTC) offset that the location timestamp is specified with respect to. The default Timezone Offset value is 0 (UTC).

The Location timestamp is the time that the location value was determined, in UTC, including hours, minutes, seconds and milliseconds, as shown in Table v11.
Table v11 Timestamp Field

	Octet
	Meaning

	0 - 2
	Milliseconds (0-999)

	3
	Seconds (0-59)

	4
	Minutes (0-59)

	5
	Hours (0-23)


A STA that is incapable of providing time should set the Timezone and Timestamp field to 0.
The Public Identifier Link is a string value, provided to comply with RFC 3693. The Public Identifier Link confirms the validity of the location estimate to an external agent when a STA forwards a location estimate to that agent. The protocol used to query the infrastructure for a location report based on the Public Identifier Link is beyond the scope of this standard. 
7.3.2.37.12 Vendor Specific Information field
The Vendor Specific information field contains vendor specific information. The format of the Vendor Specific field is shown in figure v15. The first 3 octets of the field contain the OUI of the entity that has defined the content of the element.  The length of the Vendor Specific information field (n) is 3 < n < 255. The OUI field is a public OUI assigned by the IEEE. It is 3 octets in length. The length of the vendor-specific content is n–3 octets.
Figure v15 Vendor Specific Information Field
	EID (6)
	Length 
	OUI
	Vendor Specific content

	Octets:1
	1
	3
	n-3


Multiple Vendor Specific information fields may appear in a single frame. Each Vendor Specific information field can have a different OUI value. The number of Vendor Specific information fields that may appear in the information element is limited only by the maximum information element size.
Change Clause 7.4.6 as shown below and insert Clauses 7.4.6.5 and 7.4.6.6:

7.4.6 Wireless Network Management action details

Several Action frame formats are defined for Wireless Network Management purposes. An Action field, in the octet field immediately after the Category field, differentiates the formats. The Action field values associated with each frame format are defined in Table v1. 

Table v1—Wireless Network Management Action field values

	Action field value 
	Description

	0
	Event Log Request

	1
	Event Log Report

	2
	Diagnostic Request

	3
	Diagnostic Report

	4
	Presence Request

	5
	Presence Response

	6
	Presence Configuration Request

	7
	Presence Configuration Response

	8-255
	Reserved


7.4.6.5 Presence Request frame format 

The Presence Request frame uses the Action frame body format and is transmitted by a STA to deliver presence reporting information. The format of the Presence Request frame body is shown in Figure v16.

	
	
	
	
	

	
	Category
	Action
	Dialog Token
	Presence Parameters Element

	Octets:
	1
	1
	1
	variable


Figure v16— Presence Request frame body format

The Category field shall be set to x (representing wireless network management).

The Action field shall be set to 4 (representing a Presence Request frame).
The Dialog Token field is a nonzero value which identifies the Presence Request/Response transaction. The dialog token is unique for each presence request frame sent to a given destination MAC address.
The Presence Parameters element field contains the presence parameters element, described in Clause 7.3.2.37.  Table v11 defines the allowed Presence Parameters element fields for a Presence Parameters element that is included in the Presence Request frame.

Table v11- Presence Parameters Information Element fields

	Allowed Element Fields
	Element ID
	Notes

	Radio Information
	6
	The Radio Information field may be included in the Presence Request frame.

	Motion
	8
	The Motion field  may be included in the Presence Request frame.

	Location Descriptor
	9
	The Location Descriptor field may be included in the Presence Request frame.

	Presence Request Options
	3
	The Presence Request Options field may be included in the Presence Request frame.

	Vendor Specific Information
	255
	Vendor Specific Information may be included in the Presence Request frame.


7.4.6.6 Presence Response frame format

The Presence Response frame uses the Action frame body format and is transmitted by a STA in response to the receipt of a Presence Request frame. The format of the Presence Response frame body is shown in Figure v17.
	
	
	
	
	
	

	
	Category
	Action
	Dialog Token
	Management Action Pending
	Presence ParametersElement

	Octets:
	1
	1
	1
	1
	variable


Figure v17— Presence Response frame body format

The Category field is set to x (representing wireless network management).

The Action field is set to 5 (representing a Presence Response frame).
The Dialog Token field is set to the nonzero value received in the Presence Request frame to identify the request/response transaction.

The Management Action Pending field is set to 0 if no management action is pending for the destination STA, and set to 1 if there is a management action pending for the destination STA. A value of 255 in the management action pending field indicates tthat the STA stop sending presence request frames.
The Presence Parameters element field contains the presence parameters element, described in Clause 7.3.2.37.  Table v12 defines the allowed Presence Parameters element fields for a Presence Parameters element that is included in the Presence Response frame.

Table v12- Presence Parameters Information Element fields

	Allowed Element Fields
	Element ID
	Notes

	Radio Information
	6
	The Radio Information field may be included in the Presence Response frame.

	Timing Measurements
	7
	The Timing Measurements field may be included in the Presence Response frame.

	Motion
	8
	The Motion field may be included in the Presence Response frame.

	Location Data
	10
	The Location Data field may be included in the Presence Response frame.

	Location Descriptor
	9
	The Location Descriptor field may be included in the Presence Response frame.

	Presence Status
	4
	The Presence Status field shall be included in the Presence Response frame.

	Location ID
	11
	The Location ID field  may be included in the Presence Response frame.

	Vendor Specific Information
	255
	Vendor Specific Information may be included in the Presence Response frame.


7.4.6.7 Presence Configuration Request frame format 

The Presence Configuration Request frame uses the Action frame body format and is transmitted by a STA to deliver presence reporting information. The format of the Presence Configuration Request frame body is shown in Figure v18.

	
	
	
	
	

	
	Category
	Action
	Dialog Token
	Presence Parameters Element

	Octets:
	1
	1
	1
	variable


Figure v18— Presence Configuration Request frame body format

The Category field shall be set to x (representing wireless network management).

The Action field shall be set to 6 (representing a Presence Request frame).

The Dialog Token field is a nonzero value which identifies the Presence Configuration Request/Response transaction. The dialog token is unique for each Presence Configuration Request frame sent to a given destination MAC address.

The Presence Parameters element field contains the presence parameters element, described in Clause 7.3.2.37.  Table v13 defines the allowed Presence Parameters element fields for a Presence Parameters element that is included in the Presence Configuration Request frame.

Table v12- Presence Parameters Information Element fields

	Allowed Element Fields
	Element ID
	Notes

	Presence Indication Paramters
	1
	The Presence Reporting Parameters field may be included in the Presence Configuration Request frame.

	Presence Indication Channels
	2
	The Presence Reporting Channels field may be included in the Presence Configuration Request frame.

	Location Service Parameters
	5
	The Location Service Parameters field may be included in the Presence Configuration Request frame.

	Presence Request Options
	3
	The Presence Request Options field may be included in the Presence Configuration Request frame.

	Vendor Specific Information
	255
	Vendor Specific Information may be included in the Presence Configuration Request frame.


7.4.6.8 Presence Configuration Response frame format

The Presence Configuration Response frame uses the Action frame body format and is transmitted by a STA in response to the receipt of a Presence Configuration Request frame. The format of the Presence Configuration Response frame body is shown in Figure v19.

	
	
	
	
	

	
	Category
	Action
	Dialog Token
	Presence ParametersElement

	Octets:
	1
	1
	1
	variable


Figure v19— Presence ConfigurationResponse frame body format

The Category field is set to x (representing wireless network management).

The Action field is set to 7 (representing a Presence Response frame).

The Dialog Token field is set to the nonzero value received in the Presence Configuration Request frame to identify the request/response transaction.

The Presence Parameters element field contains the presence parameters element, described in Clause 7.3.2.37. Table v14 defines the allowed Presence Parameters element fields for a Presence Parameters element that is included in the Presence Configuration Response frame.

Table v14- Presence Parameters Information Element fields

	Allowed Element Fields
	Element ID
	Notes

	Presence Indication Paramters
	1
	The Presence Reporting Parameters field  may be included in the Presence Configuration Request frame.

	Presence Indication Channels
	2
	The Presence Reporting Channels field may be included in the Presence Configuration Request frame.

	Presence Status
	4
	The Presence Status field shall be included in the Presence Configuration Response frame.

	Vendor Specific Information
	255
	Vendor Specific Information may be included in the Presence Configuration Response frame.


Insert Clauses 10.3.32 and 10.3.33 as shown below:
10.3.32
Presence request

This set of primitives supports the exchange of presence parameter information between peer SMEs.
10.3.32.1 MLME-PRESENCEREQUEST.request
10.3.32.1.1 Function

This primitive requests the transmission of presence request action frame to a peer entity.
10.3.32.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCEREQUEST.request
(

Peer MAC Address,
Dialog Token,
Response Requested,
Presence Parameters
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address, or the Broadcast MAC address
	The address of the peer MAC entity to which the presence request shall be sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	Response Requested
	Integer
	0 – 255
	The response requested value indicates if a presence response message is requested.

	Presence Parameters
	Set of  presence  elements

	Set of presence elements
	A set of presence elements describing the STA presence information. See clause 7.3.2.37.

	
	
	
	


10.3.32.1.3 When generated

This primitive is generated by the SME to request that a Presence Request frame be sent to a peer entity to convey presence information
10.3.32.1.4 Effect of receipt

On receipt of this primitive, the MLME constructs a Presence Request frame containing the set of presence elements specified. This frame is then scheduled for transmission.
10.3.32.2 MLME-PRESENCEREQUEST.confirm

10.3.32.2.1 Function

This primitive reports the result of a presence request.
10.3.32.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCEREQUEST.confirm
(Dialog Token,
ResultCode
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	ResultCode
	Enumeration
	SCCESS, INVALID PARAMETERS, or UNSPECIFIED FAILURE
	Reports the outcome of a request to send a Presence Request frame.

	
	
	
	


10.3.32.2.3 When generated

This primitive is generated by the MLME when the request to transmit a Presence Request frame completes.

10.3.32.2.4 Effect of receipt

On receipt of this primitive, the SME evaluates the result code.

10.3.32.3 MLME-PRESENCEREQUEST.indication

10.3.32.3.1 Function

This primitive indicates that a Presence Request frame has been received requesting a presence transaction.
10.3.32.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCEREQUEST.indication
(

Peer MAC Address,
Dialog Token,
Response Requested,
Presence Parameters
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address or the broadcast MAC address
	The address of the peer MAC entity to which the presence request shall be sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	Response Requested
	Integer
	0 – 255
	The response requested value indicates if a presence response message is requested.

	Presence Paarameters
	Set of  presence elements

	Set of presence elements
	A set of presence elements describing the requested presence information. See clause 7.3.2.37.

	
	
	
	


10.3.32.3.3 When generated

This primitive is generated by the MLME when a valid Presence Request frame is received.

10.3.32.3.4 Effect of receipt

On receipt of this primitive, the SME either rejects the request or commences the presence transaction.

10.3.33
Presence response
This set of primitives supports the exchange of presence parameters between peer SMEs.
10.3.33.1 MLME-PRESENCERESPONSE.request
10.3.33.1.1 Function

This primitive requests the transmission of presence information to a peer entity, in response to a received Presence Request frame.
10.3.33.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCERESPONSE.request
(

Peer MAC Address,
Dialog Token,
Management Action Pending
Presence Parameters
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity to which the presence request shall be sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	Management Action Pending
	Integer
	0 – 255
	The management action pending value indicates if a management action is pending for the STA.

	Presence Parameters
	Set of  presence  elements

	Set of presence elements
	A set of presence elements describing the STA presence information. See clause 7.3.2.37.

	
	
	
	


10.3.33.1.3 When generated

This primitive is generated by the SME to request that a Presence Response frame be sent to a peer entity to convey presence information.
10.3.33.1.4 Effect of receipt

On receipt of this primitive, the MLME constructs a Presence Response frame containing the set of presence elements specified. This frame is then scheduled for transmission.
10.3.33.2 MLME-PRESENCERESPONSE.confirm

10.3.33.2.1 Function

This primitive reports the result of a request to send a wireless network management presence response action frame.
10.3.33.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCERESPONSE.confirm
(Dialog Token,
ResultCode
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	ResultCode
	Enumeration
	SCCESS, INVALID PARAMETERS, or UNSPECIFIED FAILURE
	Reports the outcome of a request to send a Presence Response frame.

	
	
	
	


10.3.33.2.3 When generated

This primitive is generated by the MLME when the request to transmit a Presence Response frame completes.

10.3.33.2.4 Effect of receipt

On receipt of this primitive, the SME evaluates the result code.

10.3.33.3 MLME-PRESENCERESPONSE.indication

10.3.33.3.1 Function

This primitive indicates that a Presence Response frame has been received.
10.3.33.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCERESPONSE.indication
(

Peer MAC Address,
Dialog Token,
Management Action Pending
Presence Parameters
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity to which the presence response shall be sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	Management Action Pending
	Integer
	0 – 255
	The management action pending value indicates if a management action is pending for the STA.

	Presence Parameters
	Set of  presence elements

	Set of presence elements
	A set of presence elements describing the presence information. See clause 7.3.2.37.

	
	
	
	


10.3.33.3.3 When generated

This primitive is generated by the MLME when a valid Presence Response frame is received.

10.3.34
Presence Configuration request

This set of primitives supports the exchange of presence configuration parameter information between peer SMEs.
10.3.34.1 MLME-PRESENCECFGREQUEST.request
10.3.34.1.1 Function

This primitive requests the transmission of presence configuration request action frame to a peer entity.
10.3.34.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCECFGREQUEST.request
(

Peer MAC Address,
Dialog Token,
Presence Parameters
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity to which the presence configurationrequest shall be sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	Presence Parameters
	Set of  presence  elements

	Set of presence elements
	A set of presence elements describing the STA presence information. See clause 7.3.2.37.

	
	
	
	


10.3.34.1.3 When generated

This primitive is generated by the SME to request that a Presence Configuration Request frame be sent to a peer entity to convey presence information.
10.3.34.1.4 Effect of receipt

On receipt of this primitive, the MLME constructs a Presence Configuration Request frame containing the set of presence elements specified. This frame is then scheduled for transmission.
10.3.34.2 MLME-PRESENCECFGREQUEST.confirm

10.3.34.2.1 Function

This primitive reports the result of a presence configuration request.
10.3.34.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCECFGREQUEST.confirm
(Dialog Token,
ResultCode
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	ResultCode
	Enumeration
	SCCESS, INVALID PARAMETERS, or UNSPECIFIED FAILURE
	Reports the outcome of a request to send a Presence Configuration Request frame.

	
	
	
	


10.3.34.2.3 When generated

This primitive is generated by the MLME when the request to transmit a Presence Configuration Request frame completes.

10.3.34.2.4 Effect of receipt

On receipt of this primitive, the SME evaluates the result code.

10.3.34.3 MLME-PRESENCECFGREQUEST.indication

10.3.34.3.1 Function

This primitive indicates that a Presence Configuration Request frame has been received requesting a presence transaction.
10.3.34.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCECFGREQUEST.indication
(

Peer MAC Address,
Dialog Token,
Presence Parameters
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity to which the presence configurationrequest shall be sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	Presence Paarameters
	Set of  presence elements

	Set of presence elements
	A set of presence elements describing the requested presence information. See clause 7.3.2.37.

	
	
	
	


10.3.34.3.3 When generated

This primitive is generated by the MLME when a valid Presence Configuration Request frame is received.

10.3.34.3.4 Effect of receipt

On receipt of this primitive, the SME either rejects the request or commences the presence transaction.

10.3.35
Presence Configuration Response
This set of primitives supports the exchange of presence parameters between peer SMEs.
10.3.35.1 MLME-PRESENCECFGRESPONSE.request
10.3.35.1.1 Function

This primitive requests the transmission of presence information to a peer entity, in response to a received Presence Configuration Request frame.
10.3.35.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCECFGRESPONSE.request
(

Peer MAC Address,
Dialog Token,
Presence Parameters
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity to which the presence request shall be sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	Presence Parameters
	Set of  presence  elements

	Set of presence elements
	A set of presence elements describing the STA presence information. See clause 7.3.2.37.

	
	
	
	


10.3.35.1.3 When generated

This primitive is generated by the SME to request that a Presence Configuration Response frame be sent to a peer entity to convey presence information.
10.3.35.1.4 Effect of receipt

On receipt of this primitive, the MLME constructs a Presence Configuration Response frame containing the set of presence elements specified. This frame is then scheduled for transmission.
10.3.35.2 MLME-PRESENCECFGRESPONSE.confirm

10.3.35.2.1 Function

This primitive reports the result of a request to send a wireless network management presence configuration response action frame.
10.3.35.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCECFGRESPONSE.confirm
(Dialog Token,
ResultCode
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	ResultCode
	Enumeration
	SCCESS, INVALID PARAMETERS, or UNSPECIFIED FAILURE
	Reports the outcome of a request to send a Presence Configuration Response frame.

	
	
	
	


10.3.35.2.3 When generated

This primitive is generated by the MLME when the request to transmit a Presence Configuration Response frame completes.

10.3.35.2.4 Effect of receipt

On receipt of this primitive, the SME evaluates the result code.

10.3.35.3 MLME-PRESENCECFGRESPONSE.indication

10.3.35.3.1 Function

This primitive indicates that a Presence Configuration Response frame has been received.
10.3.35.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-PRESENCECFGRESPONSE.indication
(

Peer MAC Address,
Dialog Token,
Presence Parameters
)

	
	
	
	

	Name
	Type
	Valid Range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity to which the presence configurationresponse shall be sent.

	Dialog Token
	Integer
	0 – 255
	The dialog token to identify the presence transaction.

	Presence Parameters
	Set of  presence elements

	Set of presence elements
	A set of presence elements describing the presence information. See clause 7.3.2.37.

	
	
	
	


10.3.35.3.3 When generated

This primitive is generated by the MLME when a valid Presence Configuration Response frame is received.

Insert Clauses 11.15.4, 11.15.5 and 11.15.6 as indicated below.
11.15.4 Presence Request procedures
A STA may periodically advertise its presence by sending Presence Request frames. The Presence Request frame may be a broadcast or unicast frame similar to a Probe Request frame. A Presence Request frame may be sent by a STA when the STA is not associated to an AP. In a BSS, a Presence Request frame may be sent to an AP (when sent unicast) or can be sent to other APs (when sent as a broadcast frame). Presence Request Frames shall not be sent in an IBSS.
A STA in a BSS may send presence request frames as indicated in the beacon or probe response frame Presence Parameters Information element. When a STA moves from one ESS to another ESS, the STA may send presence request frames as indicated in the beacon or probe response frames of the new ESS.

A STA may request its own location information from a peer STA that supports location services. To request the location, the STA shall send a Presence Request frame with a Presence Parameters information element that includes a Location Descriptor. The Location Descriptor in the request shall specify “ Local”. The STA shall specify the Format Descriptor, Resolution Descriptor, and Encoding Descriptor that it wants to receive in the Location Response. The STA may define the Vendor Descriptor.

A STA may request the Remote location information from a peer STA that supports location services. To request the location, the STA shall send a Presence Request frame with a Presence Parameters information element that includes a Location Descriptor element in the request frame. The Location Descriptor in the request shall specify “ Remote”. The STA shall specify the Format Descriptor, Resolution Descriptor and Encoding Descriptor that it wants to receive. The STA may define the Vendor Descriptor.

A STA that supports presence capability may send a Presence Request frame for the purpose of providing data for the purpose of locating the STA.  The STA shall send a Presence Request frame on the requested channels and at the requested interval as defined by the requesting Presence Parameters information element in the Beacon, Probe Response or Presence Configuration Request frame.  The STA shall include a Radio Information and Motion element as requested by the Presence Request Options element in the corresponding requesting Presence Parameters information element.  The STA sending the Presence Request frame may also include a Presence Request Options element to indicate whether a Radio Information element, Timing Measurements or Motion element is required in the corresponding Presence Response frame.  If no Presence Request Options element is included then no Presence Response frame shall be sent.

11.15.5 Presence Response procedures
The Presence Response frame is sent in response to a received Presence Request frame, and provides presence reporting parameters to the STA. A Presence Response frame shall be sent by a STA in response to a received Presence Request frame in which the Response Requested bit is set to 1. The Presence Response frame, Beacon and Probe response frames provide presence reporting parameters to the STA. 
A Presence Response frame may be sent for several purposes, including providing location information to a peer STA or exchanging frames for location calculation purposes.

A STA that supports presence capability and receives a Presence Request frame that includes a Presence Request Options element shall respond with Presence Response frame that includes the requested elements in the Presence Request Options element and a Presence Status element indicating the result of the request.

A STA that supports location services and receives a Presence Parameters information element that includes a Location Service Parameters element or a Presence Request frame that includes a Data Description element shall respond with Presence Response frames that include a Location Descriptor and a Location Data element. Depending on the options defined in the Location Descriptor of the request, the STA may also include the Location ID element in the response. Location Subject shall be set to Local or Remote in the Location Descriptor depending on the requested location. The STA shell set the Format, Resolution and Encoding descriptors in the Location Descriptor to match the Location Data element content. If the responding STA is not able to respond with values that match the request as defined in the Location Description element, the STA shall send a response with a Presence Status element that indicates Failed.

11.15.6 Presence Configuration procedures
In order to support the presence facility there are two primary operations that may be configured amongst peer STAs.  The first configuration operation required is for the periodic exchange of frames for the purspose of collecting the necessary data to make a location determination.  The second configuration operation is for establishing a location service that periodically provides location estimation to a peer STA.

A STA may configure the presence facility by either including a Presence Parameters information element in a Beacon or Probe Response, or by including a Presence Parameters information element in a Presence ConfigurationRequest frame.  

A Presence ConfigurationRequest frame may be a broadcast or unicast frame similar to a Probe Request frame.  A STA receiving a unicast Presence Request frame shall respond with Presence Response frame that includes a Presence Parameters information element indicating the result of the request in the Presence Status field.  A STA receiving a broadcast Presence Configuration Request frame shall not send a Presence Configuration Response frame.

The order of precedence for the various presence configuration methods is as follows: 1) a unicast Presence Configuration Request frame, 2) broadcast Presence ConfigurationRequest frame, and 3) Beacon and Probe Response.  When a STA receives a new presence configuration at a higher precendence than the previous it shall cancel the previous configuration and begin using the new one.

A STA wishing to configure another peer STA to periodically transmit Presence Request frames for the purpose of collecting data to locate the client may do so by sending a Presence Parameters information element to the peer in a Beacon, Probe Response or Presence Configuration Request frame.  The Presence Parameters information element shall contain the Presence Indication Parameters and Presence Indication Channels fields describing the desired behavior.  If the transmitted frame is a unicast Presence ConfigurationRequest frame then the peer STA shall respond with a Presence Configuration Request frame that includes a Presence Status field indicating whether or not the request is successful.

A STA wishing to configure another peer STA to periodically transmit Presence Reponse frames for the purpose providing location data may do so by sending a Presence Parameters information element to the peer in a Beacon, Probe Response or Presence Configuration Request frame.  The Presence Parameters information element shall contain a Location Service Information sub-element describing the desired behavior.  If the frame used to initiate service is a unicast Presence Configuration Request frame then the peer STA shall respond with a Presence Configuration Request frame that includes a Presence Status sub-element indicating whether the request is successful.  The requesting STA may use the State field in the Location Service Information element to start or stop the service.

11.15.7 Presence advertising procedures
A STA may advertise its location information to a peer STA. Advertisement is accomplished by including a Presence Parameters information element in a Beacon, Probe Response or Presence Response frame. For the case of a Presence Reponse frame the STA shall set the dialog token field to zero to indicate this frame is not in response to a corresponding Presence Request frame. To advertise, the STA shall include both the Location Descriptor and Location Data elements in the Presence Paramters information element. The STA shall define the Location Descriptor fields as follows. The Location Descriptor shall indicate Local. The Location Format Descriptor, Resolution Descriptor and Encoding Descriptor shall all be set to match the data contained in the Location Data element. Depending on the options defined in the Location Descriptor, the STA may also include the Location Source Identifier element.

Change clause A.4.14 as shown below:

A.4.14 Wireless Network Management extensions

	
	
	
	
	

	Item
	Protocol Capability
	References
	Status
	Support

	
	Are the following Wireless Network Management capabilities supported?
	
	
	

	RME1
	Wireless Network Management Capabilities element
	7.3.2.32
	CFv:M
	Yes, No, N/A

	RME2
	Management Diagnostic Alerts
	11.15.1
	CFv:M
	Yes, No, N/A

	
RME2.1
	
Measurement Request frame
	7.4.5.1
	CFv:M
	Yes, No, N/A

	
RME2.2
	
Measurement Report frame
	7.4.5.2
	CFv:M
	Yes, No, N/A

	
RME2.3
	
Protocol for Triggered Measurements
	11.11.8
	CFv:M
	Yes, No, N/A

	
RME3
	
Event Log 
	11.15.2
	CFv:M
	Yes, No, N/A

	

RME3.1
	

Event Log Request
	7.3.2.33
	(CFv AND CF1):M
	Yes, No, N/A

	
RME3.2
	

Event Log Report
	7.3.2.34
	(CFv AND CF12):M
	Yes, No, N/A

	
RME4
	
Diagnostics 
	11.15.3
	CFv:M 
	Yes, No, N/A

	
RME4.1
	

Diagnostics Request
	7.3.2.35
	(CFv AND CF1):M
	Yes, No, N/A

	
RME4.2
	

Diagnostics Report
	7.3.2.36
	 (CFv AND CF12):M 
	Yes, No, N/A

	RME5
	Presence
	11.15.4, 11.15.5, 11.15.6 7.2.3.37
	CFv:M
	Yes, No, N/A

	  RME5.1
	   Presence Request
	7.4.6.5
	CFv:M
	Yes, No, N/A

	  RME5.2
	   Presence Response
	7.4.6.6
	CFv:M
	Yes, No, N/A

	  RME5.3
	   Presence Configuration Request
	7.4.6.7
	CFv:M
	Yes, No, N/A

	  RME5.4
	   Presence Configuration Response
	7.4.6.8
	CFv:M
	Yes, No, N/A
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Abstract


This document contains substantive text to satisfy the “Location” TGv objective, #2090. The solution provides a mechanism for a STA to alert the network of its presence, and to receive instructions from the network for providing further alerts.  A location-determination algorithm is NOT specified, and the STA may know, but is not assumed to know its location. 
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