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Abstract

This document provides two examples of filled-in metrics submissions, following the metrics template document (document #1540r1). The purpose of this document is not to submit metrics for consideration by TGT, but instead to illustrate how actual metrics would appear when cast into the format prescribed by the template. The metrics described herein have been selected purely for illustrative purposes and should not be taken as a proposal or a recommendation.


EXAMPLE 1:
1 Multicast forwarding rate
1.1 Introduction and Purpose
The purpose of this test is to determine the maximum rate at which the DUT can forward multicast data frames between the wireless and the wired media (i.e., between the BSS and the DS, as described in 5.2.2 of IEEE 802.11-1999).  This test is only applicable to STAs contained within Access Points.  As multicast or broadcast traffic is dealt with differently from unicast traffic by the protocol, this test therefore determines the ability of an Access Point to handle such traffic.
The general setup for the test comprises one virtual or physical client on the wireless side of the DUT that injects multicast data destined for the wireless side, as well as one virtual or physical client on the wired side that injects multicast data in the reverse direction. The rate at which frames are forwarded under these conditions is the multicast forwarding rate.
Note that the MAC protocol does not make special provisions for multicast versus broadcast traffic.  A single test is hence used to measure the ability of DUTs to handle both.

1.3 Test Configuration
1.3.1 Resource Requirements
The following equipment is required to carry out this test:

· A traffic generator capable of associating with the wireless interface(s) of the DUT and generating multicast traffic at the desired rate

· A traffic generator capable of associating with the wired interface(s) of the DUT and generating multicast traffic at the desired rate

· An isolation chamber or other means of controlling the environment

· Analysis capability to measure and report the rate at which frames are received and transmitted by the DUT, on the wired interface(s) as well as the wireless interface(s)

The following setup is used: 
[image: image1]
As seen above, the wired and wireless interfaces of the DUT are connected to traffic generators and analyzers capable of generating and measuring multicast traffic at the desired rates. The whole system is suitably isolated from external interference and other unwanted signals.
1.3.2 Test Environment
The test conditions used while performing this test are as follows:

· Frame sizes used in test traffic: set as per x.x.x
· Frame spacing of test traffic: set as per x.x.x

· Signal level of test traffic as measured at DUT: set as per x.x.x

· Number of STAs generating test traffic: set as per x.x.x

· RTS/CTS usage: either enabled or disabled

· Security usage: open system, WEP-40, WEP-104, TKIP, CCMP

· Traffic directions: either unidirectional, or bidirectional

Note: this subclause seems to be redundant with 1.4.2. Eliminate?
1.3.3 Permissible Error Margins and Reliability of Test
Prior to beginning the test, the test equipment described above shall be calibrated, and all test software verified. The test setup may be monitored during the test to ensure that the test conditions do not change.

The expected error margins for the test results are +/- 1% of the maximum multicast forwarding rate measured.

Note: discussions in TG will clarify what should be presented above.
1.4 Approach
1.4.1 Configuration Parameters
This subclause provides a list of DUT setup parameters applicable to this test.

1.4.1.1 Baseline Configuration
The baseline DUT setup that should be configured, measured and reported whenever this test is performed is as follows:

· Maximum transmit power setting.

· RTS threshold set to maximum MAC frame size.

· Fragmentation threshold set to maximum MAC frame size.

· MAC QoS and service priority disabled.

· Security settings matching those required by the test conditions (see below).

1.4.1.2 Modifiers
The baseline DUT setup parameters may be modified as follows to enable additional trials to be performed for this test. Only one variation should be tested at a time.

· Transmit power settings: 10%, 25%, 50% and 75% of maximum.

· RTS threshold: 256, 512, 1024, 1518 and 2048 bytes.

· Fragmentation threshold: 256, 512, 1024, 1518 and 2048 bytes.

· MAC QoS and service priority enabled.

1.4.2 Test Conditions
The test conditions used while performing this test are as follows:

· Frame sizes used in test traffic: set as per x.x.x

· Frame spacing of test traffic: set as per x.x.x

· Signal level of test traffic as measured at DUT: set as per x.x.x with stated accuracy

· Number of STAs generating test traffic: set as per x.x.x

· RTS/CTS usage: either enabled or disabled

· Security usage: Open System, WEP-40, WEP-104, TKIP, CCMP; set as per x.x.x

· Traffic directions: either unidirectional or bidirectional, as per x.x.x

1.4.3 Procedure
The DUT is first set up according to the baseline configuration, using an initial combination of test conditions.  The frame spacing of the multicast test traffic generated by the traffic generators is varied to obtain different multicast intended loads, computed as per Appendix X. The throughput, maximum forwarding rate and frame loss rate of multicast traffic are then measured as described below. This is reported as the results for the baseline DUT configuration.

The measurements are repeated for each combination of: frame size, signal level, number of STAs represented by the traffic generator, RTS/CTS usage, security protocol, and test traffic direction. Each trial represents a different set of test conditions and is reported separately.
After the baseline DUT configuration has been tested, the tester may repeat the process with a new configuration, until the desired number of different DUT configurations have been exercised.

Either broadcast addresses, random multicast addresses, or a mixture of the two may be used as destination addresses for the test data.  The specific addresses used shall be reported with the results.
Note that the wired interfaces of Access Points are often capable of much higher link rates than the wireless interfaces, potentially leading to extremely high frame loss rates when transferring multicast frames to the wireless media.  Care should be taken to allow enough time for the DUT to recover and return to a normal state between trials.
1.4.4 Reported Results
The maximum multicast forwarding rate of the DUT is computed and reported as the maximum number of test frames per second that the DUT is observed to successfully forward, irrespective of frame loss, at some value of offered load.  The offered load applied to the DUT at the maximum forwarding rate shall be reported as well.
The frame loss rate shall be reported with the maximum forwarding rate.  In this context, "rate" refers to the percentage of frames that were successfully injected into the DUT by the tester, but not forwarded by the DUT to the tester for any reason.

1.4.4.1 Specific Reporting Requirements
The multicast forwarding rate results should be reported as a graphs of maximum forwarding rate versus each of: frame size and signal level.  Separate results shall be reported per configuration.

EXAMPLE 2:
2 Association database capacity
2.1 Introduction and Purpose
The purpose of this test is to determine the number of clients that a DUT can successfully support at any given time. This test is only applicable to Access Points.

IEEE 802.11 WLANs implement a connection-oriented protocol with connection setup (association) being performed at the link layer. The number of clients that can be supported within the coverage area of an Access Point is thus ultimately limited by the capacity of the association database within the Access Point, even if the bandwidth requirements of the clients are well within the capacity of the device. This test therefore measures the ability of a DUT to support high concentrations of clients in a small region, such as within a conference room.
The general setup for the test comprises a number of virtual or physical clients on the wireless side of the DUT that associate with the DUT and inject test data, as well as one virtual or physical client on the wired side of the DUT that verifies that the injected test data are successfully forwarded (indicating successful association). The total number of virtual or physical clients that can associate with the wireless interface of the DUT gives the association database capacity.
2.3 Test Configuration
2.3.1 Resource Requirements
The following equipment is required to carry out this test:

· Traffic generator(s) capable of associating with the wireless interface(s) of the DUT and injecting test data traffic

· An isolation chamber or other means of controlling the environment

· Analysis capability to measure and report the number of successful associations that were carried out on the wireless interface(s) of the DUT, as well as the number and sources of test data frames that were forwarded to the wired interface(s) of the DUT

The following setup is used: 
[image: image2]
As seen above, the wired and wireless interfaces of the DUT are connected to traffic generators and analyzers. The whole system is suitably isolated from external interference and other unwanted signals.

2.3.2 Test Environment
The test conditions used while performing this test are as follows:

· Number of STAs associated: between 1 and 2047

· Security usage: Open System, WEP-40, WEP-104, TKIP, CCMP; set as per x.x.x

· Association timeout: between 50 milliseconds to 1 second

· Association retry limit: between 1 and 10 retries

Note: this subclause seems to be redundant with 2.4.2. Eliminate?
2.3.3 Permissible Error Margins and Reliability of Test
Prior to beginning the test, the test equipment described above shall be calibrated, and all test software verified. The test setup may be monitored during the test to ensure that the test conditions do not change.

As the test results report the absolute number of physical or virtual clients that were capable of associating with the DUT, no error margins are associated with this test.

2.4 Approach
2.4.1 Configuration Parameters
This subclause provides a list of DUT setup parameters and a brief description of each parameter. Note that this subclause refers to DUT setup, not to traffic setup or test environment.

2.4.1.1 Baseline Configuration
The baseline DUT setup that should be configured, measured and reported whenever this test is performed is as follows:

· Maximum transmit power setting.

· RTS threshold set to maximum MAC frame size.

· Fragmentation threshold set to maximum MAC frame size.

· MAC QoS and service priority disabled.

· Security settings matching those required by the test conditions (see below).

2.4.1.2 Modifiers
The baseline DUT setup parameters may be modified as follows to enable additional trials to be performed for this test. Only one variation should be tested at a time.

· RTS threshold: 256, 512, 1024, 1518 and 2048 bytes.

· Fragmentation threshold: 256, 512, 1024, 1518 and 2048 bytes.

· MAC QoS and service priority enabled.

2.4.2 Test Conditions
The test conditions used while performing this test are as follows:

· Number of STAs associated: between 1 and 2047

· Security usage: Open System, WEP-40, WEP-104, TKIP, CCMP; set as per x.x.x

· Association timeout: between 50 milliseconds to 1 second

· Association retry limit: between 1 and 10 retries

2.4.3 Procedure
The DUT is first set up according to the baseline configuration.  The traffic generator(s) then cause the specified number of virtual or physical test clients to authenticate and associate themselves with the DUT, one client at a time, and measures the maximum number of clients that the DUT can successfully associate. Each client is authenticated and associated in turn; the traffic generator(s) shall not present a new client to the DUT until the authentication and association for the previous client has been completed. An authentication or association failure for a given client should not cause the trial to be stopped. Note that the number of clients that can associate with the DUT need not equal the number of clients that can authenticate with it.
After the authentication and association of test clients with the DUT, the associations shall be verified by causing the successfully associated test clients to transmit data frames to one another, and ensure that these data frames are properly forwarded by the DUT to the analyzer on its wired interface. The rate at which verification data frames are transmitted to the DUT shall be well below the throughput supported by the DUT, to ensure that frame data loss will not be misinterpreted as an association failure. The traffic generator(s) shall ensure that at least one data frame originating from each client is forwarded.

If the DUT deauthenticates one or more clients during the data transfer phase, these shall be counted as authentication failures. If the DUT disassociates one or more clients during this phase, these shall be counted as association failures.  If none of the test data frames transmitted by a given physical or virtual client are forwarded successfully from the wireless to the wired side, this shall be treated as a verification failure. Clients for which authentication, association or verification failures have been detected shall not be included in the count of successfully associated clients.
The tester should track the association identifiers (AIDs) returned by the DUT and should detect any situation where the same AID is issued to two different clients that are associated with the same DUT.

After the baseline configuration has been tested, the tester may repeat the process with a new DUT configuration, until the desired number of different configurations have been exercised. 
After the completion of each trial, the tester shall remove the test client authentications and associations from the DUT database by performing the MAC deauthentication procedure for each associated client.
2.4.4 Reported Results
The association database capacity of the DUT is computed and reported as the maximum number of clients that can simultaneously associate with it.  A client for which authentication, association or verification failures are detected during the trial shall not be counted towards the association database capacity.

Verification failures shall be reported along with the test results.  Duplicate AIDs, if found, should be reported along with the results.
2.4.4.1 Specific Reporting Requirements
No specific reporting requirements exist for this test.

Additional Information
1 Standard and Test References
1.1 Standard References

1. IEEE 802.11-1999.
1.2 Test References

RFC xxxx – multicast forwarding rate
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