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Replace the following paragraph in Section 8.5A.5

The PMK-R1 key holder (R1KH) is the NAS (also called Authenticator) associated with the target TAP.

R1KH-ID represents the identity of the R1KH. R1KH-ID is assigned the value of the NAS-Identifier, which

is defined in RFC 2865. In case of First Contact, R1KH is the same as R0KH. For other fast BSS transition

mechanisms, the R0KH is the NAS of First Contact TAP, and R1KH is the NAS of the target TAP.

With the following:

The PMK-R1 key holder (R1KH) shall be the Authenticator used by the target TAP.  R1KH-ID represents the identity of the R1KH, and is represented by the MIB variable dot11PMKR1IDXXXX.

Replace the following occurances on:
Page 22 Line 15:

When sent by a TAP, R0KH-ID indicates the primary (or default) NAS used for authentication by the TAP.

When sent by a TSTA, R0KH-ID indicates the NAS-ID (PMK-R0 holder) with which the TSTA negotiated

its current security keys.

With:
When sent by a TAP, R0KH-ID indicates the primary (or default) TAP Authenticator, when the AKM is 802.1X, and is represented by the MIB variable dot11PMKR0IDXXXX.  When the AKM is PSK, the R0KH-ID represents the administratively assigned dot11PMKR0IDXXXX value. When sent by a TSTA, R0KH-ID indicates the PMK-R0 holder with which the TSTA negotiated its current security association.
Page 36 Line 56:

The PMK-R0 key holder (R0KH) is the NAS (also called Authenticator) through which the TSTA performed

the full EAP authentication during First Contact, with the Authentication Server. R0KH-ID represents

the identity of the R0KH. R0KH-ID is assigned the value of the NAS-Identifier, which is defined in

RFC 2865. Each TAP shall advertise its NAS-Identifier as R0KH-ID in the FTIE.

With:
When IEEE 802.1X EAP authentication is used, the PMK-R0 key holder (R0KH) is theAuthenticator through which the TSTA successfully authenticated to the Authentication Server. R0KH-ID shall be the authenticated identity of this EAP Authenticator, which received the AAA-Key from the Authentiation Server.  
Each TAP shall advertise the R0KH-ID in the FTIE.

Page 37 Line 1, remove the term “NAS”:

Page 40 Line 40, remove the term “(NAS-ID)”:
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Abstract


The document removes NAS and NAS-ID in this text, and also clarifies the definition of R0KH and R1KH identities. The updates are based on the TGr Draft 0.09++. 
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