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1 Receiver Sensitivity in conductive environment
1.1 Introduction and Purpose

The purpose of this test is to determine the receiver sensitivity. The receiver sensitivity is the level of the received RF signal (as measured at the antenna connector of DUT) where the PER (Packet Error Rate) exceeds the threshold defined by the 802.11 standard. It is achieved by varying the attenuation in a conductive environment when handling WLAN data frames that are confined to the wireless medium.

The receive sensitivity is a secondary metric which correlates with an end-user experience as expressed by TPT vs. range in a real life environment.

This test is applicable for wireless clients and provides the basic measure of their ability to receive frames without loss across their wireless interface. This test is applicable to IBSS (Independent BSS) as well as infrastructure BSS client configurations.  If an IBSS client is being tested, the results determine the ability of the client to receive data from another IBSS client.  In infrastructure mode, the results determine the ability of the client to receive data from an Access Point.

The setup comprises the DUT and a wireless counterpart (WLCP). The WLCP is a reference AP for infrastructure BSS configurations, or a reference client for IBSS configurations. The DUT and the WLCP are connected by means of a controllable attenuator, using conductive cables. Both the DUT and the WLCP are isolated by a shielded enclosure (or enclosures). A test controller is connected to the DUT, the WLCP and the controllable attenuator for the purpose of traffic generation, analysis and control of received power using attenuation.
1.2 Test Configuration

1.2.1 Resource Requirements

The following equipment is required to carry out this test:

a) A wireless counterpart (WLCP), which is a reference AP for an infrastructure BSS or a reference client for an IBSS. The DUT should be capable of associating with the WLCP.

b) A wired traffic generator capable of generating 802.11 data traffic from the WLCP to the DUT above the MAC layer (Layer 2).

c) A traffic analyzer one of possible two: 
1) A wired traffic analyzer that can gather and count the delivered data through the wired interface above the MAC layer (Layer 2).

2) An IEEE 802.11 traffic analyzer that can gather wireless traffic in order to recognize and count retries and non-acknowledged packets through the wireless interface.

d) A power meter device connected to WLCP side of the RF cable, used to measure the average transmit power of the RF signal from the WLCP for each packet.

e) A controllable attenuator. 

f) A test controller that is automated and controlled by dedicated software, and includes the following capabilities:

1) The ability to control the transmit rates and transmit power of the WLCP and the DUT.

2) The ability to control the power meter.

3) The ability to control the attenuator

4) The ability to control the wired traffic generator.

5) The ability to control the traffic analyzer (802.11 or wired)
g) Two shielded enclosures, for the DUT and the WLCP respectively, each with a minimum of 85dB isolation.

h) Two calibrated combiners for conductive connection to the antennas of the DUT and the WLCP.

The test setup is depicted and described in 1.2.3. 
1.2.2 Test environment

The metrics and measurements described in this subclause utilize the conductive test environment described in [4] section 4.3.

1.2.3 Test setup

Figure X depicts the test setup:

[image: image1]
Figure X: Conductive Controlled Setup for Receiver Sensitivity measurement

As seen from Figure X, the wired and wireless interfaces of the DUT are connected to traffic generators and traffic analyzers capable of generating and measuring traffic at the desired attenuation. The entire system is suitably isolated from external interference and other unwanted signals.
1.2.4 Special capabilities necessary for this test

It is necessary to constrain the transmission of IEEE 802.11 data frames by the WLCP to a specific rate. The best known method is to restrict the Supported Rate Set advertised by the WLCP.

1.2.5 Permissible Error Margins and Reliability of Test

Prior to beginning the test, the test equipment described above shall be calibrated, and all test software verified. The test setup may be monitored during the test to ensure that the test conditions do not change. The expected error margins for the test results are +/-1dB measured for a specific attenuation. The temperature accuracy is +/- 2 degree Celsius.
1.3 Approach

1.3.1 Configuration Parameters

This sub-clause provides a list of DUT setup parameters applicable to this test.

1.3.1.1 Baseline Configuration

The baseline DUT setup that should be configured, measured, and reported whenever this test is performed is as follows:

a) Maximum transmit power setting for DUT and WLCP.

b) RTS threshold set to maximum MAC frame size.

c) Fragmentation threshold set to maximum MAC frame size.

d) MAC QoS and service priority disabled.

e) No security (Open System)

f) No Power Management (Active Mode)
g) Disable periodical scanning if possible

h) Ambient temperature is 20 degrees Celsius
1.3.1.2 Modifiers

The baseline DUT setup parameters may be modified as follows to enable additional test. 

a) Ambient temperature
1.3.1.3 Test conditions
The test conditions used while performing this test are as follows:

a) RF frequency (channel)

b) TX data rates

c) Frame sizes used in test traffic: (1024 bytes for CCK, 1000 bytes for OFDM)

d) Attenuation values – min, max and step (typical 20,120,1 dB)
e) Number of frames for one trial - 1000

1.3.2 Measurement procedure

1.3.2.1 Specification of metrics
The receiver sensitivity metric is based on PER (Packet Error Rate) metric. 

The number of data packets that were transmitted by WLCP, is referred to as #_packets_sent. 

The number of data packets that were transmitted by WLCP and successfully received by DUT, is referred to as #_packets_delivered. 

PER = (#_packets_sent - #_packets_delivered ) / (#_packets_sent).

The required receiver sensitivity metric is the input signal level at the point where the number of successfully transferred data payload packets vs. the overall sent data packets (from MAC SAP of WLCP to MAC SAP of DUT) meets the threshold requirement as specified in the 802.11 specs.

There is two alternative methods to measure #_packets_sent  and #_packet_delivered:

1. Generate multicast traffic from WLCP to DUT and count packets injected by Wired Traffic Generator and delivered packets by Wired Traffic Analyzer.
2. Generate unicast traffic from WLCP to DUT, capture traffic by 802.11 Traffic Analyzer and count all data packets are transmitted by WLCP, including retried, as #_packets_sent,  while  count  only data packets that was ACKed by DUT, as #_packets_delivered. In this case PER will be equal to non-acknowledged rate as is already defined in [4] 5.2.3.4
Method 1 is simpler than method 2 but the usage of the method 2 is unavoidable when DUT is not capable to be connected to Wired Traffic Analyzer. Method 2 requires that the WLCP sensitivity won’t be worse that the measured sensitivity.
1.3.2.2 Procedure

The DUT is first set up according to the baseline configuration, using an initial combination of test conditions, and is associated with the WLCP. The following steps are then performed:

a) Set attenuation current_value=min_value.

b) Test controller generates data traffic such that WLCP generates the number of packets (1000) to DUT with specific rate. 
c) The packet size set as specified by spec (1000 or 1024). 
d) The WLCP TX power is measured and recorded. Each attenuation value should be translated to DUT RX Power based on measured TX Power of WLCP, cable losses and attenuation values
e) Test Controller counts the number of packets received by DUT and records, and calculates PER=(#_packets_sent-#_packets_delivered)/#_packets_sent

f) Set attenuation current_value+=step_value

g) Repeat steps b)-f) until PER> spec threshold (8% for CCK or 10% for OFDM)

The measurements are repeated for different TX rates and different channels. Each trial represents a different set of test conditions and should be reported separately. Results are summarized in the following table (Figure Y) and reported as per 1.3.3.
	Transmit Power (dBm)
	Attenuation (dB )
	RX Power Level (dBm)
	Number of packets sent
	Number of packets delivered
	PER  


	
	
	
	
	
	


Figure Y: Receive Sensitivity Reporting Template

1.3.3  Reported Results

The results shall be reported as a table or a graph of PER(RxPowerLevel). The Receiver Sensitivity shall be calculated and reported as the point where the PER reaches percentage as define by the spec 
(10% OFDM, 8% CCK and DSSS)

The report shall specify the DUT platform details like manufacturer and type, BIOS, OS, WLAN driver etc.
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Abstract


This document introduces the description of the measurement of the Receive Sensitivity metric in a Conductive Test Environment for performance testing of 802.11 wireless LAN devices. It is being provided to the 802.11T task group as draft text in conjunction with a companion presentation.
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