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StaLoadBalancingProp    Normative Text     
· Frame formats

· Beacon frame format

Insert the following row at the appropriate location in Table 5:

	22
	Extended Capability Information
	The Extended Capability Information element is present whenever there are additional capabilities enabled, and it is optional otherwise.


Change the following row in Table 5:
	232
	Vendor Specific
	One or more vendor specific information elements may appear in this frame.


· Association Request frame format

Insert the following row at the appropriate location in Table 7:

	9
	Extended Capability Information
	The Extended Capability Information element is present whenever there are additional capabilities enabled, and it is optional otherwise.


Change the following row in Table 7:

	109
	Vendor Specific
	One or more vendor specific information elements may appear in this frame.


· Association Response frame format

Insert the following row at the appropriate location in Table 8:

	6
	Extended Capability Information
	The Extended Capability Information element is present whenever there are additional capabilities enabled, and it is optional otherwise.


Change the following row in Table 8:

	76
	Vendor Specific
	One or more vendor specific information elements may appear in this frame.


· Reassociation Request frame format

Insert the following row at the appropriate location in Table 9:

	10
	Extended Capability Information
	The Extended Capability Information element is present whenever there are additional capabilities enabled, and it is optional otherwise.


Change the following row in Table 9:

	110
	Vendor Specific
	One or more vendor specific information elements may appear in this frame.


· Reassociation Response frame format

Insert the following row at the appropriate location in Table 10:

	6
	Extended Capability Information
	The Extended Capability Information element is present whenever there are additional capabilities enabled, and it is optional otherwise.


Change the following row in Table 10:

	76
	Vendor Specific
	One or more vendor specific information elements may appear in this frame.


· Probe Response frame format

Insert the following row at the appropriate location in Table 12:

	21
	Extended Capability Information
	The Extended Capability Information element is present whenever there are additional capabilities enabled, and it is optional otherwise.


Change the following rows in Table 12:

	221
	Vendor Specific
	One or more vendor specific information elements may appear in this frame.

	232-n
	Requested information elements
	Elements requested by the Request information element of the Probe Request frame.


· Capability Information field

Change this subclause as follows:

The Capability Information field contains a number of subfields that are used to indicate requested or advertised optional capabilities. The Extended Capability Information element (7.3.2.27), if present, contains additional subfields.
· Information elements

Insert the following row at the appropriate location in Table 22:
	Extended Capability Information
	51


Change the following rows in Table 22:
	Reserved
	521-220


Insert the following subclause with the figures included therein, renumbering as necessary:

· Extended Capability Information element

The Extended Capability Information element extends the Capability Information field (Section 7.3.1.4). Each Extended Capability Information subfield is interpreted only in the management frame subtypes for which the transmission rules are defined.
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· Extended Capability Information element format

The Length field is variable and depends on the length of the Extended Capability Information field. The minimum value of the Length field is 1. A STA should interpret the first n octets of the Extended Capability Information field it understands and ignore subsequent octets. This supports future expansion of the field.
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· Extended Capability Information field

APs and STAs set the STA Load Balancing subfield to 1 when they are capable of STA load balancing (11.9).

Unused bits of the Extended Capability Information field are reserved.

Change subclause 7.3.2.13 from P802.11e/D13.0 with the figures and tables included therein, renumbering as necessary:

7.3.2.13 QBSS Load element

The QBSS Load element contains information on the current station population and traffic levels in the QBSS. The element information field is defined in Figure 46.1. This element may be used by the non-AP QSTA for vendor specific AP selection algorithm when roaming.


[image: image3.emf]Octets: 1 1 2 1 2 2

Element ID

(11)

Length

(75)

Station 

Count

Channel

Utilization

Available 

Admission 

Capacity

Load

Factor


Figure 46.1--QBSS Load element format

The station count field is interpreted as an unsigned integer that indicates the total number of STAs currently associated with this QBSS.

The channel utilization field is defined as the percentage of time, normalized to 255, the QAP sensed the medium busy, as indicated by either the physical or virtual carrier sense mechanism. This percentage is computed using the formula, ((channel busy time/(dot11ChannelUtilizationBeaconIntervals * dot11BeaconPeriod * 1024)) *255), where 'channel busy time' is defined to be the number of microseconds during which the carrier sense mechanism, as defined in 9.2.1, has indicated a channel busy indication, and the MIB attribute dot11ChannelUtilizationBeaconIntervals represents the number of consecutive beacon intervals during which the channel busy time is measured. The default value of dot11ChannelUtilizationBeaconIntervals is defined in Annex D.

The Available Admission Capacity field is 2 octets long and contains an unsigned integer that specifies the remaining amount of medium time available via explicit admission control, in units of 32 microsecond periods per 1 second. The field is helpful for roaming non-AP QSTAs to select a QAP that is likely to accept future admission control requests, but it does not represent a guarantee that the HC will admit these requests.

The Load Factor field is 2 octets long and contains an unsigned integer that specifies the sum of individual load contributions of associated STAs in a QBSS. The load contribution of each associated STA is based on the average receive power level in units of decibels relative to 1 mW  (see Table 1).

	· Load Contribution

	Average Receive Power Level (dBm)
	Load Contribution (802.11)
	Load Contribution (802.11b)
	Load Contribution (802.11g PBCC)
	Load Contribution (802.11g)
	Load Contribution (802.11a)

	Power ≤ -89
	432
	432
	432
	216
	216

	-88
	432
	432
	79
	72
	72

	-87
	432
	432
	79
	72
	48

	-86
	432
	432
	79
	72
	48

	-85
	432
	432
	39
	72
	36


	-84
	432
	432
	39
	72
	36

	-83
	432
	432
	20
	72
	24

	-82
	432
	432
	20
	72
	24

	-81
	432
	432
	20
	72
	24

	-80
	432
	432
	13
	72
	18

	-79
	432
	432
	13
	72
	18

	-78
	432
	432
	13
	72
	18

	-77
	432
	432
	13
	72
	18

	-76
	432
	432
	13
	72
	12

	-75
	432
	432
	13
	72
	12

	-74
	432
	432
	13
	72
	12

	-73
	432
	432
	13
	72
	12

	-72
	432
	432
	13
	72
	9

	-71
	216
	216
	13
	72
	9

	-70
	216
	216
	13
	72
	9

	-69
	216
	216
	13
	48
	9

	-68
	216
	79
	13
	48
	8

	-67
	216
	79
	13
	36
	8

	-66
	216
	79
	13
	36
	8

	-65
	216
	39
	13
	24
	8

	-64
	216
	39
	13
	24
	8

	-63
	216
	39
	13
	24
	8

	-62
	216
	39
	13
	18
	8

	-61
	216
	39
	13
	18
	8

	-60
	216
	39
	13
	18
	8

	-59
	216
	39
	13
	18
	8

	-58
	216
	39
	13
	12
	8

	-57
	216
	39
	13
	12
	8

	-56
	216
	39
	13
	12
	8

	-55
	216
	39
	13
	12
	8

	-54
	216
	39
	13
	9
	8

	-53
	216
	39
	13
	9
	8

	-52
	216
	39
	13
	9
	8

	-51
	216
	39
	13
	9
	8

	-50 ≤ Power
	216
	39
	13
	8
	8


· Layer management
Insert the following subclauses after end of 10.3.23, renumbering as necessary.

· MLME SAP Interface for STA Load Balancing

· MLME-LoadBalance.request

· Function

This primitive is used to enact the load balancing method with a specified peer MAC entity.

· Semantics of the service primitive

The primitive parameters are as follows:


MLME-LoadBalance.request
(






PeerMACAddress,










BiasedDelta






)

	Name
	Type
	Valid Range
	Description

	PeerMACAddress
	MAC

Address
	Any valid individual MAC address
	Specifies the MAC address of the AP that is the intended immediate recipient of the load balance request.

	BiasedDelta
	Integer
	As defined in 11.9.3.1
	Specifies an integer used by the AP to select a STA in a load balancing auction event.


· When generated

This primitive is generated by the SME at a non-AP STA to participate in the load balance auction.

· Effect of receipt

Upon receipt of this primitive, the MLME constructs the appropriate load balance frame and causes it to be transmitted to the PeerMACAddress.

· MLME-LoadBalance.indicate

· Function

This primitive is used to enact the load balancing method with a specified peer MAC entity.

· Semantics of the service primitive

The primitive parameters are as follows:


MLME-LoadBalance.indicate
(






PeerMACAddress,










BiasedDelta






)

	Name
	Type
	Valid Range
	Description

	PeerMACAddress
	MAC

Address
	Any valid individual MAC address
	Specifies the MAC address of the non-AP STA that is transmitted the load balance request.

	BiasedDelta
	Integer
	As defined in 11.9.3.1
	Specifies an integer used by the AP to select a STA in a load balancing auction event.


· When generated

This primitive is generated by the MLME at an AP to indicate that a STA load balance request has been received.

· Effect of receipt

Upon receipt of this primitive, the SME adds the PeerMACAddress and BiasedDelta to the current auction table, updating any existing entry.

· MLME-LoadBalance.response

· Function

This primitive is used to enact the load balancing method with a specified peer MAC entity.

· Semantics of the service primitive

The primitive parameters are as follows:


MLME-LoadBalance.response
(






PeerMACAddress






)

	Name
	Type
	Valid Range
	Description

	PeerMACAddress
	MAC

Address
	Any valid individual MAC address
	Specifies the MAC address of the non-AP STA that won the auction.


· When generated

This primitive is generated by the SME at an AP to notify a non-AP STA that it has won the load balance auction.

· Effect of receipt

Upon receipt of this primitive, the MLME constructs the appropriate load balance frame and causes it to be transmitted to the PeerMACAddress.

· MLME-LoadBalance.confirm

· Function

This primitive is used to enact the load balancing method with a specified peer MAC entity.

· Semantics of the service primitive

The primitive parameters are as follows:


MLME-LoadBalance.confirm
(






PeerMACAddress






)

	Name
	Type
	Valid Range
	Description

	PeerMACAddress
	MAC

Address
	Any valid individual MAC address
	Specifies the MAC address of the AP that selected this non-AP STA as the winner of the auction.


· When generated

This primitive is generated by the MLME at a non-AP STA to indicate that a STA load balance response has been received.

· Effect of receipt

Upon receipt of this primitive, if the PeerMACAddress matches the most recent intended AP, the SME proceeds to roam to this AP.
· MLME

Insert the following subclauses with the tables included therein, renumbering as necessary:

· Basic STA roaming behavior

STAs in an infrastructure network typically select an authorized ESS by

· actively or passively scanning supported channels

· building a list of APs that advertise SSID and security settings consistent with STA configuration (aka “compatible APs”)

· selecting the “closest” AP (largest average receive power level) with the preferred PHY (e.g. an 802.11b/g STA would prefer an 802.11g AP over an 802.11b AP)

Since roaming from one AP to another AP can be a disruptive event, STAs often remain on the selected AP until one of the following conditions occur:

· lost connectivity with associated AP (e.g. stop receiving Beacon and/or ACK frames)

· average transmit retry count exceeds some threshold

· rate adaptation code lowers transmit data rate below some threshold

· average receive power level drops below some threshold

· STA is reset or reconfigured

· STA receives a Channel Switch Announcement element from associated AP

· STA receives a Deauthentication frame from associated AP

The propensity for STAs to associate with nearby APs often results in poor STA load balancing across compatible APs in a dense AP deployment.

· STA load balancing in an infrastructure network

In a distributed STA load balancing solution, STAs periodically evaluate their proximity using received RF power levels to their associated AP and nearby compatible APs, taking load into account before making a roaming decision. Using a free market credit-based admission control mechanism with temporal dampening avoids the network load oscillations caused by multiple STAs simultaneously transitioning back and forth from a heavily loaded AP to a lightly loaded AP. An AP receiving multiple simultaneous requests from load balancing STAs shall choose the best one based on criteria other than first come first serve.

A STA participating in load balancing performs the following steps:

· While associated, STA builds a list of potential APs by collecting receive power level samples from compatible AP Beacon and Probe Response frames while recording current STA loading information. Background scanning using Power-Save mode may be utilized for the STA to monitor all supported channels while maintaining association.

· STA evaluates the list to determine if a better AP is available. If a better AP is found, a MLME-LoadBalance.request (10.3.24.1) is generated. Otherwise, STA returns to Step 1.

· If a MLME-LoadBalance.confirm (10.3.24.4) is received, and the PeerMACAddress matches the desired AP, then STA proceeds to initiate the roaming process to that AP. Otherwise, STA returns to Step 1.

An AP participating in load balancing performs the following steps:

· AP begins a load balance auction event by clearing a list of STAs participating in the auction and starting a timer.

· If a MLME-LoadBalance.indicate (10.3.24.2) is received, the AP adds the PeerMACAddress and BiasedDelta (Calculating BiasedDelta) to the list, updating any existing entries. The auction is run for a pre-determined amount of time.

· At end of the auction event, the AP selects the STA with the largest BiasedDelta value. If more than one STA has the largest BiasedDelta value, then the AP selects one and only one of those STAs. If a STA is selected, a MLME-LoadBalance.response (10.3.24.3) is generated. Otherwise, no STA participated in the auction. AP returns to Step 1.

· STA evaluation of APs

STAs evaluate alternate APs by calculating a BiasedDelta (11.9.3.1) value for each compatible AP. The AP with the largest biased delta is the best AP for that STA to roam to. The associated AP always has a biased delta of zero (0). Therefore, when the associated AP is the best choice, the biased delta values for all alternate APs are negative.

· Calculating BiasedDelta

The following formula shall be used to derive the BiasedDelta

loadContribution = LoadContributionTable[avgRcvPwrLvlThisAP, phyTypeThisAP]

biasedDistThisAP = avgDistThisAP * ((loadFactorThisAP + loadContribution) / loadFactorMyAP)

biasedDistMyAP = avgDistMyAP * (loadFactorMyAP / (loadFactorThisAP + loadContribution))

biasedDeltaThisAP = biasedDistMyAP - biasedDistThisAP

where 

sampled distance = absolute value of MIN(0, receive power level in dBm)

avgDistMyAP = average sampled distance to my associated AP

avgDistThisAP = average sampled distance to AP under consideration

avgRcvPwrLvlThisAP = average receive power level in dBm to AP under consideration

loadFactorMyAP = Load Factor field from QBSS Load element of my associated AP

loadFactorThisAP = Load Factor field from QBSS Load element of AP under consideration

phyTypeThisAP = PHY type of AP under consideration (802.11b, 802.11g, etc.)

LoadContributionTable = Table 1 from QBSS Load element definition

· Handling APs with no load information

When compatible APs are found that do not transmit the QBSS Load element, the biased delta calculation cannot be used.

If the associated AP does not transmit the QBSS Load element, the STA shall revert to default roaming behavior.

· Characteristics of stable load balancing

· Reason to leave must exceed the reason to stay

The criteria for the STA to load balance to another AP cannot instantly change once the STA associates to the new AP, otherwise STA movement won’t stabilize. It is important for a STA to determine receive power level consistently by sampling messages relative to the power the transmitter is set to. The STA must also consider the load it introduces to the new AP before associating with it.

· Make decisions based on current data

How often a STA performs background scanning may be a function of how busy it is transmitting and receiving user data traffic, how often it needs to power save to conserve battery life, etc. Whenever a STA completes a background scan, it is important that an evaluation take place soon thereafter. While the average receive power level measurement may not have changed dramatically, it is possible that the STA loading information has changed.

· One winner per auction

By enforcing one winner per auction and updating the QBSS Load Element following a STA joining or leaving, an AP can ensure that STAs that did not win the auction receive an updated load factor during their next evaluation or auction time interval.

Motion: “The substantive text IEEE 802/11_05_ 1069r1 Load Balancing addresses objectives: load balancing cooperative approach, advertisement, and access point coordination is worthy of inclusion in the base draft”
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Abstract


This proposal is a mechanism to enable load balancing in a distributed manner across cooperative clients and access points.
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