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NOTE: The proposed text changes in this document refer to version 0.09 of the TGr draft.
Change all occurrences of “Resource Request Broker” to “Remote Request Broker” (comment 268)
3. Definitions
Add the following text and re-number as appropriate (comment 82)
3.136 Remote Request Broker (RRB). The Remote Request Broker is a SME entity that provides a means for a STA MAC to communicate with a BSS-Transition Target AP MAC through its current AP.
5.4.5 Fast BSS Transition Architecture Description
Replace the paragraphs from TGr Draft 0.09, Page 8, Lines 36-46 with the following text:

There are two mechanisms for a STA to issue resource requests to candidate APs. In one mechanism, the STA goes off-channel from its current association and communicates over the air with the candidate AP. In the second case, the STA communicates with the candidate AP through its existing AP. The STA uses its the Remote Request Broker (RRB) to generate and respond to remote reservation requests and responses.

The RRB handles Remote Requests. The STA is generates and transmits Fast Transition (FT) action frames to its current AP.  The AP uses its RRB to forward remote requests on behalf of the STA over the DS to the RRB on the candidate AP.
5.8 Reference Model

Modify Figure 11 by addimg the Remote Request Broker entity.
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Insert the following text after Figure 11.
The Remote Request Broker entity provides a means for an Access Point to forward remote requests from clients to an AP in the same Mobility Domain. The Remote Request Broker is described in clause 8A.4.3.1.
Replace figures 85H and 85J in sections 7.4.7.1 and 7.4.7.3 with the following figure (comment 42)

[image: image2]
Replace figures 85I and 85K in sections 7.4.7.1 and 7.4.7.3 with the following figure (comment 42)

[image: image3]
Replace the text in sections 7.4.7.1, 7.4.7.2, 7.4.7.3, 7.4.7.4 that begins with “The Target Address field shall…” with the following text (comment 42):

The TSTA Address shall be set to the TSTA MAC address.

The Target TAP Address shall be set to the BSSID value of the target TAP.

Replace the text of clause 8A.4.3 with the following text (comment 268): 
8A.4.3 AP to AP Communication over the DS

This mechanism allows the TSTA to communicate with a target TAP through its existing association (with the current TAP). The TSTA transmits an Action frame containing the FT Action frame containing the BSSID of the target TAP to the current TAP. The current TAP packages the FT Action Frame (Request or Confirm) inside a Remote Request, and transmits it to the target TAP over the DS. The target TAP processes the remote resuest and responds to the TSTA by sending the FT Action Frame (Response or ACK) through the current TAP.

The resource reservation mechanism introduces a component called the Resource Request Broker (RRB). 

The function of the RRB is to generate and track remote request/response frames and relay messages between the current TAP and the target TAP. The RRB could be configured to block a Resource Request or limit the number of pending Resource Requests from a TSTA.

8A.4.3.1 Remote Request Broker (RRB)

Replace the text in section 8A.4.3.1, paragraph 3, of 8A.4.3.1 with the following text (comment 313):

The ResourceRequest SAP configuration is given in Table 35B along with default configuration. The dot11ResourceRequestTimeout and dot11PendingResourceRequestLimit shall be configured for each AP in the Mobility Domain. The dot11RemoteRequestTimeout and dot11PendingRemoteRequestLimit should be configured consistently across the Moibility Domain.
Change the names of dot11ResourceRequestTimeout and dot11PendingResourceRequestLimit to dot11RemoteRequestTimeout and dot11PendingRemoteRequestLimit, respectively.

Replace Figure 121H in section 8A.4.3.1 with the following figure:
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Figure 121H - Simple message flow for over the DS resource request

Replace the text in section 8A.4.3.2  with the following text (comment 54 and 55):

8A.4.3.2 Remote Request/Response Frame Definition

The Remote Request frame is transmitted over the DS from the current TAP to the target TAP. The frame format for the Remote Request/Response is given in Table 35C. Remote Request/Response frames will use an Ethertype of ??-??. The Remote Request/Response frame contains version, type, and length fields along with the AP Address and a Request Identifier. 
NOTE - need to allocate an Ethertype from IEEE ANA
The AP address shall be set to the BSSID of the current AP. The request identifier shall be generated by the current AP and shall be unique for each request. The current AP and the target AP shall use the combination of the AP Addresss and the Request Identifier to match Remote Requests with Remote Responses.

	Size
	Field
	Description

	1
	Protocol Version
	Shall be 0x01

	1
	Packet Type
	Shall be set to 0x00 for Remote Request and 0x01 for Remote Response

	2
	FT Action Length
	Unsigned number representing the length in octets of the FT Action Frame field. 

	1
	Request Identifier
	An identifier that will be used by the current and target AP’s to match a remote request with a remote response. 

	6
	AP Address
	Shall be set to the MAC address of the current AP.

	Variable
	FT Action Frame
	The contents of the FT Action frame


Table 35C Remote Request/Response Frame

Replace the text in section 8A.4.3.3 with the following text (comment 313):

8A.4.3.3 Remote Request Broker function at the current TAP
A broker function of the Remote Request Broker in the TAP is enforces policy for remote requests. The Broker Function is only invoked at the current TAP when the TSTA is communicating with a target TAP.
The Remote Request Broker shall perform the following tasks:

1) The Remote Request Broker will limit the number of pending Remote Request from a TSTA to the value of dot11PendingRemoteRequestLimit. If dot11PendingRemoteRequestLimit is set to 0, the RemoteRequestBroker will allow unlimited number of requests.
2) The Remote Request Broker will track pending Remote Requests. When the Remote Request Broker receives a Remote Response to a pending request, it will complete the transaction by relaying the result to the TSTA through an FT Action frame.
3) The Remote Request Broker will time pending Remote Requests. If the Remote Response is not received in the time of dot11RemoteRequestTimeout, the Remote Request Broker will respond to the TSTA through a FT Action frame, indicating that the RemoteRequest has timed out. If the value for dot11RemoteRequestTimeout is set to 0, the Remote Request Broker will not time responses to Remote Requests.

NOTE - The sentence making reference to the deleted figure "This is shown in Figure 121K." should have been deleted with the figure in D0.07, but I didn't catch it until starting to work on D0.08. So it shows up as a change in D0.08.
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Abstract


The following document suggests changes to draft 0.09 of the IEEE 802.11r amendment to address comments that were made during the working group internal review.
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