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Tuesday Morning Session, July 19, 2005

1.2. Opening

1.2.1. Call to order

1.2.1.1. Pat R. Calhoun (PatC): I call the meeting to order.

1.2.1.2. Meeting convened at 0801 hours. 

1.3. Process

1.3.1. Review of Patent Policy

1.3.1.1. PatC: I would like to read the patent policy shown on the screen [reads 05/0644r1].  Are there any questions on the policy?  None.  Let us proceed.

1.3.2. Review of Agenda

1.3.2.1. PatC: You see before you document 0644r1  containing the proposed agenda for the meeting.  Are there any questions on the agenda? None.

1.3.3. Approval of the agenda

1.3.3.1. PatC: Is there any objection to accepting the agenda as shown?  None.  The motion to approve the agenda passes unanimously.

1.3.4. Approval of Minutes from Last Session

1.3.4.1. PatC:  I call your attention to the minutes recorded in document 05/0459r2.  May I have a motion to approve the minutes?

1.3.4.2. Dick Ekhard: I so move.

1.3.4.3. Motion: To accept the minutes as shown. 

1.3.4.4. PatC: Is there a second?

1.3.4.5. Tim Olsen seconds.

1.3.4.6. PatC: Is there any objection to passing this motion?  None.  The minutes are approved unanimously.

1.3.5. Review of Attendance Procedures

1.3.5.1. PatC: I have been asked to review attendance procedures for this meeting.  Sign up sheets are available each day at the registration desk.  You must sign up stating your percentage of 802.11 attendance.  Checks will be made against other attendance sheets to ensure correctness.  Abuse will result in removal of credit for the whole day.  Do not forget to sign up each day, as it will be impossible to retroactively correct attendance records.  Are there any questions? None.

1.3.6. Review of Document Submission/Retrieval  Procedures

1.3.6.1. PatC:  Because of network difficulties, it is recommended that we use the local FTP server, rather than the external site.

1.3.6.2. PatC: Are there any presentations? Yes. Control Approaches and Advanced Antennas by Joe Kwak. Virtual APs by Pat Calhoun, available this afternoon.

1.3.7. Discussion of Document 05/642r0

1.3.7.1. Emily Qi:  05/642r0 Requirements for Wireless Network Management as distinguished from the one we established for tracking working areas.  This document is intended to be a working document. 

1.3.7.2. JoeKwak: Can you upload this to the local FTP server?

1.3.7.3. EmilyQ: Yes.  I think we need this document to focus our working areas, and let us know when our goals have been achieved.  It also provides a framework for our final standards draft.  I would like subsequent presenters to provide a paragraph that represents the recommendation for the draft to be placed in this document.  The various categories for requirements are separated by allocating numbers starting with 1000, 1100, 1200, etc . so that details can be filled in later.  We assume that these requirements will be consistent with a,b,g,k,i,w etc. as well.   The document also contains Security, Framework, and Interface Requirements.  TGw is not providing any beacon protection features, so TGv may have to do this to protect negotiations similar to that used in “i”.  A place for references is provided at the end of the document.

1.3.7.4. JoeK:  I’m concerned that we now have two documents, both claiming to be requirements, with neither entirely filling the need.   The name suggests this document is a requirements holder.  It will be hard to keep two living documents going.  224 already lists work areas and makes assignments and lists issues, and seems a good start.  We should not abandon it.  If Emily thinks this document is mapped to those in 224, it could become a status document instead.  I suggest that this document be renamed to reflect it as a status holder. 

1.3.7.5. EmilyQ:  I understand 224 is a tracking document to catch ideas.  I look at this document as the conclusion of our requirements discussions.

1.3.7.6. PatC:  I think 224 is just a list I started to keep track of work items and owners, an I intended it to go away after a while.  This document would serve to move to the next step.

1.3.7.7. JoeK:  I think we should stick with only one document.  We should also re-title it to show that is not a requirements document, but rather a work log with features.  In “k” we didn’t find this type of document very useful.

1.3.7.8. Pat:  I wanted a document someone could use to pick up the essence of  where the group is at any time.  e.g. for newcomers.

1.3.7.9. JoeK: Let’s call it “objectives”, then.

1.3.7.10. PatC: Any objection to calling it “objectives”? None.

1.3.7.11. Now, any other presentations?

1.3.7.12. Tim Olson  I will have a document on Client Management Protocol for this afternoon.  

1.3.7.13. Anantha: I will have a document on Site-Specific RF Management

1.3.8. Presentations 

1.3.8.1. PatC:  Per the agenda, let us start on the series of presentations.

1.3.9. Presentation of Document 720r1

1.3.9.1. Presentation 720r1:  “Virtual AP”, by Pat Calhoun.  Multiple SSIDs make it necessary to distinguish between a physical AP and logical AP.  This is wasteful of airtime.  It would be useful for clients to be able to distinguish physical devices from “logical” devices.  Document outlines why such capability would be beneficial and should be considered by the group.

1.3.9.2. Proposed Text “TGv will support MAC extensions to allow for proper support of virtual access points, allowing a single AP to advertise multiple SSIDS through a single beacon where each SSSID is mapped to a unique BSSID that may have a separate set of policies.”  Discussion:

1.3.9.3. Anantha: Stations that filter on BSSID may have a have problem with this.  What is the “third” address?

1.3.9.4. SudheerM: The third address doesn’t matter for beacons.

1.3.9.5. PatC:  There are other tricks we could play (e.g. use the third address as multicast, etc.).  We’d have to innovate here.

1.3.9.6. Anantha: Why is the BSSID differentiation important?  

1.3.9.7. PatC: Because of the group key.  One wants to secure a client to an individual AP.  It’s not clear what stations would do if they get confused.

1.3.9.8. Anantha: Actually, we tried to put a provision in “i” for this.

1.3.9.9. SudheerM:  We should not say we are putting in the requirement to relate one client to one BSSID.

1.3.9.10. TimOlson: Cisco tried this, but only one SSID can be advertised, the others must be hidden.  This can make it hard for clients to bind to the hidden ones.

1.3.9.11. MartyLefkowitz: I don’t think we should overload the SSID field.  This is an implementation detail.  We should provide a framework, and let people implement as they wish.

1.3.9.12. SimonBlack:  We’re a little confused.  We might have an implicit grouping here, but I’m unclear how that would work.

1.3.9.13. Sudheer: It would be possible to have separate policies for the BSSIDs.

1.3.9.14. TimO:  I brought up in “k” that with all the applications using multiple BSSIDs, frames are going to get full measuring each of them.   We should have a way to get this under control.

1.3.9.15. DonBerry:  This will allow it to occur.

1.3.9.16. SudheerM:  This would prevent filling up the logs with measurements for lots of IDs.

1.3.9.17. DonB:   Could we eliminate the “common” part of the ID to economize?

1.3.9.18. Tom:  Beacons with extra elements would cause the MAC to accept the frame even though it isn’t listening to that BSSID.  

1.3.9.19. PatC:  Multicast could be used.

1.3.9.20. [Unknown] At 1 Mbps this is important, at higher rates maybe less so.

1.3.9.21. MartyL: Use some reserved bits to identify a “key” and match it to multiple group keys for each BSSID.

1.3.9.22. PatC: This could be valuable too.

1.3.9.23. MartyL: A little late for that proposal.

1.3.9.24. Sudheer:  You are taking 5 as the number of BSSIDs for an example, however in airports there may be many more.  This definitely adds value to saving airtime.

1.3.9.25. DonB:  Perhaps we could just say “implement ways of reducing airtime for multiple BSSIDs.  

1.3.9.26. PatC: One could strike everything after “virtual access points”.  Do people want to do that?

1.3.9.27. Emily:  Suggest that we add “Other alternatives to tie a virtual AP to a physical AP” Would that be acceptable?  

1.3.9.28. PatC: “One example would be to allow a single AP to …”

1.3.9.29. JoeK:  We should define virtual access points better.  You could argue that 802.11 already supports VAPs.

1.3.9.30. PatC: Suggest “TGv will support MAC extensions to allow for proper support of virtual access points”.

1.3.9.31. JoeK:  Would suggest adding the ideas to the objectives document, showing the details.  The idea of being able to map from physical to virtual also benefits TGk beacon measurements, and we’d save a lot of overhead.  Other areas could also benefit.

1.3.9.32. Nancy:  The term “proper” seems subjective.

1.3.9.33. PatC: I’d like a straw poll:  

1.3.9.34. Let’s try the first paragraph…  How many would support the statement shown?

1.3.9.35. “TGv will support MAC extensions to allow for proper support of virtual access points in order to conserve air time as well as enhanced integration with radio measurement extensions, such as TGk”.

1.3.9.36. 20 yes, 0 no, 

1.3.9.37. PatC: Who’s in favor of eliminating the second paragraph?

1.3.9.38. “One example would be to allow a single AP to advertise multiple SSIDs through a single beacon, where each SSID is mapped to a unique BBSSID that may have a separate set of policies.  Other alternatives to tie a virtual AP to a physical AP would also be acceptable”.

1.3.9.39. 3 yes, 14 against.

1.3.9.40. PatC:  I’d like to propose a motion.

1.3.9.41. Motion to adopt document 05/642r0 “TGv Objectives”

1.3.9.42. Moved: Emily Qi

1.3.9.43. Second: Open

1.3.9.44. JoeK: Should we not merge in 224 at this time?

1.3.9.45. Moved: To adopt document 05/0642 as “TGv Objectives”, and merge contents from 05/0224r4”

1.3.9.46. PatC:  Accept the friendly amendment?

1.3.9.47. Emily: Yes

1.3.9.48. Moved: Emily Qi

1.3.9.49. Second: Bob Miller

1.3.9.50. PatC: Is there any discussion?

1.3.9.51. JoeK: This will create a new document like the minutes that have to be updated and approved for each meeting.

1.3.9.52. SimonBlack:  I can’t figure out how to “merge” the documents.  Would it be done word for word?  I suggest we create one “objectives” document first, then accept.

1.3.9.53. [Unknown] I suggest we break this into two motions.

1.3.9.54. Friendly amendment: get rid of merge.

1.3.9.55. Vote on motion on floor.

1.3.9.56. Moved: To adopt document 05/0642 as “TGv Objectives”

1.3.9.57. MartyL: Should the objectives coincide with the PAR?

1.3.9.58. PatC:  Even the PAR is quite vague.  I’d like to have a document that keeps the objectives in sight.

1.3.9.59. Friendly amendment: add “working document”

1.3.9.60. Moved: To adopt document 05/0642 as “TGv Objectives” working document.

1.3.9.61. SimonBlack: How does text enter and leave the document?

1.3.9.62. TimO:  I’m concerned that this adds another layer to the process.

1.3.9.63. JoeK: This would seem to add a lot of extra work.

1.3.9.64. PatC:  I disagree.  Let’s vote. 

1.3.9.65. Friendly amendment.

1.3.9.66. Moved “To adopt document 05/0642 as “TGv Objectives” working document.  This would be the editor’s notes, listing the targeted objectives the end protocol would address.”

1.3.9.67. JoeK:  Would this document be informational or governing?

1.3.9.68. Sudheer:  This will become complicated with 300 people in the group. 

1.3.9.69. JoeK:  Can we clarify what this document actually is?

1.3.9.70. [Discussion]

1.3.9.71. BobM:  As secretary, this would simplify my job, but I feel that making this an “official” document would be a mistake.  It adds additional overhead to a process that will become work-intensive later anyway as the editor’s work proceeds.  Anyone, including the editor, can maintain an informal contribution updating it as the need arises.  I see no need for a governing document.

1.3.9.72. Additional discussion regarding view that the document would be an additional “hurdle” that would be put in the path of prospective draft text, albeit 50% instead of the usual 75% approval threshold.

1.3.9.73. BobM: Call the question

1.3.9.74. PatC: Let’s vote:

1.3.9.75. Moved “To adopt document 05/0642 as “TGv Objectives” working document.  This would be the editor’s notes, listing the targeted objectives the end protocol would address.”

1.3.9.76. 1 For , Against 14,  Abstain 7 The motion fails.

1.3.9.77. EmilyQ:  I’d like a straw poll.

1.3.9.78. “How many want to adopt 05/0642 “TGv objectives” as an informational document?” 17 For, 0 against.

1.4. Closing

1.4.1. Recess

1.4.1.1. PatC: I believe we are scheduled for a break.  Is there any objection to recessing?  Hearing none, we are recessed.

1.4.1.2. Group recessed at 0959

1.5. Opening

1.5.1. Call to order

1.5.1.1. PatC: I call the meeting to order.

1.5.1.2. Meeting convened at 1030.

1.6. Closing

1.6.1. Recess

1.6.1.1. PatC: As we have no presentations ready at this time, is there any objection to recess until the afternoon session?  Hearing none, we are recessed until Thursday at 0800.

1.6.1.2. Recess at 1032.

1.7. Tuesday Afternoon Session, July 19, 2005

1.8. Opening

1.8.1. Call to order

1.8.1.1. Pat R. Calhoun (PatC): I call the meeting to order.

1.8.1.2. Meeting convened at 1330 hours.

1.9. Process

1.9.1. Presentation of  Document 05/0014r1

1.9.1.1. Joe Kwak presented “VoIP in 802.11 E-911 Support”, document 05/0014r1 reworked from its original contribution.  E911 requirements dictate admission of E911 call for the PSTN network is required.  E911 was a major issue in cellular, but is now considered resolved.  There are two important features: E911 admission requirements and E911 location requirements.  We can expect WLAN will have to address these areas as well.  Dual mode phones default to cellular E911.  For single mode phones, there are fixed (ADSL or cable modem-connected) and mobile (Enterprise plug location for Ethernet) phones.  Now could have WVoIP phone access at a hot spot.  Fixed phones now handled via “registration” process, but this may take a long time.  For mobile phones, problem is more severe. For Vonage-like service, for example, phones are currently registered like fixed phones.  Every time device is relocated, re-registration is required.  Suggestion: Use layer two capability to distinguish E911 from other calls via TSPEC or QoS class.  “K” already has provision to get its location.  

1.9.1.2. Discussion.  Will regulations require this?

1.9.1.3. JoeK: Yes. Vonage is pointing the way, and recent rulings make trend clear that E911 will increasingly have to cover any phone, anywhere.  

1.9.1.4. Emily: How would we handle emergency modification of authentication / admission without association / authentication checks? Also, how would local enterprise emergency numbers be handled?  

1.9.1.5. BobM:  I believe this would be handled as an intercept for separate (non-E911 number) or could be forwarded to E911 via VoIP softswitch.

1.9.1.6. MikeMoreton: GSM and CDMA phones can work only in opposite networks, so one phone won’t actually work everywhere.  E911 via 802.11 may be premature since VoIP systems are disparate currently.

1.9.1.7. JoeK: Although the whole picture is not clear yet, we need “hooks” to facilitate process.

1.9.1.8. JoeEpstein: Unlike cellular, we have no control of the air, so responsibility for E911 would seem to rest with the system provider.

1.9.1.9. BobMiller: E911 handwriting is “on the wall”, and 802.11 chair-endorsed movement toward a common air interface suggests we should try to accommodate the feature.  However, it may mean we have to consider priority in order to minimize blocking of E911 calls.  Clearly 802.11 VoIP is opportunity-driven, and concurrent standards like SIP need guidance and “hooks” to work with.  This is the appropriate time and place to put in the hooks.

1.9.1.10. [Unknown] This seems like something service providers must handle—can’t this be handled now?

1.9.1.11. JoeK: In cellular, technology had to evolve to meet the need.

1.9.1.12. Roger: I’m confusing technical requirements with what modifications would actually need to be made.  Whether a party turns it on or not is not the issue, The technical capability is the issue and we should address them.  Cellular’s saved many lives worldwide.  E911 VoIP can supplement that, and VoWiFi can extend this even further.

1.9.1.13. DonB: The major problem is that the capability cannot NOT be provided.  However, we may need signaling to let the client know that E911 service is unsupported.

1.9.1.14. Saurbabh Bhasin: I’m worried about abuse of the medium.

1.9.1.15. MikeM: Cellular worked the whole protocol stack, so E911 implementation was easier.  If we do end up solving problem in 802.11, it will probably be necessary to have the help of WiFi, and perhaps TGu.

1.9.1.16. Joe Epstein: Is there a way we can find the answer to whether we can actually do this?

1.9.1.17. Darwin: “u” is concerned with working with other networks.

1.9.1.18. BobMiller: AT&T has been working on E911 and CALEA and could bring some contributions to bear here.

1.9.1.19. PatC:  Let’s conduct a straw poll…

1.9.1.20. “Does the TG believe that the E911/VoIP issues with 802.11 listed in 11-05-0014-01-000v-e911-support should be considered as a problem to solve in TGv, with the understanding the TG would only try to address the 802.11 MAC-specific issues for E911 support with VoIP over WLAN?”

JoeK:  I propose we wait until the joint “u” meeting is complete as we can discuss this further.  We should withdraw the straw poll. 

1.9.1.21. PatC: We shall revisit this then…  Let’s have the next presentation

1.9.2. Presentation of Document Number  05/732r0

1.9.2.1. Presentation 05/732r0, Tim Olson ”Client Management Protocol”  Document covers a framework to simulate thinking for services like dynamic channel selection, power saving, etc.    Today what we define as MIB entries that drive or report some functionality.  There’s nothing that actually specifies how you access the information.  SNMP is OK, but may be too simple.  Heavy-duty interactions could tax it’s capabilities.  Is there anything beyond SNMP-like techniques?  TGk started to do something like this, and so created a generic measurement request/report framework built on “h’s” action frame.  It tried to force-fit some capability in there, but it really needs a better solution.  The contribution covers architectural considerations, as well as impacted frames, processes, and wired-side connections.  Suggestion: create MLME-MGMT-REQUEST, RESPONSE, and ACTION, with  new action categories for management request and response.

1.9.2.2. [discussion/questions]  Isn’t there already a request and response in action categories?

1.9.2.3. TimO: Yes but this one is specific.

1.9.2.4. [Unknown] Isn’t there a generic action-response construct?

1.9.2.5. TimO: not to my knowledge.

1.9.2.6. Darwin: Why create a specific mechanism when the action is just to act on a MIB variable?

1.9.2.7. TimO:  We have an interface, but we have limited to layer-to-layer communication not over the air.  We could run SNMP in each end, but the intent here is a general framework.

1.9.2.8. SimonBlack: There are very few management frame sub-types.  This would provide a wider range of differentiation.  “e” added some, “k” added more.  Here you’re adding a few more?

1.9.2.9. TimO: Yes.

1.9.2.10. SimonBlack: In “k” we added a statistics measurement function, and had the “SNMP or not to SNMP” question.

1.9.2.11. TimO: I see how SNMP could work, but I’m unclear how SNMP agent would be implemented.  There is actually no way to be guaranteed that one can use SNMP to retrieve an 802.11 MIB.

1.9.2.12. KevinHayes: I don’t like the idea of burying an SNMP agent in a NIC.

1.9.2.13. Darwin: SNMP over Ethernet might be a solution.

1.9.2.14. RichardPaine: access to MIB requires an OS.  You may not be able to do measurements fast enough using SNMP.

1.9.2.15. PatC:  My customers want a method of easily managing their equipment and systems.

1.9.2.16. TimO: I am not necessarily advocating this approach, simply offering a suggestion.  

1.9.2.17. PatC: We have to get boundaries in place regarding what information is passed and how.  It’s not easy to see how SNMP can control driver behavior. 

1.9.2.18. Darwin: You don’t want to authenticate before managing MIBs?

1.9.2.19. TimO:  For some things yes, for some things no.  Now we are talking about partitioning things.

1.9.2.20. PatC:  How is this different from “k”?

1.9.2.21. Darwin: This goes back to building “systems” that work, however we are conditioned to make “equipment”.  I understand the desire for this, but think we need to be careful.

1.9.2.22. JoeEpstein:  The point is we have to carefully partition Layer 2 functions.  

1.9.2.23. SimonBlack:  In “k” we were worried about putting an SNMP agent in every client just to get a few values.  If you want to control anything in the MIB, that’s a different issue.

1.9.2.24. KevinHayes:  We’re at the stage where these things aren’t well defined yet.  An extensible thing is desirable.   

1.9.2.25. Tim Olson resumes talk with representative flows and frames. GetRequest, SetRequest, Event, SWDownload are made possible using this framework.

1.9.2.26. PatC: Let’s conduct a straw poll:  “Do we believe that TGv should define a framework to allow a STA  to extract and provide information from another STA, which could be useful for load balancing, pushing configuration retrieving statistics, etc.  TGv would have to identify the specific managed elements that are of interest.

1.9.2.27. This would allow for client management without any reliance on an SNMP client or agent on the STA.”  

1.9.2.28. 20 yes, 5 against.

1.10. Closing

1.10.1. Recess

1.10.1.1. PatC: It’s time for the break, so we must close this session.  Is there any objection to recess?  None.

1.10.1.2. Recessed at 1530 hours.
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