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Insert the following clauses after 8A.4.2

8A.4.3 Reservation over the DS

Reservation over the DS allows the TSTA to communicate with a TAP through its existing association (with the CAP). The TSTA transmits an Action frame containing the resource reservation and the BSSID of the TAP to the CAP. The CAP relays the Resource Request to the TAP over the DS. The TAP processes the resource reservation and responds to the TSTA by sending the resource reservation response through the CAP.

The resource reservation mechanism introduces a component called the Resource Reservation Service Access Point (RRSAP). The function of the RRSAP is to generate Resource Reservation frames and relay messages between the CAP and the TAP. 

The transport mechanism for the resource reservation request and response over the DS are out of scope of this standard.
 8A.4.3.1 Resource Request Service Access Point (RRSAP)

The Resource Request SAP resides in the SME on the Access Point and the STA and acts a termination point for Resource Requests over the DS. 

The ResourceRequest SAP configuration is given in Table 1 along with default configuration.

Table 1 ResourceRequest SAP configuration

	Configuration Item
	Value

	dot11ResourceRequestTimeout
	?

	dot11PendingResourceRequestLimit
	?


The Resource Request SAP resides on the AP has two functions depending on its mode of operation:

1. Respond to Resource Requests targeted to itself;

2. Forward Resource Requests to the TAP across the DS;

If the Resource Request SAP at the AP receives a resource request, it will interact with the MAC SME to process resource requests and respond to the requesting STA.

If the Resource Request SAP at the AP receives a resource request directed to another AP and the AP supports “over the DS” communications, the AP will forward the Resource Request to the target AP. The AP will track the Resource Request until it receives a Resource Response. The AP will maintain a timer while it waits for the Resource Response. If no response is received in the dot11ResourceRequestTimeout period, the AP will respond with a Resource Response to the STA indicating that the resource request has timed out.

The communications between the TAP and the CAP should be protected. The TAP and the CAP must reside in the same mobility to successfully exchange Resource Reservation frames. The RRSAP on the CAP must be able to transmit Resource Reservation frames to the TAP based on the BSSID of the TAP supplied in the FT Action frames.

The message flow for a resource request over the DS is given in Figure 2. The STA indicates the destination TAP BSSID as part of the FT Action frame. The RRSAP on the CAP encapsulates the action frame and supplies the TSTA MAC address in the Resource Reservation frame. 
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Figure 2 Simple message flow for over the DS resource request

8A.4.3.2 Resource Request/Response Frame Definition

The Resource Request frame is transmitted over the DS from the CAP to the TAP. The ResourceRequest could be transmitted using defined Ethertype and can be transmitted between Resource Request SAP’s on different AP in the same broadcast domain. For more complicated network infrastructures, the Resource Request/Response frames could use an IP tunnelling mechanism to transmit ResourceRequest and ResourceResponse frames.

The frame format for the Resource Request/Response is given in Figure 4. The Resource Request/Response frame contains version, type, and length fields. The destination MAC shall be set to the BSSID of the TAP for a Resource Request, and to the TSTA MAC for a Resource Response frame.

	Size
	Field
	Description

	1
	Protocol Version
	Must be 0x01

	1
	Packet Type
	0x00 – for Resource Request

0x01 – for Resource Response

	2
	FT Action Length
	Unsigned number representing the length in octets of the FT Action Frame field. 

	6
	Destination MAC
	The destination MAC for the request or the response frame. 

	Length
	FT Action Frame
	The contents of the frame will dependent 


Figure 4 Resource Reservation Request/Response Frame
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