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Append the Following text to definitions list in clause 3

3.57 Validated Neighbor: an AP that has either been explictedly configured as a Neighbor in the MIB, or learned through a mechanism like the Beacon Report and  confirmed through trusted mechanisms such as a secure Inter-Access Point Protocol (IAPP). 
7. Frame formats

7.4 Management Actions

7.4.2 Radio Measurement Action Details

Replace clause 7.4.2.5 with tables and figures included therein as shown: 

7.4.2.5 Neighbor Report Request frame format
The Neighbor Report Request frame uses the Action frame body format and is transmitted by STA requesting information in the Neighbor Report about neighboring AP’s. The format of the Neighbor Report Request frame body is shown in Figure k33.

	
	
	
	
	
	

	
	Category
	Action
	Dialog Token
	Neighbor Report Request Types
	SSID element

	Octets:
	1
	1
	1
	1
	variable


Figure k33—Neighbor Report Request frame body format
The Category field shall be set to the value indicating the Radio Measurement category, as specified in Table 19a in 7.3.1.11. 

The Action field shall be set to the value indicating Neighbor Report Request, as specified in Table k13 in 7.4.2. 

The Dialog Token field shall be set to a non-zero value chosen by the STA sending the measurement request to identify the request/report transaction. 

The Neighbor Report Request Types field shall be one octet in length and shall contain the subfields as shown in Figure k34.

	
	B0
	B1
      
                B7

	
	Neighbor TSF Information Request
	Reserved

	Bits:
	1
	7


Figure k34—Neighbor Report Request Types Subfield
· Neighbor TSF Information Request – When this bit is set to 1, it indicates the Neighbor TSF Information field, which contains the TSF Offset and the Beacon Interval subfields, may be included in the Neighbor Report.
· Reserved – Bit 1 – 7.

The SSID element is defined in 7.3.2.1. It’s inclusion shall indicate a request for a neighbor list for the specified SSID in the SSID Element.  ```````The absence of a SSID element indicates neighbor report for the current ESS. 

11 MLME

Modify clause 11.85 as shown:

11.8 Usage of the Neighbor Report 
A Neighbor Report is sent by an AP and it contains information on known neighbor AP’s. A Neighbor Report may not be exhaustive either by choice, or due to the fact that there may be neighbor APs not known to the AP. The Neighbor Report contents be derived from the MIB table dot11RRMNeighborReportTable. The mechanism by which the contents of this table are determined is outside the scope of this amendment, but it may include information from measurement reports received from the STA’s within the BSS, information obtained via the management interface, or the DS. 
11.8.1 Purpose of a Neighbor Report 
The purpose of the Neighbor Report is to enable the STA to optimize aspects of neighbor BSS transition. The Neighbor Report element contains information on APs, which the STA may use as candidates for a BSS transition. A Neighbor Report element shall only contain entries of validated neighbor APs of ESSs requested by STA in Neighbor Report Request.
Since the information in the Neighbor Report may be stale, it should be considered advisory; information obtained through a scan or other sources may also be considered, possibly overriding information in the Neighbor Report. For example, where information contained within a Neighbor Report is contradicted by information in the Beacon/Probe Response, the Beacon/Probe Response information may be considered; similarly, where information is available within a standardized security handshake (for example the 802.11i 4-way handshake), it may be considered. 

a. 
b. 

a. 
b. 
11.8.2 Requesting a Neighbor Report 


An associated STA requesting a Neighbor Report shall send a Neighbor Report Request frame to its associated AP. A STA may optionally include one or more SSID elements in the Neighbor Report Request if it wishes to receive information on neighbor APs for the corresponding ESSs. A STA shall not include any SSID element in the Neighbor Report Request if it is only interested in neighbor APs that are in the same ESS as the STA.

A STA that is not yet associated may send an Association Request frame with a Request information element containing the element ID for the Neighbor Report or the Neighbor Report w/ Neighbor TSF Information in order to request a Neighbor Report in the Association Response frame. If the Request element in the Association Request contains the element ID for the Neighbor Report, then the Neighbor Report in the Association Response frame shall not contain the Neighbor TSF Information in the Neighbor Report. If the Request element in the Association Request frame contains the element ID for the Neighbor Report w/ Neighbor TSF Information, then the Neighbor Report returned in the Association Response frame shall also contain the Neighbor TSF Information, if available from the AP.
11.8.3 Receiving a Neighbor Report 
An AP receiving a Neighbor Report Request shall respond with a Neighbor Report Response frame containing zero or more Neighbor Report elements. If the Neighbor Report is requested using the Request element in an Association Request frame, an AP receiving the request shall respond with the Neighbor Report in the corresponding Association Response frame. If SSID information elements are specified in the corresponding Neighbor Report Request frame, the Neighbor Report element shall only contain information from the MIB table dot11RRMNeighborReportTable concerning neighbor APs that are members of the ESS identified by the SSID element contained within the Neighbor Report Request. If the SSID Element is omitted the Neighbor Report elements shall contain information from the MIB table dot11RRMNeighborReportTable concerning neighbor APs belonging to the same ESS as the requesting STA. 
A serving AP shall include a TSF Information field in the Neighbor List Entry only if it is able to guarantee an accumulated error of ±1.5 TU or better on the TSF Offset subfield. The error budget (±1.5 TU) can be broken down as follows: 

· Delays by the measuring STA in transmitting the first bit of the Beacon Report after receiving the last bit of a neighbor AP’s Beacon or Probe Response (±0.5 TU). 

· Error caused by rounding to the nearest TU boundary when converting Neighbor TSF Offset from microseconds to TUs (±0.5 TU). 2

· Delays by the serving AP between reception of the last bit of the Beacon Report and transmission of the first bit of the Neighbor Report (±0.5 TU).

Abstract


This document presents normative text enabling a STA to optionally include SSID information elements in a neighbor report request frame in order to receive a neighbor report for neighbor APs of interest in a multi-ESS system.   This document is based on 11-05-0136-00-000k which was approved in the May 2005 interim  meeting.  This document further clarifies several comments that address comments dealing with lack of definitions. 
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