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Change the final paragraph of section 8A.1.2 as follows, adding a new figure, and renumbering the following figures:
Note that the PTKSA request and response as well as the SNonce and ANonce triggers The Fast BSS Transition Base Mechanism may be conducted either over-the-air as shown in Figure 121A, or over-the-DS using the FBT Action Frame, as shown in Figure 121B.
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Figure 121B: Base Mechanism over-the-DS
Change section 8A.3 as follows:

When a TSTA wishes to perform an Over-the-Air Fast BSS Transition without Reservation to a TTAP, the TSTA and TTAP perform the following exchange:

TSTA->TTAP: Auth-FT(FT, 0, SC0, TRIESTA, TSIESTA, RSNIESTA, EAPOL-Key-FT(0, 0, 1, 0, P, 0, SNonce, 0, 0, 0, 0, 0, 0, 0, 0))

TTAP->TSTA: Auth-FT(FT, 1, SC, TRIEAP, TSIEAP, RSNIEAP, EAPOL-Key-FT(0, 0, 0, 0, P, 0, ANonce, 0, 0, 0, 0, 0, 0, 0, TIE[KeyLifetime]))

When a TSTA wishes to perform an Over-the-DS Fast BSS Transition without Reservation to a TTAP, the TSTA and the TTAP (through the CAP) perform the following exchange:

TSTA->CAP: FT Action Request(TTAP, TRIESTA, TSIESTA, RSNIESTA, EAPOL-Key-FT(0, 0, 1, 0, P, 0, SNonce, 0, 0, 0, 0, 0, 0, 0, 0))

CAP->TSTA: FT Action Response(TTAP, SC, TRIEAP, TSIEAP, RSNIEAP, TIE[ReassocDeadline], EAPOL-Key-FT(0, 0, 0, 0, P, 0, ANonce, 0, 0, 0, 0, 0, 0, 0, TIE[KeyLifetime]))

If the SC returned by the TTAP is 0, indicating success, the TSTA continues with (Re)Association.
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Abstract


The final paragraph of section 8A.1.2 seems to say that the FBT Base Mechanism (which is required to be supported on all systems supporting FBT) includes the use of over-the-DS FT Action frames.





If this is so, then further text and another figure is needed showing the required behavior. Also, further text is needed in 8A.3 showing this over-the-DS behavior.





If this is not so, then the text in 8A.1.2 needs to be removed.





This contribution assumes the former, and provides the text to 8A.1.2 and 8A.3.
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