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Executive Summary:

Documents discussed:

1. Agenda of the TGu session (05/364r3)

2. Last meeting minutes (05/316r0)

3. Report of last WIEN session (05/302r1)

4. Terminology for TGu (05/333r4)

5. Assumptions, scenarios and scope (05/355r1)

6. Technical Requirement (05/279r10)

7. Draft response to IAB link indication ID (05/258r4)

- Two future teleconferences were approved for requirement document drafting

1. Monday Morning: (16th May 2005, 10:30 – 12:30)

1.1 Meeting called to order by the chair at 10:30am
1.2 
Review of the IEEE 802 and IEEE 802.11 policies & procedures

Chair went through the policies and procedures. The chair went through the patent ruling from PatCom.

1.3 
Approval of the last meeting minutes (05/0316r0)


The minutes were approved with unanimous consent

1.4
Approval of Agenda (05/0364r0)

The agenda is approved with unanimous consent

1.5
Review of last TGu session (05/0302r1)


Chair went through the closing report for last TGu session.
1. 6
Approval of Teleconference Minutes

1.6.1
April Teleconference Minutes (05/0339r0)


The minutes were approved by unanimous consent.

1.6.2
May Teleconference minutes (05/0363r0)


The minutes were approved by unanimous consent.

1.7
Liaison issues

Chair asked for volunteer for Liaison officer to 3GPP2


Question: What is the role of the Liaison Officer?

Chair: The officer needs to be a voting member of 802.11, and need to attend the 3GPP2 meetings. He/she needs to provide a summary of what other group is working on that may related to 802.11.

Comment: It is for the whole 802.11, not for a specific TG?

Chair: Yes. Just like Dorothy Stanley is doing it for IETF liaison. Will come back to this later this week.
1.8
Timeline review (05/049r1)
Chair: It is a bit optimistic. The plan is to review it on Thursday. The new timeline needs to be presented to the IEEE 802.11 WG chair on Thursday night. 
1.9
802.11 enhancements to facilitate L3 Interworking with other networks (05/402r0) Stefano Faccin
Comment: Would like to discuss this in the requirement draft review session. 
Chair: The requirement document discussion can be moved ahead, and relevant requirement can be discussed first.

1.10 Technical Requirement Draft Review (05/279r7)

Chair: The presentation in 05/402r0 is related to requirement 15.
Comment: The focus is on the issue of if we are on the same DS. First of all, it is not sure if this is in the scope of TGu.

Chair: We will discuss and sort out the requirement details first. Then, we will filter the requirements and decide if they are in scope.
Comment: What do we mean by same DS?

Comment: It means the same subnet.

Comment: It may not be the same subnet, e.g. if the VLAN is used. We are not sure how the operators want to arrange the network.

Chair: Does it help if we say, “e.g. VLAN”?

Comment: It is an architecture issue. Are we in the position to define if a DS is a subnet?

Chair: Not sure. We will need to sort this out.

Comment: The requirement is for a mechanism to inform the STA. To decide if it is in the DS could be the job of other entities in the network. How to make the decision is their problem. Here, the requirement is about providing the information to the STA.

Comment: We want to understand what the problem is about? What does it solve? It was brought out in TGr before. 

Comment: It is of the mechanism to inform the STA.

Comment: There is no problem about that. Issue is about the scope of the TGu.
Comment: The mechanism is good, but is there a mapping of what is DS? For a STA, what does a DS mean?

Comment: It is the same for IP. What does a subnet mean?

Comment: In the TGr PAR, the layer above LCC will not be affected. If the DS is equal to subnet, then, it is not LLC transparent, and not in TGr scope.

Comment: In TGr, it is about if it is in the DS.

Comment: If it is LLC transparent, it has to be in the same DS. It means in TGr, they are dealing with the same DS.

Comment: Not sure about that. Some solution proposed need to know if it has the reach of DS.

Comment: That falls in the definition of DS. To be LLC transparent has to be in the same DS.

Chair: What do we want to do with this requirement?

Comment: Have some problem with that. It is out of scope.

Comment: DS is not defined clearly, and the requirement should not mention “DS”. It is more of “if the STA has the right to connect to that AP”.

Comment: That is a different requirement. This requirement is from TGr discussion. It has nothing to do with home environment.

Chair: Do we want to clarify the “DS” in TGu or leave it?

Comment: Is the information necessary for L3 handoff?

Comment: It is for providing the information, not necessarily for L2 or L3.

Comment: This is really about 802 handoff, since we don’t know if it is in the same DS. It applies to TGr.

Comment: We should have information to differentiate if it is a L2 or L3.
Comment: What you like is a lot of information about if you moved to a new network. The information could be related to L2 or to L8. It is this “lots of information” that enables the STA to make a decision. This could be 802.11 independent. The general goal is a wish.

Comment: Network selection is a problem to solve. It is a bit different from that of this requirement. This is for moving from WLAN to WLAN.

Comment: Members of 802.11 are nervous about L3 and above.

Comment: Yes. It may sound a bit too strong.

Comment: It is not specific to the requirement.

Comment: Is the DS means same technology or different?

Chair: Change the requirement from “need a mechanism” to “need an indication”.

Comment: Also needs to change the notes for the requirement. 

The requirement is updated.

Comment: There should be a different requirement derived from the previous presentation (05/402r0). It is different.

Chair: We will review the extra requirement from the presentation.

Chair: Not comfortable with the term “mobility”

Comment: Change that to “whether selection of a different AP”. Also change the first part to “information is required”

Chair: Now updated the Requirement Draft to 11-05-279r8.
Comment: Is it referring to Inter-ESS?

Comment: It is specifically for Inter-ESS.

Chair: Is that TGr’s scope? 

Comment: That is not TGr scope.

Comment: It is a general L3 routing issue, not necessarily IP.

The sentence changed to “change of L3 routing and to allow..”

REQ 1 discussion:

Comment: “allow signaling” is not the first requirement. It is orthogonal. Is the “online enrolment method” defined somewhere? Is it an IETF definition?

Chair: It should be two requirements. The new requirement is set as REQ 27.

REQ 27 discussion:
Comment: What exactly does it mean by “use the network”? In web based method, L2 is open, but not L3. And, what does it mean by signaling? From whom to who?

Comment: Propose to change signaling to “allow indication”.

Comment: Do we need this? It is covered by REQ 1.

Comment: First requirement is about online requirement, and is not about network selection. This needs more discussion.

Chair: Leave it as it is now.

Comment: Which network are we talking about? There could be different network. It is applicable to the local network.
Change the sentence to “anyone can use the local network”.

Go back to REQ 1.

REQ 1 discussion:

Comment: Need to put in the notes on what are the enrolment methods we used here.

Chair: Should we decide which class this requirement belongs to?

Comment: It is too early to decide.

REQ 2 discussion:
Comment: We need to define what requirement is that, and we don’t know if we need a standardized mechanism. Also, it is not always the case for IEEE to decide. Sometimes, it is the market.
Comment: It is out of scope of TGu to define the mechanism.

Chair: Do you mean this should be left to the market to decide?

Comment: Could collect all the requirements, and pass to Wi-Fi.
Chair: We will send this document in a liaison letter to Wi-Fi.

Comment: How to define what is to be standardized, and what is to be certified?

Comment Wi-Fi certifies a small part of the 11 standards. Now, Wi-Fi is also starting to do a bit of standardization.

Comment: May be this could be passed to Wi-Fi.

Comment: At least, we should let Wi-Fi know what the problems are.

Comment: But, if it is not standardized, the STA cannot work.

Comment: A particular mechanism is out of scope of TGu.

Comment: Is that an 802 architecture issue?

Chair: No.
Comment: Is this saying that Wi-Fi solution has a lot of problems, and we suggest them to do something else?

Chair: We just write down what we see the problems are, and we will decide if we will take that as a problem for ourselves. 

Comment: Need to send this list to Wi-Fi Alliance.
Comment: The Wi-Fi Alliance UMA mechanism is poorly defined. The WISPr is depleted.
Comment: What happened to the “come from” column?
Chair: It was decided to remove it, during the May teleconferene call, so that the external bodies will be encouraged to look into all the requirements, when we send them a liaison.
Comment: IRAP has something related to this.

Chair: Mike Moreton has added some later requirements related to IRAP. We will include them on the liaison list.

REQ 3 discussion:

Chair: Need to refer to the scenario document for this requirement (05/355r0)


Comment: What is SSPN?

Chair: It is the Subscription Service Provider Network. We are trying to avoid those overloaded terms, e.g. Core Network, etc. Some of the terms are purposely defined again.

Comment: Is the mechanism a one way function or it is a bi-directional function?

Chair: We haven’t defined its directional aspect. What do you think about it?

Comment: If SSPN has a long list of information, you may not like to have all of them sent.

Chair: Do we need to write this in the requirement?

Comment: If we don’t give guidance, it may not be implement able.

Comment: Also, what does “scalable” actually mean?

Chair: This should be noted down.

Session recessed for lunch.


2. Monday Afternoon Session (16th May 2005, 13:30 – 15:30) Joint Session With TGp
Meeting is called to order at 13:30.

2.11
Presentation of TGu Activities, Stephen McCann (TGu Chair)

Document 05/333r4 is the Terms and Definition Document for TGu.


Document 05/355r0 is the Scope and Scenarios Document for TGu.


Comment: What is SSPN?

Stephen (Chair): It is the Subscription Service Provider Network, purposely defined in a new manner so that it is not polluted by other organizations.
Comment: The two diagrams are not two different systems, are they?

Stephen: No, they actually show the data and control paths for the same network architecture (configuration).

Comment: Are you dealing with all the protocols for the AAA, SSPN, etc?

Stephen: We only define the architecture for the discussion. TGu will just work on the interface between IEEE 802.11 and the external; network.  For example, we don’t define what TOE is exactly, as it’s just some distant entity within the external network.
Comment: Is that the CN?

Stephen: In certain cases, yes.

Comment: What is the difference?

Stephen: In a 3G system, it may not be the CN as defined in MIP term, for example, it could be a GGSN. As far as 802.11u is concerned it’s not important.
Document 05/279r7 is the Technical Requirement document for TGu

Comment: What is the application of this? Can you give an example?

Stephen: At the moment, we are thinking about the laptop case, e.g. if you have a 3G account, and you go into a convention center hotspot, you want to know if you can access your home server, but you don’t want to know that only after it has finished the authentication process. Also, you would like to know what kind of service this network can provide you before you connect to it.

Comment: Why it is so important before connection?

Stephen: Some operators feel it is the issue to be solved at the 11 side. 

Comment: Currently 802.11 doesn’t provide any way to automate that.

Comment: The requirement is quite similar to what TGp has. 

Stephen: That is the purpose of the presentation, to give people a view of what each group is doing.

Comment: Do you see this to be excluded for the mobility environment?

Stephen: Currently, we avoid the mobility and roaming.

Comment: What is mobility, and roaming?

Stephen: For example, move from one service provider network to another service provider network. That belongs to 802.21, and relates to TGr.

Comment: How you know if you can connect to your home network?

Stephen: This is more of a cold boot situation. We are not looking at the roaming yet.

Stephen: We have a working agreement with 802.21, that when they find any media specific issues within their proposal, e.g. 802.11 alignments to the 802.21 model, 802.11u will be the group to deal with that issue in 802.11.

2.12
Presentation of TGp Overview, Lee Armstrong (TGp Chair)
Comment: Did you talk to the IEEE 802 Architecture group about the MAC address issue?
Lee Armstrong (Chair of TGp): The MAC address is local.

Comment: Can the MAC address be guaranteed to be not duplicated?
Comment: It will be managed locally, with local bits to help.

Comment: Do you intent to use 802.11i?

Lee: Yes. But it doesn’t do what we need. There were a couple of earlier presentations about that.

Lee presented the TGp Operational Overview (Document number is not available yet)

Comment: How do you prevent spoofing of the data?

Lee: That is covered by IEEE 1556, security committee to do that.

Comment: Who is signing the data?

Lee: The transmitting device.

Comment: Each one will sign the message that it is sending, and the receiver will authenticate the message it received.
Comment: Can you prevent replay attach?

Lee: That is covered in the security architecture. There are different aspects of the security issues.

Comment: Is the interference addressed at L2?

Lee: There is different approaches, e.g. licensed band, control channel, etc.

Comment: Would like to hear more about the implementation of this (in-vehicle network).

Comment: For scenario 3, the NEMO protocol from IETF is used.

Lee: It is out of scope of 11 (to solve general routing), and even out of scope of IETF.

Comment: Do you think these APs will be able to support MIP?

Comment: It is the MN (Mobile Node), HA (Home Agent), and CN (Core Network), that are involved in the NEMO protocol.

Stephen (11u chair): How does this fit into 802.21?

Comment: Not sure about this now.

Stephen: Do you have any relationship with TGr for the mobility aspects?

Comment: Very interested in that, but haven’t talked to TGr about it yet.

Stephen: In TGu, the mobility part is avoided, as 802.21, TGr are covering different aspects of that.

Comment: The definition of the QoS for the mobility could fit into that.

Comment: Is NEMO meeting the requirements?

Comment: Not really the intent to introduce NEMO in a universal terminal, due to the overhead. It will only apply to the local network.

Comment: Does the handoff have any impact on the mobility?

Comment: NEMO chairs are involved in 802.16. So, they should be aware of the issues.

Comment: For 802.11, the handoff will incur a delay. Does that delay affect the IP?

Comment: We haven’t seen many applications yet, and internet doesn’t really have QoS guarantee.

Comment: So for this, it is just using the local MAC, and would not be carried across the internet.
Stephen: From TGu point of view, we are trying to get the connection in scenario 3 before the Layer 2 (L2) connection.

Comment: The requirement from TGu would be if the AP can support it.

Stephen: If this is MIP (MobileIP), then this issue belongs to 802.21. However, if indication is required at L2, we can address that in TGu.

Comment: Would need some indication, as to whether the AP can support that.

Stephen: Is that in the beacon?

Comment: It needs something from both the MR and the AP.

Lee: Lots of things going on in 802.16 fit into this. Would like to come out with a strategic plan to work together to avoid duplications.

Comment: 802.16 needs some input from this group, together with 802.20 and 802.21.

Lee presented the IEEE 1609.3 overview.

Stephen: Is this assuming that every WAVE device has an authentication certificate?

Lee: Yes. 

Lee: The control channel will announce the information about where the service is available.

Comment: Is the certificate issued by the device?

Comment: The certificate is issued by the manufacturer of the 11p conformant device. The final solution is still under development. There are several proposals being evaluated.

Comment; How is the IPv6 goes across the IPv4 cloud?

Lee: Through the gateway.

Stephen: Possibly through a tunnel?

Lee: Yes.

Stephen: Would this make the beacon large?

Lee: Yes.

Stephen: Would you segment the beacon?

Lee: No. It will be within the range of the beacon size.

Comment: Most functions are at upper layer. What is needed is minimum set of primitives to support that.

Lee: Not going to include all the functions in the 802.11. The WME will get the message when the MLME find out that it is a message for WAVE.

Stephen: I think that 802.21 has an identical solution to this.

Comment: It is unique here, because of the time limit. It is impossible to have a system for peers to discover each other.

Comment: It is to have the MAC to provide the mechanism, but not the semantics.

Comment: Yes. Just provide the fields, but not what is inside.

Stephen: Yes. Similar thoughts in TGu.

Comment: How much information do you need?

Comment: It is different. Earlier presentation showed about only 8 bytes for TGu.

Comment: In that case, there is no need for a large space, or probably not even the security.

Stephen: We can harmonize on the basic way to handle or amend the beacon.
Comment: How may of these bits needs to be in the beacon itself? Security?

Lee: Yes. Security fields needs to be in the beacon.

Comment: Need to have signature in the beacon.

Comment: The time limitation would require the information to be there. 

Comment: Also need to talk to TGw about management frame protection.

Comment: The information element added by the WAVE is signed, but the rest of the frame is left open.  We are not trying to address the general beacon protection. There is a bit overlap here, but this piece of work started earlier than TGw. 

Lee: Most of the problem cannot be solved within the scope of 802.11.

Comment: There are many service discovery protocols. There are plenty solutions doing the same thing. Some may not be specific for TGp, and could also extend to other applications.

Comment: We are not excluding that. It is written in a way to support generic service.

Stephen: What is TGu trying to do is to have the beacon solution generic to suit for any 802.11 service.

The IEEE1556 overview is presented.

Comment: In the draft of 802.11k, there is location information based on an IETF RFC for STA to request it from another STA.

Comment: We are doing a bit different here. Sender will send and sign location information, and the receiver will also use its own GPS to generate location, and verify if it is within the proximity. And replay could be prevented since the location test will fail. Cannot use 802.11k here, since this is not a request and response. It is more of authentication.
Comment: For 11k, it san support authentication.
Comment: Here, everything is going into the beacon. So, we don’t do that separately.

Comment: In a tunnel, GPS doesn’t work. But 11k can work.

Comment: 11k is not doing that in the secure manner. In the tunnel, external GPS could be provided to the OBU. The OBU will apply a filter to select the best beacon it receives. The mechanism is to make it harder for the attacker to launch an attack.

Stephen: We will discuss those commonalities in the mailing list, and we shall have another joint session in San Francisco. 
3.
Tuesday Afternoon Session: (17th May 2005; 16:00 – 18:00) Joint Session with IEEE 802.21
Meeting called to order by the chair at 16:00.

3.13
Response to the IETF IAB link indication draft (05/283r4) Dorothy Stanley

Ajay (802.21 chair): Should add the location of the September meeting to the liaison.

* Motion: Move that IEEE 802.11u approves the liaison document 11-05-0283-04-000u-liaison-to-ietf-from-ieee802-11-and-ieee802-21.doc and request the IEEE802.11 WG to approve and forward it to the IETF.
Mover: Stephen McCann

The Motion passed with unanimous consent.

TGu voting members present: 20

* 802.21 motion:

* Motion: Move that IEEE 802.21 WG approve the liaison document 21-05-0258-04-0000-liaison-to-ietf-from-ieee802-11-and-ieee802-21.doc and forward it to the IETF.

Mover: Ajay Rajkumar

Motion approved by unanimous consent.
3.14
Presentation of the TGu Technical Requirements (05/279r8) Stephen McCann
Start with the requirements, specifically related to IEEE 802.21


REQ: 21 discussions:


Comment: Were these requirements discussed in the IEEE 802.21 at the last meeting?

Stephen: No. That is why it is brought out today. It is from a TGu member who reviewed the 802.21 group’s documents.

REQ: 22 discussions:

Ajay: What 802.21 will do is when the proposal becomes a baseline, and depends on what are the requirements for the individual technology, and we will send the formal requirement.

Stephen: Our intention in TGu is to finish the list of requirements by this meeting, or San Francisco, and sent it out to different groups as a liaison for them to review (including 802.21). There will be formal liaison process before we move forward.

Ajay: Your first time of the review will be SFO?

Stephen: Yes. Although since the relationship with 802.21 is closer, you can see a draft version of it earlier now.

REQ: 21 discussions:
Comment: Do you need to mention broadcast here? Should it be requirement instead of solution?

Stephen: Yes. It is because the person writing this requirement had 802.11 beacons in mind. Agree we should make it more generic.
Ajay: Would you like to go through any of the other TGu requirements?

Stephen: Ok.

Comment: Which requirements are from which group?

 Stephen: TGu members have reviewed 3GPP/2, Wi-Fi, 802.21, IETF, GSMA, IRAP, etc. and we are placing all the requirements on the table. We will go back to decide if those are in scope or not, at a later point.

REQ: 1 discussion:
Ajay: a general comment, in 802.21 we talk about information services, it contains quite a lot of things. E.g. we have cost in the parameters. Since 802.11 would be providing ability to get information services, would REQ 1 be a subset of that information service? Otherwise, it would be a parallel way to do things.
Stephen: Yes. It could be a subset. We want to have one solution for both 802.11 and 802.21. That is why it is reviewed here. E.g. for REQ 19, it doesn’t say how, but it could be information passed using the information services. You may feel that from 802.21 point of view that fulfills the issue about 802.21 providing charging to media specific technology.

Ajay: If it is a subset, 802.21 can classify some requirements that 802.21 had provided.

Stephen: Yes. You are free to modify our requirements in that way.

REQ: 6 discussions:
Comment: Would it be suitable to have a security portion in most of the requirements?

Stephen: Could write down, but, not sure if that is in the scope now.

Comment: Is there any statement about reliability, or authentication?

Stephen: Currently, intent to use existing security for the moment. Will check it further later.

REQ: 10 discussions:
Comment: It is a requirement for all the others to meet?

Stephen: It is a nice to have feature. We haven’t defined the details.

Comment: Need to understand what is the implication of this, to be useful. Otherwise, it is an empty requirement.

Stephen: Yes.

REQ: 11 discussions:
Comment: Is there relationship with the TGv?
Stephen: Not yet. We have a joint session with TGp and TGs. And in the future, we will have joint session with TGv and TGw.

REQ: 17 discussions:
Comment: Does it allow STA to be associated to different AP at the same time?

Stephen: This is to allow separate subscriptions to be connected to separate SSPN.

REQ: 24 discussions:
Comment: Why it is a requirement? Why should it be standardized?
Stephen: It needs to be debated in TGu. It has been discussed in 802.11 whether it belongs to 802, or 802.11, or Wi-Fi.

Comment: Should have a table for the mapping, but which part is to be standardized?

Stephen: This is about the mechanism. If the table is chosen, then, in TGu, we need to define that there should be a table provided. How to fill in the table is not in the scope.

Comment: Perhaps the requirement should read that some sort of mapping mechanism is available. Not in is “intended functionality”

Ajay: 802.21 will try to unify or harmonize. If 802.11 is to be compliant, it will provide the functions at the 802.11 level. 

REQ: 19 discussions:
Comment: Is the beacon advertised?
Stephen: At this moment, not thinking about how to do it. Just to put down the requirements. Beacon could be one way, but there could be other ways to do it. Cannot pre-empt those solutions.

REQ: 24 discussions:
Comment: This one comes from the PAR. That is because of 3GPP requirements. Need to go back to people, and to be sure about it.
Stephen: Even if people say that they want us to deal with QoS, we may still deem it out of our scope. It is subject to discussion in our group. 

The session recessed until 19:30

4.
Tuesday evening Session: (17th May 2005; 19:30 – 21:30)

4.15 
Network Selection Issue with virtual AP (05/383r0) Frans Hermodsson
Comment: Do we have the solution allowing STA to query roaming id, or agreement id? Would that cover, e.g. a domain id? Then, they will return a much smaller list, or just one id.
Frans: That is a good idea.

Comment: There are two problems here. The idea of a unique domain works, but it doesn’t provide much information as if your company is part of roaming agreement. If you can guarantee that, it is authentication domain. There are also solutions in the proposed IETF Adrangi draft. Also, you may have an alternative id to use, and you need to find the proper authentication mechanism to use.
Comment: Only works with cellular type of large company roaming agreements. For WLAN, it could be small hotspots.
Comment: Is this issue only for user/password case. Or it is for the visited network type of roaming?

Comment: Is there a difference between that?

Comment: If there is only one network behind, then, the SSID doesn’t matter. The thing matter is what network is behind the WLAN.

Comment: To do that, you have to solve this issue first. The only solution for the STA to associate is to find out the SSID to connect to. To STA, it the same as different APs. Lots of query will bring the network down. It is for the STA to find if it can connect to it.

Comment: It will bring chaos when there are lots of VLANs. 

Comment: It is to take out the burden of the STAs to have a long list. It is the network’s burden.

Comment: If we can find out the network behind, it doesn’t matter. If you authenticate with that network once, you can get the information. 

Comment: The STA can send a request, e.g. using the format of mnc.mcc... etc, so that the network can decide to tell you what are the SSID to use.

Comment: The problem is that the list is too long, and the burden to the STA is too much.

Comment: Another problem is that we indicate roaming by using the SSID. There are some documents showing the same question, but in a more generic way.

Comment: How to make it general?

Comment: Only need to check if that the subscription I have can connect through the network.
Comment: Should be possible to discover if roaming is supported without checking the SSID. The ultimate solution would be just use only one query.

Comment: The basic AAA will configure a mechanism that allows you to go one server and check what is the supported. Not necessary to configure the AP itself.

Comment: Perhaps check the CAPWAP work, as only authentication will involve the AP to make use of RADIUS.

Comment: This also relates to REQ 8.

Comment: The multiple SSID solution/implementation is happening now. And, now we have that problem to solve. It is different from this requirement.

Comment: It has nothing to improve the solution today.

Comment: If this provides a better solution, we don’t have to improve.

Comment: It is a different requirement.

Chair: Do we want to mention the term “SSID” or make it more generic? Are we preventing a specific solution?

Comment: We don’t mention the term “SSID”. It is more about reducing the signaling.
Chair: Do we want to amend REQ 8, or add a new requirement?

Comment: That is a different requirement. This is to find out the roaming agreement. Nothing to do with multiple authentications. 

Comment: Is that related to REQ 3?

Comment: Suggest have a requirement about the network selection, and the rest of the relevant requirements can hierarchically refer to each other. 

Comment: The ultimate goal is to decouple it from SSID.

4.16
Requirement draft review (05/279r8)

Chair: any comments on scenario document?

Some discussion in the Mailing List was presented.

Comment: How is that related to the TGu? 

Comment: It may affect the interface at the STA. E.g. if multiple concurrent authentications are allowed; does the current 11 interface at STA support that? Is there a difference that the multiple authentications use the same subscription profile or different profile?

Comment: Yes. That is related. Currently the 802.11 interface doesn’t allow that. It may require changes to 802.1x state machine.

Comment: suggest removing this reference in the scenario document.

REQ 4 discussions:

Chair: Should this be merged into REQ 3?

Comment: No, as it is slightly different.

REQ 6 discussions:
Comment: It is similar to that old WEP support. It is up to the STA to decide if it wants to associate with it. 

Comment: Something is missing here.

Comment: It doesn’t apply to the EAP based method, since the EAP is end to end.

Comment: Should the AP indicate what kind of credential it expects?

Comment: It could be that the STA sending the credential anyway even it is not needed?

Comment: It is similar to the REQ1.

Chair: Yes. It is covered in REQ1.

REQ 8 discussions:
Comment: The wording is not clear.

Comment: Could it be different authentication methods for different SSPN?

Chair: It could be different methods for different SSPN, as mentioned in earlier requirements.
REQ 9 discussions:
Comment: Mechanism should be “functionality”.
Chair: OK, I’ll update all the references to “mechanism” to “functionality” in the document.

REQ 10 discussions:
Chair: Comments from 802.21 is that it is not specific.
Comment: It is an objective, and it should not be in the requirement.

Chair: Ok, let’s remove it.

REQ 11 discussions:

Comment: What is really to be gathered?

Comment: It is the actual usage.

Comment: But if you reserved the TSPEC, even if you don’t use it, the resource is still reserved. 

Comment: it should be “byte and time” account.

Comment: Is this in the scope of 802.11? (Sending information to the SSPN)

Comment: Does it belong to the AP?

Comment: It could be part of AP, but not really 802.11.

Comment: Is AP automatically part of the 802.11 standard? To fully define the AP functionality is a goal, so that we have one unified access technology. Otherwise, we will have DSL AP, cable AP, etc…

Comment: How does the RADIUS interfaces with Layer 2?

Comment: There is no where for the accounting. Which information should be defined, how to generate that is implementation specific. And what information is to be defined should be IETF RADIUS work.

Comment: Should this be forwarded to RADIUS?

Comment: Should forward this to IETF and ask for extension of RADIUS.

Comment: Should we define a container for accounting information or should it be the accounting information?

Comment: Define the accounting information.

REQ 12 discussions:
Chair: 802.1AL doesn’t impact this at all since it is a different issue (according to Jon Edney)

Comment: 802.1AL doesn’t satisfy this requirement, but they are doing something that may impact this, and should be monitored. 

REQ 13 discussions:
Comment: What level of address anonymity is needed?
Chair: In the hand shake process, the MAC is transport in clear. And if that can be mapped into the identity, it may have an issue. In cellular, it is using the TMSI which is a temporary ID.

Comment: But for the first time authentication, the cellular also uses the IMSI.

Chair: Yes. It is not perfect in cellular, but in WLAN, there is nothing even like that.

Comment: There is a requirement in TGp regarding that also.

Comment: Should we mention this is also a requirement in TGw?

Comment: Is this providing protection for eavesdropping or the system?

Chair: It is more of the human rights, so that people will not be able to track your location. It is for the privacy purpose. 

Comments: It is mainly for the eavesdropping.

Session recessed until Thursday 08:00am.

5.
Thursday Morning Session: (19th May 2005, 0800- 1000)

5.17 SMA (Secure Mobile Architecture) Demonstration (05/373r0) Richard Paine

Comment: HIP is all directory based?


Richard: It is a virtual directory. Could be a database to be downloaded.


Comment: There is a center point controls. If that changes, how would end point know?


Richard: It is part of the HIP software. The MN needs to update the DNS when it moves.


Comment: How would the other end know?


Richard: The other end needs to query DNS.


Comment: So the DNS sits in the wire all the time? Like a router?


Chair: Have you talked to 802.21 about the mobility, since we are not handling mobility here?

Richard: Just want to introduce the concept here, and will come back with what we need. This is a background about why we need it.

Chair: Do you have any plans to give this demo to 802.21? It should be useful.

Richard: yes. Will do that.

Chair: Please come back with specific issues. It would be great.
5.18
Requirement Draft Review (05/279r9)

REQ 13 Discussion:


Comment: Is .11w mentioning about this? Why it is in this group?

Chair: It is brought to this group by Jon Edney, 6 months ago. And now, TGw is looking into that. We may just transfer this to TGw.

Comment: We need a justification for this requirement.

Comment: There is a reference to that. 

REQ 14 to REQ 22 Discussion are reflected in the updated requirement draft notes:

REQ 23 Discussion:


Comment: What are SAPs?

Comment: It sounds like an interface into 11 to do special things. It is a tight integration with 802.21 and 11. 

Comment: Is this close to 802.1AM?

Comment: yes.

Action Point: Andrew will bring this to the general reflector for the 802 Architecture (A) SC discussion.


REQ 24 Discussion:


Comment: Is this an issue from 802 A SC?


Comment: Yes.


Chair: Maybe it is out of scope of TGu.


Comment: Yes. Don’t understand why TGu is doing this.


Chair: TGu just provide the container, not mechanism to carry out that.


Comment: Is that an indication of end to end QoS?


Comment: 3GPP is looking at the end to end QoS.


Comment: it is hard to do that in the access network.

Comment: This is one of the core ideas of TGu.  It needs to allow external networks to know what the 802.11 network is capable of.

Chair: So, it is bi-directional. Not only to the STA, but also goes to external.

Comment: This also impacts other layer QoS. E.g. If L2 cannot support it; you would request so much QoS on upper layer.
Comment: It could be split into the two requirements. Each in one direction, e.g. to the STA and to the external network.
REQ 25 Discussion:

Comment: It is in the direction of the RADIUS, or Diameter?

Comment: Is it covered?

Comment: Yes. But not sure how RADIUS conveys this to the network.

REQ 27 Discussion:

Chair: Need some off-line work on this. Will send e-mail to TGu after this meeting.
REQ 28 Discussion:

Comment: Add a reference to 383r0

Additional Requirement Discussion:
Chair: It is covered in earlier requirement.

Comment: Need to check if the existing requirements can fulfill all the details.

Comparison criteria:

Chair: Need to add in more criteria before the SFO meeting.

Chair: Will put some information on the reflector to start the process. Still it is too earlier to discuss it in this meeting. 

REQ 14 Discussion:

Comment: The Rogue AP is not defined. You need to define something in the term document. There are alternative terms: e.g. rogue, free agent, evil twin, etc. Darwin Enger will provide some definition for that.

The requirement document is revved to r10, and will be uploaded to the server.

Scenario and assumption Document (05/355r0)

Chair: Will introduce an overview section to provide a concise objective of TGu and goals.

It will be revised to 05/355r1.

Comment: Will add a figure to show more advanced services.

Comment: The annex will be removed, and incorporated into the text.

Comment: Will put into the assumption section.

Session recessed till 10:30 

6.
Thursday Morning Session: (19th May 2005, 1030- 1230) 
6.19 
Joint session with TGs (10:30 – 11:30)
Stephen (11u Chair) gave a brief review of the terms and definition document (05/333r4)

Stephen presented the scenario document (05/355r1)

Stephen went through the latest TGu requirements doc (05/279r10) 

Donald Eastlake (TGs Chair): Mesh also need to send the indication about if the mesh is supported. 

Stephen: Is there a requirement in TGs for that capability

Donald: Yes. It is a discovery capability.

Stephen: We will define a superset of what TGs wants to have. Need some harmonization here.

Donald: Mesh needs multiple gateways, but even for a single AP, it can still connect to multiple networks.

Stephen: Is this sort of thing useful in TGs.

Donald: Think so.

REQ 7: QoS

Donald: You may want a higher layer description of the service.

REQ 14 Discussions:

Donald: This is something TGw is working on.

Comment: There are different types of rogue APs.

Stephen: Need to talk to TGw.

Comment: There are different deployment cases, which is why the term should be expended to cover all cases.
REQ 17 Discussions:

Stephen: Is this similar to what mesh trying doing?

Donald: Mesh is too earlier to decide that. Mesh is trying to decide if traffic is authorized to go through certain gateway.

Stephen: Any definition for gateway?

Donald: Could be called portal... Connect to something that is not an 802.11 Mesh. Two different gateways: to non-802.11s mesh and another connect to non 802 networks.
Stephen: What entity connects to 802.15.5 mesh?

Donald: It is one of those portals.. The 802.15 Mesh is not relevant to our definitions.
Stephen: Our gateway in TGu is close to your portal.
Donald: Similar at the lower layer

Stephen: Ours is trying to do it in a generic way. The Mesh portal is a specific instant of out gateway.

Comment: About QoS, it extends to what your QoS settings. The network will not say how to change that QoS in the middle of the session in that model. Things change in the network, similar to mesh, when network comes and go. Are there ways to twist QoS from both end nodes or network dynamically?
Stephen: Yes. Sure, some thought has been done, e.g. some IETF group. The problem is whether if it should be TGu to handle it. We only need to provide the storage type, but not the exact functionalities. The functionality should be dealt with in 802.21, since it is more of an 802 level issue, not really specific to a media type.

Stephen: In TGu teleconference will refine this requirement and filtering for in/out scope. Will probably generate a LS in SFO to 3GPP/2, IETF, etc, to ask them to comment upon these requirements. 
Donald: TGs doesn't really have requirement for TGu now, but TGs will ensure it doesn't mess up what you are trying to do. TGs specific mesh portal. And could be also collocated with 802.11 portals.

6.20
Liaison Issues
Chair: Does the group think that the requirements document is suitable to be sent out by LS (Liaison) now, or later in the year?

Comment: It is a bit too earlier.

Action Point: It maybe a bit early for a Liaison, and hence delay until SFO (San Francisco). Will put this down as a discussion point in our teleconference agenda.

In SFO, perhaps we should arrange a joint session with 802.1 and 802.16

6802.21
Teleconference requirements:

Chair: Do we need one or two?

Comment: Two is good.

Motion: 
First Teleconference time set as:
2pm GMT 14th June (10am ET; 1400 UT)

Second Teleconference time set as:

2pm GMT 29th June 2005 (10am ET; 1400 UT)
Comment: need to make the requirements more understandable to external bodies. May need to merge in the scenario and terms document, and also need to picture the different areas.
Chair: Yes. Need to do that.

Comment: Other group may be confused since the document is not clear.
Stephen: Good to bring this to one of the teleconference.

Comment: Do we want to generate the LS to 3GPP2 now.

Chair: We are still a bit too early and we need to get the requirement more stable.  Currently aiming for SFO.
Comment: Requirement review and classification should be done. (Which ones are out of scope?)
Chair: Yes. I’ve modified the future items list to also include classification.

The Teleconference time is approved with unanimous convent.
6.22
Timeline document discussion (05/049r1)
Chair: I think it is too early to talk about proposals in September 2005.  We should call it informal proposals.
Comment: If we get an answer to any of the liaisons, we may need to update the supporting documents.
Chair: Let’s put that in the September list.

Comment: Need to remove things from May that we didn't do.

Straw poll:

Are the TGu members happy with this timeline?

For:    
9

Against:
0 

Abstain:
1

6.23
AOB

Nothing

TGu adjourned until July meeting.
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