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 Comments #358 and #628
Declined.  TG11w has the charter and scope to secure action frames.  Both comments 358 and 628 “same as 358”.
Comments #378
Declined. 802.11i has been ratified therefore preauthentication definition should be considered part of the base standard.

Comments #1385
Declined.  If the current AP does not support pre-auth, then the AP that does support pre-auth in the neighbour list would not have the security bit set.  However, if it is reachable (another requirement) then it would be worth trying pre-auth if the STA could not hear the beacon to determine for sure that pre-auth was available.  If the new AP also does not support pre-auth then the security bit would be set.  From this inference we believe the suggested remedy is not necessary.
Comments #1386
Declined. The bit required for this purpose is  the keyscope bit

Comments #830
Declined.   The STA is aware of the current security capabilities and itself, so is in the best position to make the determination.  
Comment #1339
Declined.   When the security bit is used in conjunction with reachability, preauth, and the security advertisements in the beacon, it is not ambiguous what the security capabilities of the AP are.  Also, see comment 1385.  
Comment #1340

Declined.  The intent of the key scope bit is to imply the same Authenticator who’s function is behind a collection of AP’s that share the same secure PMK cache for example a wlan switch.  In this case all AP’s attached to the switch would have the same keyscope.   This is why it is needed.
Comment #1384
Counter.  Replace “supports” with “advertises”.  We invite the commenter to provide text for the list of capabilities that it should cover.
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Abstract


This document is the editor instructions to address the security comments from LB73.  
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