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Stephen McCann  (Chair, TGu)
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Mike Moreton

Cheng Hong

Proceedings:

Chair opened the teleconference at 09:00 ET.

There were no objections to everyone being aware of IEEE –SA policies.

Terms and Definitons document update (11-05-0333r3)

Eleanor: Initially, could Mike Moreton please summarize the scenario where the guarantor is in the proxy network again?

Mike:  In a roaming case where local hotspot doesn't know all the hotspot, but it has a roaming agreement with a proxy network. Even though local network doesn’t know where the service provider is, it can just authenticate the STA via proxy network. It could be the proxy network that actually authenticates the STA. 

Eleanor: But, the proxy network doens't have information about the user. 

Mike: The proxy network could be a roaming company. From the local network point of view, it cannot tell who actually authenticates the STA.

Eleanor: It is only the service provider network doing authentication.

Mike: There are situations, where in someways, the other network can authenticate the STA 

Eleanor: But in those case, is the guarantor any different from  an AAA proxy?

Mike: Need to think about it.

Eleanor: Need to treat it later. Will send a email later regarding this issue.

Mike: The question is when user authenticate to the network,can  it differentiate between being authenticated by the home network or proxy network?

Cheng: From this stardards point of view, we don’t need to differentiate.

Mike: The new term ‘guarantor’ is trying to avoid the differentiation. However, we need to allow people with different proposals to have a term to describe those relationships.

Stephen: A lot of these terms would be just for internal TGu debates, so they may not  be added to the final draft.  These terms are to ensure that all of us (in TGu) are talking about the same thing.

Sabine: The terms also affect the scenario document. Do we need to define a proxy network? Or, how many more networks behind that we need to care about. We need to decide if there is a proxy network. In the network selection, there may be different information to transport for UE (i.e. STA) to select (if there is proxy network).

Stephen: Is this about figure 1 in the scenario document?

Sabine:  Both figures 1 and 2.

Stephen: Can we leave this debate until Cairns?

Sabine: We need to either define proxy network or the guarantor network. It has the same
 path in the figures.

Mike, Eleanor: Not sure. Need to think more about it.

Stephen: Further question is WLAN same as IEEE802.11 DS? Is this related to the TGs definitions?

Stephen: Will come back to this in the TGu and TGs joint session in Cairns.

Sabine: Are the paragraphs in small text identical?

Stephen: Yes. It needs to be corrected.

Mike: A STA may have more than one user ID.

Eleanor: We are not precluding that.

Stephen: Would it be useful to mention that?

Mike: There could be multiple SSPs.

Sabine: Could the SSPN and SSP be placed together?

Stephen: Yes. SSPN should refer back to SSP. I will change it.

Sabine: On the definition of u-plane (user plane) and c-plane (control plane), there could be a situation where the control plane of the application is transported over the user plane. Maybe there should be a more generic term to define the term, since it is not only the user data goes via the user plane.

Stephen: Yes. So, it is basically non-AAA data.  I will change it.
Assumptions, Scenarios and Scope document update (11-05-0092r1)

Stephen: This provides an overview of the scope and what we are trying to do within TGu.  For the interests of time, discussion of this document will be left to the May meeting.

Draft Requirements Document update (11-05-0279r4)

Mike: The “derived from” column should be removed. It is not useful when we send this to external groups for review.

Stephen: First thought it was useful. Now, agree it may be redundant. Without that, we will force other groups to read through all the requirements. 

Eleanor: No objection to take it out.

Stephen: This column is also not common for other groups’ requirements.

Cheng: Maybe we can put a reference to the original document from which the requirement is derived , once this column is deleted, so that we can refer back later.

Sabine: Could use notes section to state what is behind that requirement.

Stephen: This will also force the other group to think about the requirements.

Sabine: Requirement 2 is only related to certain mechanisms, e.g. not related to EAP-SIM.

Stephen: We want to be generic.

Sabine: It may generate confusion.

Stephen: In general, we will expend this in Cairns to make them more meaningful to external bodies

Sabine: The requirements table color coding is confusing.

Mike: The color coding is from MSWord default setting.  There was no intention to color-code the requirements.

Sabine: We can leave the requirements section as it is, but should color code requirement class section in the same fashion.

Sabine: Is user enrolment in scope? User should already been enrolled with external network

Mike: This could be a STA interworking with an external network. Need more debates about it.

Eleanor: It is part of interworking. It is for establishing the relationship

Sabine: We need to make this clearer.

Eleanor: It is not for 3GPP type of operator. It is more for the other operators

Mike: More for the IETF defined online subscription types.

Cheng: Requirement 3 seems to be leading towards a multiple credentials case. The STA could have just one credential, and the requirement is actually for “a mechanism for the STA to find out if the network can support this credential or not”.

Mike: There are these two cases to cover. Only the last sentence is talking about the multiple credentials.

Cheng: Then, we could explicitly state the different cases, and state they should be both covered.

Mike: Will try to do some rewording about that.

Eleanor: Is requirement 4 out of scope?

Sabine: It is this supported by EAP?

Eleanor: It is supported by the Diameter.

Mike: This is only a requirement.  There may be existing solutions.

Stephen: When we send this to IETF, it is likely that those requirements could be removed.

Eleanor: Do you mean “authorization information” when you write “authentication information”?

Mike: Yes. It should be “authorization information” according to the terms defined.

Stefano: Please also replace “WiFi” with "Wi-Fi"

Mike: Will change the “authentication information” to “authorization information” in requirement 6

Mike: Will keep the “multiple guarantor” in requirement 7, and this should be split into two requirements. 

Stephen: Haven’t seen anything about the battery life in the standards before, not even in letter ballot #74.

Mike: It was mentioned in TGe and TGn.

Sabine: prefer to use “accounting information” instead of “billing”

Mike: Agreed

Mike: For requirement 11, not sure if it is in the scope. For IEEE 802.11i there is nothing behind the network

Sabine: Someone said it was solved in IEEE 802.11i.

Mike: Not sure for that. 

Stephen: It was mentioned that it is not sure even if the proposed IEEE 802.1AL can solve it.

Mike: Could do that in IEEE 802.11i by binding it to the MAC address. But, it is desired not to do so, since the user may change the terminal.

Mike: Regarding requirement 12, need to have more information to describe its background.

Stephen: We can check it with TGr after they have finished their down selection.

Mike: Will ask them again if they are interested in this issue.

Mike: Regarding the extra requirement included in the draft is something derived from 3GPP requirements.

Stephen: Is that an end-to-end requirement?

Mike: It is regarding the gateway

Stephen: Put it in first, and then we’ll debate it later.

Eleanor: It is worthwhile putting it in for now and then thinking about it.

Sabine: It is always true for user data to go through gateway to correspondent network?

Eleanor: It depends on the usage of the gateway. If the user data needs to be monitored it needs to go through a gateway. Depends on the usage scenario.

AOB


Stephen: Stefano had gone through the 3GPP2 document, and would provide comments on the requirement based on that.

Stephen : In Cairns, we will go through all the documents in more detail.

Stephen : There will be joint sessions with TGs, TGp, and 802.21

Stephen : There may also be joint session with TGv and TGk for the European IST project presentation. Details will be sent out before the session.

Stephen : We may not be able to get the requirement document ready for external body review due to the different joint sessions scheduled for Cairns. Depending on how long the joint session goes, the LS may need to be delayed to July.

Sabine: How are we going to relate the requirement document to scenarios document and terms document? Feel that the scenario document defines the architecture.

Stephen: The scenario document will expand the terminologies defined, and define what is the scope and problems to solve. Will review them together in Cairns.

Next Teleconference

None before the 802.11 Interim Session in May. 

Notice: This document has been prepared to assist IEEE 802.11. It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s).  The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.





Release: The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication.  The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.11.





Patent Policy and Procedures: The contributor is familiar with the IEEE 802 Patent Policy and Procedures <� HYPERLINK "http://%20ieee802.org/guides/bylaws/sb-bylaws.pdf" \t "_parent" �http:// ieee802.org/guides/bylaws/sb-bylaws.pdf�>, including the statement "IEEE standards may include the known use of patent(s), including patent applications, provided the IEEE receives assurance from the patent holder or applicant with respect to patents essential for compliance with both mandatory and optional portions of the standard."  Early disclosure to the Working Group of patent information that might be relevant to the standard is essential to reduce the possibility for delays in the development process and increase the likelihood that the draft publication will be approved for publication.  Please notify the Chair <� HYPERLINK "mailto:stuart.kerry@philips.com" \t "_parent" �stuart.kerry@philips.com�> as early as possible, in written or electronic form, if patented technology (or technology under patent application) might be incorporated into a draft standard being developed within the IEEE 802.11 Working Group. If you have questions, contact the IEEE Patent Committee Administrator at <� HYPERLINK "mailto:patcom@ieee.org" \t "_parent" �patcom@ieee.org�>.





Abstract


This document contains the meeting minutes from the TGu Task Group teleconference held on 4th May 2005











Submission
page 5
Hong Cheng, Panasonic Singapore Labs


