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Executive Summary:

Documents discussed:

1. Agenda of the TGu session (05/152r3)

2. Last meeting minutes (04/097r0)

3. Report of last WIEN session (04/085r2)

4. Terminology for TGu (05/1619r0)

5. Assumptions, scenarios and scope (05/092r0)

6. Technical Requirement (05/279r1)

7. Session MAC address and anonymity (05/170r0)

8. 3GPP technical requirement (05/141r2)

9. 3GPP operator’s requirement (05/160r0)

10. WiFi alliance WLAN requirement (05/195r0)

11. Draft response to IAB link indication ID (05/283r0)

- Two future teleconferences were approved for requirement document drafting

1. Monday Afternoon Session: (14th March 2005, 1600 – 1800)

1.1 Meeting called to order by the chair at 1600

1.2 
Review of the IEEE 802 and IEEE 802.11 policies & procedures (05/152r3)

Chair went through the policies and procedures. The chair went through the patent ruling from PatCom.

1.3 
Approval of the last meeting minutes (05/097r0)


The minutes were approved with unanimous consent

1.4
Approval of Agenda (05/152r3)


A new 802.21 joint ad-hoc session is added to Tuesday afternoon.


Question: Will the drafting of the requirement document done in the meeting time, or offline?


Stephen (chair): Will be done during the meeting hours. It is a working item for the Thursday slots.


Stephen (chair): A skeleton for the requirement document is available from the Jan meeting.

Question: Drafting of liaison (LS) to other groups was discussed in last meeting. We should think about that.

Stephen (chair): Will work that on Thursday and add it to the agenda.

The modified agenda is approved with unanimous consent

1.5
Review of last TGu session (05/085r2)


Chair went through the closing report for last TGu session


Question: Are we going to review the timeline plan this time?


Stephen (chair) Yes. Will review it (05/049r0). 


The chair went through the preliminary timeline. Will review the actual dates on Thursday.

1. 6
Approval of Teleconference Minutes

1.6.1
February Teleconference Minutes (05/0127r1)

Stephen (chair): The question regarding a new recommended practice was discussed. What is the group’s opinion?


Comment: General rule should be one document per task group (TG).


Comment: It will become clearer after we have done the requirements document.

Stephen (chair): Yes. Will start with the scenario doc, and from there we will draw the formal requirements, and then decide if we need to amend the 802.11 standard. The requirement document could be the document we send as LS to external bodies, e.g. 3GPP, 3GPP2.

Comment: We now have quite a lot issues listed. After we done the requirements draft, and if we found there are things that doesn’t require amendments to the MAC, could be worked out in a new study group (SG) or somewhere else.

Comment: It is more proper for the TG to generate a PAR for a new SG.

Stephen (chair): This could be a good way.  Try to avoid losing some higher layer stuff that may not fall in the 802.11 scope. Will talk to WG chair regarding this.

Comment: May not be good to have two groups work on the same/similar issue. It could be good to have an internal doc, e.g. arch doc in the group and document some assumptions, and then decide what to go along with. 

Stephen (chair): will discuss that later. 


The minutes were approved by unanimous consent.

1.6.2
March Teleconference minutes (05/0147r0)


Sabine will give an update of the presentation given during this teleconference.

Questions were raised in the teleconference regarding “charging” to be in scope of TGu.

Comment: Maybe will rephrase charging to billing 

Comment: Billing is a wrong word in operator’s language.

Comment: Yes. Billing information collection could be better.

Stephen: To have that clarified in the terminology document

Action Point: * Stephen (chair) Will clarify the term previous known as "charging" in the terminology document. 

The minutes were approved by unanimous consent.

1.8 Requirement document

1.8.1 Chair presented a template for the requirement document

Question: How does this doc constrains the proposal? Does the proposal need to meet the requirements?

Stephen (chair): Yes. Will go on to define the selection criteria after finished this. That process will define how to make use of the document to do selection

Comment: It is not the chair decides if the proposal meets the requirement. It is the group who decides. This will be a hint to the proposers.

Comment: Which means we may see some proposals that may contain something not listed here?

Comment: Yes.

Stephen (chair): Will finish the scenarios doc/assumption doc, then will populate details here.

Stephen (chair): The requirements doc can capture requirements that are out of scope of the PAR, as long as they are marked “out of scope”.

Comment: It is for the group to then express that they don't want to work on them.

Question: Can things be approved step by step, so that issues will not come back again?

Comment: In TGs, they are doing that. But there is no way to stop people bringing motions to change anything later.

Stephen (chair): Yes. For a draft, we don’t need motions to change anything. But it is too earlier to approve anything yet.

1.8.2 
The chair went through the scenario doc template:

In the annex includes earlier presentations about the requirements.

Question: About the 3G scenarios, there are two groups working on it: GAN and WLAN. GAN will implement UMA, WLAN is working on loose coupling. Which are we working on here?

Comment: the UMA is to work for access technology.  It is likely that we will not see any requirements on WLAN technology from this group.

Stephen (chair): Most requirements from UMA may be for 802.21

Stephen (chair): Loose coupling is in scope.  We will look at the 3G doc and see what is there, and if it affects 802.11 technology and requirements any changes.

Comment: The submitted presentation is about the 3GPP loose coupling.

Document 05/1584r1 contains a list of documents presented within 802.11 WNG and also the WIEN SG (Wireless Interworking with External Networks Study Group), which would be useful to review at some point (perhaps at the Cairns meeting).

Comment: It mentioned about forming ad hoc groups. We could form ad hoc groups after presenting the requirements from 3GPP/2, etc. and work on those requirements.

Stephen (chair): We could draft in ad hoc, and still need to come back and approve it. 

Comment: We could start putting things together informally.

Stephen (chair): We could do that in the ad hoc mode on Tuesday and Thursday

Question: Is it within the session time or outside?

Stephen (chair): Usually in the session time.

1.9
Editor nomination

Two editors were needed, for the Draft Scenario Document and Draft Requirements Document respectively. 

Mike Moreton volunteers to serve as the editor for the Draft Requirements Document.

Sabine Demel volunteers to serve as the editor for the Draft Scenario Document.

1.10
 Liaison Issues


Sabine Demel volunteers to be an 802.11 LS officer to 3GPP.


Her nomination will be raised at the WG mid-week plenary for approval.

Sabine: There are lots of sub-groups in 3GPP. Will only attend some sub-groups. But, will convey LS between 3GPP and IEEE.

Stephen (chair): SA2 is the main group handling the WLAN interworking issues.

1.11
Open issues review (05/152r3)

Comment: The requirement of network selection will be mentioned in the 3GPP requirement presentation.

Stephen: Then, leave it to the presentation time.

Stephen (chair): Will leave the secure portal page discussion to the WiFi requirement presentation.

Stephen (chair): The MAC address anonymity will be left to the new presentation slot to discussion.

Comment: When we do the presentation, we should formalize the requirements afterwards.

Stephen (chair): Could stop after each presentation and note down the requirements derived.

Comment: The policy requirement is from the 3GPP requirement

Question: What is the example of such a policy?

Comment: Network only wants to see traffic from authorized user. Network could send some authorization information, and enforce it.

Stephen (chair): Is that only packet filtering? Is that L2 or L3?

Comment: It could be L2 or L3

Stephen (chair): If it is L2, we will do it. If it is L3, it is out of scope

Comment: It is not defined

Comment: It doesn't matter. It is about DS. We should not be concerned about that

Question: Are we talking about AP or access network?

Stephen: APF ad hoc is working on that. We can make use some of the output

Question: Should we dealing with distribution?

Stephen: So, even there are requirements on L2, we may not work on it

Comment: At this stage, before CAPWAP finish its work, we still work on them, assuming the AP as a whole.

Comment: CAPWAP is not changing IEEE standards.

Dorothy: APF is clarifying the terms to use in the doc. When this group talking about interface to outside, we need to be sure about the terms used. Are we talking about the AP function in the box or the station function in the box? 

Stephen: Would you recommend that we get familiar with the work of APF?

Dorothy: You will have to, at some point in the future.

Stephen: Could someone from your group present on your output?

Dorothy: Will depends on the output from wed. If the TGm accepts those changes, all the members here will need to review those changes.

Stephen: Will TGu be aware of those changes

Comment: APF is not proposing any changes. Just clarification.

Comment: Will bring QoS issue up in the presentation of the 3GPP operator requirements

Comment: It is not about authentication. It is more about setting up the TSPEC.

Stephen: There are two separate issues here: The mapping, and the admission control.

Comment: It came from the two points, and the group decided to merge them..

Comment: Not sure how 3G could map that.

Stephen: Will have to do some translation.

Comment: Not seeing 3G QoS to be map to WLAN. 

Comment: Not sure it should be excluded at this stage. We could look at it if there is anyone else is doing it. If there are others doing it, we should work on that.

Comment: The point is not talking about mapping 3G QoS to WLAN, but more of how WLAN provide a 

QoS control interface to outside world.

Comment: Is that 3G has already have mapping to the WLAN?

Comment: Not seeing that existing in 802.11

Stephen: Is that in the 3G requirement presentation?

Comment: That is not the 3G requirement, more of individual contributor’s views

Comment: If we working on 3G mapping, we have to work on other layer 3 (L3) issues also.

Stephen: Probably more for the control, not for how the mapping is done.

Comment: QoS mapping is more of priority. Admission control is of control

Comment: Admission control is one of the requirements to achieve QoS from external network.

Comment: QoS may be more than simply priority. E.g. for the same AC if the other parameters, e.g. Cmin, Cmax, are different, the result will be different also. 

Comment: Should have a clarification. How the charging is done. Is that standardized?

Stephen: We need to ask if we want to standardize that, or it is implementation specific, or, just left to the network side. This is an operator requirement for the technology.

Comment: Not sure how we can do it here? 

Stephen: Are we starting seeing AP generating charging info now? If it is yes, the question is do we want to standardize it?

Comment: It is also relates to the QoS. Since charging also relates to QoS

Stephen: Is it in TGv?

Comments: It goes to 802.1

Stephen: Would like to have a joint session with 802.1 about the issue. If there is a generic solution we may still need to have a wireless specific solution.

Comment: Is the tutorial (4G) addressing this?

Comment: Should we ask WiFi if there have anything to say?

Stephen: Yes. Will write down some formal requirements and will sent that out to external bodies. Will also sent to WiFi, and get their opinion.

Stefano: Will do a presentation about that (AR ID). This may belong to 802.21, but it still needs to be done here to have specific transport.

Comment: It also falls into TGr, but they are still calling for proposals.

Comment: 802.11r dropped it since it is out of their scope, since they don't need to care about L3. 802.11r cannot handle it.

The meeting recessed for dinner.

2. Monday Evening Session (14th March 2005, 1930 - 2130)

Meeting is called to order at 19:35.

2.12
Session MAC address for Anonymity (05/170r0) Jon Edney

Comment: it doesn't solve the other problem (probing)

Jon: For anonymous service, it could be done at other layer. If the service and authentication can be separated, then you need this. Otherwise you don’t need it.

Comment: Outside of the distribution system (DS), the actual MAC address is still known.

Jon: Yes. If you want to protect the router, then the conversion will be moved to the router

Comment: If that is moved to the router, it means the MAC address needs to be unique within a larger domain.

Jon: It is concentrating at providing protection at the wireless link. For extending it to the network, you need to consider more issues.

Jon: It is also mentioned in TGp

Stephen: Will we need any liaison with TGp?

Jon: There is some work done there, but not sure if they understand the issue. May not need a joint session, but could ask the question to them

Comment: TGp is to do something at higher layer. They have some different problem space.

Comment: Some thing from DNA, binding of the IP address, may also need some protection.

Jon: Sometimes the MAC address is stored in the AAA with the credentials.  That will impact this scheme.  The AP would know the MAC address.

Comment: Could configure the RADIUS server not to use that address.

Jon: Yes. That is more of an application issue

Comment: 3GPP also has the MAC address sent to the AAA sever.

Jon: Depends on how that is put in the message. This solution is a problem if the MAC address is taken at the AP

Comment: Can it be extended into the ESS?

Jon: Had that in previous proposals, but it may have issue of ensuring the uniqueness. To have the BSS do conversion will take away that issue.

Straw Poll: Whether you think this present should have requirements abstracted regarding the MAC anonymity for TGu?

Result: (Yes-no-abstain) 12-2-13

Jon/Stefano will write requirements out of that and submit to Mike Moreton.

Comment: For IPv6, will they solve it?

Stefano: Do they connect to the MAC? We have the same problem

The session recessed until Tuesday afternoon.

3.
Tuesday Afternoon Session: (15th March 2005, 1600 – 1800 )

Meeting call to order by the chair at 1600.

There is an ad hoc joint session with 802.21 (from 1600 – 1700)

3.13
IETF Draft Review (Ad hoc joint session with 802.21)

Comment: Big difference between definition of link in IETF and IEEE.  IETF is for a connection; IEEE is an association between stations. That diff should be described in the doc.

Comment: The link in IETF is defined as the area could be reach by a link local or all nodes broadcast. 

Stephen (chair): Is this a comment we want to write down to sent to IETF?

Comment: potentially.

Stephen (chair): Will write this down and come back to this later.

Comment: This draft is most for the routing. What part the doc is applicable to us? 

Comment: For a link up indication, the draft handles it as a link for a good connection. But it should have a link available indication. And that is not in the draft. It could be a result of a new services offered in a new network.

Comment: Should be careful about the link up. IETF's link up is that there is a valid network configuration (you can use IP on top of that link), which is diff from ours.

Comment: About link quality presentation. Wireless Link is different from that of 802.3.  Wired doesn't need the on or off. This document about the L3 on and off is different. Suggest coming up with different terms. 

Comment: How much value is it for application when we provide link up and down? Link quality is more important than physical link up or down. 

Comment: Cost is also important. For a smart terminal, what link up or down mean maybe different from physical up or down.

Comment: If only handover one session onto a link. It is diff from the link up or down

Comment: When move the session on that link, how you make the decision? That is based on application. It is not just link up or down. How I make sure it is a good link I moved to?

Comment: Could have a more soft term... link looks good...

Comment: Or, link poll... could be relevant than link up or down. Link up or down is more of the PHY layer info. May not be needed by the application. 

Comment: Yes. The link up and down probably is a too simplified concept

Ajay (.21 chair): Link up or down could be composite trigger that includes more info than the status of the link at that point of time, e.g. PHY layer info.

Diagram (figure 1) -----------

Comment: There is major difference about the link we are describing. In this link up or down, is that all the link gone down?  There may be several segments (from MT to router). For IEEE, it is just one hop.

Stephen (chair): Could feedback to IETF.

Comment: Most handover depends on detection if a AP is gone away. Would not wrap the rest of the network into it.

Comment: There are other situations. Certainly, there is need to ask for clarification

Stephen (chair): Capture that and ask for clarification

Stephen (chair): have a list of issues mentioned, and run through it see if we want to response to that

Last paragraph before the figure 1-------------

Comment: Does it mean that a different link up and down? The IP beyond the point is not changing. It could be useful, e.g. for TCP control...Some info could be captured... e.g. link up in this section

Comment: They talk about layering... Do we have ideas about l2 to l3 interfaces..? We can get the info here.

Comment: DNA chair suggests that all info to be pass to L3... This paper also propose that.. L3 insulates upper layer from lower layer. In 802.21 we are proposing take some of that burden. Some dialog could be good

Comment: Yes. Someone has to take up that job. We also need to understand what the upper layer needs

Comment: Here the Link down follows a link up should be interpreted as not congestion. Why do we want to isolate from this information. Or, are we just trying to make this more informative to the upper layer?

Comment: In some sense. Layering is autonomous

Comment: we want to say that some info is useful for the transport? Is that the message here?

Comment: Not think that is the message. There could be two models... everyone goes to the link and get the info. The other is that someone gets the info and understand what upper layer wants, and pass that.. This is what we are trying to do here.

Comment: Don't have to call L2 and L3 link both link. Could use some other name.

Comment: Link is to provide service to the next layer up. If there is a L2 between bridges down, no way to have that known.. Need something to inform the ends (LLC is not at there)

Stephen (chair): Can this be draft as a 802.21 LS to IETF, since more comments are 802.21 related?

Michael (.21 chair): It is up for the 802.11u to provide the link normalization... 

Comment: the later part of draft saying that if you don't have understanding of the info ... don't use it.

Stephen (chair): Will capture that, and come back with draft LS letter on Thursday joint session.

3.14
3GPP technical requirements on WLAN AN (05/141r2) Sabine Demel

Comment: It is an individual submission.

Stephen (chair): Will analysis this and draft requirements and sent to 3GPP/2 and ask for comments

Question: If you know your service provider, does it means you can have access of 3GPP services?

Sabine: No. There are different subscriptions.

Question: So there will be service authentication?

Sabine: Yes. That is a specific requirement of 3GPP.

Question: Is the current 3GPP solution based on IP address filtering for the DoS attack avoidance?

Sabine: Yes.

Stephen (chair): Will take the reference list of the doc to the end of the requirement doc.

Action Point: * Stephen (chair) will add that list of documents in agenda for Cairns, and review them.

3.15
3GPP operator’s requirements (05/160r0) Sabine Demel

Question: Not to use EAP for network selection is for the timing concerns?

Sabine: There is a requirement to do it at a earlier stage. Not need to go through authentication.

Sabine: There should be a way for translating the info so the MT can read it.

Question: Could it do a probe for a MT to specify a preferred one?

Sabine: It can be done. There are diff procedures defined in 3GPP.

Question: Can the MT specify an operator?

Sabine: User should not be allowed to specify other network in his home network. If he is in foreign network, it is OK.

Comment: Is this pre-association?

Sabine: It is intent to be before authentication

Comment: So it has to be done at L2

Sabine: The current solution is just a trick...we prefer some clean solution

Question: Is that to have info in the beacon?

Sabine: Prefer it to be done at a earlier stage...

Comment: The issue is whether we want to broaden the requirements

Comment: For cellular, some operators only can provide half service.  It would be a good to have the info (about whether the service is fully available) to the user.

Sabine: That is the level of interworking that would help for the MT to decide interworking

Question: Have you looked at UMA?

Comment: Yes. The UMA is media independent. Therefore, it is out of scope. There is no requirement from UMA that affects the specific technology beneath. 

Question: UMA is just using tunneling. It is waste of bandwidth.

Stephen (chair): Currently, no requirements from UMA.

Comment: Battery life also affected by number of beacons you receive.

Comment: in CIF mode, you need much more power to receive frames.

Stephen (chair): Can redirect that to 802.11k. 

Comment: It is a general requirement.

Comment: virtual AP is also worth discussion, due to the scalability issue.

Stephen (chair): Will cover that in the WiFi requirement.

Requirement changed online, and sent to Mike later.

Session recessed for dinner.

4.
Tuesday evening Session: (15th March 2005, 1930 - 2130)

4.15 
- Continue of the discussion for 3GPP operator’s requirement

Question: What about the equivalent of TGe TSPEC? 

Question: We can decide the QoS is a scope for us.. But don't think that is a requirement from 3GPP

Sabine: this is more of an operator's point of view.

Comment: 3G has look at this earlier, and feel that it is 802.11 stuff, and don’t want to touch that.

Comment: It was discussed about 3G interacts with the admission control.

Sabine: Actual there is no mechanism design how to interface AAA to the AP...AAA knows user profile and we have generate charging based on that... this is from AP interfacing to AAA

Question: Who knows the MAC address? Does it go deeper into network?

Sabine: In 3GPP AAA knows the MAC address, there is always opportunity to bind it.

Comment: It that SIM based?

Sabine: In WLAN access network, it is not to bind to 3GPP identity.  It is for the 3GPP access network.

Comment: With 802.11i, it doesn't bind authentication to the MAC address... there is possibility that other people authenticated and use your MAC address..

Sabine: For user access Internet service, user drop out, and others could make use of your address. For scenarios where user access 3G service, 3GPP will filter user traffic and use tunnels. If the user doesn't have a right key, it will be dropped. If the MAC is use at the same hotspot, is there a conflict?

Comment: Depends. MAC is unique only within the local domain limited by 802.1

Comment: It could an issue for the billing.

Action Point: Put the RADIUS issue in the requirement assumption section

Sabine; it is very 3GPP specific. We may want to rephrase it.

Comment: it is OK. When we review other requirements, we could come up with general requirement

Sabine: Should note that the requirement is from operator, not from 3GPP.

Question: In the RADIUS, is there are already fields for QoS provided?

Sabine: Could be done by 3GPP RADIUS...we are more looking at how to filling the info.

Question: The consequence is that probably also provide info about what QoS you get (besides what u offer).

Sabine: will check further... 

Question: What you granted may not be what you received.

Sabine: We charge for what you request.

Comment: That is correct since you pay for what you rights to request/reserve.

Comment: You should pay for what you get. It is not difficult to based on MAC to count

Sabine will provide some requirements later.

Comment: Is this routing enforcement a requirement for WLAN? It is not what the AP does

Comment: it is worth to have a document to say this is how we assume how the system works...then we can decide if it is out of scope. 

Comment: we are doing coarse level of requirement gathering now.

Comment: Do we want to state what this requirement requires us to do?

Comment: We are at quite earlier stage, and we are having the classifying thing to indicate it is in scope or out of scope.

Comment: Is this related to the MAC address anonymity?

Comment: It is still supported, since it binds to the session MAC address.

Sabine: This is more for the access the Internet.

Comment: It is still have DOS for the PDG for the 3G access case.
4.16
3GPP2 Requirements – Stefano (05/200r0)

Stefano: The requirements from Sabine cover both 3GPP and 3GPP2.

Sabine will email the document to Stefano for update and sent to Mike later.

4.17
WiFi Alliance Requirements for Public Access (05/195r0) Eleanor Hepworth

Question: Do we think it will still use UAM in the future?

Eleanor: Will migrate all to WPA, but now, they co-exist.

Question: Is that just to recognize that protected bit?

Comment: Would like to ask the user.

Question: Isn't just a user interface issue?

Comment: It also doesn't specify what authentication mechanism you support.. That may also be needed

Comment: It is back to the roaming agreement.

If have an 802.11i only hotspot. how a user to get those info to sign up (e.g. to get credit card info)

Stephen: Is that a issue for TGw?

Comment: They only work on management frame

Stephen: then that will be a requirement for TGu

Eleanor: Would see operator’s view on that.

Question: Could do virtual AP to do that.

Eleanor: Could do something better...

Comment: if 802.11i provides bootstrapping, then no need to look at it

Comment: Hotspot wants to control

Comment: It is not a issue for 3GPP users.

Comment: Not sure how big the gap is there for the UMA and 802.11i transition.

Comment: It may not relate to the roaming issue. It is more to get the user on board with PKI or PGP

Comment: Could do the scratch card for the coffee shop access.

Comment: Could do that out band...

Question: The current standard is that with same SSID you cannot have both secure and insecure access at the same time. There are different ways to build a solution...Depends on what kind of money u want to spend on that.

Question: Could also change the client for access? (The MAC address)

Comment: If you have pre-association solution. Will it solve it?

Eleanor: but you also have the limitation, e.g. scalability..

Question: Does WiFi require VLAN technique..?

Eleanor: They recommend it.. (not requiring)

Stephen (chair) has ask the question about the virtual AP to the WiFi, the answer is that it is only for the separation of WPA and UAM...not for the multiple operators case.

Sabine will compile a list of the assumptions in a document.

Virtual AP issues should also go to the requirements draft.

Sabine: is the assumptions divided for groups, e.g. 3GPP, WiFi, etc.

Stephen: Should be general for all the network

Sabine: then it should be in the requirement draft. 

Stephen: Revisit that on Thursday

5.
Thursday Morning Session: (17th March 2005, 0800- 1000)

5.18
Documents Review

5.18.1
Terminology and definition document (05/1619r0)

Comment: We have discussed it.

Stephen (chair): Yes. 

Comment: Do we just added text to it? Or call for contribution for it?

Stephen: We just added to it. It is not matured yet.

Action Point: Stephen: check the status of the document on the server, and post the result in the mailing list

5.18.2
Scenario Document (05/092r0)

Stephen (chair): Is this a sort of doc we want

Comment: We just stick to this, and can it change later.

Stephen (chair): we can move some assumptions we identified on Tue to this doc

Will be upload to the server later today.

Sabine will be the editor for this document

Sabine: Have we decided anything to put in?

Stephen (chair): We have identified some from Tue, and will invite people to input. Also may put in the 3GPP/2, and WiFi assumptions into that, the presentations could be in the annex.

5.18.3
Requirement Document (05/279r1)

Comment: On 3GPP requirement, some of the things are not really directly out of 3G document, e.g. QoS needs not to be marked as 3GPP

Question: Where does the WiFi requirement come from?

Comment: it is also an individual input

Stephen (chair): we will sent our requirements to all the external body to comment after we capture all the points

Stephen (chair): How should the comments to be handled?

Mike: To send email to the mailing list. If things could not be agreed by consensus, will have to do adoption vote

Question: The requirement only from WiFi, 3GPP/2?

Comment: So far, yes. We can add in others, if new things come up.

Question: Certification of AP could be useful .e.g. AP is using SSID, but it doesn't mean too much. ...certification of the AP could help the MT to decide which is the correct one to connect to.

Stephen (chair): Is this a network detection issue?

Mike: It will be noted down, and go through that again later.

Mike will update the draft and upload later.

5.19
Review of DNA Draft

Link-layer Event Notifications for Detecting Network Attachments 

· http://www.ietf.org/internet-drafts/draft-ietf-dna-link-information-01.txt

Eric provided a short presentation on the draft 

(Document will be uploaded to the server later)

Stephen (chair): Does 802.11 need to provide you those missing part shown in the doc as hint?

Nicolas: Yes.

Eric: In Bernard’s draft, there are different situations, where you have a link up but you still cannot use the link since the IP is not set up. This draft is to address that issue. It is to define how to make use of the link info to decide... it relates to this group that how the link info be prepared  

Stephen (chair): Are you asking how the 802.11 tech could help?

Nicolas: IETF to define info needed , and 802.11 to transport

Comment: Wrong layer to do that. Actually needed is a L2 identifier that can tell if you are still the on the same L2 link. What you want is a L2 id, not L3.

Eric: Yes. 

Comment: VLAN is able to provide info (ID) to use to identify if it is still a L2. It should be what L2 is doing.

Stephen (chair): Can we have this in our requirement draft?

Comment: Yes.

Eric: We have identified a few hints from 802.11.

Stephen (chair): should we as TGu write a LS to DNA?

Comment: TGr should be doing this. It is to do with fast roaming not the external network. If TGr is not going to it then we will do it.

Stephen (chair): TGr has looked at ARID draft, and concluded that we should do it.

Comment: This problem is slightly diff from the solution they have reviewed (ARID)

Stephen (chair): Will put this in the requirement and check with TGr.

Eric: Need to talk to DNA chair to decide what the LS should be

Stephen: Will not create LS this time, will  review DNA's activities first

Comment: Once decided which TG should deal with this issue, then we could decide to draft the LS. 

Session recessed till 1030 

6.
Thursday Morning Session: (17th March 2005, 1030- 1230)

6.20 
Response to the IAB draft (05/283r0) Joint session with 802.21

Dorothy: Bernard is the LS officer from IETF to IEEE802. 

Comment: There is no definition of link in IEEE. When the bridge inserted into the picture, it is not clear what the link is.

Comment: the term link is overloaded. 

Comment: IEEE is L2 link, IETF is more of L3 link. For 802.11, it is more of wireless link.

Comment: Should be written down that there are multiple definitions of link and IETF should be aware of that.

Dorothy: Not to use the term alone.. to use wireless link, IP link e.g. to be more specific

Comment: what does multiple hops mean? Multiple link or multiple elements?

Comment: If one of the L2 link down, 21 can switch to another link and keep the L2 on

Stephen (chair): That is for the multiple mode terminal... should that be written down?

Comment: Could use a link_changed indication besides link_down

Comment: Link up could be more than radio connection, e.g. LLC has been established.

Comment: DNA insulates upper layer from link at L3, here, we are doing the same at L2. Lots of comments made in the draft are comments are wired link are different from wireless link. Could be used by 802.21 to make wireless link to appear as wired link.

Comment: link quality should be handled in the heterogeneous environment.

Stephen (chair): Should we make any reference to 802.21 doc?

Ajay (.21 chair): There is not formal 802.21 doc, only the requirement doc.

Ajay (.21 chair): Why need to reference to those doc?

Stephen (chair): For the external party to get info about the standards we are dealing with

Will have a teleconference about the draft at certain point of time before it is sent to IETF.

.21 will announce that in the ML, and will be relayed to the 802.11u.

6.21
 TGu Requirement draft review

Chair went through the working document about the requirement in 802.21

Comment: We have not voted on the document yet. It is just a working doc.

Ajay: Is it available to 802.21?

Stephen (chair): It is on the 802.11 server.

Ajay: Can it be put in public domain?

Comment: All the submissions are in the public domain, only drafts will be in private area.

.21 member could login the  www.802wirelessworld.com site for document access.

6.22 
Process document review (05/152r3)

The Timeline doc is (05/49r0). It will be discussed in the agenda item AOB later.

Stephen (chair): Any name suggestion for the scenarios doc?

Comment: Assumptions, scenarios and scope doc

Functional requirement document is (05/279r0)

Selection criteria: to be drafted in July.

6.23
 Teleconference requirements

Straw poll: Would you like to have ad hoc teleconference to discuss IETF IAB draft on 31st Mar at around 09:00 - 802.11:00am ET, which is the time that 802.21 have selected?

Result: 4-2 (yes-no)

Stephen will talk to Ajay to confirm the date and time

TGU teleconference: suggestion:

Wed, 4th May, 802.11:00 ET

Question: it would be too late for Europe?

Straw poll: Among the members, who likely would join the teleconference?

Result:

US: 1

EU: 6

AS: 1
Move to 09:00 ET

To have another teleconference regarding technical requirement on Wed 20th April 04:00 ET.

Motion:

Move to approve the following teleconference:

 - Wed 20th April 2005 04:00 ET

 - Wed 4th May 2005 09:00 ET

Mover: Eleanor Hepworth

Seconded: Sabine Demel

Result: 8-0-2 (Yes-no-abstain)
6.24
 Preparation of May meeting (05/301r0)

A few items suggested for the next meeting:

- Requirements review

 open issue list

 WIEN and TGu presentation

 TiSPAN, and other non-cellular system (spacewire, PDC)

 IETF requirements

- Liaison creation 

 3GPP

 3GPP2

- Proposals to downselection

6.25
AOB

 - Timeline document (05/049r0)


Call for proposal in July. Finish the requirement by then.

Comment: See the requirement finish until we received all the comments back from other groups.

Stephen (chair): When new requirements come, we can modify the document. And the down selection criteria could be loose

Comment: When get to the review process, we can receive comments, and accept those 

Question: Would also send LS to WiFi and others?

Stephen (chair): LS about the requirement will be sent to anyone that we felt relevant. 

Timeline Document updated as 05/49r1

Motion: To approve the Timeline Document

The document approved by unanimous consent.

TGu adjourned until May meeting.
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