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Abstract

This submission contains some possible functional requirements for TGu.  The aim is that these suggested requirements would be considered by the TG for possible inclusion in the formal requirements document.
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Introduction
Changes from r15
Accepted Requirements

Many of the requirements listed in r15 have since been voted on by TGu, and have hence been removed from this document.

Definition of Requirement Classes
Each of the requirements will eventually be allocated to one of the following requirement classes by the TG:

	Requirement Class
	Definition

	Required
	A requirement that the TG expects to be addressed by a proposal or proposals in TGu.

	Not Required - Out of Scope
	A requirement that the TG expects not to be addressed by a proposal or proposals in TGu, because it does not fall within the scope of TGu.

	Not Required - Complete
	A requirement that is believed to be addressed by existing technology, or by another requirement.  A note will be made of how it is addressed.

	Not Required – Optional
	A requirement that the TG believes to be desirable, but is too ambitious to place as a mandatory requirement on all proposals.


The current allocation represents the personal view of the author, and has not been approved by the TG.

Source of Requirements 
In developing this list of requirements, TGu members investigated the requirements for WLAN interworking that had been published by other organizations.  This table lists those organizations whose requirements were investigated.

Note that formal liaisons were not requested from these organizations.

	Organization
	Web Site

	Wi-Fi Alliance
	http://www.wi-fi.org

	3GPP
	http://www.3GPP.org

	3GPP2
	http://www.3GPP2.org

	IRAP
	http://www.irap.nl 

	IETF (NSIS, EAP, MOBOPTS, DNA)
	http://www.ietf.org 


Liaisons 
See official Requirements Document for this list.

Requirements

SSPN Interface
	Reference
	Requirement
	Notes (informative)
	Requirement Class

	REQ d16S2 
	Define how the Authorization Information (defined in R1S1) will be used by the 802.11 AN.
	Certain SSPNs may want access to different classes of service to be dependent on different subscription options.  Depending on the roaming agreement, the 802.11 AN may wish to honor these limitations.  This requirement is for proposals to describe the effect of the objects they defined in R1S1.
	Required

	REQ d16S3 
	Define functionality by which the Authorization Information described in R1S1 can be modified by the SSPN.
	Allows the SSPN to revoke, or modify the Authorization Information during a session.  See TS23.234v6.40 (section

5.1.1).

Related to RADIUS/Diameter issues in the AP.
	Not Required - Optional

	REQ d16S4 
	Make accessible accounting information for transfer to the SSPN.  This shall include information about accepted TSPECs, their duration, and about actual traffic flows.
	It’s expected that there would be some sort of byte and packet count, together with time, cross-referenced against TSPEC, or QoS class.

Perhaps this should also be related to standard MIBs, etc, for which the AP is already collecting data?
This would seem to be a pure management requirement, and as such we should probably offer it to TGv before taking it on ourselves.
	Not Required – Out of Scope


802.21 MIH Support
This cluster of requirements will not be completed until later in the 802.21 process.  So it is not expected that initial proposals will address them.
	Reference
	Requirement
	Notes (informative)
	Requirement Class

	REQ d16H1 
	Provide a mechanism (for APs) to indicate Media Independent Handoff capability
	This could be just a bit/flag to inform STAs that an access point is IEEE 802.21 MIH (Media Independent Handover) enabled. Thus the STAs can query for further MIH information.

Again this is a request for content transfer.
	Required

	REQ d16H2 
	Provide a transport mechanism for MIH related information elements in state 1: unauthenticated, unassociated (class 1 frames)
	This transport could be both, broadcast or point to point communication. Data to be transferred is mainly a basic set of MIH information elements, but also remote events and commands are possible.

Possibly a very important requirement, as this implies that TGu may have to ensure that 802.11 is capable of carrying .21 information elements.
Need to ask 802.21 more about this.  Do they just want to add info to beacons?  Do they want to be able to broadcast separate (to the beacons) information?  Do they understand the security impacts of class 1 frames?
	Required

	REQ d16H3 
	Define SAPs, primitives and event/state information to support IEEE 802.21 MIH functionalities.
	IEEE 802.21 MIH proposes MAC layer Service Access Points and associated primitives. These primitives help in collecting link information and controlling link behaviors. Link state information has to be provided to MIH functions. This includes mechanisms and functions to generate the state information based on e.g. thresholds (also set from higher layer). 

Again this is a requirement for tight integration between IEEE 802.11 and IEEE 802.21, so again is very important.

Refer to IEEE 802 Architecture Standing Committee.
	Required


User Plane

	Reference
	Requirement
	Notes (informative)
	Requirement Class

	REQ d16U1 
	Proposals shall not prevent a STA (subscription permitting) from accessing multiple Corresponding Networks at the same time.
	For example a STA may access subscribed services in its Subscription Service Network while using the Local Network for internet access.  The assumption here is that there is only one SSPN, and one set of authorization information, but that multiple DNs are being accessed.  See R1A1 for multiple SSPNs.
If segmentation between local internet access and connection via the SSPN is achieved at layer 3, there may be no need for additional changes at layer 2.  However, if layer 2 segmentation is used (e.g. VLANs) then there needs to be some mechanism of informing the STA of the mapping from VLAN tag to service.
Editor’s Note: This would appear to be saying that one authorization can provide access to a number of networks with independent L3 address spaces – it’s another layer of sub-division beyond making use of multiple SSPNs at once.  Hence I’m proposing it be optional.

	Not Required - Optional

	REQ d16U2 
	Functionality shall be provided by which traffic destined for a particular Corresponding Network can be segregated from traffic destined for other Corresponding Networks. 
	This is probably out of scope as it refers to the internals of the 802.11AN.  As long as REQ d16U1 is satisfied, the AP should have enough information to segment the traffic in some way that is out of our scope.

Editor’s Note: I think REQ d16U1 has changed somewhat since this was written.  We should probably refine our terminology somewhat, but the basic thrust remains the same – previous requirements will mean that the in-scope parts of this will already have been covered.  The rest must by definition be out of scope. 
	Out of scope


	REQ d16U3 
	Provide functionality to map external QoS classes to IEEE 802.11 specific parameters.
	Perhaps the requirement should read that some sort of mapping mechanism is available, not it’s intended functionality. IEEE 802.21 would then try to normalize it. This should then conform to the IEEE 802.21 model.

Indication of end to end QoS service may be desired here. It may be that the network also requires QoS information from the 802.11 AN itself. Possibly 2 requirements here?
This is also IETF NSIS related, particularly if you then start talking about “end to end” QoS, and that is certainly outside the scope of IEEE 802.11.  The mapping part (i.e. QPspec work in NSIS) may be IEEE 802.11 relevant.
	Out of scope


Miscellaneous
	Reference
	Requirement
	Notes (informative)
	Requirement Class

	REQ d16M1 
	All proposals (whichever requirements they address) shall describe how they minimize battery consumption for mobile devices.
	While this isn’t a directly measurable requirement, it’s important that proposals take this into account, and describe what impact it has on their proposals.

View 1: This is actually an objective and should be removed as a requirement.

View 2: The most useful requirements are often un-measurable.  It’s important that all proposals keep this in mind, so down-grading it to an “objective” would be a bad move.
	Required

	REQ d16M2 
	Define functionality by which APs can provide information which will enable a STA to determine whether or not roaming to a candidate AP would require re-configuration (automatic or manual) of layer 3 networking.
	This could be achieved by the APs advertising either information about the L3 routers accessible through them (ARID) or by identifying the ESS to which the AP is connected.  However other solutions are not precluded.
Note: It is recognized that the suggested requirement class is extremely controversial, and it is expected that the motion to accept this requirement will be subject to a motion to amend. 
	Out of scope - To be forwarded to .21 and 11r

	REQ d16M3 
	All proposals (whichever requirements they address) shall describe the security impact of the functions they propose.
	The idea is to have something like the “Security Impact” section that has to be present in all RFCs.  
	Required

	REQ d16M4 
	Define IEEE 802.11TM functionality which would be required to support an Emergency Call (e.g. E911) service as part of an overall, multi-layer solution. 

	
	Required


Comparison Criteria

This section describes criteria which will help to evaluate the different proposals.

	
	Requirement
	Evidence Required

	
	Proposals should minimize the reduction in network throughput due to increases in overhead that may be required by the proposal.
	Increase in length (octets) of beacon and probe response. Description of other overheads included in the proposal.
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