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Editor: Add the following to the list of references in clause 2:

ISO/IEC Technical Report 11802-5:1997(E),  Information technology—Telecommunications and information exchange between systems—Local and metropolitan area networks—Technical reports and guidelines—Part 5:Media Access Control (MAC) Bridging of Ethernet V2.0 in Local Area Networks (previously known as IEEE 802.1H-1997)
Editor: Add the following material (text, diagrams and footnotes) as a new informative annex:


AP Functional Description
At times there is some confusion surrounding the term Access Point and the relation of that term to the Access Point functions and common implementations of Access Point devices or units.  The core IEEE 802.11 conceptual definitions (refer to Clause 5) are abstract terms that also sometimes cause some confusion, but do so while maintaining the stated goal of flexibility and hence allow the adaptation and extension of the standard in a wide variety of ways.  This informative Annex seeks to clarify the AP descriptions.



An enhanced description of these access entities begins with clarification of several terms.

The IEEE 802.11 standard defines an entity called a STA.  STAs can operate in different modes.  The possible operational modes of a STA are:

· Infrastructure mode mobile STAs

· Ad hoc mode mobile STAs 

· Access control mode STAs – referred to in this Annex by the term ACM STA

The mobile STAs are the STA entities that are ordinarily implemented within devices that are moving around, but may also be in a fixed location.  The mobile adjective prefix often helps in visualizing the type of STA under discussion.

Infrastructure mobile STAs operate in infrastructure BSS mode, i.e. they are the users of an AP. Devices that incorporate an infrastructure mode mobile STA are referred to in this Annex by the term Mobile Unit (MU).  An MU device may consist of just a mobile STA implementation, but also likely includes an SME and a client.  The exact configuration of the MU is not relevant to the descriptions in this Annex.

Ad hoc mobile STAs operate in independent BSS (IBSS) mode (aka ad hoc mode).  Ad hoc mobile STAs form autonomous networks that do not require an AP.

A STA can also form an integral part of an AP – to do so the STA must operate in access control mode.  This type of STA is called an access control mode STA, or ACM STA. (see also mActingAsAp in the IEEE 802.11-1999 Annex C formal description)
The primary function of an AP is to provide the MUs with access to the DS, as shown
 in Figure 1.  (Note that connection lines in a use case diagram that do not have arrows at the ends represent bi-directional links between the entities.)
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Figure 1 
Very high level use case diagram for the AP

The DS enables MU-to-MU communications and the construction of collections of APs.  To enable MU-to-non-IEEE-802.11-LAN communications requires the presence of a [logical] portal from the DS to the LAN.

Often the functions of an Access Point (AP), which includes an ACM STA, plus a distribution system (DS) and a portal are combined into a single device, referred to in this Annex as an Access Unit (AU).  While reference to that basic implementation is commonplace, it is helpful to refer to a more general case: a WLAN System.  The WLAN System includes the distribution system (DS), access point (AP), the AP's station (STA) and portal entities.  It is also the logical location of distribution and integration service functions of an extended service set (ESS).  A WLAN System contains one or more APs and zero or more portals in addition to the distribution system (DS).
The primary function of a WLAN System is to provide the MUs with access to the LAN, as shown in Figure 2.  A secondary function is to provide the MUs with access to each other.
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Figure 2  Very high level use case diagram for the WLAN System

The primary functions of the WLAN System are:

· Provide LAN access

· includes MU validation

· includes moving data (between the MUs and the LAN)

· with a special data movement function called filtering data

· Configure the system

Those high level use cases of the WLAN System are shown
 in Figure 3.
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Figure 3
High level use case diagram for the WLAN System

The primary functions of the WLAN System are provided by the ACM STA, AP and DS entities (the later via the distribution system services (DSSs)).  The portal is merely a conceptual link from the DS to the LAN.  See Figure 4.
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Figure 4
High level entity diagram for the WLAN System

Figure 4 also shows
 the relationships between the WLAN system entities.  There exists a bi-directional association between zero or more [0..*] MUs and a single [given] ACM_STA.  The solid diamond terminated line indicates that there is a composition relationship between the ACM_STA and the AP, i.e. the AP is composed of [or “always has an”] ACM_STA.  Hence there is a one-to-one mapping between APs and ACM_STAs.  (This composition and one-to-one relationship can also be drawn as shown in Figure 5.  The two forms are equivalent.)  There are one or more [1..*] APs connected to a single DS.  The DS in turn connects to zero or more [0..*] portals.  Each portal connects to a single LAN.
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Figure 5
AP Composition Diagram (alternate syntax)

Primary ACM STA Functions

The primary functions of an ACM STA are:

· Instantiate the infrastructure BSS

· Move data (between the MUs and the AP)

Instantiating the infrastructure BSS consists of advertising the BSS and defining timing for the entire BSS (i.e infrastructure mode TSF).  Advertising the BSS includes creating an infrastructure mode beacon, transmitting that beacon and replying to MU probe requests with corresponding probe response transmissions.  Beacons and probe responses provide a way for the MUs to find, join with the ACM STA and (subsequently) associate with the AP.  This includes providing for example channel, regulatory and country information to the MUs.

Moving data (between the MUs and the AP) consists of translating between MSDUs and MPDUs (e.g. fragmentation), buffering data, and transmitting/ receiving MPDUs via an IEEE 802.11 PHY.

Primary AP Functions

The primary functions of an AP are:

· Provide DS access for the MUs

· includes MU validation

· extends (in some cases) to notifying the DS

· includes moving data (between the MUs and the DS)

· with a special data movement function called filtering data

· Configure the AP (both the AP itself and the ACM STA)

Those high level use cases of the AP are shown
 in Figure 6.
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Figure 6
High level use case diagram for the AP

The AP provides DS access for the MUs, including validating the MUs (e.g. via STA and/ or client authentication) and providing access and admission control (e.g. via the association process).  An AP is literally a point of access to the DS (and by extension, the LAN beyond).  Upon validating an MU, the AP updates the DS mapping of MU-to-AP.  DS mapping updates can (for example) be based on association and re-association requests (received from the ACM STA), aging of inactive links based on session timers and so on.  The AP also receives access control updates from other APs in the form of IAPP-ADD and IAPP-MOVE indications.  In this way, MU validation and subsequent changes in MU access control lead to adjustments in how data is allowed to move through the AP (i.e. between the MUs and the DS).

Providing DS access for the MUs also includes moving data between the MUs and the DS, which is accomplished by moving MSDUs between the ACM STA and the DS (bi-directionally).

The moving data function includes filtering data.  The filtering data function controls which MSDUs (if any) are moved between the DS and the MUs.  For example, filtering of data to/ from a particular MU is adjusted based on the various stages of validation of that MU.

The AP also provides a function for configuration.  Configuring the AP includes configuring the AP itself as well as the included ACM STA.  For example, configuration may include setting the SSID, PHY channel, beacon interval and so on.

Primary DS Functions

The primary functions of the DS (these are the DSSs) are:

· Map MU-to-AP (for DS-to-MU traffic delivery)

· Move Data

The DS map determines which AP is to be used for a given MU’s data delivery.  This function includes mapping update adjustments based on notification from the APs of changes in MU access control.

Moving data consists of moving encapsulated MSDUs amongst the APs (this includes returning MSDUs to the source AP for MU-to-MU communications), and between the APs and the portal(s).

Primary Portal Function

The primary function of a portal is:

· Move Data

· with a special data movement function called Data Transformation

Moving data consists of moving MSDUs between the DS and the external LAN.  Moving data through the portal transforms the MSDUs using the integration function.  The integration function translates external LAN MSDUs to/from IEEE 802.11 MSDUs using the procedures defined in IEEE 802.1H along with a selective translation table (STT) that handles a few specific network protocols.

Summary

Having now described the functions of a WLAN System, we can return to the example of an Access Unit implementation.  Quite simply, an Access Unit is an instantiation of a WLAN System as described above.

Since transiting from a DS through a portal onto an integrated LAN, and then subsequently via another portal onto its DS is transparent, it is possible to define a DS in terms of not only the portals that are directly connected to a particular DS, but in terms of all the integrated MAC endpoints.  Therefore, a collection of AUs connected to an integrated LAN can define a DS that consists of the union of all the DS’s inside the AUs.  The union of such a set of AUs would itself constitute a WLAN System.

Editor: End of inserted text for new annex.

Editor: Add the following text to Annex E, clause E.1:

[B5] Rumbaugh, J., Jacobson, I., & Booch, G., The Unified Modeling Language (UML) Reference Manual.  Reading, MA: Addison-Wesley Longman, 2004.
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r0 – original

r1 – clarified the STA types, renamed AS to ACM STA and added diagrams.

r2 – enhanced the functional description sections from outline form to real text
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r4 – incorporated comments from Jon Edney.

r5 – incorporated comments from Fred Haisch.
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r7 – incorporated comments based on review with the APF group (in session).
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� Diagram syntax: The figure is a UML- style use case diagram.  UML defines a specific syntax for such diagrams.  The diagram shows a system boundary box containing a single use case (ellipse).  Entities that are outside the system boundary box are shown as stick people.  The reason is that these external entities represent the actors (formal term), or users, of the system.  Since they are outside the system boundary, their internal behavior is not described (i.e. it is out of scope for the current view).  Instead, references to the external entities are limited to descriptions of their interactions with, and expectations of, the system, which is accomplished by describing the use cases and scenarios (i.e. functions) of the system and later (in Figure 4) a decomposition of the entities (objects and behaviors) within the system that provide that functionality.  The use case diagram also uses employs connecting lines to indicate relationships between the various artifacts present in the diagram.  Relationship lines lacking arrows on both ends indicate that there is a bidirectional relationship between the artifacts.


� Diagram syntax: The figure is a UML- style use case diagram.  UML defines a specific syntax for such diagrams.  The diagram shows multiple use cases with relationships indicated between those use cases.  Two relationship types are introduced: include and generalization.  The include relationship is used to include functionality in one use case that is described by another use case.  As shown, the “Provide LAN Access” use case includes the functionality described by the “Validate MU” use case.  The generalization relationship is used to indicate that one use case is a more general form of another use case.  As shown, the relationship line with a hollow triangle at the end indicates that the “Move Data” use case is a more generalized form of the “Filter Data” use case.  This can also be thought of as “Filter Data” being a more specialized form of “Move Data”.  The figure also shows a constraint that requires the WLAN System and the MUs to be set to the same SSID.


� Diagram syntax: The figure is a UML- style object model diagram.  UML defines a specific syntax for such diagrams.  The diagram shows a package containing a set of object classes.  Entities that are outside the package system boundary box are shown as stick people.  The reason is that these external entities represent the actors (formal term), or users, of the system.  Since they are outside the package, their internal behavior is not described (i.e. it is out of scope for the current view).  Instead, references to the external entities are limited to descriptions of their interactions with, and expectations of, the object classes, which is accomplished by describing the class entities via attributes and behaviors.  The object model diagram uses connecting lines to indicate interfaces (called “associations” in UML terminology) between the various artifacts present in the diagram.  UML association lines lacking arrows on both ends indicate that there is a bidirectional interface between the artifacts.  The UML association lines can also optionally be annotated with multiplicy counts, that syntax isus applied in this diagram and is explained in the body text.  The line with the solid diamond at the end indicates a special type of UML association – that of composition.  The composition relationship between the ACM STA and the AP is explained in the body text.


� Diagram syntax: The figure is a UML- style use case diagram.  UML defines a specific syntax for such diagrams.  The diagram shows multiple use cases with relationships indicated between those use cases.  One relationship type is introduced: extend.  The extend relationship is used to extend a use case with optional functions provided by another use case that are applied only in some scenarios.  As shown, the “Notify the DS” use case extends the “Validate MU” use case in some scenarios.
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