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· Call to order

· Agenda – Document 11-04/761r0

· Review operating rules for a Task Group.
· Review IEEE 802 policies and procedures for Intellectual Property.
· Election of Task Group Secretary:
Michael Montemurro is the only person who has volunteered for this role.
Michael Montemurro is acclaimed as Task Group Secretary.
· Approve meeting minutes from last meeting 11-03/520r0.
No objections to approving the minutes.
· Approve teleconference meeting minutes 11-04/664r2.
No objections to approving the minutes.
· Election of Task Group Technical Editor:
Bill Marshall is the only person who has volunteered for this role.
Bill Marshall is acclaimed as Task Group Technical Editor.
· Discussion on the Agenda – Document 11-04/761r0.
Remarks on the agenda content – None.
Call for presentations:

Nancy Cam Winget – Establishing PTK Liveness - Document 11-04/707r0.
Jeremy Spilman – Roaming Test Methodology – Document 11-04/748r0.
This sounds like a proposal for a core document.

Why do we need a test methodology? 

We need to be able to define a definitive test methodology to compare proposals.

We could compare proposals on an ad hoc basis without a test methodology defined.

Marian Rudolf – Discovery and Passive Scanning Discussion – Document 11-04/718
Marian Rudolf – Make before break handover – Document 11-04/719
Isn’t Discovery out of scope for this work? This may be an informational presentation.
Do we have an approved scope document at this time? No, but we have an agenda item to discuss the scope document.

Any objections to approving the agenda as Document 11-04/761r1?
None

Agenda is approved.

· Discussion on Fast BSS-Transition Requirements – Document 11-04/666r1

Any objections to the Chair leading the discussion on this document? None.

This document hasn’t been updated with the changes from the teleconference 
Table this discussion until the document has been updated.

· Discussion on Fast BSS Transition Use Cases – Document 11-04/677r1
Perhaps we should split authentication from key management (key management being the handshakes and so forth).
Should we consider full authentication vs. pre-authentication?

The current table of use cases multiplies out to 135 combinations, some combinations are easy problems, and some combinations are hard problems.

The entries in the table are independent; that is, the entries in a particular row are not related.

Do we want to discuss fat AP architectures vs. wireless switch architectures?

AS communication time is not under TGr's control, and may not be under the control of the user.

The QoS decision result may not be done in the AP; the AP may refer to a central controller.

What's the minimum value for the  roaming time metric?

Do we need to make an assumption about the AS architecture that the DS has?

We should take scanning time into account.

We can't define the DS problem away.  Must be able to do fast roaming in a slow DS.

Components for Security and QoS that are normally in discovery phase may fall into TGr scope.

Parts of the solution that are demonstrably broken shouldn't be accommodated.

Can't assume DS architecture or AS architecture ( We need to capture in requirements doc.)

What is meant by RF coverage overlap?  What cases should we attempt to solve, and which can we safely ignore (if we do inadvertently solve it).

There should be at some point in each proposal in indication of just which frame that triggers the switch of data from the old AP to the new AP.  (unclear from discussion if this should be mandatory).

· Recess until the Monday evening session

Monday July 12

7:30pm

· Call to order

· Continue Use Case document discussion:
Do we want to cover unplanned roaming versus “planned” roaming?

Unplanned roaming is cut-off from an AP.
At the point where we make a roaming decision, does it matter how the decision was reached (i.e. unplanned roam).
There are conditions under which you can do a fast roam and there are other conditions where you can’t.
Some proposals may be applicable over more scenarios

The Access Point could force a STA to move

Add “planned” versus “un-planned” roam to use cases.

· Should we create a document to describe how roaming works now?

STRAW POLL: Should TGr describe the current process for BSS Transition?

a) Yes

b) No

Result: a – 29; b – 0.
MOTION: Move that TGr should describe the current process for BSS Transition to be included as informative text in the IEEE 802.11 TGr draft.

By: Charles Wright

Second: Bill Brasier

DISCUSSION: None.

Result: Yes - 20; No - 0; Abstain - 0. Motion passes.

· Volunteers to create the text: Bob Beach, Nancy Cam Winget, Haixiang He, Bill Brasier
· There are current guidelines for engineering an 802.11 network. Fast BSS-Transition assumes a well engineered network. Perhaps we need to define what that is.

· This sounds like a discussion we have earlier.

· We could document this in a use case.

· This would likely need to go into the requirements document.

· Discussion on the selection procedure:

How formal do we want this process to be?

Should we do this on an adhoc basis? We likely won’t have a universal best.

TGn spend a year preparing documents before they called for proposals. They did a lot of work.

The formal process in not ambiguous.

STRAW POLL: All those who think they may bring a proposal for Fast Roaming to TGr, or know someone you might. 

c) Number

Result: a – 8.
Take a look at Document 11-03/665r9 

They had Functional Requirements, Comparison Criteria, Usage Models.
They classified the proposals as complete or incomplete.

Partial proposals may be combined to form a complete proposal.

We need to decide what makes a proposal complete for our group. 
STRAW POLL: All those who think they may bring a proposal for Fast Roaming to TGr, or know someone you might. 

a) Craft a solution to the Fast Roaming problem as a body of the whole

d) Select a proposal from a group of candidates

e) other

Result: b – unanimous.

STRAW POLL: Does TGr want to use a formal selection process? 

f) Yes

g) No

Result: a – 23; b – 0.
We don’t need to go through Comparison Criteria because all proposals are likely to meet the requirements.

The possibility of 8 or more proposals dictates that there should be a formal selection process.

Did TGi have a formal selection process? No. 

Should TGi have had a formal selection process? 

TGi crafted their proposal as it goes – the group had to go through the learning process

The Chair will complete his selection process document and present it tomorrow – time permitting.
· Recess until the first session tomorrow

Tuesday July 13

8:00am

· Call to order

· Discussion on the TGr Scope, Document 11-04/678r1

Is 802.11F in scope?
802.11F is due to expire some time around now?

The content of 802.11F can be folded into a TGr amendment.
WEIN in the document should be WIEN.
Should replace Auth (Authentication server) with AS, the 802.1x acronym.
Make VLAN/SSID mapping should be in scope.
BSS-Transition should be out-of-scope.
What about APSD and 802.11e compliance?

Do we want to support Fast Transition if the STA is in Powersave mode? Yesterday we determined no.

Legacy power save should be out of scope. APSD should be in scope.

Determine the ability to support BSS-Transition for non-overlapping cells are in scope.

Support for tangential cells should be in scope.

Do you want to solve Fast BSS-Transition for the case where the STA cannot communicate with either AP for an interval in time?

We are assuming that changing frequencies are instantaneous seeing several AP’s at the same time.
From a STA point of view, the STA doesn’t know whether it’s in or out of range until it sends a packet.

There are other ways to know about an Access Point without data communications. (for example, TGk has mechanisms to give the location of Access Points).

Most well designed networks are designed for overlapping coverage.

Customers decide how much overlapping coverage they want.

There are mechanisms that could be designed to work without overlapping coverage.

Do we want to assume that in all solutions, the STA must be able to see at least two AP’s.

We require that the STA be able to see at least one AP at one time.

We need to define what it means to be tangential coverage.
It relates to whether we allow the overlapping coverage definition in the Use Case document to have a negative value.

We need to determine whether the mechanism  for a STA to select a candidate AP for roaming is in scope.
Why is load balancing out of scope? 

TGk is defining the candidate AP list and the site report and is out of scope for TGr

TGe is also giving hints to STA to facilitate roaming

It is out-of-scope for TGr to define the algorithm for the decision to roam.
The cause for the BSS-Transition is out of scope.
We are trying to solve the “how”, not the “why” of BSS-Transition.
A STA could hint about an impending move to another AP.
TGk may not need to address the TGr requirements in a timely manner.
We are focused on Fast Handoff and we are ignoring the most timely component of Fast Handoff.
Why is BSS-Transition determination out of scope?

Different applications need to use different algorithms to make roaming determinations.

There has to be enough information so that the STA can make a roaming determination.
The roaming decision is a STA decision unlike the Cellular network. The AP provides information.

TGk and WNM provide information to the STA in order for it to make roaming decisions.
There have been proposals made to push the scanning process before the roam. 

Any scheme for fast BSS-Transition should indicate when the scanning occurs. These elements should be part of the solution proposals.

The scan could be a continuous long-term process could take minutes and not interrupt data transmission.

We should add the reasons for our conclusions that are described  in the scope document.
We may want to bring the discussion up again on Thursday.

· Discussion on the Selection Procedure:
The procedure discusses partial solution versus complete.

There could be complementary proposals, which could be combined into a single complete solution.

There are comparison criteria in the process – should we put comparison criteria together? 

If we don’t know exactly know what we’re trying to solve, how are we going to define the comparison criteria.

The criteria could be that we want to have fast BSS-Transition occur within the time budget.

Delaying proposals by putting more structure in place would be counter productive.
Less formal is a good thing to do. However we need to do a minimum amount of work to define the problem.

· Recess until the next session.

Tuesday July 13

10:30am

· Meeting is called to order.
· This is a joint session between WIEN and TGr.
· The following presentation present the issues to be discussed at this forum. 

· Presentation by Jon Edney on Anonymous MAC Address – Document 11-04/780:
The number of packets in the proposed exchange stays the same.
The delay budget is only increased by the time it takes for the Access Point to confirm that the address is unique.

What information do you compromise if someone knows your MAC address?

Different companies bind user information to the MAC address. 
The Service Provider doesn’t really know the real identity of the user.

How is this different from credit card transactions? Credit card information is encrypted and not available to the transitions.

The IETF tried to solve this problem in 1996 and classified it as a business problem.

There are 223 MAC addresses that are possible, why does the AP need to determine uniqueness.
If you give the Service Provider your username and password, how does changing the MAC guarantee better identification?
The WAVE study group is interested in MAC address randomisation. It’s not a good idea to tie 802.11 to the assumption that the IP layer is secure.
The goal of this proposal was to completely disconnect the MAC address from the user.

Some Service Providers do billing by MAC address. This proposal would break these business plans.

This proposal sounds more like a nice-to-have rather than a hard requirement.

There is a lot of public resentment to the potential of being tracked by MAC address.

It would be better for WAVE to adopt an anonymous authentication scheme rather than MAC address manipulation.

The sequence of generating a MAC address takes up time in a roaming budget. However this procedure on is done on the first Association with an Access Point.
There is a negative use case where the MAC address expires in the middle of the roam. This would force a new Association.

STRAW POLL: Is Anonymous MAC addressing a concept that should be addressed by the 802.11 working group?

h) Yes

i) No
Discussion:

· Should this be re-worded to ask whether this should be pursued as a standardization activity? No that changes the intention.
Result: a – 26; b – 22.

· Presentation by Eleanor Hepworth on Network Selection – Document 11-04/691r1:
NAI is at least 72 bytes, not up to 72 bytes.
The scope for this work is looking at Network Selection over the wireless network.
It would be interesting to have Network Selection on both wired and wireless networks.
You need to know that when you discover an Access Point, you can identify the services that are available.

STRAW POLL: Is Network Selection information introduced in Document 11-04/691r1 a concept that should be addressed by the 802.11 working group?

a) Yes

b) No

Discussion: None.
Result: a – 55; b – 0.

STRAW POLL: In which Task Group or Study Group should this concept be pursued?
a) WIEN

b) TGr

c) Other

Discussion: None.

Result: a – 50; b – 0; c – 1.

· Presentation on access router identification by Daniel Park - Document 11-04/710r0:
Why would this work not be included with the work on network selection?
This work can be applied to TGr to advertise a mobility domain.

If you have to change your IP address you won’t get fast roaming. The term Access Router is misleading.

If you change the IP address, the session ends.

This problem is larger than just subnet domains. The identifier defines the logical connectivity between to the Access Point and the Access Router.

We need to distinguish between a layer 2 handoff and a layer 3 handoff.
This problem does not exist if an ESS can only span one subnet.

Advertisement of networks is part of TGk’s scope. There may be pieces that go in different groups. 

This problem hasn’t been defined sufficiently to decide who should solve it.

WIEN will examine this problem further.
· Recess until the next session
Tuesday July 13

1:30pm 

· Call to order.
· Joint session with TGs and 802.21.
· Presentation on “What is an ESS?” from Jon Edney – Document 11-04/614r1
802.21 use the concept of a bridged LAN. Layer 2 transitions are part of 802.11. Layer 3 transitions are part of 802.21.
It would be useful for 802.21 to see each mobility group of 802.11 Access Points as a single entity.
The definition of an ESS has a single SSID as an identifier. However there is no restriction on two ESS’s have a common SSID.

The ESS, BSS, and SSID should be defined as part of the Layer 2 technology.

Mobility domains would be a useful concept in defining how roaming works.

You could include introduce another identifier to define a group of AP’s as an alternative to SSID. You could deprecate SSID entirely.
· Presentation on “Definition of an ESS” from Darwin Engwer – Document 11-04/629r1

The ESS Distribution system could include the Router or could be constructed without including the Router.

The SSID is a means of defining the ESS, not a means of defining the network infrastructure that you are connecting to.

Layer 2 signalling could be used to improve Mobile IP inter-working.

The usage and definition of SSID should be changed to facilitate its usage.

· Presentation on “Cross-domain handover” from Michael Williams – Document 21-04/100r0
802.21 is looking to define an event which the mobile node will send to the infrastructure to indicate that it is going to move.
The Domain is defined as an administrative domain. There are a number of different definitions of the domain depending on the topology.

The 802.21 signalling needs to work inside existing security models. 802.21 is not looking to define this security model.

· Presentation on Service Definitions by Steve Conner – Document 11-04/785r0
No discussion.
STRAWPOLL: Should one joint TGr/TGs session at each 802.11 meeting to be the default?

j) In favour

k) Opposed

Discussion: None.

Result: a – 48; b – 5.

· Recess until 4pm on Thursday. 

Thursday July 15

4:00pm

· Call to order.
· The goal for this week is to issue a “call for proposals”. If we miss the call for proposals at this session; it will slip another two months.

· The Requirements document needs to be agreed on before we can issue the call for proposals.

· We have stated that partial proposals may be submitted.

· Jim Wendt has posted a revised Requirements document as 11-04/805r0

· Any objections to going through the Requirements document after Jeremy’s presentation?

· We will need to make a motion to approve the Requirements document – does it need to be on the server for four hours?

· Presentation by Jeremy Spilman on Roaming Test Methodology – Document 11-04/748r0

There are other conditions other than RF that could cause a roaming condition. RF would still play a large role in the roam.

The traffic was bi-directional.
The roaming times were measured from last data packet to new data packet.
The STA does not decide to roam at the same time that it fails to receive a data packet.

If the STA does a DHCP request, the value for tdata was substantially larger.
Having a controlled environment is really good.
As mentioned in Document 11-04/086r3, the HUB should be replaced by a switch.
Uplink only traffic would yield much more reliable results versus downlink traffic.
It would be good to know what the tassociate times – the information will be updated as a separate submission.
The attenuation rate should be reported in the results.
How would you evaluate a proposal that did roaming process in a different order? You can control the coverage overlap and you could modify the test set-up to accommodate other solution proposals.
This presentation was also given at one of the WPP SG sessions.
· Discussion on the Requirements Document, Jim Wendt – Document 11-04/805r0:
The Requirements Document will be edited during the discussion and updated as 11-04/805r1.

This captures the minimum requirements for a Fast BSS-Transition solution.

A DS is a logical concept, so that logical does not needed.
Why can’t you roam from a TKIP-enabled AP to an AES-enabled AP? 

An adhoc group will determine and propose security requirements for Fast BSS-Transition. 

The definition of Fast BSS-Transition time is theoretical, it is not measurable. You can use periodic data to get an approximate measurement of this metric.
The problem with DHCP can be solved. However for the purpose of defining the Fast BSS-Transition requirements, a proposed solution may address this issue.
STRAW-POLL: How do we want to handle requirement PHYMAC.4?
l) Remove the text.

m) Change “does not have to” to “shall”

Discussion:

Result: a – 22; b – 15;

This is not decisive enough to edit the text. We will re-work the text.

· Recess until the 7:00pm session.

Thursday July 15

7:30pm

· Call to order.

· There is a willingness to issue the call for proposals for TGr before the end of this meeting. 

· Although we are not finished working through the requirements, we should still issue the call for proposals for the November session.

· We can use the September session to finalize the requirements, scope, use cases, etc.

· There are still concerns that the Requirements are not finalized before the call for proposals. Something requirements might change in September? This will reduce the overall quality of the proposals.

· If there are significant changes to the Requirements, the call for proposals could be extended.

· November seems like a reasonable amount of time to get agreement on the requirements. We will be tinkering with requirements anyways.

· Could we accept proposals November and January?

· We did do a straw poll earlier.

STRAW POLL: How many people intend to submit proposals for fast roaming?
n) Count

Result: a – 5;

STRAW POLL: How many people would have a proposal ready by October 15?

o) Count

Result: a – 4;

Motion: Publish a call for proposals for IEEE 802.11 TGr, proposals will be presented starting at the November 2004 plenary; presentations must be available on the IEEE 802.11 document server by October 15, 2004, and intent to submit a proposal must be sent to Stuart Kerry, Clint Chaplin, and Harry Worstell by August 17, 2004.

By: Michael Montemurro
Second: Jesse Walker
Discussion:

· This is a good process to follow.

· The intention to submit will only include the name of the people.

· The letter of intention is not binding.

Result: Yes – 16; No – 1; Abstain – 9. Motion Passes.
· Suggestion to keep moving forward for continuing conference calls.

· Are conference calls really necessary? No.
· We should get through the entire Requirements document before the end of the September meeting.

· We can set a hurdle but it would not be very high.

· Given that we have passed a motion for a call for proposals, and the requirements are not complete. What do you expect the content for proposals to be?

· The requirements are hard enough that people can begin working on proposals.

· The current revision of the requirements does not include security. 

· Continue on the Requirements document discussion:

Document is being edited as part of the discussion.

We should create an adhoc group to define metrics for fast-BSS transition.
We should make the proposals mention the differential between the pre fast-BSS transition solution and the BSS-transition solution.

We need to supply the measurement methodology and the metric as part of our PAR.
The PAR doesn’t state which order we need to do things.

How should we address dependencies on standards which are currently under development?
The proposal should mention its dependencies in order to be a complete submission.

This document will be updated as Document 11-04/805r1

Document 11-04/086r3 should be listed as a reference.

· Jesse Walker has volunteered to co-ordinate the Security Adhoc group.

· We still need a volunteer to co-ordinate the Test Methodology Group. Clint will issue a call for volunteers at the Closing Plenary.

· Presentation by Nancy Cam-Winget on Establishing PTK Liveness - Document 11-04/707r0

This proposal is different from the one in Document 11-03/241, which was a merge of the optimisation and the TGi structure. This is a completely new construction based on the 4-way handshake.
The maximum size of the EAPoL-key message is 256 bytes.

Why weren’t the EAPoL-key messages moved into the Authenticate messages? You have to do this kind of handshake at re-association because the authentication messages can occur long in advance before the re-association.
The QoS reservation request should be requested. This proposal does not address this case.

You need a path for the AP to reject the optimisation. The AP will reject the re-association.
Pre-computing information is really useful.

The proposal is too focused on security; it does not address QoS as well.

The QoS negotiation could occur within the re-associate transaction as well.
The goal of this proposal is to maintain compatibility with IEEE 802.11i.

· We are out of time.
· The next meeting will be in Berlin.

· Adjourn for this session.
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