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Abstract

This document documents a series of motions.  The intention of these motions is to clarify the position of the TG before comment resolution commences.  Note that no such motion can be binding, but it is hoped that discussion of these motions will help achieve consensus.
IBSS Policy
The intention of TGi is that IBSS support should be based on the concept of a uniform security policy for all members of the BSS.  A uniform security policy shall include a single pairwise encryption suite, and a single AKMP.

RSN Capable

It is the intention of TGi, that the term “RSNACapable” should only imply that the device is capable of establishing an RSNA, not that it is configured to do so.  Dot11RSNAEnabled shall be set to true when RSNA is actually enabled, and hence is a far more common determinant of RSNA type behaviour than RSNACapable.
Using 802.1X AKMP to get a WEP Key

It is the intention of TGi, that the combination of Group Key Cipher Suite = WEP, and Pairwise Key Cipher Suite = Use Group Key should not be allowed.

Deleting an RSNA

Given that a MAC can not be expected to maintain state for a disassociated STA indefinitely, and that equally such state should not be discarded before the Controlled Port has been blocked, it is the intention of  TGi to add an MLME-DEAUTHENTICATE.reponse primitive so that the MAC can know when it is safe to delete state.

MAC Signalling of a New STA in an IBSS

The draft currently describes two mechanisms by which the MAC can inform the SME of a new STA in an IBSS.  Section 11.3.2 describes a mechanism based on MLME-AUTHENTICATE.indication, while other sections use a mechanism based on a new MLME-PROTECTEDFRAMEDROPPED.indication primitive.  It is the intention of TGi that the latter should be removed in favour of the mechanism described in section 11.3.2.

MAC Authentication in an IBSS
It is the intention of TGi that TSN should not be supported in an IBSS, and hence the optional MAC authentication stage is of no value, and should be removed.

MAC Authentication in an ESS

It is the intention of TGi to remove the MAC Authentication stage when establishing an RSNA in an ESS.
IBSS 4-way Handshakes

Given that the second 4-way handshake in an IBSS only serves to slightly optimise GTK delivery, and introduces a great deal of complexity, it is the intention of TGi to move to a single 4-way handshake for IBSS.
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