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Abstract

Recently Tgg and Tgh drafts have been approved by REVCOM and have become standards. This means that Tge has to examine the changes affected by Tgg and Tgh drafts and incorporate any possible changes into its next version of the draft. This contribution is an effort in that direction. This document outlines the necessary changes to the text in Tge draft 5.0. It should be noted that some of the changes shown in this document are the changes made due to the LB59 comment resolutions.
Editorial notes already in Tge draft appear in bold italic Times New Roman font. Informative notes appear in normal Arial font, and normative text appears in normal Times New Roman font.  Open issues are highlighted using red text in normal Arial font, and begin with "OPEN ISSUE:".  Added text from Tgg and Tgh drafts appears red with a solid underline. Other added text appears in blue with a solid underline.  Deleted text due to Tgg and Tgh appears red with a strikethrough line. Other Deleted text appears in blue with a strikethrough line.

This contribution accepts comments 714 and 728–735.
5. General description

5.5 Relationships to services

Change the insertion by Tgh standard as shown:

a) Class 1 frames (permitted from within states 1, 2 and 3)
2) Management frames

vi)  Spectrum Management Action

7. Frame formats
7.2 Format of individual frame types

7.2.1 Control frames

7.2.1.2 Clear To Send (CTS) frame format

Change the final paragraph of 7.2.1.2 as shown:

For all CTS frames sent in response to RTS frames, tThe duration value is the value obtained from the duration field of the immediately previous RTS frame, minus the time, in microseconds, required to transmit the CTS frame and its SIFS interval. If the calculated duration includes a fractional microsecond, that value is rounded up to the next higher integer.
Insert the following paragraph from Tgg standard and modify it as shown:

At a non-AP QSTA, iIf the CTS is the first frame in the exchange and the pending data or management frame requires acknowledgement, the duration value is the time, in microseconds, required to transmit the pending data or management frame, plus one SIFS interval, plus one ACK frame, and an additional SIFS interval. At a non-AP QSTA, iIf the CTS is the first frame in the exchange and the pending data or management frame does not require acknowledgement, the duration value is the time, in microseconds, required to transmit the pending data or management frame, plus one SIFS interval. If the calculated duration includes a fractional microsecond, that value is rounded up to the next higher integer.
Insert the following text:

For all CTS frames sent by QSTAs as the first frame in the exchange, the duration value is set in the following manner:

a)
If the NAV protection is desired for only the first or sole frame in the TXOP the duration value is set to, 

1)
the time, in microseconds, required to transmit the pending frame, plus one SIFS interval, plus the response frame (ACK or Block Ack), plus an additional SIFS interval, if there is a response frame. 

2) 
the time, in microseconds, required to transmit the pending frame, plus one SIFS interval, if there is no response frame.

b)
Otherwise, the duration value is set to the remaining duration of the TXOP. 

For CTS frames sent at the start of a TXOP under HCCAF rules, the duration value is set to one of the following values:

a)
If the pending frame is the sole frame, the duration value is set to 
1)
the time, in microseconds, required to transmit the pending frame, plus one SIFS interval, plus one ACK frame if required, plus appropriate IFSthe response frame (ACK or Block Ack), plus an additional SIFS interval, if there is a response frame. 
2) 
the time, in microseconds, required to transmit the pending frame, plus one SIFS interval, if there is no response frame.
b)
If the pending frame is not the final frame in the TXOP, the duration value is set to the remaining duration of the TXOP plus one aSlotTime.
7.2.3 Management frames
Even though not needed, as the instruction is “insert” (and not “change”) in the following, the effective changes made to the text are shown in blue.
7.2.3.1 Beacon frame format
Remove all the changes made to the text in 7.2.3.1. Remove all the changes made to table 5. Insert the following 3 rows to table 5 (reordering the Order number in table 5 based on IE, if necessary).

	Order
	Information
	Notes

	14
	QBSS Load
	QBSS Load element shall be present when dot11QoSOptionImplemented is true. The QBSS Load information element is always present within Beacon frames generated by QAPs.

	15
	EDCA Parameter Set
	EDCA Parameter Set element shall be present when dot11QoSOptionImplemented is true. The EDCA Parameter Set information element is always present within Beacon frames generated by QAPs.

	1623
	QoS Capability
	QoS Capability element shall be present when dot11QoSOptionImplemented is true. The QoS Capability information element is only present in Beacon frames generated by QAPs


7.2.3.4 Association Request frame format

Remove all the changes made to table 7. Insert the following 2 rows to table 7.
	Order
	Information

	59
	QoS Management Action

	610
	QoS Capability


7.2.3.5 Association Response frame format

Remove all the changes made to table 8. Insert the following 2 rows to table 8 (reordering the Order number in table 8 based on IE Element ID, if necessary).
	Order
	Information

	5
	EDCA Parameter Set

	67
	QoS Management Action 

	78
	QoS Capability


7.2.3.6 Reassociation Request frame format

Remove all the changes made to table 9. Insert the following 2 rows to table 9.
	Order
	Information

	510
	QoS Management Action

	611
	QoS Capability


7.2.3.7 Reassociation Response frame format

Remove all the changes made to table 10. Insert the following 2 rows to table 10  (reordering the Order number in table 10 based on IE Element ID, if necessary).
	Order
	Information

	5
	EDCA Parameter Set

	67
	QoS Management Action 

	78
	QoS Capability


7.2.3.9 Probe Response frame format

Remove all the changes made to table 12. Insert the following 2 rows to table 12 (reordering the Order number in table 12 based on IE Element ID, if necessary).
	Order
	Information
	Notes

	n+113
	QBSS Load
	QBSS Load element shall be present when dot11QoSOptionImplemented is true. The QBSS Load information element is always present within Probe Response frames generated by QAPs.

	n+214
	EDCA Parameter Set
	EDCA Parameter Set element shall be present when dot11QoSOptionImplemented is true. The EDCA Parameter Set information element is always present within Beacon frames generated by QAPs.

	n+323
	QoS Capability
	QoS Capability element shall be present when dot11QoSOptionImplemented is true. The QoS Capability information element is only present in Probe Response frames generated by QAPs.


7.3 Management frame body components

7.3.1 Fixed fields

7.3.1.4 Capability Information field

Change the contents of the text and Tables 16 & 17 in 7.3.1.4 as shown.: 
The Capability Information field contains a number of subfields that are used to indicate requested or advertised capabilities. 
The length of the Capability Information field is 2 octets. The Capability Information field consists of the following subfields: ESS, IBSS, CF-Pollable, CF-Poll Request, Privacy, Short Preamble, PBCC, and Channel Agility, Spectrum Management, Short Slot Time and DSSS-OFDM. The remaining bits in the Capability Information field are reserved. The format of the Capability Information field is definedas illustrated in Figure 27.
Remove changes to Figure 27. Add to Figure 27, “QoS” at B9, “APSD” at B11 and “Block Ack” at B14.
	B0
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12
	B13
	B14
	B15

	ESS
	IBSS
	CF-
pollable
	CF-poll
request
	Privacy
	Short
preamble
	PBCC
	Channel
agility
	 rsrv
	 QoS
	rsrv
	APSD
	 rsrv
	rsrv
	Block Ack
	rsrv

	Octets:                                                                                                      2


Figure 27 – Capability Information fixed field

Each Capability Information subfield is interpreted according toonly in the management frame subtypes for which the transmission rules are as defined below.

APs set the ESS subfield to 1 and the IBSS subfield to 0 within transmitted Beacon or Probe Response management frames. STAs within an IBSS set the ESS subfield to 0 and the IBSS subfield to 1 in transmitted Beacon or Probe Response management frames.

STAs set the QoS, CF-Pollable and CF-Poll Request subfields in Association and Reassociation Request management frames according to Table 16

Table 16 – STA usage of QoS, CF-Pollable and CF-Poll Request

	QoS
	CF-Pollable
	CF-Poll Request
	Meaning

	0
	0
	0
	STA is not CF-Pollable

	0
	0
	1
	STA is CF-Pollable, not requesting to be placed on the CF-Polling list

	0
	1
	0
	STA is CF-Pollable, requesting to be placed on the CF-Polling list

	0
	1
	1
	STA is CF-Pollable, requesting never to be polled

	1
	0
	0
	QSTA requesting association in a QBSS.

	1
	0
	1
	Reserved

	1
	1
	0
	Reserved

	1
	1
	1
	Reserved


APs set the CF-Pollable and CF-Poll Request subfields in Beacon, and Probe Response, Association Response, and Reassociation Response management frames according to Table 17. An nQAP sets the CF-Pollable and CF-Poll Request subfield values in Association Response and Reassociation Response management frames equal to the values in the last Beacon or Probe Response frame that it transmitted. 

Table 17 – AP usage of QoS, CF-Pollable and CF-Poll Request

	QoS
	CF-Pollable
	CF-Poll Request
	Meaning

	0
	0
	0
	No PC at nQAP

	0
	0
	1
	PC at nQAP for delivery only (no polling)

	0
	1
	0
	PC at nQAP for delivery and polling

	0
	1
	1
	Reserved

	1
	0
	0
	QAP does not use CFP for delivery of unicast data type frames

	1
	0
	1
	QAP uses CFP for delivery, but does not send CF-Polls to non-QoS STAs

	1
	1
	0
	QAP uses CFP for delivery, and sends CF-Polls to non-QoS STAs 

	1
	1
	1
	Reserved


APs set the Privacy subfield to 1 within transmitted Beacon, Probe Response, Association Response and Reassociation Response management frames if WEP encryption is required for all data type frames exchanged within the BSS.  If WEP encryption is not required, the Privacy subfield is set to 0.

STAs within an IBSS set the Privacy subfield to 1 in transmitted Beacon or Probe Response management frames if WEP encryption is required for all data type frames exchanged within the IBSS.  If WEP encryption is not required the Privacy subfield is set to 0.
STAs within an ESS set the Privacy subfield to 1 in DLP request and response frames if encryption is required for all data type frames exchanged. If encryption is not required the Privacy subfield is set to 0.
APs (as well as STAs in IBSSs) shall set the Short Preamble subfield to 1 in transmitted Beacon, Probe Response, Association Response and Reassociation Response management MMPDUs to indicate that the use of the Short Preamble option, as described in subclause 18.2.2.2, is allowed within this BSS.  To indicate that the use of the Short Preamble option is not allowed the Short Preamble subfield shall be set to 0 in Beacon, Probe Response, Association Response, and Reassociation Response management MMPDUs transmitted within the BSS. ERP STAs shall set the MIB variable dot11ShortPreambleOptionImplemented to true as all ERP STAs support both long and short preamble formats.
STAs shall set the Short Preamble subfield to 1 in transmitted Association Request and Reassociation Request MMPDUmanagement frames, and DLP request and response frames, when the MIB attribute dot11ShortPreambleOptionImplemented is true.  Otherwise STAs shall set the Short Preamble subfield to 0 in transmitted Association Request and Reassociation Request MMPDUs.

APs (as well as STAs in IBSSs) shall set the PBCC subfield to 1 in transmitted Beacon, Probe Response, Association Response and Reassociation Response management MMPDUframes to indicate that the use of the PBCC modulation option, as described in subclause 18.4.6.6 and 19.6, is allowed within this BSS.  To indicate that the use of the PBCC modulation option is not allowed the PBCC subfield shall be set to 0 in Beacon, Probe Response, Association Response, and Reassociation Response management MMPDUs transmitted within the BSS.

STAs shall set the PBCC subfield to 1 in transmitted Association Request and Reassociation Request frames management frames, and DLP request and response frames, when the MIB attribute dot11PBCCOptionImplemented is true.  Otherwise STAs shall set the PBCC subfield to 0 in transmitted Association Request and Reassociation Request MMPDUs.

Bit 7 of the Capabilities Information field shall be used to indicate the usage of Channel Agility by the High Rate direct sequence spread spectrum (HR/ DSSS) or ERP PHY. STAs shall set the Channel Agility bit to 1 when Channel Agility is in use, and shall set it to 0 otherwise. 
A STA shall set the Spectrum Management subfield in the Capability Information field to 1 if the STA’s dot11SpectrumManagementRequired is true; otherwise, it shall be set to 0.
Bits 8–15 of the Capability Information field are reserved.STAs set the QoS subfield to 1 with the capability information field when the MIB attribute dot11QosOptionImplemented is true and shall set it to 0 otherwise.

STAs shall set the Short Slot Time subfield to 1 in transmitted Association Request, and Reassociation Request, DLP request and response MMPDUs when the MIB attribute dot11ShortSlotTimeOptionImplemented and dot11ShortSlotTimeOptionEnabled are true. Otherwise, the STA shall set the Short Slot Time subfield to 0 in transmitted Association Request and Reassociation Request MMPDUs.

If a STA that does not support Short Slot Time associates, the AP shall use long slot time beginning at the first Beacon subsequent to the association of the long slot time STA. APs shall set the Short Slot Time subfield in transmitted Beacon, Probe Response, Association Response, and Reassociation Response MMPDUs to indicate the currently used slot time value within this BSS.
STAs shall set the MAC variable aSlotTime to the short slot value upon transmission or reception of Beacon, Probe Response, Association Response, and Reassociation Response MMPDUs from the BSS that the STA has joined or started and that have the short slot subfield set to 1 when the MIB attribute dot11ShortSlotTimeOptionImplemented is true. STAs shall set the MAC variable aSlotTime to the long slot value upon transmission or reception of Beacon, Probe Response, Association Response, and Reassociation Response MMPDUs from the BSS that the STA has joined or started and that have the short slot subfield set to 0 when the MIB attribute dot11ShortSlotTimeOptionImplemented is true. STAs shall set the MAC variable aSlotTime to the long slot value at all times when the MIB attribute dot11ShortSlotTimeOptionImplemented is false. When the dot11ShortSlotTimeOptionImplemented MIB attribute is not present, or when the PHY supports only a single slot time value, then the STA shall set the MAC variable aSlotTime to the slot value appropriate for the attached PHY.
For IBSS, the Short Slot Time subfield shall be set to 0.

APs set the APSD subfield to 1 with the capability information field when the MIB attribute dot11APSDOptionImplemented is true and shall set it to 0 otherwise. STAs always set this subfield to 0.
APs as well as STAs in IBSSs shall set the DSSS-OFDM subfield to 1 in transmitted Beacon, Probe Response, Association Response, and Reassociation Response management MMPDUs to indicate that the use of DSSS-OFDM, as described in 19.7, is allowed within this BSS or by STAs that want to use DSSSOFDM within an IBSS. To indicate that the use of DSSS-OFDM is not allowed, the DSSS-OFDM subfield shall be set to 0 in Beacon, Probe Response, Association Response, and Reassociation Response MMPDUs transmitted within the BSS.

STAs shall set the DSSS-OFDM subfield to 1 in transmitted Association Request and Reassociation Request, DLP request and response MMPDUs when the MIB attribute dot11DSSS-OFDMOptionImplemented and dot11DSSS-OFDMOption-Enabled are true. Otherwise, STAs shall set the DSSS-OFDM subfield to 0 in transmitted Association Request and Reassociation Request MMPDUs.

STAs set the Block Ack subfield to 1 within the capability information field when the MIB attribute dot11BlockOptionImplemented is true and to 0 otherwise.
Unused bits of the Capability Information field are reserved.
7.3.1.11 Action field
Delete the subclause as in the Tge Draft 5.0.

Copy the text in the subclause (originally in IEEE 802.11h standard). Change the second paragraph as shown:

The Category field shall be set to one of the nonreserved values shown in Table 19a. Action frames of a given category are referred to as <category name> Action frames. For example, frames in the “QoS” category are called “QoS Action frames”.

If a STA receives a unicast Action frame with an unrecognized Category field or some other syntactic error and the most significant bit (MSB) of the Category field set to 0, then the STA shall return the Action frame to the source without change except that the MSB of the Category field shall be set to 1.

Insert the following three Categories and change the Reservd Category row  in Table 19 as follows:

	Name
	Value
	See subClause

	QoS
	1
	7.4.2

	DLP
	2
	7.4.3

	Block Ack
	3
	7.4.4

	Reserved
	14-127
	–


Replace all occurrences of 7.4.3 with 7.4.4, 7.4.2 with 7.4.3 and 7.4.1 with 7.4.2 in that order.
Change the title of subclause 7.4 as shown:

7.4 Action frame format details

Change the title of subclause 7.4.2, 7.4.3 and 7.4.4  as shown:
7.4.2 QoS action frame details
7.4.3 DLP action frame details

7.4.4 Block Ack action frame deails
9.6 Multirate support

Replace the text in the subclause with the following. The change instructions are only with respect to the base standard.
Some PHYs have multiple data transfer rate capabilities that allow implementations to perform dynamic rate switching with the objective of improving performance. The algorithm for performing rate switching is beyond the scope of this standard, but in order to ensure coexistence and interoperability on multirate-capable PHYs, this standard defines a set of rules that shall be followed by all STAs.

With the exception of BlockAckReq and BlockAck frames, aAll control frames that initiate a frame exchange shall be transmitted at one of the rates in the BSSBasicRateSet, unless the transmitting STAs protection mechanism is enabled, and the control frame is a protection mechanism frame; in which case, the control frame shall be transmitted at a rate according to the separate rules for determining the rates of transmission of protection frames in 9.10.
All frames with multicast or broadcast in the addresses1 field, and have a priority of zero, shall be transmitted at one of the rates included in the BSS basic rate set, regardless of their type or subtype.

Data, BlockAckReq, BlockAck and/or management MPDUs with unicast in addresses1 shall be sent on any supported data rate selected by a rate switching mechanism. No STA shall transmit a unicast frame at a rate that is not supported by the destination STA, as reported in any Supported Rates and Extended Supported Rates element in the management frames. For frames of type (QoS)Data+CF–ACK, (QoS)Data+CF-Poll+CF-ACK, and (QoS)CF-Poll+CF-ACK, the rate chosen to transmit the frame should be supported by both the addressed recipient STA and the STA to which the ACK is intended.

Under no circumstances shall a STA initiate transmission of a data or management frame at a data rate higher than the greatest rate in the OperationalRateSet, a parameter of the MLME-JOIN.request primitive.

To allow the transmitting STA to calculate the contents of the Duration/ID field, a STA responding to a received frame shall transmit its Control Response (either CTS or ACK or a BlockAck in response to a BlockAckReq) frames at the highest rate in the BSSBasicRateSet that is less than or equal to the rate of the immediately previous frame in the frame exchange sequence (as defined in 9.7) and that is of the same modulation type as the received frame. If no rate in the basic rate set meets these conditions, then the control frame sent in response to a received frame shall be transmitted at the highest mandatory rate of the PHY that is less than or equal to the rate of the received frame, and that is of the same modulation type as the received frame. In addition, the Control Response frame shall be sent using the same PHY options as the received frame, unless they conflict with the requirement to use the BSSBasicRateSet.
An alternative rate for the control response frame may be used, provided that the duration of the control response frame at the alternative rate is the same as the duration of the control response frame at the originally chosen rate and the alternative rate is in either the BSSBasicRateSet or the mandatory rate set of the PHY and the modulation of the control response frame at the alternative rate is the same type as that of the received frame.

For the Clause 17, Clause 18, and Clause 19 PHYs, the time required to transmit a frame for use in the Duration/ID field is determined using the PLME-TXTIME.request primitive (see 10.4.6) and the PLME-TXTIME.confirm primitive (see 10.4.7), both defined in 17.4.3, 18.3.4, 19.8.3.1, 19.8.3.2, or 19.8.3.3 depending on the PHY options. In QSTAs, the Duration/ID field may cover multiple frames and may involve using the PLME-TXTIME.request several times.
Renumber subclause 9.10 (adopted from IEEE 802.11g standard) as 9.12. Renumber 9.12 in the Tge draft as 9.13.

9.13 Frame exchange sequences

Change rows 1 through 4 of Table 22.1 as shown:

	HCF frame Sequence
	Frames in
Sequence
	Usage

	{–CTS} [Data (bc/mc) =] Data(bc/mc)
	1 or more
	Broadcast or multicast MSDU sent by a QAP

	{–CTS} [QoS Data (bc/mc) =] QoS Data (bc/mc)
	1 or more
	Broadcast or multicast MSDU sent by a QAP as QoS Data frames

	{–CTS} [Mgmt (bc) =] Mgmt(bc)
	1 or more
	Broadcast MMPDU sent by a QAP

	{–CTS} <TXOP-Sequence> [– <TXOP-Sequence>]
	1 or more
	Start of a TXOP sequence using contention


Replace figure 62.11 by the figure shown below:
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Replace figure 62.13 by the figure shown below:
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