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Abstract

Individual motions drafted to address Letter Ballot 60 Clause 7 Comments of 802.11i draft 5.0.

Motion 1
Comment 157
In Clause 7.2.2, page 19 line 4, replace

The frame body consists of the MSDU or a fragment thereof, and a security header and trailer (if and only if the Protected Frame subfield in the frame control field is set to 1). The frame body is null (0 octets in length) in data frames of Subtype Null function (no data), CF-Ack (no data), CF-Poll (no data), and CF-Ack+CF-Poll (no data). These frame types shall be checked that the frame body is null and if not discard the frame.
With:
The frame body consists of the MSDU or a fragment thereof, and a security header and trailer (if and only if the Protected Frame subfield in the frame control field is set to 1). The frame body is null (0 octets in length) in data frames of Subtype Null function (no data), CF-Ack (no data), CF-Poll (no data), and CF-Ack+CF-Poll (no data). If a received frame of these types does include a frame body, the frame body shall be ignored.
Motion 2
Comment 62

In Clause 7.3.2.9, page 22 Table 2, replace:
	00:00:00
	6-255
	Reserved


With:
	00:00:00
	6
	No Encryption

	00:00:00
	7-255
	Reserved


In Clause 7.3.2.9, page 22 Table 3, insert the following row after Use Group Key:

	No Encryption
	Yes
	Yes
	No


Motion 3

Comment 159

In Clause 7.3.2.9, page 22 Table 1, replace:

	00:00:00
	1
	Authentication negotiated over IEEE 802.1X – RSNA default
	IEEE 802.1X Key Management as defined in Clause 8.5 or using PMK caching as defined in Clause 5.9.5 – RSNA default


With:
	00:00:00
	1
	Authentication negotiated over IEEE 802.1X or using PMK caching as defined in Clause 5.9.5 – RSNA default
	IEEE 802.1X Key Management as defined in Clause 8.5 or using PMK caching as defined in Clause 5.9.5 – RSNA default


Motion 4

Comment 159a

In Clause 7.3.2.9, page 22 Table 1, replace:

	00:00:00
	2
	None
	IEEE 802.1X Key Management as defined in Clause 8.5, using pre-shared key


With:
	00:00:00
	2
	Pre-shared key
	IEEE 802.1X Key Management as defined in Clause 8.5, using pre-shared key
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