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Abstract

WARP as defined in the draft is highly complex with redundant functionality and broken mechanisms. This contribution attempts to reduce the complexity by attempting to keep only the necessary functionality.

Editorial notes appear in bold italic Times New Roman font. Changes to existing text in current standard are shown underlined and in red for additions and red with strikethrough for deletions.

_____________________________________________________________________________________________

Instruct the editor to add the following definition in clause 4:

DLP

direct link protocol

Insert the editor to make the indicated changes in clause 5.9:

5.9  Direct link protocol (Informative)

5.9.1 Overview

Direct data frames are those sent from one WSTA to another directly in an infrastructure QBSS, without using the DS. The direct link protocol (DLP) is used by stations in order to determine whether it is possible and optimal to transmit frames in this manner. This protocol does not apply in an IBSS, since in that case frames are always sent directly from one STA to another. This protocol and direct communication may only be used if the existing QBSS policy, set by QAP and announced in capability information field, allows it.
The protocol is described here in outline, and the specific procedures at WSTAs and QAPs to implement each of the steps described here is contained in clause 9.

Determination of when a particular frame is to be sent directly always lies entirely with the transmitting WSTA, in that a transmitting WSTA may choose to always use the DS. However, support functions are provided by both the QAP and the receiving WSTA, which indicates its willingness to participate in direct communication to the QAP.

The setup of direct communication is illustrated in outline in Figure 10.1 and consists of several steps:

a) 
b) Location discovery procedure, which consists of an exchange of management action frames with theWSTA2:

1) A transmitting WSTA, WSTA 1, which has traffic to send to WSTA 2, sends an inquiry MMPDU to the WSTA2, using the distribution service of the QAP, to determine whether the WSTA with that specific MAC address is likely to be available for direct communication.

2) The QAP forwards the MMPDU to WSTA2, if need be, after a DTIM, if WSTA2 is in the Doze mode.

3) The =WSTA2 sends a response MMPDU, using the distribution service of the QAP, indicating  if it is willing to participate in direct communication. 
4) The QAP forwards the MMPDU

c) Direct negotiation procedure, which occurs following a successful location discovery procedure (when WSTA2 indicates its willingness to participate in direct communication), and consists of an exchange of management action frames between the two WSTAs:

1) WSTA 1 sends a direct communication setup request MMPDU to WSTA 2, choosing a data rate and power level that it wishes to use.

2) WSTA 2 sends a direct communication setup reply MMPDU to WSTA 1, using the same rate at which it received the response, and containing the same transaction token.


Following a successful location discovery procedure, transmission of the direct communication setup request might fail, in which case the transmitting station should retry using a lowered data rate.
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Figure 10.1 - Direct Communication Setup


a) 
b) 
c) 



Before receiving the Location Discovery request MMPDU, the receiving WSTA might be operating in PSP mode, If it is capable, it can participate in the direct communication by changing its mode to CAM. 





a) 
b) 
c) 
d) 



After the direct negotiation procedure, the two WSTAs may further perform mutual authentication and key exchanges for encryption. The procedure for authentication and key exchange is beyond the scope of this standard.

WSTA2 after completing the direct negotiation procedure has the option of sending direct frames and no further action is necessary to set up the link in the reverse direction.
5.9.2 DLP cache

WSTAs which wish to send frames using direct mode maintain a DLP cache, which contains a list of known destination MAC addresses and associated data required to send direct frames. Completion of the direct communication setup procedure results in an entry being added to the DLP cache. An entry in the DLP cache might indicate that the associated MAC address is not reachable directly.
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Figure 10.2 - DLP Cache Example

A transmitting WSTA may only send frames in direct mode if it has a DLP cache entry indicating that it can at that time. By default all frames must be sent via the DS. STAs may arbitrarily discard DLP cache entries, but can only add them on successful completion of the direct communication setup procedure.

An example set of cache entries is shown in Figure 10.2, omitting some of the supporting state information that would be required in a real implementation. In this case, the station knows of four destination addresses. If it has a frame to send to a station not on the list, it may either:

a) Send the frames using the “default” entry, that is, via the DS or

b) Perform a location discovery procedure to add a new entry. It may also discard an old cache entry to make space in its table, if the table is of limited size.

For entry 2 in the example case, it is not possible to send direct frames to the indicated DA, as that DA performs power management.

For entry 3 in the example cache, it is not possible, for some reason, to send direct frames to the indicated DA. This may be for a number of reasons - the particular DA may not be a WSTA in the same QBSS. It might not even be a wireless LAN STA.

Entries 1, and 4 are indicated as reachable and willing to receive direct traffic. 

5.9.3 Willingness to participate at a receiver

In step 1 of the direct communication setup, the receiving WSTA indicates its willingness to receive frames directly. It can also revoke this indication at any time. Reasons for not participating in direct station to station transfers include but are not limited to:

a) 
b) Receiving direct traffic is contrary to security policy

c) Receiving direct traffic is contrary to power management policy

d) Roaming to another BSS is imminent


In adding entries to its DLP cache, a transmitting WSTA carries out a location discovery procedure. This allows the WSTA to determine whether it is worthwhile to initiate a direct communication setup procedure with a particular receiving WSTA. Possible cases for the status of a specific destination MAC address are:

a) Directly reachable from this station and capable of receiving direct traffic

b) In this BSS, and

1) Not reachable directly from this station

2) Capable but not currently willing to receive direct traffic

3) Not capable of receiving direct traffic

c) Not in this BSS and

1) Capable of receiving direct traffic

2) Not capable of receiving direct traffic

d) Direct traffic prohibited in this BSS due to security policy

Note that security policy may be applied per station or imposed globally per QBSS. In any case, the QAP will return a status indication in the location discovery response MMPDU stating the reason in the case that directed traffic is not permitted.

Instruct ANA to assign a capability bit for Direct Link in either Capability Information Field or in the Extended Capability Informaiton field. 

Instruct the editor to incorporate the above in the appropriate clause and further add the following text at the appropriate place within the clause.

When Direct Link bit is set to 1, the WSTAs may have direct links and can use the DLP protocol. When it is set to 0, direct links are prohibited to be used in the QBSS.

Instruct the editor to delete the entry for WARP in Table 15.1

Instruct the editor to change the contents of clause 7.4 as shown:

7.4 QoS Management Actions

The Management Action codes within the QoS category are defined in Table 20.3.

Table 20.6 – QoS Action codes

	Code
	Meaning

	0
	ADDTS request

	1
	ADDTS response

	2
	DELTS

	3
	Reserved

	4
	Define Burst Ack request

	5
	Define Burst Ack response

	6
	Delete Burst Ack request

	7
	Reserved

	8
	QAPC-STA assertion request

	9
	QAPC-STA assertion response

	10
	Location discovery request

	11
	Location discovery response

	12
	Direct negotiation request

	13
	Direct negotiation response

	14
	Direct Link Termination request

	15 – 255
	Reserved


Instruct the editor to renumber 7.5 as 7.4.4.

7.4.4
DLP Action Frames



	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


Instruct the editor to delete subclauses 7.5.1, 7.5.2 and 7.5.3 (now renumbered as 7.4.4.1, 7.4.4.2 and 7.4.4.3) and renumber the following subclauses starting with 7.4.4.1)

7.4.4.1 Location Discovery Request

The Action body of the Location Discovery Request QoS Action frame body is defined in Figure 42.18.5. 

	Octets: 6

	MAC Address


Figure 42.18.5 – Location Discovery Request action body
The MAC address in the Location Discovery Request action body when the frame is sent by the sender shall be the target destination address. If the frame is sent by the QAP, then it shall be the sender’s address.
7.4.4.2
Location Discovery Response

The action-specific status codes of a Location Discovery Response QoS action frame are defined in Table 20.8.1. The action body of a Location Discovery response frame is defined in Figure 42.18.6.

Table 20.8.1 – Location Discovery Response QoS action frame status field

	Status Code
	Result Code
	Definition

	0
	Action completed successfully
	The WSTA is willing to participate.

	1
	Unrecognized Action Code
	This should not occur.

	2
	REFUSED
	TheWSTA is not willing to participate.

	
	
	

	
	
	

	3-255
	Reserved
	


	Octets: 6
	3-10

	MAC Address
	Supported Rates Element


Figure 42.18.5 – Location Discovery Response action body

The MAC address in the Location Discovery Response action body when the frame is sent by the destination shall be the sender address. If the frame is sent by the QAP, then it shall be the target destination’s address.
7.4.4.3 Direct Communication Request

The action body of the Direct Communication Request contains the information shown in Table 20.8.2.


	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


7.4.4.4 Direct Communication Response

The action body of the Direct Communication Response is same as the request frame and contains the information shown in Table 20.8.2.

Table 20.8.2 – Direct Communication action body

	Usage
	Order
	Information
	Note

	Always present 
	1
	Capability information
	

	
	2
	SSID
	

	
	3
	Supported rates
	

	Present if required
	4
	Extended Capabilities
	The Extended Capabilities information element is only present in Probe Response frames generated by QSTAs with Capability Information bit 15=1.


7.4.4.5 Direct link termination request

The action body of the direct link termination request action frame is null (zero length).
Renumber clause 11.5 as clause 11.7 and clause 11.6 as 11.5.

Move clause 9.11 to 11.6, renumbering the figures as necessary.

11.6
Direct Link Frame Transfer Procedures

11.6.1
DLP cache

A WSTA that transmits direct frames shall implement a DLP cache. This cache contains a list of known receiving stations and their status with respect to their current ability to receive direct frames. The size of the cache is implementation dependent and entries may be flushed from the cache at any time, but a WSTA shall not send direct frames to a receiving station for which it has no wireless ARP cache entry.

For each entry in the cache, the following information shall be stored:  (this is not a very useful list!)
a) The MAC address of the station

b) An indication of whether the MAC address corresponds to a STA in this BSS, and is possibly able to receive direct traffic. 
1) 
i. 
ii. 
Delete subclauses 9.11.2 and 9.11.3

Instruct the editor to make the following changes:

11.6.2 Location discovery procedure at the initiating WSTA

A station that does not have a cache entry for a particular destination address must perform a location discovery procedure in order to add it. The station initiates a location discovery procedure by sending a location discovery request frame to the QAP with the action body containing the target destination address).
If the request times out, that is, no matching location discovery response frame is returned within dot11DirectDiscoveryTimeout, the station shall either create no entry in its cache, or create a cache entry indicating that the station with that MAC address is not able to receive direct traffic.

If the station receives a location discovery response frame from the target destination within the timeout period indicating that the station is not able to receive direct traffic, the station shall create a cache entry indicating that the station with that MAC address is not able to receive direct traffic.

If the station receives a location discovery response frame from the target destination within the timeout period with action-specific status code set to “Action Completed Successfully”, the station may initiate a direct communication negotiation with that station by sending it a direct communication request frame.


If the station receives a location discovery response frame within the timeout period, it may create an entry in its cache indicating that the destination address is capable of receiving direct traffic.


11.6.3 Location discovery procedure at the receiving WSTA
If a WSTA receives a location discovery request frame:

a) If direct traffic is permitted the WSTA shall respond with a location discovery response frame with action-specific status element indicating “Action completed successfully” and the action body containing the sender’s address.

b) 
c) 
d) If direct traffic is not permitted (due to the reasons such as security, power management or the WSTA’s roaming is imminent) , the WSTA shall respond with a location discovery response frame with =action-specific  status element indicating “REFUSED” and the action body containing the sender’s address.
e) If the WSTA is performing Power management, it may change its mode to “CAM” and may respond with a location discovery response frame with action-specific status element indicating “Action completed successfully” and the action body containing the sender’s address,  otherwise it shall respond with a location discovery reponse frame containing a status element indicating “REFUSED”.
If the WSTA sends the location discovery response frame with action-specific status element indicating “Action completed successfully”, then it may create an entry in its cache indicating that the initiating WSTA is capable of receiving direct traffic.
11.6.4 Location discovery procedure at QAP.
If a QAP recives a location discovery request frame, it shall forward the location discovery request action frame to the target destination after replacing the MAC address in the action body with the sender’s address.

If a QAP receives a location discover response frame, it shall forward the location discovery response action frame to the sender after replacing the MAC address in the action body with the target destination’s address.
11.6.5 Direct negotiation setup procedure

A WSTA wishing to initiate direct communication with another WSTA shall invoke the direct negotiation setup procedure to do so, but only if it has an entry in its cache indicating that the target address corresponds to a WSTA which is possibly able to receive direct traffic.

To initiate a direct negotiation setup procedure, the WSTA must send a direct communication request action frame to the target address. This frame shall have the To DS and From DS subfields of the control field both set to zero.

If the transmission fails, the WSTA may retry it, using the same or lowered transmission rate. ? add timeout or retry limit.

If the WSTA receives a direct communication response frame from a station from which it was expecting to receive such a frame it may update the entry in its cache to indicate that the WSTA is now capable of receiving direct traffic.

If a WSTA receives a direct communication response frame from a receiver that it had not previously sent a direct communication request frame to, it shall silently discard the frame.

If a WSTA receives a direct communication request frame, and its direct receive state is enabled, it shall return a direct communication response using the same transmit rate as the received frame. 

If a WSTA receives a direct communication request frame, and its direct receive state is disabled, it shall silently discard the frame.

11.6.6 Direct link communication

After the completion of a direct negotiation procedure, a WSTA may transmit data frames to the WSTA with which the direct link has been established. However, to ensure that there are no collisions from the hidden nodes, the WSTAs shall ensure that these transfers have NAV protection either through the RTS/CTS exchange or from the polls sent by the HC.
11.6.6 Direct link termination

A WSTA participating in a direct link might intend to terminate the direct link for reasons such as it going into the “Doze” state or about to roam, and may indicate its intentions to its peer by sending the direct link termination request action frame. Upon receipt of the direct link termination request action frame the peer shall not send data directly to the WSTA that has sent the frame, 
Delete subclauses 9.11.6 and 9.11.7
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