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Abstract

This document contains the material proposed to Tge for inclusion in the draft in the form of insertions into and replacements for material in of IEEE std 802.11-1999, as updated by IEEE STd 802.11e/2.0a, December 2001 and 02/004r4.

Editorial notes appear in bold italic Times New Roman font, informative notes appear in normal Arial font, and normative text appears in normal Times New Roman font.  Open issues are highlighted using red text in normal Arial font, and begin with "OPEN ISSUE:".  Changes to existing text in current standard are shown underlined and in red for additions and red with strikethrough for deletions.
Instruct the editor to make the following changes in clause 7.1.3.1

7.1.3.1
Frame Control field

The Frame Control field consists of the following subfields: Protocol Version, Type, Subtype, To DS, From DS, More Fragments, Retry/Wait, Power Management, More Data, and Wired Equivalent Privacy (WEP). Bit 15 is reserved and should be set to 0 in transmitted frames and ignored in received frames. The format of the Frame Control field is illustrated in Figure 13.  The frame control field shall always be taken as the first and second octets of any received frame.
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Figure 13 – Frame Control field

Instruct the editor to make the following changes in clause 7.1.3.1.6

7.1.3.1.6 Retry field
Bit 11 shall be interpreted as the Retry field for IEEE 802.11-1999 devices. For QSTAs that support QoS, it shall also be interpreted as Retry field for all frames except ACK frames. For ACK frames, it is interpreted as Wait field.
For devices conformant to the IEEE 802.11-1999 standard, and for all the frames sent by QSTAs with the exception of ACK frames, the Retry field is 1 bit in length and is set to 1 in any data or management type frame that is a retransmission of an earlier frame. It is set to 0 in all other frames. A receiving station uses this indication to aid in the process of eliminating duplicate frames.
For devices that support QoS, in the ACK frames, the Wait field is 1 bit in length.  It is set to 1 to indicate to the recipient of the ACK frame that the sender of the ACK frame is seeking the retransmission of the previously immediately sent BurstAckReq frame.
Instruct the editor to modify Table 3.5 as shown below:

Table 3.5 – QoS Control field

	Bits 0-8
	Bit 9
	Bit 10-11

	Bits 12-15
	Usage

	TXOP limit, units of 16 microseconds
	FEC
	  Ack Policy
	TID
	QoS data type frames that include CF-Poll sent by the HC

	reserved (0)
	FEC
	     Ack Policy
	TID
	QoS data type frames without CF-Poll sent by the HC

	Queue size, units of 128 octets
	FEC
	  Ack Policy
	TID
	QoS data (non-null) frames sent by WSTAs

	bit 15 =0: TXOP duration requested, units of 16 microseconds
	0
	  Ack Policy
	TID
	
QoS null frames sent by WSTAs

	bit 15 =1: Queue size, units of 128 octets
	1
	  Ack Policy
	TID
	

	bit 15 =0: TXOP duration requested, units of 16 microseconds
	0
	rsrv(00)


	TID
	
RR frames

	bit 15 =1: Queue size, units of 128 octets
	1
	rsrv(00)


	TID
	


Delete subclauses 7.1.3.5.2 and 7.1.3.5.3

Insert the following subclause:

7.1.3.5.2 Ack Policy Field

The Ack policy is two bits in length and identifies the Ack policy that shall be followed upon the delivery of the MPDU. The interpreation of these two bits is given in Table 2.5. 

Table 2. 5 - Ack/Burst Ack combination in QoS data frames

	Bit in QoS Control field:
	Bit 10
	Bit 11 
	Meaning

	
	0
	0
	Normal IEEE 802.11 acknowledgement. 

The addressed recipient returns an ACK or QoS (+) CF-ACK frame after a SIFS period, according to the procedures defined in 9.2.8, 9.3.3 and 9.10.3

	
	0
	1
	Delayed Burst Acknowledgement

The addressed recipient shall take no action upon the receipt of the frame except for recording the state. The recipient can expect a Burst Ack Request frame with the Burst Ack policy set to 0 in the future to which it shall respond with an ACK frame with Wait bit set to 0, according the procedure described in 9.10.5.

	
	1
	0
	Immediate Burst Acknowledgement

The addressed recipient shall take no action upon the receipt of the frame except for recording the state. The recipient can expect a Burst Ack Request frame with Burst Ack policy set to 1 in the future to which it shall respond with either a Burst Ack frame or an ACK frame with Wait bit set to 1, according the procedure described in 9.10.5.

	
	1
	1
	No Acknowledgement

The addressed recipient takes no action upon receipt of the frame. The transmitter shall assume that the frame has been received successfully without regard of the actual result.


Instruct the editor to make the following changes in subclause 7.2.1.3

When a QSTA receives a BurstAckReq frame with Burst Ack Policy set to 1, then the QSTA may respond with either an ACK frame or a BurstAck frame. If the recipient responds with an ACK frame, it shall set the Wait subfield to 1. The Wait bit shall be set to 0 in all other ACK frames.
Instruct the editor to modify subclause 7.2.1.7 as follows:

7.2.1.7 Burst Acknowledgement Request (BurstAckReq) frame format

The frame format of the Burst Acknowledgement Request (BurstAckReq) frame is defined in Figure 21.3.

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	



	Octets: 2
	2
	6
	6
	2
	2
	4

	
	
	
	
	BAR Control
	
	

	Frame Control
	Duration/ID
	RA
	TA
	Bits: 0-10
	11
	12-15
	Burst Ack Starting Sequence Control
	FCS

	
	
	
	
	Reserved
	Burst Ack Policy
	TID
	
	


Figure 21.3 – BurstAckReq frame
The value of Duration/ID shall be such that it covers at least one SIFS and one BurstAck frame. The BAR Control field contains the Burst Ack Policy subfield and the TID subfield. The Burst Ack Policy subfield of BAR Control is set to 1 if an immediate Burst Ack is expected, else 0 if a delayed Burst Ack is expected. The TID subfield of BAR Control contains the TID for which a BurstAck frame is requested. The Burst Ack Starting Sequence Control defines an MPDU sequence number equal to (Starting Sequence Control * 16) + Fragment Number.  
Instruct the editor to modify subclause 7.2.1.8 as follows:

7.2.1.8 Burst  Acknowledgement (BurstAck) frame format

The frame format of the Burst Acknowledgement (BurstAck) frame is defined in Figure 21.4.
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	Octets: 2
	2
	6
	6
	2
	2
	256
	4

	Frame Control
	Duration
	RA
	TA
	Bits: 0-7
	8-11
	12-15
	Burst Ack Starting Sequence Control
	Burst Ack Bitmap
	FCS

	
	
	
	
	Re-ordering Buffer Size
	Reserved
	TID
	
	
	


Figure 21.4 BurstAck Frame Format
The Duration, RA and TA fields follow the rules defined in section 7.2.1.3 for the ACK frame. The BA control field consists of the Re-ordering Buffer Size, and TID sub-fields.  The Re-ordering Buffer Size indicates the number of buffers of size 2304 octets available for bursting for this particular TC or TS (see 7.4.3.2).  The Re-ordering Buffer Size shall be at least 1, if FEC coding is being used on the MPDUs in the burst. 
The Starting Sequence Control field contains the fragment number and sequence number of the first MPDU for traffic TID corresponding to bit 0 of the Ack Bitmap.  The Ack Bitmap field contains a bitmap that can acknowledge up to 128 MSDUs.
The Burst Ack Starting Sequence Control field defines an MPDU sequence number equal to ( Sequence Number * 16) + Fragment Number. The Burst Ack Bitmap is 256 octets in length and is for indicating the receiving status of upto 128 MSDUs. Bit position n of the Burst Ack bitmap, if set to a 1 acknowledges MPDU with MPDU sequence number equal to (Burst Ack Starting Sequence Control + n). 
Instruct the editor to make the following changes in the first paragraph of subclause 7.3.1.4:

The Capability Information field contains a number of subfields that are used to indicate requested or advertised capabilities. The length of the Capability Information field is 2 octets. The Capability Information field consists of the following subfields: ESS, IBSS, CF-Pollable, CF-Poll Request, Privacy, PBCC, Channel Agility, QoS, FEC, Bridge Portal, Burst Ack and Extended Capability Element. The remaining bits in the Capability Information field are reserved. The format of the Capability Information field is as illustrated in Figure 27.
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Figure 27 – Capability Information fixed field

Insert the editor to insert the following above the last paragraph in clause 7.3.1.4:

WSTAs set the Burst Ack subfield to 1 within transmitted Association and Reassociation Request management frames if it supports burst ack. APs set the Burst Ack subfield to 1 within transmitted Beacon, Probe Response, Association Response and Reassociation Response. Otherwise, it shall be set to 0.
Instruct the editor to make the following changes in Table 20.1 of subclause 7.3.2.15:

Table 20.1 – Ack Policy field encoding

	Bit 2
	Bit 3
	Usage

	0
	0
	Normal IEEE 802.11 acknowledgement.

The addressed recipient returns an ACK or QoS (+)CF-Ack frame after a SIFS period, according to the procedures defined in 9.2.8, 9.3.3 and 9.10.3.

	1
	0
	Immediate Burst Acknowledgement   The addressed recipient returns upon the receipt of the BurstAckReq with the Burst Ack Policy set to 1, either a BurstAck frame after a SIFS period, or shall return an ACK frame after SIFS period, with the Wait field set to 1, according to the procedures defined in 9.10.5. 

	0
	1
	
Delayed Burst Acknowledgement
The addressed recipient returns upon the receipt of the BurstAckReq with the Burst Ack Policy set to 0, an ACK or QoS (+) CF-ACK frame after a SIFS period at the end of the burst, according to the procedures defined in 9.2.8, 9.3.3, 9.10.3 and 9.10.5. The addressed recipient shall also return a BurstAck frame in a subsequent TXOP.

	1
	1
	No acknowledgement

The recipient(s) shall not acknowledge the transmission, and the sender treats the transmission as successful without regard for the actual result.


Delete the paragraph immediately below the above table.

Instruct the editor to make the following changes in Table 20.3

Table 20.3 – QoS Action codes

	Code
	Meaning

	0
	Add TS request

	1
	Add TS response

	2
	Delete TS

	3
	reserved

	4
	Define Burst Ack request

	5
	Define Burst Ack response

	6
	Delete Burst Ack request

	7 – 255
	Reserved


Instruct the editor to add the following subclause at the end of subclause 7.4

7.4.3 Define Burst Ack QoS Action frame format
7.4.3.1 Define Burst Ack request QoS Action frame format
The frame body of a Define Burst Ack request QoS Action frame is shown in 42.18.1. The dialog token can be of any value but should have the same value in all future QoS action frame exchanges. The Burst Ack policy bit is set to 1 if an immediate Burst Ack is desired and 0 if a delayed Burst Ack is desired. TID contains the value of the TC or TS for which the burst ack is being requested.
	octets: 1
	1
	1
	1
	2

	1 (Category QoS)
	4 (Define Burst Ack request)
	0 (no activation delay)
	Dialog Token
	Bits: 8-10
	11
	12-15

	
	
	
	
	reserved
	Burst Ack Policy
	TID


Figure 42.18.1 Define Burst Ack request QoS Action frame body
A Define Burst Ack request QoS Action frame is used to initiate burst acknowledgement for a specific TC or TS between the SA and RA in the header. A response is required for this frame from the recipient of the frame. 
7.4.3.2 Define Burst Ack response QoS Action frame format

The frame body of a Define Burst Ack response QoS Action frame format is shown in Figure 42.18.2. This frame is sent either in response to a Define Burst Ack request QoS Action frame or is sent unsolicited if the receiver of the traffic desires to change the parameters. The dialog token should be copied from the original Define burst Ack request Action frame format. The Reject subfield is set to 1 if the receiver is unable to accommodate the burst ack request and is set to 0  to indicate the receiver’s readiness to participate in the burst ack. The Burst Ack policy bit is set to 1 for immediate Burst Ack and 0 for delayed Burst Ack. The Burst Ack policy may either be same as in the Define Burst Ack Request QoS Action frame or may be changed.
	octets:1
	1
	1
	1
	2

	1 (Category QoS)
	5 (Define Burst Ack response)
	0 (no activation delay)
	Dialog Token
	Bit: 0-1
	2
	3
	4-7
	8-15

	
	
	
	
	reserved
	Reject
	Burst Ack Policy
	TID
	Re-ordering Buffer Size


Figure 42.18.2 Define Burst Ack response QoS Action frame body
TID contains the value of the TC or TS for which the burst ack is being requested. The Re-ordering buffer size indicates the number of of buffers of size 2304 octets available for bursting for this particular TID. 

Note: The receiver advertizes a single scalar number, N, which is the number of full-size (2304 octets) buffers available for bursting. The semantics are that every MPDU will consume one of these full-length buffers whether the frame is an MSDU or whether it is a fragment. In other words, ten full-size MSDUs will consume the same amount of buffer space at the receiver as 10 small fragments.
7.4.3.3 Delete Burst Ack request QoS Action frame format

The frame body of a Delete Burst Ack request QoS Action frame format is shown in Figure 42.18.3. This frame is sent to terminate the burst ack participation by either the originator of the traffic or the recipient. There is no response QoS action frame and the immediate acknowledgement that is sent by the receiver of this frame is considered as a positive response.
	octets: 1
	1
	1
	1
	2

	1 (Category QoS)
	6 (Delete Burst Ack request)
	0 (no activation delay)
	Dialog Token
	Bits:0-11
	12-15

	
	
	
	
	reserved
	TID


Figure 42.18.3 Delete Burst Ack request QoS Action frame body
The dialog token should be copied from the original Define burst Ack request Action frame format. The Direction field indicates if the Delete Burst Ack request QoS Action frame is sent by the sender or the receiver of the data. It is set to 0 to indicate it is the sender and 1 if it is the receiver. TID field indicates the TSID or the TCID for which the burst ack has been originally set up.
Instruct the editor to make the following changes in clause 9.6

9.6 Multirate support

Some PHYs have multiple data transfer rate capabilities that allow implementations to perform dynamic rate switching with the objective of improving performance. The algorithm for performing rate switching is beyond the scope of this standard, but in order to ensure coexistence and interoperability on multirate-capable PHYs, this standard defines a set of rules that shall be followed by all STAs.

All Control frames except the BurstAckReq and BurstAck frames shall be transmitted at one of the rates in the BSSBasicRateSet (see 10.3.10.1), or at one of the rates in the PHY mandatory rate set so they will be understood by all STAs.

All frames with multicast and broadcast RA shall be transmitted at one of the rates included in the BSSBasicRateSet, regardless of their type.

Data, BurstAckReq and BurstAck control frames and/or management MPDUs with a unicast immediate address shall be sent on any supported data rate selected by the rate switching mechanism (whose output is an internal MAC variable called MACCurrentRate, defined in units of 500 kbit/s, which is used for calculating the Duration/ID field of each frame). A STA shall not transmit at a rate that is known not to be supported by the destination STA, as reported in the supported rates element in the management frames. For frames of type Data+CF-ACK, Data+CF-Poll+CF-ACK, and CFPoll+CF-ACK, the rate chosen to transmit the frame must be supported by both the addressed recipient STA and the STA to which the ACK is intended.

Under no circumstances shall a STA initiate transmission of a data or management frame at a data rate higher than the greatest rate in the OperationalRateSet, a parameter of the MLME-JOIN.request primitive.

In order to allow the transmitting STA to calculate the contents of the Duration/ID field, the responding STA shall transmit its Control Response frame (either CTS or ACK), other than the BurstAck control frame at the same rate as the immediately previous frame in the frame exchange sequence (as defined in 9.7), if this rate belongs to the PHY mandatory rates, or else at the highest possible rate belonging to the PHY rates in the BSSBasicRateSet. The BurstAck control frame shall be sent at a rate that is supported by destination QSTA, as described above.
Instruct the editor to make the following changes in Clause 9.10.5:

9.10.5 Burst Acknowledgment 
9.10.5.1 Introduction 
The Burst Acknowledgement mechanism allows a burst of QoS DATA MPDUs to be transmitted separated by a SIFS period.  The mechanism provides solutions to two different problems : improve the channel efficiency by aggregrating several acknowledgements into one frame and allow for the decoding delay for FEC encoded frames.  Consequently, there are two types of burst ack mechanisms: immediate and delayed. Immediate burst ack is suitable for high-bandwidth, low latency traffic while the delayed burst ack is suitable for applications that can tolerate moderate latency.

Note: The delayed burst mechianism is primarily intended to allow the existing implementations to use this feature with minimal hardware changes or to allow inexpensive implementations that would use the processing power on the host.

The burst ack mechanism is set up by initialization through an exchange of Define Burst Ack QoS Action request/response frames. Once the initialization is done the MPDUs containing the QoS data frame bursts can be sent from the sender to the receiver. The burst can be started within a polled TXOP or by winning EDCF contention. The MPDUs within this exchange usually fit within a single TXOP and are all separated by a SIFS. The burst length is limited, and the amount of state that must be kept by the receiver of the DATA MPDUs is bounded. The MPDUs within the burst are acknowledged by a BurstAck control frame requested by a BurstAckReq control frame. This “request”/”response” mechanism gives the recipient to perform any necessary FEC decoding and can be extended by the recipient if necessary.
Burst Ack mechanism does not require setting up of a TS, however QSTAs using the TS facility may choose to signal their intention to use burst ack for the scheduler’s consideration in assigning transmission opportunities.  It should be noted that if a burst is sent after winning an EDCF contention, the burst within this EDCF TXOP could be composed of fragments of a single MSDU. However, acknowledgements of frames belonging to the same TID, transmitted during multiple TXOPs may also be combined. It applies to FEC and non-FEC use.  It also provides a means for a recipient to delay a burst acknowledgement while performing FEC operations.

The originator is given great flexibility regarding the ordering. The originator can split bursts across TXOPs, separate the burst and the burst acknowledgement exchange, interleave bursts for different TIDs or RAs.
Delete subclauses 9.10.5.2 and 9.10.5.3. Insert the following subclauses:

9.10.5.2 Set up and modification of the Burst Ack parameters
The transmitting QSTA that has data to send and intends to use Burst Ack facility should first check if the receiver is capable of participating by examining the capability bit in the beacon, probe response, association request or the reassociation request. If the receiver is capable of participating, the transmitter sends a Define Burst Ack QoS Action request frame indicating the TID and the type of burst ack (immediate or delayed) that it desires. The receiving QSTA will respond through a Define Burst Ack QoS Action response frame. The receiving QSTA has the option of accepting or rejecting. If it accepts, then it also has the option to continue with the burst ack type that the transmitter desires or change it. This change may happen when the transmitter indicates that it expects an immediate Burst Ack but the receiver does not have the capability to support the immediate Burst Ack. When the receiver QSTA accepts, it also indicates the amount of buffer size that it will allocate for the support of this burst. If the QSTA rejects, then the transmitter shall not invoke burst ack mechanism and will use either the IEEE 802.11 acknowledgement or not rely on acknowledgements.
Once the burst ack has been set up then the data and acknowledgements are transferred following the procedure described in clause 9.10.5.3. During such transfer, however, the receiver has an option of sending the Define Burst Ack QoS response frame, unsolicited, to change either the type of burst ack, the amount of buffer that will be allocated or to indicate that it would stop participating in the burst ack by setting the Reject subfield to 1.. 
9.10.5.3 Data and acknowledgement transfer 

After setting up the burst exchange following the procedure in 9.10.5.2, the transmitter shall transmit a burst of MPDUs separated by SIFS period, not exceeding the Re-ordering buffer size subfield in the associated Define Burst Ack response QoS action management frame. Each of the shall have the Ack policy subfield in the QoS Control set to either 10 or 01 depending on the previously agreed Burst Ack policy. When the transmitter is ready to receive the acknowledgement, it shall seek the acknowledgement by sending a BurstAckReq frame with the appropriate Burst Ack policy. The receiver shall maintain a burst Ack record for the burst.
Subject to any constraints herein about permitted use of TXOP according to the channel access mechanism used: the originator can separate the burst and the BurstAckReq into separate TXOPs; the originator can split a burst across multiple TXOPs; the originator can sequence bursts with different TIDs in the same TXOP; the originator can interleave MPDUs from bursts with different TIDs within the same TXOP; the originator can sequence or interleave MPDUs for different RA within a TXOP.
The duration values of burst DATA MPDUs and any burst Ack exchange transmitted within a polled TXOP shall follow the rules defined in 9.2.2.2.

The duration rules during an EDCF TXOP shall be as follows: the duration field of any burst data shall protect any following transmitted MPDU and its response MPDU if there is one; the duration field of the final frame of the burst shall protect at least the BurstAck frame.  In this context “protect” means that the duration value causes the NAV to expire at the end of the protected MPDU.
The originator shall use the Starting Sequence Control to signal the first MPDU for which an acknowledgement is expected. The receiver shall interpret that all the outstanding MPDUs at the originator have been dropped and releases the MPDUs for the delivery to the higher layer thus freeing the buffer.
The receiver shall maintain a burst acknowledgement record consisting of transmitter address, TID, and a bitmap with size of Re-ordering Buffer Size of received MPDU sequence number, where the MPDU sequence number is defined as (Sequence Number * 16 + Fragment number). These hold the acknowledgement state of the burst data received from the originator.
If the immediate Burst Ack policy is used, the receiver shall respond to BurstAckReq, with Bust Ack Policy set to 1, with either the BurstAck frame or with an ACK frame with the Wait field set to 1. If the receiver of the burst sends the BurstAck frame, the transmitter will update its own record and will retry any frames that are not acknowledged in the BurstAck frame, either in another burst or individually. If the receiver of the burst sends an ACK frame with the Wait field set to 1, then the transmitter will immediately transmit a BurstAckReq with Burst Ack policy set to 1 and will continue to seek the acknowledgement either in the same TXOP or in a subsequent TXOP if there is not enough time in the current TXOP.
If the delayed Burst Ack policy is used, the receiver shall respond to BurstAckReq, with Burst Ack policy set to 0, with an ACK frame. The receiver shall then resend the BurstAck frame in a subsequently obtained TXOP. The receiver should endeavor to expedite the transmission of the BurstAck frame and when ready shall send it in the earliest TXOP that it obtains by placing the BurstAck at the head of the highest priority queue. The transmitter shall respond with an ACK frame upon the receipt of the BurstAck frame. 
If a burst ends prematurely without the BurstAckReq frame ever being received by the recipient, the receiver may send a BurstAck frame unsolicited.
The BurstAck contains acknowledgements for the MPDUs of up to 128 previous MSDUs.   If the BurstAck indicates that an MPDU was not received correctly, the originator shall retry that MPDU subject to that MPDU’s apprpriate retry limit. 
A typical Burst Ack frame exchange sequence using the immediate burst ack, for a single TID is shown in figure 62.3.
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A typical Burst Ack sequence in which the response is achieved subsequently is shown in Fig 62.4
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If there is no response (i.e., neither a BurstAck nor an ACK) to final frame, the originator can retransmit BurstAckReq within the current TXOP (if time permits) or within a subsequent TXOP.  This retransmission is subject to the short retry limit.  If the BurstAckReq is discarded due to reaching its retry limit, all MPDUs in the burst are considered to have failed transmission and are discarded.
Originators using Burst Ack facility, to improve efficiency, may send MPDU frames with Ack policy in QoS Control frames set to 00 if only a few MPDUs are in their buffer. When there are sufficient number of MPDUs, the transmitter may switch back to the use of either Immediate or Delayed Burst Ack Policy. Originators, however, may not switch from immediate to delayed or delayed to immediate without a confirmation of such a change from the recipient.
2.1.1.1 9.10.5.4 Tear down of the Burst Ack mechanism
When the transmitter has no data to send it shall signal the end of the bursts by sending the Delete Burst Ack QoS Action Management frame to the receiver of the burst. There will not be any response from the receiver except for the IEEE 802.11 acknowledgement to this management frame. The receiver may also end its participation in burst ack by sending the Define Burst Ack QoS Action response frame with the Reject subfield set to 0.













































Submission
page 11
Srinivas Kandala, Sharp Labs

_1075901307.ppt


QoS

CF-Poll

QoS

Data

QoS

Data

QoS

Data

BurstAck

Req

ACK

BurstAck

Req

BurstAck

HC

Originator

Recipient

Ack Policy = 10

Wait = 1
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