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Participants: 

Sunghyun Choi, Sean Coffey, John Kowalski

Action Items:

· Sunghyun to post a meeting memo and updated 02/078r2 in the server

· John K. to prepare a new normative text based on the provisional resolution, and to post it to the reflector by the end of the week.

Next Teleconference Plan:

· Discuss the simulation performance of MAC FEC (to be prepared by Sean Coffey)

· Discuss any different opinion about the provided provisional comment resolutions.

Memo:

We completed the provisional comment resolution by resoloving the following comments during the teleconferences: 

Each comment is reprented with the following format:

ID No.
Commenter
Specific Clause

· Comment:

· Recommended Change:

· Recommanded Disposition by the Ad hoc group:

1008
Singla, Aman
7.1.3.5.4
· Effect of packet corruption on FEC bit has not been studied

· Provide the group with information regarding the probability and consequence of FEC bit corruption, and revisit the FEC feature design in that context

· Accepted: we will provide an informative note for this. Relying on the correctness of the FEC bit is only a possible decoding policy. Another alternative, which decodes any frame with incorrect FCS check, does not get affected by a wrong FEC bit.

1009
Ueda, Toru
7.1.3.5.4
· The relationship between FEC bit of QoS control field and FEC bit of TS info field is not clear.

· "Insert the following sentences at the end of 7.1.3.5.4: In a stream that defined by a TSPEC whose FEC bit of TS info field is set to 1, a QoS data frame shall send with FEC bit of QoS control field that is set to 1. In a stream that defined by a TSPEC whose FEC bit of TS info field is set to  0, a QoS data frame shall send with FEC bit of QoS control field that is set to 0."

· Partially accepted: FEC can be used for a frame not belonging to a TS. FEC may not be used for a frame of a TS of which TSPEC had FEC bit set to one. FEC shall not be used for a frame of a TS of which TSPEC had FEC bit set to zero. 7.1.3.5.4 will be revised according to this.
1094
Oakes, Ivan
7.2.2

· "According to table 4 and it's preamble, ""Address 4"" is only transmitted when To DS & From DS are both set.  This means that the QoS field is either 24 or 30 octets into the frame. Section 7.5 (MAC-level FEC) says that ""for QoS data frames of types that do not utilize an Address 4 field ... a 6-octet pad of zeros is inserted between the Sequence Control field and the QoS Control field"".Thus the bit which says whether a frame is FEC encoded moves around depending on whether FEC encoding is used!  Thus the ""FEC"" bit in the QoS field is unusable.  This may be regarded as an editorial change but by mentioning the pad in section 7.5 it could be interpreted that the pad is not required if FEC is not implemented."

· "Always transmit Address 4 in all QoS frames, even if not FEC'ed. Edit Table 4 to show Address 4 use a 6-octet pad of zeros for rows 1,2, & 3. Edit Figure 22.1 to show the Address 4 as always 6 octets long. Edit section 7.5 to be editorially consistent with these changes."

· Declined: FEC bit is now in Frame Control field, and therefore the commented situation is non-existence.

1283
Ho, Jin-Meng
7.3.2.15

· Ack and FEC policy should be on a per MPDU basis so that it is applicable to MPDUs belonging to TCs which do not have a TSPEC, and is adaptable on a per frame basis.

· Revise the text of this subclause as suggested in doc. IEEE 802.11-02/005r0.

· Partially accepted: FEC can be used for a frame not belonging to a TS. FEC may not be used for a frame of a TS of which TSPEC had FEC bit set to one. FEC shall not be used for a frame of a TS of which TSPEC had FEC bit set to zero.

1328
Stephens, Adrian
7.3.2.15

· FEC is a capbility that can be discovered through probe request/response.  What requirement is there to negotiate its use during TSPEC "connection setup" before using it?

· Related to FEC bit

· Accepted as there is no recommended change. FEC bit in TSPEC is useful for the HC to determine the admission decision properly as well as for the communication bodies to negotiate the usage of the FEC.

1404
Batra, Anuj
7.5

· what happens if FEC bit is decoded incorrectly, but packet is still FEC encoded?

· provide mechanism to deal with this case

· Declined. Instead, we will provide an informative note for this. Relying on the correctness of the FEC bit is only a possible decoding policy. Another alternative, which decodes any frame with incorrect FCS check, does not get affected by a wrong FEC bit.

1405
Black, Simon
7.5

· It is not obvious to me why ICV is shown in the first FEC block and the last. Maybe this is just catering for variable length frames. Also this seems to be very WEP-centric. Since we have other encryption algorithms coming along, I would favour making this generic to frame body data and not specifying what security data is present.

· Make frame body data just data and do not refer to any specific algorithm

· Accepted: all references to the encription will be removed from 7.5.

1407
Diepstraten, Wim
7.5

· With the direction in which TGI is going by using WEP/TKIP and AES(CTR) mode, it is not mandatory to encrypt prior to FEC coding. The encryption operation is an XOR of an encryption string with the data, while the encryption string is independent of the data. That means that there is no error propagation issue due to encryption, as exactly the same bit will fail prior or after decryption.

· Delete this requirement from the description.
· Accepted: all references to the encription will be removed from 7.5.

1410
Engwer, Darwin
7.5

· A representative RS encoding example of a real data frame (akin to the example frame encoding shown in 802.11a) would be very helpful as an informative annex.

· Please.

· Conditionally accepted: will provide such an editorial informative annex when the basic text is approved.

1420
Hoeben, Maarten
7.5

· "The restriction that FEC can only be used in conjunction with parameterized QoS is in my opinion too limiting and unnecessary. The reason for this limitation is that the Tspec was necessary for looking up the ack-policy. With the new burst-acknowledgment mechanism this is not the case anymore."

· Remove the FEC/parameterized QoS limitation and make FEC available for any transmission of QoS data frames between QSTAs that support this option.

· Accepted: FEC can be used for a frame not belonging to a TS.

1422
Jose, Bobby
7.5

· FEC cannot be used for busrt ack frames, and other management and control frames which would benefit from FEC

· Change frame definitions of burst ack, action frames etc to support FEC in a way interoperable with data packets.

· Accepted. FEC-encoding is allowed to any type of frames, and the FEC encoded frame is identified by the FEC bit  the frame control field. However, the FEC encoding for any frame type should be used along with the FEC-immediate ACK capability of the receiving station.

1425
Liang, Jie
7.5

· MAC FEC issue:   In the drafe D2.0, the MAC FEC is an option that can be used to improve the performance for AV applications. This is good, however, the current frame format makes the decoding of ALL packets difficult. The reason is that since the use of the FEC option is indicated by the FEC bit in the packet header. When there are errors in the header, the FEC bit may be reversed. Therefore, for ANY incoming packets, we are never very sure about whether they should be FEC decoded or not, until at the end of the packet throughput CRC checking. Due to buffering and delay issues, it is usully not practical to buffer the whole packet for second decoding if the first decoding option is incorrect. The only other option is to do parallel decoding: one without FEC, one with it. This would make it very power inefficient. I would like this situation to be solved so that after decoding the header, we would be confident that which decoding option we should take.

· The recommended change is as follows: (1). For the FEC frame format (Figure 42.19), we add a 4 octet (32bits) CRC for the MAC header. The original MAC header along with its CRC check bits will be RS protected. (2). Change the MAC header RS code from (32,16) to (36, 20), the same shortening method should be adopted.

· Delined: we need a hard proof which shows the benefit of the suggested change.

1427
Myles, Andrew
7.5

· What is a "given traffic category"? 
· The sentence makes no sense.
  

· Accepted as there is no recommended change. 

1433
Sakusabe, Kenichi
7.5
 
· It does not need the FCS on the FEC frame. The frame will be passed on to the application regardless of its error status, thus eliminating the need to check for errors at the MAC layer 

· Eliminate FCS on the FEC frame

· Declined as  the frame will be  delivered to a higher layer only if the FEC FCS is correct. Note that the RS error correction can fail.

1434
Sanwalka, Anil
7.5

· Why is FEC "FCS" needed. The assumption is tht the FEC is provides better error coverage than a simple FCS. The FEC "FCS" is thus redundant.

· Remove the FEC "FCS".

· Declined as  the frame will be  delivered to a higher layer only if the FEC FCS is correct. Note that the RS error correction can fail.

1435
Schrum, Sid
7.5

· The text describes two methods for establishing the use of FEC:  stream-based negotiation, and per-frame indication.  The text is unclear and contradictory with regard to determining if a frame is FEC encoded, and therefore frame handling requirements are unclear. For example, line 31 on page says "via management frames, the receiving statino is made aware of the flow's encoding ...", implying the TID infers FEC encoding, yet there is a bit in the frame to indicate if a frame is FEC encoded.  

· "Change text to indicate that:1) stream-based negotiation provides the means for determining if receiving stations are capable of accepting FEC encoded frames. 2) The FEC bit in the QoS Control Field should be used exclusively by receiving stations to determine if a frame is FEC encoded."

· Accepted.
1436
Stanley, Dorothy
7.5

· Last sub-bullet requiring encryption prior to FEC. Is this required given TKIP/WEP and AES encryption?

· Clarify 

· Accepted: all references to the encription will be removed from 7.5.

1437
Stephens, Adrian
7.5

· It is unclear what is the maximum permitted size for an FEC-encoded MPDU.

· Clarify how the limit in size is determined.

· Accepted: the FEC-encoded MPDU size depends on the encryption and so on. But, the MSDU maximum size of 2304 octets is still valid even with the FEC.

1438
Stephens, Adrian
7.5

· Algorithms such as the RS code are frequently mis-interpreted from a spec.

· Either provide "golden data" examples of coding.  Or provide an informative LFSR implementation of the coder.

· Conditionally accepted: will provide such an editorial informative annex when the basic text is approved.

1536
Kandala, Srinivas
9.10.1

· All the (+) CF-Poll frames should be non FEC encoded as the recipient may not respond within SIFS.

· Add the  line, "Any (+) CF-Polls sent by the HC shall not be FEC encoded as the recipients may not respond within this short duration", in the first paragraph after, "The HC gains control of the WM as needed to send QoS traffic to QSTAs and to issue (+) CF-Polls to QSTAs by waiting a shorter time between transmissions than the stations using EDCF or DCF access procedures"

· Declined. FEC-encoding is allowed to any type of frames, and the FEC encoded frame is identified by the FEC bit  the frame control field. However, the FEC encoding for any frame type should be used along with the FEC-immediate ACK capability of the receiving station.

1982
Choi, Sunghyun
7.5

· Can MAC-level FEC be used for TCs? Then, it should be clarified carefully. See in D2.0a, line 24 of p. 58, it seems to say that MAC FEC is just for TSs.

· Correct it.

· Accpeted: FEC can be used for both TS and TC-based.

1983
Choi, Sunghyun
7.5

· Now, there can be more than 10 RS blocks in FEC frame. Actually, the max should be 12 RS blocks as the MSDU size is limted by 2304.

· Correct it.

· Accepted

2008
Choi, Sunghyun
7.5

· According to the current draft, the Reed Solomon code for forward error correction is generated by mapping the message block onto a polynomial c(x) over GF(256), where the leftmost octet of the message block is mapped onto the lowest order coefficient (see page 57, lines 23-24). This mapping choice is less optimal than the equally valid choice to map the rightmost octet of the message block onto the lowest order coefficient c(x). The reason is, that the RS encoder divides the message polynomial c(x) by a generator polynomial g(x). Since a division algorithm starts at the most significant side of c(x), the chosen mapping implies that the division can only start when the complete message block has been received in the encoder. Similarly, when calculating the syndrome polynomial S(x) in the RS decoder, the most significant coefficient is needed first. Hence, also in the case of the RS decoder, the chosen mapping implies that decoding of the received message can only start after the complete message has been received. The chosen mapping only allows block based processing in the RS encoder and the RS decoder, and thus unnecessarily increases the latency of these blocks.

· See the submission 02/003 for the resolution.

· Accepted

2009
Choi, Sunghyun


· The current draft states that “A non FEC-capable will not be able to interpret FEC fields, and therefore FEC encoding shall not be used on MPDUs to such STAs”. This would imply that a QSTA is not allowed to use FEC on multicast MPDUs, since in general it cannot be guaranteed that all QSTAs, that may at any moment be listening to the QBSS, support FEC.

· See the submission 02/003 for the resolution.

· Accepted

2010
Choi, Sunghyun
7.5

· Figure 42.19 has some errors: 1. The box above the first block contains the label "Security IV + DATA1 + ICV". It should be "[Security IV+ ] DATA1".     The label above the last block should be "DATAN [ + ICV ] + FEC FCS". 2. The last block contains the label "4 to 208". Since there is no restri+E69ction on the size of the message block before      RS encoding, it should be "1 to 208". (However, in that case, part of the ICV and the FEC FCS could be in the previous block). 3. There should be some space between the block 2 and block N to indicate that blocks have been left out.

· Correc all the errors.

· Accepted

2011
Choi, Sunghyun
7.5

· talks about the (48,32) RS-code as a shortened (224, 208) RS-code. Perhaps it is better to     call it a shortened (255, 239) RS-code, because the (224, 208) code is itself already a shortened code.    Also, in line 39, the (224,208) RS-code should be referred to as a shortened (255,239) RS-code.

· Revise them according to the comment.

· Accepted

2012
Choi, Sunghyun
7.5

· It is desirable to know what the motivation of choosing (224,208) instead of the original code (255, 239) as it is not clear.

· Provide a informative note in the clause.

· Accepted.
Feb. 18th (Mon) 11am EST

Participants: 

Sunghyun Choi, Sean Coffey, Cees Klik, Lior Ophir

Memo:

We discussed the following comments during the teleconferences: 

Each comment is reprented with the following format:

ID No.
Commenter
Specific Clause

· Comment:

· Recommended Change:

· Recommanded Disposition by the Ad hoc group:

ID 1404

Batra, Anuj

7.5

· what happens if FEC bit is decoded incorrectly, but packet is still FEC encoded?

· provide mechanism to deal with this case
· Rejected. Instead, we will provide an informative note for this.
Relying on the correctness of the FEC bit is only a possible decoding policy. Another alternative, which decodes any frame with incorrect FCS check, does not get affected by a wrong FEC bit.

ID 1412

Gubbi, Rajugopal

7.5

· FEC indication is there both in TSPEC and Qos-control. Since MAC implementations prefer to limit as much as possible to frame by frame processing (as opposed a string/stream of frames) FEC bit in Qos-control is a good idea. The issue in having FEC bit at two places is as to which one takes precedence if FEC bit is Qos-control is different from that was in TSPEC for the same TSID. Clearly state that if a TS was negotiated not to use FEC, the frames for that TS shall not have FEC bit to set 1 in their Qos-control field.

· Clearly state that "if a TS was negotiated not to use FEC, the frames for that TS shall always have FEC bit to set 0 in their Qos-control field"

· Accepted by replacing "QoS Control" with "Frame Control".
ID 1161

Ecclesine, Peter

.3.1.4

· FEC and Bridge Portal are part of QBSS, and are taking valuable bits in the Capability Information field

· move FEC and Bridge Portal bits and text from Capability Information field, and add them to the Extended Capability 7.3.2.17 as explicit examples in Figure 42.15
· We will discuss it with the Frame Format ad hoc group.

ID 1283

Ho, Jin-Meng

.3.2.15

· Ack and FEC policy should be on a per MPDU basis so that it is applicable to MPDUs belonging to TCs which do not have a TSPEC, and is adaptable on a per frame basis.

· Revise the text of this subclause as suggested in doc. IEEE 802.11-02/005r0.

· Partially accepted: FEC can be used for a frame not belonging to a TS. FEC may not be used for a frame of a TS of which TSPEC had FEC bit set to one. FEC shall not be used for a frame of a TS of which TSPEC had FEC bit set to zero.
ID 1418

Ho, Jin-Meng

7.5

· MAC-level FEC should be performed on a per frame basis to allow for flexibility.

· Revise the text of this subclause .

· Particially accepted: See Id 1283.
ID 1536

Kandala, Srinivas

9.10.1

· All the (+) CF-Poll frames should be non FEC encoded as the recipient may not respond within SIFS.

· Add the  line, "Any (+) CF-Polls sent by the HC shall not be FEC encoded as the recipients may not respond within this short duration", in the first paragraph after, "The HC gains control of the WM as needed to send QoS traffic to QSTAs and to issue (+) CF-Polls to QSTAs by waiting a shorter time between transmissions than the stations using EDCF or DCF access procedures"

· We couldn’t conclude it yet. Sunghyun wanted to reject the comment by accepting Michael Fischer’s opinion posted in the reflector. Michael said that he wanted to even allow the FEC encoding to any type of frames assuming that the real-time FEC decoding will be realized in the near future. Lior however had a concern about this possibility as he was worried about the possibility that a stupid HC would encode a CF-poll frame even if there are some stations which cannot decode the FEC-encoded frames. 
Feb. 11th (Mon) 11am EST

Participants: 

Sunghyun Choi, Sean Coffey, John Kowalski

Memo:

· FEC bit (and QoS Control field) location 

· Is fixing the location desirable/needed? Yes

· Will raise this in Frame Format ad hoc group

· Address 4 with zero padding or not 

· Treat the first 32 octects of the MPDU as RS-encoded without zero padding 
· Participants will check whether it is a good idea.

· FEC and FEC-Immediate ACK in Capability or Extended Capability Information 

· Currently in Capability information 
· Need to consolidate with other candidates via Frame Format ad hoc group

· FEC-encodable frame subtypes 

· Discussion

· no FEC for non-QoS data frame? Yes

· no FEC for QoS data frame with Null bit set ? Yes

· no FEC for QoS data frame with CF-Poll bit set ? Yes

· no FEC for QoS data frame with CF-ACK bit set ? Maybe

· The question now is whether to allow FEC-encoding to (1) QoS Data frame only or (2) QoS Data and QoS Data + CF-ACK frames; will raise this question to the reflector.

· Further clarification relationship between FEC bits on each frame and TSPEC 

· Whether FEC can be used for a stream of which TSPEC does not have FEC bit set?

· When TSPEC has FEC=0, is a frame belonging to the stream allowed to be FEC-encoded? No
· When TSPEC has FEC=1, is a frame belonging to the stream allowed not to be FEC-encoded? Yes
· Will raise this question to the reflector.
Feb. 4th (Mon) 11am EST

Participants: 

Sunghyun Choi, Sean Coffey, George Dickman, Cees Klik, John Kowalski, Thomas Kuehnel, Jie Liang, Lior Ophir.

Memo:

1. Review of the changes made during the last session in Dallas, TX

· Change 1: 

· added FEC-Immediate ACK into the Capability bits

· Change 2: 

· moved the FEC bit from QoS Control to bit 15 of Frame Control field for QoS data type frame

· Adopted normative text of Clause 7.5 in 02/114r0.

· Reflected change 2 above in the description.

· Clarification on the roles of the FEC bits in each frame and TS Info field of TSPEC element.

· Adoption from 02/003r0.

2. Technical discussion

· CRC for FEC’ed frame

· A letter ballot comment of Jie Liang

· Adding a CRC for header part to detect the FEC bit error in each frame is desirable.

· Jie will provide some simultion results next time.

· Interleaving for FEC  

· Letter ballot comments of George Dickman 

· The group is looking for more hard data to show the effectiveness of the interleaving

· Sean Coffey is working on simulation; to present some next meetings or so.

· .11g PLCP SERVICE field problem

· .11a SERVICE field problem for .11e FEC is also true with .11g OFDM

· Sunghyun Choi made a presentation/proposal to TGg (see 02/050r0)

· Desired that TGg handles this problem by making a new SERVICE field format optional, which will be used along with the 802.11e MAC FEC.

3. Action Items for the next meeting

· Anybody to forward editorial comments of Clause 7.5 to John Kowalski.

· John Kowalski to post a revision of 02/114r0.

· Sunghyun to post the meeting memo and list of pending comments to discuss during the next teleconference.
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