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Abstract

There have been many comments and much discussion about the IAPP, the recommendation for SLP, and the use and implementation of the Registration Service.

This submission outlines the existing recommendations and describes some of the reasons for the comments.  Two possible solutions to resolving the comments are presented.

Based on guidance from the TGf group, editing instructions for one of the solutions have been included.

Current Specification for SLP usage and the Registration Service

802.11f-D1.1 recommends the use of SLP by an APME  (and the IAPP entity) to locate an "AP registration service" (APRS).  In this role, the APME is behaving as an SLP User Agent (UA) and will send SLP ServReq messages via multicast/broadcast frames or via unicast frames directed to a previously detected SLP Directory Agent (DA).  

The recommendation that SLP be used to locate an APRS implies that the APRS is a separate entity that provides a specific service from some location on the IP network accessible by an APME.  The APRS may be present in an AP or some other piece of network-attached equipment.  802.11f-D1.1 does recommend that any individual APME that fails to find an APRS should start the APRS itself.  Upon startup the APRS will become an SLP Service Agent (SA) replying to SLP ServReq messages, and, optionally, registering with an SLP DA.  

The primary function of the APRS is to receive registrations from APME’s and supply that registration information upon request.  The registrations supply information that map BSSIDs to their IAPP entity DSM IP addresses.  The actual protocol used to communicate the registration information is not currently specified.  The IAPP entity DSM IP address is primarily used for the delivery of IAPP packets.

Many of the current comments relate to confusion about SLP and APRS use and implementation.
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Figure 1: Current Architectural Elements

Open Issues

The open issues that are responsible for many of the current comments appear to be due to two issues with 802.11f-
D1.1.  The first issue is that the usage of SLP by an APME is not yet fully defined.  The second issue is that the protocol and much of the behavior of an APRS is not yet fully defined.

One simple classification of the open issues is: APRS server-side and APRS client-side.  Both clasess have SLP related issues.

APRS Server Issues

1)  The APRS server's SLP behavior is undefined in the presence and absence of an SLP Directory Agent (DA).

2)  The APRS SLP Service Template needs to be defined.  Definition needs to include: Service Name, URL format, and Attributes.

3)  The APRS packet level (layer 3 and higher) protocol is undefined, including the registration of port and protocol numbers.

4)  The APRS server behavior for tx/rx of APRS packets is undefined.

APRS Client Issues

1)  The current document mixes the use of SLP into both the APME and the IAPP functional blocks.  (Resolved: push all SLP usage up into the APME)

2)  APRS client behavior for tx/rx of APRS packets is undefined.

Potential Solutions

There are two potential solutions to these open issues:

1) Fully define the APME and APRS usage of SLP and finish the definition of the APRS, or

2) Remove the notion of the APRS and develop an SLP Service template that will allow each AP to behave as an SLP Service Agent (SA) thus allowing SLP to be used for the BSSID to IAPP DSM IP Address lookup function.

Preferred Solution

Removing the APRS has several benefits:

1) Removes the necessity for the creation of a new protocol,

2) Removes the necessity for the design and creation of a new server, and

3) Removes the requirement for the registration of additional ports and protocols.

In this model, each APME that uses the IAPP SAP shall register the IAPP service using SLP.  All of the functionality of the APRS will be handled via SLP.

Acronyms

APRS – Access Point Registration Service

SLP – Service Location Protocol

SA – Service Agent

UA – User Agent

DA – Directory Agent

APME – Access Point Management Entity

Editting instructions For Solution Number 2

The following editing instructions are for application to 802.11f-D1.2.1.

Remove the IAPP-REFRESH, sections 4.3 and 4.4

Section 5, second sentence, change to “It is a part of a communication system comprising APs, 802.11 mobile stations, an arbitrarily connected DS, and (optionally) an SLP infrastructure containing one or more SLP Directory Agents (DAs).

Section 5, third sentence, change DS to ESS.

Section 5.1, remove existing text and replace with the following:

 “An ESS is a set of Basic Service Sets (BSSs) that form a single LAN, allowing an 802.11 mobile station to move transparently from one BSS to another throughout the ESS.  In 802.11-99 the establishment of the first AP via the MLME-START.request(BSSType=Infrastructure) accomplishes the formation of an ESS.  Subsequent APs that are started with the same SSID extend the ESS created by the first.  

If an APME is going to use the services of IAPP, additional steps are necessary.  Following the issuance of the MLME-START.request(BSSType=Infrastructure) and the receipt of an MLME-START.confirm(ResultCode=SUCCESS) the APME should, 1) Initialize its SLP User Agent (UA) function, 2) issue the IAPP-INITIALIZE, and 3) Initialize its SLP Service Agent (SA) function.  The SLP UA function will allow the APME to look up other APs.  The SLP SA function allows other APs to discover an AP.

5.1.1 Service Location Protocol Usage

For the IAPP to function correctly, each APME must have the ability to discover the DSM IP address of another AP in the ESS using BSSID as a lookup key.  To implement this capability, the use of the Service Location Protocol (SLP) Version 2 (IETF RFC 2608) is recommended.

Each APME should behave in a manner consistent with the behavior defined for both an SLP UA and an SLP SA.  An APME may also behave in a manner consistent with an SLP Directory Agent (DA), but this is optional.

The SLP UA function allows an APME to perform SLP Service Request (SrvReq) lookups.

The SLP SA function allows an APME to respond to SLP SrvReq service lookups.  If an SLP DA function is present on the network, the SLP SA function will register with the SLP DA and stop responding to requests from UAs.  In the presence of a DA, it is the DA that responds to the requests from UAs.

The following SLP service template identifies the service: URL that represents an IAPP service:

------------------------------------------------------------

template-type = dot11-iapp

template-version = 0.0

# template-version will be 1.0 following acceptance by the

# srvloc registrar.  Note that the registration process may

# require changes to the template as represented here.

# Refer to RFC2609 for information on finding the authoritative

# version of this template after registration is complete.

template-description = 

  This is the concrete service template for the IEEE 802.11         IAPP as described in IEEE 802.11f.

template-url-syntax=

url-path    = iapp://host [“:” port ]

port        = 1*digit

host        = hostname / hostnumber

hostname    = *( domainlabel “.”) toplabel

domainlabel = alphanum / 

              alphanum * [alphanum / “-“] alphanum

toplabel    = alpha / alpha * [alphanum / “-“] alphanum

hostnumber  = ipv4-number

ipv4-number = 1*3digit 3*3(“.” 1*3digit)

3digit      = digit digit digit

alphanum    = alpha / digit

alpha       = “a” / “b” / “c” / “d” / “e” / “f” / “g” /

              “h” / “i” / “j” / “k” / “l” / “m” / “n” /

              “o” / “p” / “q” / “r” / “s” / “t” / “u” /

              “v” / “w” / “x” / “y” / “z” / “A” / “B” /

              “C” / “D” / “E” / “F” / “G” / “H” / “I” /

              “J” / “K” / “L” / “M” / “N” / “O” / “P” /

              “Q” / “R” / “S” / “T” / “U” / “V” / “W” /

              “X” / “Y” / “Z”

digit       = “0” / “1” / “2” / “3” / “4” / “5” / “6” /

              “7” / “8” / “9” 

bssid = STRING L X

# BSSID of the BSS created by the registering APME, the

#  BSSID should be represented as a colon separated list

#  of two digit hexadecimal digits.  

#  Example: 01:a2:b3:c4:d5:e6 

ssid = OPAQUE 

# SSID of the BSS created by the registering APME.  We

# are using the OPAQUE type so that the values of unprintable

# bytes in the SSID can be represented.

------------------------------------------------------------

A complete service: URL encoded according to this template would look like:

Service: dot11-iapp.1.0.en:iapp://192.168.23.3;

   bssid=”01:a2:b3:c4:d5:e6;”

   ssid=”\FF\23\FF\a4”

The necessary query to find this service would be:

service: dot11-iapp.1.0.en;bssid=”01:a2:b3:c4:d5:e6”

Remove Sections 5.1.2, 5.1.3, 5.1.4, 5.1.5

Section 5.5, remove the sentence that starts “The IP adderess of the old AP” also remove the URL
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