[image: image1.jpg]Proodband
'orum




Broadband Forum Liaison To:

IEEE 802.16 Working Group on Broadband Wireless Access 
Roger B. Marks, Chair (roger@consensii.com)
From:
Christophe Alter
Broadband Forum Technical Committee Chair 
(christophe.alter@orange.com) 
Liaison Communicated By: 
Ken Ko (ken.ko@adtran.com)

Date: April 18, 2013
Subject: Response to liaison of 21 March on Performance Measurements Architecture
Thank you for your 21 March liaison on “Response to liaison of 8 March on Performance Measurements Architecture”. Following are responses to your questions and some comments on IEEE 802.16-12-0682-01 “[Draft] IEEE 802.16.3 Architecture and Requirements for Mobile Broadband Network Performance Measurements.”
In your 21 March liaison, you asked the following questions:

802.16-13-0081 question 1: “We would like to understand the term “target MA”, particularly with respect to the term “Measurement Agent.” What are the properties of the “target MA”? Can every Measurement Agent serve as a “target MA”? In our earlier letter we explained our proposed approach, based on a differentiation between a client and server, and we wonder whether our proposal would be compatible with the MA roles in the WT-304 architecture.”
BBF response: BBF use cases do not deal solely with measurements that originate from user equipment to a network element. BBF use cases also deal with measurements that occur between network elements inside a provider’s network, between devices inside a Customer Premises Network, and even between network elements of different providers. The measurement functionality that resides within a particular network element (or device) may be capable of passive measurements, initiating active measurements, or being the target of active measurements. The Operation Support Systems (OSSs) and interfaces that are used to control, manage, and potentially receive data must be independent of the nature of tests or whether the element/device was the initiator or target of any particular test. Therefore, we have adopted the neutral term “Measurement Agent” to describe a container of measurement functionality. We believe the IEEE 802.16.3 would be a special case of our more general architecture, where an MA in user equipment either runs passive tests or runs active tests with an MA in a network element. We do not believe the “Client” and “Server” terminology lend themselves to other cases where tests are run between network elements or between user equipment. It is a goal of our architectural framework to ensure that the entity who owns a particular device or network element is able to use that device/element for whatever measurement use cases they consider appropriate or desirable. We would like to mention that we are still working through our terminology definitions and that we may or may not be using the term “target MA” to describe an MA that will be a test endpoint.
802.16-13-0081 question 2. “We would like to precisely understand the term “domain”.”
BBF response: The term domain is used to describe a realm of operational control. It is our view that all network elements, user equipment, and MAs are under the control of some entity – be that entity a network provider, end user, an enterprise (such as the end user’s employer), a governmental agency or contractor, or some other party. It is possible for an MA to be controlled by an entity different than the one controlling the underlying physical device. It is also possible for a device to have multiple MAs, each under the control of a different entity (although this may be undesirable if an MA cannot ensure that it is the only one running tests at any particular time on a particular interface). All systems, network elements, devices, and MAs that are under the control of the same entity are within the same domain. An MA may send data to a Data Collector in the same or a different domain. An MA may run active tests with an MA in the same domain, or a different domain. Whenever communicating with something in a different domain, it is important to be careful about what is communicated, unless there is complete trust and knowledge as to what the other entity (domain) will do with that communication. 

802.16-13-0081 question 3. “In addition to the example diagram in your letter, we would like to understand the full range of deployment architectures that fall within the scope of your efforts.”
BBF response: We consider all measurement usages that an access provider wants to deploy or implement (all or some portion of) as being in scope of our efforts. This includes measurements run internal to that provider’s domain (where the provider controls all MAs), measurements where only one of the MAs is in the provider’s domain, and measurements that run across network elements in the provider’s domain where the provider is requested to supply some assistance (such as providing service attributes). Some access providers also have an interest in helping their customers with diagnostics internal to the customer’s home network; therefore, such home networking diagnostics are considered in scope.

802.16-13-0081 question 4. “Would functions for Data Collector and Management Server be compatible with the architecture for WT-304 when external to the operator network?”
BBF response: BBF’s WT-304 architecture places the MA to Data Collector interface in scope, when either of these is in the domain of the access provider. Where both are external to the access provider’s domain, they are not in scope. The interface between a Management Server and a device or network element is in scope where both are in the domain of the access provider. This does not mean that such interfaces do not or cannot exist external to the access provider’s domain – simply that BBF is not in a position to define them. All other interfaces to Data Collectors and Management Servers are out of scope of the current WT-304 architecture. We recognize that Data Collectors and Management Servers will interface with other OSSs inside the same domain, and potentially with OSSs in other domains. We do not intend to define or specify such interfaces.
802.16-13-0081 question 5. “Is a measurement controller necessary within the operator network?”
BBF response: A Measurement Controller is necessary when the operator wants to be able to control an MA (schedule tests, configure parameters, etc.). Where the MA is not under the operator’s control, the Measurement Controller will not exist within the operator’s network, or there may be no Measurement Controller at all. Whoever controls the MA needs to determine how best to control it. WT-304 only concerns itself with defining that interface when the MA and Measurement Controller are within the access provider’s domain. WT-304 will allow access providers to support MAs not under operator control by defining mechanisms for providing those MAs with service attributes and allowing those MAs to perform active measurements with MAs that are operator-controlled (where these MAs may be in the operator’s network or in an operator-managed Residential Gateway within the Customer Premises Network). Other usages that do not require involvement of the access provider are possible – they are in no way prohibited or precluded; they are simply not defined in the context of WT-304. 
As it relates to privacy, we definitely agree that this is an important concern. In the context of WT-304, the interface that an access provider uses to supply service attributes to another device or entity and the interface between an access provider-controlled MA and another entity’s Data Controller are of primary concern. Other interfaces exist where privacy is very important, but these are not in scope of WT-304. All interfaces need to be secured, to protect privacy and data integrity, and to prevent unwanted manipulation of devices, network elements, and data.
Feedback on IEEE 802.16-12-0682-01:

We continue to have difficulty understanding the concept of Private and Public Servers and Data Collectors that is expressed in IEEE 802.16-12-0682-01 “[Draft] IEEE 802.16.3 Architecture and Requirements for Mobile Broadband Network Performance Measurements.” Consider the case of an access provider who controls (with an access provider Controller) a Client that is inside a user device. This access provider tells this Client to run tests against an access provider Server, and to send data to the access provider’s Data Collector. The access provider’s Data Collector might supply some data to another system where the data is made available to the end user (requiring secure login), might send data to its own data warehouse for analysis, and might supply some data to another entity, such as a data store being used to house data requested by the regulator. No-one other than the access provider is able to directly access the Data Collector. Are the access provider’s Server and Data Collector Public or Private? In WT-304, a Data Collector receives collected measurement data securely from an MA. What happens to such data beyond this is out of scope.

The scenario where the access provider controls all aspects of the testing and data collection is a very real scenario that some regulators are requesting be supported. Is this a scenario that is supported in the context of the IEEE draft?
Some additional questions: Who is envisioned to be the owner of a Public Server, a Public Data Collector, and the Controller that controls a Public Server and a Client? Who tells the Client and Public Server what Controller to register with? Is it possible for a test to be conducted where different entities control the Client and Server?
Sincerely,

Christophe Alter,
Broadband Forum Technical Committee Chair
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