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Abstract

Due to wide spectrum allocation in the 5GHz band in Europe, USA and Japan, this band attracts much attention as being the enabler for wide public acceptance of broadband Wireless Local Area Network (WLAN) products in 5GHz and therefore, has become the new frontier for new standardization activities. IEEE 802.11a and HiperLAN2 are the dominant standards developed for the 5GHz wireless LAN market. The protocols used in the standards do not coexist or inter-work which could create a situation discouraging widespread adoption or development of this technology. The scope of this document is to propose a 5GHz unified protocol facilitating inter-working between HiperLAN2 and IEEE 802.11a. 

1. Introduction 

Currently two major 5GHz standards have been developed [1,2,3]. The IEEE Working Group 802.11 finalized the 802.11a standard, using a new OFDM based physical (PHY) layer and the original 802.11 Medium Access Control (MAC) protocol. This protocol allows limited multimedia support under an optional Point Coordination Function (PCF). IEEE WG 802.11 is also working on QoS and Multimedia extensions in Task Group E (802.11e) which are not yet available.  The ETSI Project BRAN has finalized the HIgh PErformance Radio Local Area Network type 2 (HiperLAN2) standard, using an OFDM based PHY and an advanced, feature rich, Data Link Control layer (DLC) incorporating a TDMA based MAC. In a close co-operation between two standardization bodies, the PHY layers of HiperLAN2 and 802.11a are aligned to a large extent. The different philosophies towards MAC implementation taken by the 802.11a and BRAN committees led to very different solutions. While the 802.11a CSMA/CA MAC is designed for wireless asynchronous data communications, providing a simple and field proven solution for wireless Ethernet, the HiperLAN2 protocol, with its build-in support for quality of service provides a robust solution for wireless multimedia transmission including wireless Ethernet. 

These two standards operating on the same frequency band are incompatible and no currently interoperability exists between the two systems. As the industry has learned in the past, multiple standards, product incompatibilities and poor interoperability could impose a major hurdle on mass acceptance of 5GHz wireless LAN technology. Therefore, industry activities have been initiated towards one interoperable and economical solution in the 5GHz space based on a globally harmonized WLAN standard. A first step in this direction and for the promotion of 5GHz WLAN market could be the development of technical solutions which enable the WLAN terminals, no matter using 802.11a standard or HiperLAN2 standard, to share the same wireless network. Such a solution, which is an attempt at reconciling the issue of inter-working between HiperLAN2 and IEEE802.11a is presented in this submission
2. Terminology and Usage Scenarios


[image: image1.wmf]H2 MT

Ch2

Internet

802.11 AP

H2 AP

802.11 STA

Ch1

11a

PHY

11

MAC

H2

PHY

H2

DLC

H2

CL


Figure1: Coexistence in Public/Corporate Scenario

Interworking: Wireless terminals in the same coverage area using 802.11a or HiperLAN2 can exchange data with network infrastructure in the same radio channel. In this case a mechanism is needed to perform time-sharing between terminals of different systems. In the sequel different levels of inter-working are considered. In Fig 2, each wireless terminal communicates with its corresponding AP similar to the coexistence scenario. The main difference is the existence of a MAC Bridge for time-sharing mentioned above. We call this case level 1 inter-working. To exchange data between WT of different standards in the radio cell the backbone network has to be used as in the coexistence case.
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Figure 2:
Level 1 inter-working in Public/Corporate Scenario
The scenario depicted in Fig 3, referred to as level 2 inter-working, replaces the two access points of Fig 2 with a Unified access point (UAP) using two separate MACs each with a different MAC address. The other features remain unchanged.
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Figure 3: Level 2 inter-working in Public/Corporate Scenario
The "5GHz PHY" used in Fig 3 and in the other figures of this document does not indicate a physical layer different from those of 802.11a and HiperLAN2, but a super set of these harmonized  PHYs, as described in [4]. 

Fig 4 shows a refined inter-working scenario compared to Fig 3, called level 3 inter-working, where only one MAC address is used. To exchange data between WTs of different standards in the same radio cell the layer 2 of UAP can be used in contrast to all previous scenarios. This scenario is the most appropriate one from standardization and implementation perspective and the solution presented in this document addresses this case. 
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Figure 4: Level 3 inter-working in Public/Corporate Scenario
Home inter-working scenario depicts a more sophisticated case compared to Public/Corporate one. In the former scenario in Fig 5, A gateway is used for home access to the Internet, e.g. by using ADSL (Asymmetrical Digital Subscriber Line). In addition several HiperLAN2 consumer electronic (CE) devices (as Set Top Box, TV, Camcorder, etc.) can build a "home local sub network". In this local sub network, one of the CE devices could act as a Central Controller (CC, the term for AP in HiperLAN2 home application scenario) with the possibility to hand over this role to another devices with the CC capability. I.e. in a HiperLAN2 only scenario the home gateway is not necessarily the AP of the home local sub network. In a "unified home network" with HiperLAN2 and IEEE802.11a WTs, the home gateway will take the role of point coordinator for 802.11a WTs whereas may act as a WT in the HiperLAN2 local sub network.
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Figure 5: Level 3 inter-working in Home Scenario
3. Proposed Inter-working Solution

The inter-working solution proposed in this document is based on the scenario in Fig 4. It combines the two standards in such a way that devices can use a basic implementation of either standard to achieve connectivity to the same network. In this network there are unified Access Points (UAPs) and two kinds of wireless terminals depending on whether they employ IEEE 802.11a or HiperLAN2.

For full inter-working, all wireless devices, no matter employing IEEE 802.11a or HiperLAN2, must be able to communicate transparently. It is obtained by merging the standards at the Medium Access Control (MAC) layer, which leaves the very similar PHY layers of the wireless nodes virtually unchanged and implements the MAC merger in specific firmware. In particular, inter-working is achieved by dynamic division of time between the IEEE 802.11a and HiperLAN2 terminals connected to the wireless network.

The time division is implemented by a super frame depicted in Fig 6, denoted as Concatenating Super Frame (CSF), with duration of multiples of 2 ms. This frame concatenates an 802.11a phase with a HiperLAN2 one consisting of several 2ms MAC frames.
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Figure 6: Concatenating Super Frame

The IEEE802.11a phase operates in the infrastructure BSS mode and under normal rules of the standard. Consequently, it may include both the Point Coordination Function (PCF) as well as the Distribute Coordination Function (DCF) modes of operation. A spoofing frame (CTS or other frame type) with duration field set to a value to prevent 802.11 transmissions during the HIPERLAN2 Phase is transmitted at the end of the 802.11a Phase. In addition PCF Inter-Frame Spacing (PIFS) should be used for priority access. This requires modifications to the 802.11 standard which could be done as part of the 802.11e effort but does not require any modifications to the 802.11a legacy terminals.

The structure, 802.11 and HiperLAN2 phases of the super frame is conveyed by a standard Beacon frame with parameters adjusted to account for the existence of the two separate phases. Among other parameters the Beacon conveys the beacon interval, and in this solution the super frame is equal to the beacon interval. The super frame repetition interval is 2k times the HiperLAN2 MAC frame duration (2ms), where k is an integer number. The transmission of the beacon from the AP, may obey the normal transmission rules, or alternatively the beacon may be transmitted at the targeted beacon transmit times (TBTT). The 802.11a wireless terminals listen to the beacon as it conveys information in a so-called Traffic Indication Map (TIM) element indicating that WTs has pending (or buffered) data to receive. The purpose of the TIM is to allow terminals in doze mode to enter an active state only when needed. Since, the number of terminals going from the doze to awake state varies with time, the length of the beacon may also vary. As a consequence of this, the 802.11 phase is placed immediately after the beacon as in the basic operation of 802.11a such that HiperLAN2 MAC frames may remain at fixed intervals in time.

It is important to note that there is now a single set of unified APs, rather than two separate but equal coexisting wireless networks. In this network the UAPs receive super frame data and support the unified protocol by sending HiperLAN2-based data to HiperLAN2-based WTs and IEEE 802.11a-based data to IEEE 802.11a-based WTs. Hence, inter-working is achieved in a single UAP which employs an unspecified vendor-specific scheduler to share time between standards and to be able to communicate with WTs employing either standard.

4. Implications

This section describes various implications of proposed CSF on both standards, in particular on legacy wireless terminals, access points. In addition networking implications on performance, security and power-saving features are discussed.

4.1. Implications on Legacy Wireless Terminals

Legacy 802.11a and HiperLAN2 WTs shall be able to operate with no hardware, firmware or even MIB modification in a unified network. 

The 802.11a phase of the super frame shall act and be managed as a regular infrastructure BSS, with 802.11a WTs being unaware of the CSF structure. For this purpose, as pointed out in the Section 4, a spoofing frame with appropriately set duration field shall be sent by the UAP at the end of 802.11a phase to cover HIPERLAN2 Phase using PCF Inter-Frame Spacing (PIFS) for priority access. This requires modifications to 802.11a standard which could be done as part of 802.11e effort but does not require any modifications to the 802.11a legacy WTs. It is clear that co-located IBSS operation on the same frequency channel would not be recommended, as it may interfere with operation of the unified network. While they would obey the duration field of the spoofing frame, terminals which are hidden from the UAP might not hear the frame and could interfere with the HiperLAN2 phase of operation. Regarding the HiperLAN2 standard, the addition of some fields to the BCH field might be reasonable, but it is possible to accommodate the HiperLAN2 legacy WTs in the unified network by applying current means provided by the HiperLAN2 standard. 

4.2. Implications on legacy Access Points

In order to have the super frame solution, the legacy 802.11a and HiperLAN2 APs should be phased out in favor of a unified AP. Such UAPs should have a dual-MAC Access Point implementation, and in addition should implement the super frame specific firmware. Note that the CSF specific logic implementation requires relatively small additions on top of the MAC firmware. These additions contain the time division partitioning logic, management block related to the dual MAC new functionally, and the 802.11a channel access relinquishes mechanism.

4.3. Implications on legacy Networking

Performance

The use of the channel access relinquish facility may cause performance degradation as the 802.11a frame endings, the last 2 milliseconds of each 802.11a portion for frame sizes limited by the Ethernet MTU may turn around to be un-useful if no broadcast/multicast downlink (Access Point to Stations) traffic is available for transmission.  In addition, as we limit the time portion the 802.11a devices are allowed to access the channel, performance will be limited respectively. It can be showed that if the TDD protocol partitioning is performed dynamically, the achieved performance will be equal to the performance measured on a solely 802.11a network with total number of clients equal to the WTs communicating using the 802.11a phase plus the wireless terminals communicating using the HiperLAN2 phase.

Security

No modifications in the 802.11a and HiperLAN2 security model are required.

Power saving
There is no modification in the 802.11a and HiperLAN2 power saving mechanisms. There is one minor limitation regarding the beacon intervals in 802.11a: the beacon intervals should be limited to multiples of 2mSec, i.e. beacons will be present once every 2k times 2mSec. The fact that with the CSF structure beacons are guaranteed to arrive exactly at the TBTT  may make the power saving much more efficient for 802.11a as WTs will open their receiver exactly on time.

Association, Authentication and Probing procedures 

While no modifications in these packet exchange sequences are required, WECA compliance imposes some limitation on acceptable length of the super frame. 

In order to meet maximum response time requirements for (re)-association and authentication procedures defined by WECA (this is 802.11b related figures, no 802.11a related figures are currently available), the HiperLAN2 phase within the super frame must not exceed 100mSec. This is a rather weak limitation, as practical super frame lengths will be short (in the range between several to several dozens milliseconds, for instance 32 ms).

A stronger limitation imposed by the maximum probe response time, which defined by WECA to be 5mSec. In order to meet this limitation, one solution could be the transmission of the probe response by UAP within the HiperLAN2 phase, because the UAP can allocate to itself appropriate time slots within a HiperLAN2 frame for transmitting the probe response.  Also the maximum allowed 802.11 duration field value is 32.767 msec.  This issue could be addressed in the same manner as for the probe response frame.

Ad-hoc networking

Ad-hoc networking is not supported by the super frame structure, as basically for 802.11a devices it is an Access Point extension. It is recommended that Ad hoc networking should not share the same frequency channel when co-located with unified network.

5. Conclusions

In this input some usage scenarios were addressed and a super frame based solution for 802.11a-HiperLAN2 inter-working was presented. It combines the two standards in such a way that 5GHz wireless terminals using a basic implementation of either standard can achieve connectivity to a unified network, consisting of unified access points and IEEE 802.11a or/and HiperLAN2 WTs. This solution is beneficial to enable widespread adoption and investment for 5GHz WLAN technology and can be considered as a first step towards a global 5GHz standard in a long term. In addition various implications of proposed solution on both standards on legacy wireless terminals, access points, networking and performance, security and power-saving features were addressed. For instance, the solution requires modifications to the 802.11 standard which could be done as part of the 802.11e effort but does not require any modifications to the 802.11a legacy terminals. Furthermore, some modifications might be necessary to the HiperLAN2 standard to increase the performance of the WTs in a unified network, but the suggested scheme permits the HiperLAN2 legacy terminals to achieve wireless connectivity to such a unified network.
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